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In accordance with European Regulation 2021/784 (the Regulation), the Council for Media Services (CMS), a national competent authority, has compiled a Transparency Report on its activities in 2023. The aim of the Regulation is to combat and prevent the dissemination of terrorist content online, which refers to any content that incites or solicits the commission of terrorist offences, as defined in Article 2 (7) of the Regulation. The Regulation creates obligations for hosting service providers to remove terrorist content from their platforms within specified timeframes and to take measures to protect their services against the dissemination of such content to the public.
2 Background

The Regulation entered into force on 7 June 2022. Since then, hosting service providers offering their services in the EU are obliged to remove or disable access to terrorist content within one hour of receiving a removal order from a competent authority, as referred to in Article 3 of the Regulation. In Slovakia, this belongs to the competence of the Police Force.

Under Article 5 of the Regulation: „a hosting service provider exposed to terrorist content shall, where applicable, include in its terms and conditions and apply provisions to address the misuse of its services for the dissemination to the public of terrorist content“, (e.g. technical means to expeditiously identify terrorist content). The oversight of the implementation of specific measures pursuant to Article 5 is conducted by the CMS.

Besides tackling the dissemination of terrorist content online, the Regulation enhances the cooperation and coordination between Member States and the European Commission with a cooperation framework to ensure its effective implementation. To enforce the Regulation, Slovak Republic has designated two competent authorities – the CMS and the Police Force.

Pursuant to Articles 8 and 21 of the Regulation, the CMS is mandated to publish a transparency report on its activities. The primary purpose of this submission is to enhance the transparency of the CMS and, in doing so, inform the public and partners in the EU about the CMS’ activities in preventing the dissemination of terrorist content online within the context of the Regulation. Lastly, this document constitutes an annual transparency report as per Article 8 of the Regulation.
3 Transparency report

According to Article 8 of the Regulation, a transparency report should contain at least the following information:

a) the number of removal orders issued under Article 3, specifying the number of removal orders subject to Article 4(1), the number of removal orders scrutinised under Article 4, and information on the implementation of those removal orders by the hosting service providers concerned, including the number of cases in which terrorist content was removed or access thereto was disabled and the number of cases in which terrorist content was not removed or access thereto was not disabled;

(b) the number of decisions taken in accordance with Article 5(4), (6) or (7), and information on the implementation of those decisions by hosting service providers, including a description of the specific measures;

(c) the number of cases in which removal orders and decisions taken in accordance with Article 5(4) and (6) were subject to administrative or judicial review proceedings and information on the outcome of the relevant proceedings;

d) the number of decisions imposing penalties pursuant to Article 18, and a description of the type of penalty imposed.

In relation to Article 8 (a), there were no (0) removal orders issued, no (0) orders were scrutinised under Article 4. Since no removal orders were issued, there is no information on their implementation to be reported. As a result, there were no cases in which terrorist content was removed or access thereto disabled.

In relation to Article 8 (b), there were no (0) decisions taken in accordance with Articles 5(4), (6) or (7) of the Regulation.

In relation to Article 8 (c), there were no (0) cases in which removal orders and decisions taken in accordance with Articles 5(4) and (6) were subject to administrative or judicial review proceedings, and therefore, there was no information on the outcome of the relevant proceedings.

In relation to Article 8 (d), there were no (0) decisions imposing penalties pursuant to Article 18 of the Regulation.
Article 21 prescribes Member States to collect from their competent authorities and the hosting service providers under their jurisdiction and send to the Commission by 31 March of every year information about the actions they have taken in accordance with this Regulation in the previous calendar year. The information mentioned in this article includes:

(a) the number of removal orders issued and the number of items of terrorist content which have been removed or access to which has been disabled and the speed of the removal or disabling;

(b) the specific measures taken pursuant to Article 5, including the number of items of terrorist content which have been removed or access to which has been disabled and the speed of the removal or disabling;

(c) the number of access requests issued by competent authorities regarding content preserved by hosting service providers pursuant to Article 6;

(d) the number of complaint procedures initiated and actions taken by the hosting service providers pursuant to Article 10;

(e) the number of administrative or judicial review proceedings initiated and decisions taken by the competent authority in accordance with national law.

In relation to Article 21 (a), there were no (0) removal orders issued, no terrorist content removed and no access disabled. Since no terrorist content was removed or disabled there is no information on the speed of the removal or disabling.

In relation to Article 21 (b), there were no (0) specific measures taken pursuant to Article 5. Since no specific measures were taken there is no information on the number of terrorist content removed, access disabled or speed of the removal or disabling.

In relation to Article 21 (c), there were no (0) access requests issued by competent authorities regarding content preserved by hosting service providers pursuant to Article 6.

In relation to Article 21 (d), there were no (0) complaint procedures initiated and actions taken by the hosting service providers pursuant to Article 10.

In relation to Article 21 (e), there were no (0) administrative or judicial review proceedings initiated and no decisions taken by the competent authority in accordance with national law.

In addition, there was no scrutiny of the removal order by the competent authority in relation to Article 4(3).
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