
  
  
    [image: AsktheEU.org]
  

  
    Download original attachment
    
(PDF file)
  

  
    This is an HTML version of an attachment to the Freedom of Information request
    'Memos, guidance and guidelines on record creation'.
  




  
    
      
[bookmark: 1][image: ]

Ref. Ares(2015)4095799 - 05/10/2015

text in red must be deleted or edited ! 
 

Privacy Statement: Meeting "name of the meeting"  

 
1. Online invitation/registration relating to the meeting  "name of the 
meeting"  
 
This web page offers you an online electronic registration for the above 
mentioned meeting. While registering your personal data will be collected and 
further processed for the purposes detailed hereafter under point 2. The 
relevant processing operations thereof and the meeting are under the 
responsibility of the Head of the Unit TRADE.A.3, acting as the Controller.  
 
As this online service collects and further processes personal data, 
Regulation (EC) 45/2001, of the European Parliament and of the Council of 18 
December 2000 on the protection of individuals with regard to the processing 
of personal data by the Community institutions and bodies and on the free 
movement of such data, is applicable.  
 
2. What personal information do we collect, for what purpose and 
through which technical means?  
 
Identification Data  
 
The personal data collected and further processed are: 
•  data necessary for the organisation and management of the meeting, such 

as gender (needed for the right title)/first name/surname/profession/postal 
& e-mail addresses/ phone number/fax number...  

•  identity card or passport n°/date of birth/nationality (for access control 

purpose by security guards to the Commission's premises – see DPO-508 
and DPO-2638) 

•  if relevant: photographs/pictures, presentations, live webstreaming  and/or 

audio and video recording of speakers and participants.  
They could be published in the context of the meeting and in the framework 
of European Commission activities 

•  if relevant:  information about the form of transport used & hotel, and 

banking information (for purpose of reimbursement of travel 
expenses/allowances – see DPO-372) 

•  if relevant: if you are invited as a member of a Commission experts group, 

some of your personal data (listed in the Notification DPO-2194) will be 
made publicly available in the Register of Expert Groups and Other Similar 
Entities (http://ec.europa.eu/transparency/regexpert/index.cfm) for as long 
as the membership upholds and/or until removal from the public site is 
requested, in view of the transparency policy of the European Institutions1 
and the need to inform the public of the identity and qualifications of the 
experts advising the Institution.  

                                                 
1  

See also 'COM(2007)127 final' and http://ec.europa.eu/transparency/eti/index_en.htm 
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[bookmark: 2]Purposes 
The purpose of the processing of personal data performed in the context of 
the  meeting is the management/organisation of the meeting, including 
management of: 

  

lists for contacts, invitations, participants, reports, distribution of reports, 
feedback on reports, meeting follow-up, follow-up meetings, follow-up actions, 
news, publications   
[if relevant:  photographs/pictures, presentations, live webstreaming and/or 
audio and video recording of speakers and participants],  

 

[if relevant: Publication on the internet/intranet]. 
[If relevant: An opt-out is provided to participants who prefer their images are 
neither recorded nor published on any support. In these cases, and according 
to available resources, the organizer could offer those participants an 
alternative room where to follow meeting and debates by means of live 
webstreaming displayed on a screen. Clear indication and information to 
hostesses will be provided for to correctly guide participants.  
In case of unavailable resources, those participants can locally follow live 
meeting and debates at the webstreaming Internet address indicated on the 
subscription form or the invitation by the organizer. 
 
The processing operations on personal data linked to the organisation and 
management of this meeting is necessary for the management and 
functioning of the Commission, as mandated by the treaties, and more 
specifically articles 5, 7 and 211 - 219 of the EC Treaty. 
 
Technical information  
 
"If the web page collecting personal data uses technical means like cookies, 
log-records, or equivalent, this has to be clearly explained here considering, 
why these techniques are used, which options the user has (to accept or 
reject the use of them), what are the consequences of the user's choice. "  
 
 
3. Who has access to your information and to whom is it disclosed? 
 
•  ATTENTION: If personal data other than the one published in the 

Commission's Register of Experts Groups and Other Similar Entities are 
made publicly available on the web (including photographs/pictures, 
video recording or webstreaming), you have to offer the data subjects the 
possibility to opt-out to this publication. In this case, you have to put in this 
section: 
Some of your personal data (specify which ones and where) will be 
published on the web. If you do not agree with this publication of your 
personal data, please opt-out where required or inform the data controller 
by using the Contact Information below and explicitly specifying your 
request. In these cases, and according to available resources, the 
organizer could offer those participants an alternative room where to follow 
meeting and debates by means of live webstreaming displayed on a 
screen. Clear indication and information to hostesses will be provided for 
to correctly guide participants.  
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[bookmark: 3]In case of unavailable resources, those participants can locally follow live 
meeting and debates at the webstreaming Internet address indicated on 
the subscription form by the organizer. 
 
For speakers only, in the conferences webcast portal, name, profile, 
picture, short CV and presentation(s) if provided voluntarily by the 
speaker, will be indicated in the portal and associated to the video 
recording of the speech. No personal data is added for interventions not in 
agenda (e.g. questions from the public). 

 
•  If personal data are NOT published on a publicly available website, you 

have to put in this section:  

 

The access to all personal data as well as all information collected in the 
context of this meeting, and the organisation thereof, is only granted 
through UserID/Password to a defined population of users, without 
prejudice to a possible transmission to the bodies in charge of a 
monitoring or inspection task in accordance with Community legislation. 
These users typically are: The chairman and the secretary of the meeting, 
both supported by a team in the operational services inside the DG [and 
its subcontractor (name of the company), if the meeting is organised by an 
external company ] 

 

[or DG SCIC, if the meeting is organised with the support of SCIC, acting 
as processor(s)]. 

 

In order to keep the network of the participants operational a contact list of 
participants is shared between attendees.  
 
The report including the presence list is shared between participants and 
distributed to all organisations represented in the meeting.  
 
As these official meetings reports are Commission documents, they fall 
under the scope of the Regulation (EC) 1049/2001 of the European 
Parliament and of the Council of 30 May 2001 regarding public access to 
European Parliament, Council and Commission documents.   
 
No personal data is transmitted to parties, which are outside the recipients 
and the legal framework mentioned.  

 
 
4. How do we protect and safeguard your information?  
 
•  If the meeting is organised by your DG, you should put in this section: 

The collected personal data and all information related to the above 
mentioned meeting are stored on the servers of the DG, the operations of 
which abide by the Commission's security decisions and provisions 
established by the Directorate of Security for this kind of servers and 
services.  
Audio and videorecordings as well as information displayed on the 
internet/intranet might be stored on servers of external contractors abiding 
by the necessary security provisions. 
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[bookmark: 4]•  If the meeting is organised by SCIC  you should put in this section: 

The collected personal data and all information related to the above 
mentioned meeting are stored on the servers of DG Interpretation, the 
operations of which abide by the Commission's security decisions and 
provisions established by the Directorate of Security for this kind of servers 
and services.  
Audio and videorecordings as well as information displayed on the 
internet/intranet might be stored on servers of external contractors abiding 
by the necessary security provisions. 

 

•  If the meeting is organised by an external company: 

The collected personal data and all information related to the above 
mentioned meeting is stored on a computer of the external contractor, 
acting as processor, who has to guarantee the data protection and 
confidentiality required by the Regulation (EC) 45/2001. 

 
If  personal data are NOT published on a publicly available website, you 
have to add the following paragraph: Access to all collected personal data and 
all information related to the above mentioned meeting is only possible to the 
above described populations with a UserID/Password.  
 
5. How can you verify, modify or delete your information?  
 
In case you want to verify which personal data is stored on your behalf by the 
responsible controller, have it modified respectively corrected or deleted, 
please contact the Controller by using the Contact Information below and by 
explicitly specifying your request.  
 
Special attention is drawn to the consequences of a request for deletion, in 
which case any trace to be able to contact you will be lost.  
 
6. How long do we keep your data?  
 

•  Where you don't need to keep personal data for more than 1 year, you 

should put in this section: 

 

Personal data is kept as long as follow-up actions to the meeting are 
necessary with regard to the purpose(s) of the processing of personal data 
as well as for the meeting and its related management. All personal data 
will generally be deleted from databases 1 year after the last action in 
relation to the meeting. Reports containing personal data will be archived 
according to the relevant Commission's legal framework. 

 

•  Where you need to keep personal data collected in the context of this 

meeting in order to feed your lists of contact details: 
Your personal data will be part of a list of contact details shared internally 
amongst the staff of the Commission services for the purpose of contacting 
you in the future in the context of the Commission's activities. If you do not 
agree with this, please contact the Controller by using the Contact 
Information below and by explicitly specifying your request. 
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For communication and educational purposes of interpreters, some 
recordings of webcasts could be used longer by the SCIC services for a 
limited number of persons.  This  processing is described in a specific 
notification to the DPO. 
 
7. Contact Information  
 
In case you wish to verify which personal data is stored on your behalf by the 
responsible controller, have it modified, corrected, or deleted, or if you have 
questions regarding the organisation of the meeting, or concerning any 
information processed in the context of the meeting, or on your rights, feel 
free to contact the support team, operating under the responsibility of the 
Controller, using the following contact information:  
 
"Unit(s) in charge of the organisation/processing operations on personal data 
in the framework of the meeting"  
"Phone number of support team desk"  
"Fax number of support team desk (if applicable)" 
"Functional Mailbox Address of support team"  
 
8. Recourse  
 
Remarks can be addressed to the Commission Data Protection Officer.  
Complaints can be addressed to the European Data Protection Supervisor.  
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