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Dear all,

Please find below a flash report of last Friday's meeting between CNECT, JUST, HOME, industry
associations and service providers on certain law enforcement aspects of the proposal for the e-
Privacy Regulation.

Best,

----

Present:  CNECT: , ,  / JUST:
,  / HOME: ,  / Industry

associations: CCIA  Digital Europe  BSA
 / Service providers: Microsoft  Google 

 Facebook 

CNECT organised the meeting at the request of industry associations, to discuss industry's
concerns on law enforcement aspects of the proposal for the e-Privacy Regulation. Although
rather hostile at first, participants appeared content with the joint presentation and explanation
by CNECT, HOME and JUST. The Commission invited participants to provide concrete examples
of problems with the e-Privacy proposal.

CNECT briefly presented the proposal for the e-Privacy Regulation, with a specific focus on
Article 11 (restrictions). CNECT highlighted that nothing on substance was changed. HOME
presented the Commission work on cross-border access to electronic evidence. Some relevant
aspects of the GDPR and the Data Protection Directive for the criminal justice sector were
presented by JUST.

Participants focussed on a number of aspects of e-Privacy proposal, including the procedures for
responding to law enforcement requests referred to in Article 11(2) and the role of the
representative of service providers not established in the Union pursuant to Article 3(3) of the
proposal. Participants questioned the legal basis of the proposal, and argued the measures are
of a criminal law nature. It was raised that companies may not be able to provide competent
authorities with information on law enforcement requests received, as they are often prohibited
to disclose information on requests. It was suggested that many companies only have minimal
representations with limited staff in the EU, which would hamper the role of the representative
as regards law enforcement requests. It was suggested that additional information should be
provided on the functioning of a representative in the EU as regards Mutual Legal Assistance
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channels or the European Investigation Order, as providers of OTT services receive more cross-
border requests than traditional telecoms providers that traditionally only operate within one
country. It was suggested that more clarity should be provided, e.g. in a recital, to avoid different
interpretations.

The meeting was concluded with the recognition that the co-legislators are likely to interpret the
e-Privacy proposal in the light of the outcome of the Commission's work on cross-border access
to electronic evidence. The importance of a common EU approach was underlined.

----

European Commission
DG Migration and Home Affairs
Unit D4 – Cybercrime
1049 Brussels, Belgium
Tel. +32 229

What we do: http://ec.europa.eu/dgs/home-affairs/what-we-do/policies/organized-crime-and-human-
trafficking/cybercrime/index_en.htm
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