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Disclaimer 

The information appearing in this document has been prepared in good faith and represents 
the opinions of the authors.  

The authors are solely responsible for this publication and it does not represent the opinion 
of the European Commission or its Research Executive Agency. Neither the authors nor the 
European Commission or its Research Executive Agency are responsible for any use that 
might be made of data including opinions appearing herein. The reader is encouraged to 
investigate whether professional advice is necessary in all situations.  

The authors reserve the right not to be responsible for the topicality, correctness, 
completeness or quality of the information provided. 



7 

1. 

 Purpose and outline of the BESECURE project 1.1.

The project BESECURE (Best practice enhancers for security in urban environments) 
worked towards a better understanding of urban security through examination of different 
European urban areas. By examining eight urban areas throughout Europe and literature, 
BESECURE built a comprehensive and pragmatic knowledge base that supports policy 
making on urban security challenges by sharing best practices and by providing visualization 
and assessment tools and guidelines that help local policy makers to assess the impact of 
their practices, and improve their decision making.   

 Objective and Outline of D7.6 1.2.

The definitions used for the key terms in the report title are provided in Table 1. 

Table 1 Working definitions / orientations 

Word/Term Definition
Foreground Results, including information, whether or not they can be protected, which are 

generated under the “project”. Such results include rights related to copyright; 
design rights; patent rights; plant variety rights; or similar forms of protection1. 

Use The direct or indirect utilisation of foreground in further research activities other 
than those covered by the project, or for developing, creating and marketing a 
product or process, or for creating and providing a service. 

R&D (Research 
and 
Development) 

Creating new knowledge about topics for the purpose of uncovering and 
enabling development of valuable new products, processes, measures, 
services 

Policy support Supporting the design and implementation of policy2

Sustained  
development 

An approach including the financial resources (at least potentially) to enable 
the already developed results to be developed further 

The objective of the report is to provide an analysis of the potential and opportunities for 
sustained development of the BESECURE foreground following the completion of the 
project. This includes a consideration of other relevant projects to identify potential synergies 
and partners for future cooperation. It considers the research landscape concerning urban 
security research, development and innovation and future needs from a broader perspective 
than the report D7.53. It does this by providing the following: 

• A summary of the current state of affairs of urban security management 
o Present assessment of urban security management 
o Relevance to EU Agenda 

• An update on sections from the deliverable D7.7 (which was originally completed in 
May 2013) 

                                                
1 As described in D7.7 Overview of the R&D landscape concerning policy support for urban security (D7.7), p. 5 
2 see Chapter 2 of Deliverable 7.7 for further discussion 
3 D7.5 Opportunities for commercial exploitation of the BESECURE methods and tools 
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o Potentially relevant research, development and innovation in progress or 
recently completed 

• An analysis of the European urban security research landscape4  
o Analysis of organisations involved in projects relevant to urban security under 

the FP75 Security theme 
o Analysis of core projects relevant to urban security management under the 

FP7 Security theme 
o Analysis of foreground results from completed core projects6 relevant to 

urban security under the FP7 Security theme 
o An evaluation of areas to focus upon in future urban security R&D and 

Innovation. 

• A summary of the key content from the confidential report D7.5 Opportunities for 
commercial exploitation of the BESECURE methods and tools 

o Exploitable foreground 
o Strategy and activities for the exploitation of the foreground following the 

completion of the project 

• Notable sources of funding potentially suitable to support the implementation and 
development of the BESECURE approaches / results 

 Deliverable 7.6 Methodology 1.3.

This report was outlined and drafted by work package leader CCLD. This draft was then 
discussed and agreed upon with the consortium members. Consortium members were also 
asked to contribute to the report as described in Table 2.  

Table 2 Chapters, Contents, Main contributors 

Chapter / Annex Name / Content Main contributors
Chapter 1 Introduction CCLD 
Chapter 2 Urban security management – current state of 

affairs 
ALU, CCLD 

Chapter 3 European and national research, development 
and innovation projects

EU: CCLD 
Germany: ALU, EMI, 
CCLD 
Ireland: FAC 
Italy: CNR 
Netherlands: TNO 
Poland: ITTI 
UK: JVM, UU 

Chapter 4 Analysis of FP7 urban security research 
landscape 

CCLD 

Chapter 5 Valuable continuation directions for 
BESECURE 

CCLD / ALL 

Chapter 6 Funding opportunities and partner activities CCLD / ALL 
Chapter 7 Conclusions CCLD / ALL 
Annex 1 Notable funding schemes within consortium 

countries 
Germany: ALU, EMI, 
CCLD 

                                                
4 As identified in Septmebr 2014 
5 The European Union’s framework 7 programme for research and technological development (FP7), see 
http://cordis.europa.eu/fp7/home_en.html, last accessed 31 March 2015. 
6 As of December 2014 
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Ireland: FAC 
Italy: CNR 
Netherlands: TNO 
Poland: ITTI 
UK: JVM, UU 

Annex 2 National research, development and innovation 
project profiles 

Germany: ALU, EMI, 
CCLD 
Ireland: FAC 
Italy: CNR 
Netherlands: TNO 
Poland: ITTI 
UK: JVM, UU 

Annex 3 Research, development and innovation project 
results and approaches which have influenced 
BESECURE development 

CCLD / ALL 

Annex 4 List of FP7 Security projects identified as 
relevant to urban security 

CCLD 

Annex 5 Four general themes in FP 7 Security project 
projects relevant to urban security 

CCLD 

Annex 6 Assessment of the FP7 Security projects with 
urban security management at their core 

CCLD 

Annex 7 Assessment of the 9 completed FP7 Security 
projects with urban security at their core 

CCLD 

Annex 8 EU co-funded research, development and 
innovation project profiles 

CCLD 
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2. –

This chapter provides an overview of the current urban security management, particularly in 
crime prevention methods. It offers a brief assessment of instruments, processes, and 
models, which shape BESECURE foreground and its exploitation strategies. The content of 
this Chapter is primarily based on Chapter 2 of the confidential BESECURE Deliverable 7.5 
Opportunities for commercial exploitation of the BESECURE methods and tools which was 
summarised from D3.1 Overview of relevant process models, indicators and methods for 
urban security enhancement – How to BE SECURE? 

 BESECURE’s urban security management focus 2.1.
BESECURE mainly focuses on security issues connected with general crime and instability 
such as street-crime, incivilities, and anti-social behaviour (ASB). Other threats, such as 
terrorism and ideological conflicts, are not a focus of the project. However, it is important to 
note that positive knock-on effects of urban security at local levels could also support 
security management at national level, for example strong community actions in a 
neighbourhood can prevent growth of radicalism or terrorist groups7  

BESECURE case studies in Belfast (UK), The Hague (NL), Freiburg (GER), London Tower 
Hamlets (UK), London Lewisham (UK), Naples (IT), Reggio di Calabria (IT), Poznan (PL) 
highlight ASB, organised crime, and theft as the most common issues affecting urban 
security in these areas. In the case of ASB, provision of facilities and programs for youth to 
express their creative activities and improve their interpersonal skills are for example one of 
the best practices from London Tower Hamlets, Belfast, and Freiburg. We also assessed the 
implementation of Information and Communication Technology (ICT) such as XLAW 
software in the Aracne Project in Naples that helps the police force to identify crime trends in 
the streets. Many successful policy initiatives from the case studies also point out the 
importance of civil partnership or collective actions in achieving sustainable urban security 
such as in Belfast and The Hague. 

Urban security management is a complex multi-dimensional process with both short- and 
long-term strategic decision making that involves many stakeholders in different levels. 
There are many factors that influence urban security management, from the daily practices 
in the area, physical layout, to socio-economical makeup of different urban zones. In reality, 
many policy-makers make decisions based on local and long-standing best practices rather 
than evidence. Policy makers would be well advised to be aware of the interdependency of 
different indicators and factors affecting urban security.  

By sharing European best practices, BESECURE has developed a range of comprehensive 
methods, user-friendly tools, and guidance that will improve urban security policy making for 
local policy makers. By approaching urban security from a problem based perspective, 
BESECURE expects to facilitate, support, and assist evidence-based policy making and the 
enhancement of security in the urban area. This offers to be a significant contribution to 
urban security management as knowledge, time, and budget are scarce and getting scarcer 
in such complex decision making processes  

                                                
7 see D1.1 Boundary Conditions and Options for Urban Security Enhancement, Chapter 2.1.3 and Table 4 for 
more details. 
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 Relevant process models, indicators and methods for urban security 2.2.
enhancement 

Among many process models and methods for urban security management, there are four 
main established approaches to crime prevention. They are the European Standard on 
Urban Crime Prevention EN14383, Predictive Policing Technologies, the Matrix of Evidence-
based Policing, and Safety Indexes. Each of the different approaches has been developed 
and implemented by different EU Members, however there are limited tools to share best 
practices in Europe that could improve policy making in urban security. This section is 
primarily based on Deliverable 3.1 Overview of relevant process models, indicators and 
methods for urban security enhancement – How to BE SECURE?. 

2.2.1. European Standard on Urban Crime Prevention EN14383 

The European Standard on Urban Crime Prevention EN14383, or “The Standard”, is a 
comprehensive crime prevention method that focuses on urban design. It covers both 
contents (strategies and measures) and processes (effective and feasible contents’ 
implementation) in designing a comprehensive urban security policy as defined by 
stakeholders. Initiated by eight EU Member States (the Netherlands, Belgium, Denmark, 
France, Norway, the United Kingdom, Sweden, and Austria), the Standard is the first 
transnational urban security guideline in Europe. 

The Standard guides policy- or decision- makers through three main steps. First, the 
identification of the type of urban zone and delimitation of area boundaries, such as postal 
codes, to determine the level of intervention. Secondly, the identification of the crime 
problem through a prospective crime assessment and a retrospective crime review. The 
former assessment sees potential problems as consequences of planning mistakes, while 
the latter assesses existing problems based on statistical information and subjective 
appraisal such as fear, opinion, and experiences. Lastly, the Standard also identifies the 
most relevant stakeholders in the management process: the owners (such as local 
administrators, public transport, contractors), the specialists (such as police, social workers, 
research consultants), and the residents of the area.  

The main strength of the Standard is the comprehensive policy planning and design for 
urban security by involving all the relevant stakeholders. By providing a standardised set of 
measures, it offers different approaches and follows a strict and detailed ISO risk 
management: identification, analysis, evaluation, and treatment. The standardised guidelines 
also point out numerous environmental factors that influence crime, e.g. the presence of 
thick bushes that could assist burglars to hide. 

However, the downside of having such strict guidelines is the danger of standardising 
mistakes and it leaves no room for creativity and (technological) innovation. The Standard 
relies on strict technical understanding of what causes crime and how we can prevent it. It 
also overlooks the possibility to adapt to changing social configurations, such as social trust 
and cohesion in a neighbourhood. Despite the usefulness of the Standard, not all EU 
Members and practitioners are aware of it. Furthermore, the Standard is not the only 
standard available in Europe. There are numerous and redundant compendiums, reports, 
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manuals, guides, handbooks, and other online resources available written by different EU 
Members8. 

Currently, the Standard offers merely general checklists with indicators to avoid planning 
mistakes in the layout, interior, and exterior design of a building that could encourage crime. 
The New Zealand police has adopted a similar approach to the Standard with “Guidelines for 
Crime Prevention through Environment Design (CPTED) for Licensed and Off-licensed 
Premises”. However, they have taken an extra step by developing different crime prevention 
measures for different types of urban zones, particularly crime hot spots such as bars and 
night-time entertainment areas. This could be another meaningful improvement to the 
Standard. 

The Standard may also benefit from the US Federal Emergency Management Agency 
(FEMA425) that differentiates different responses based on the threat and the incorporation 
of a standalone software application ‘Risk Assessment Database’. The software serves as a 
collection and management tool that helps users to evaluate crime prevention measures, 
responses, and data analysis from multiple assessments. More importantly, it integrates 
certain geographic Information System (GIS) products as part of record assessment.  

In order to look beyond theoretical and empirical validation, The Standard could combine its 
technical measures with the ISAN Prevention Model, which offers practical applicability of 
crime prevention measures. ISAN emphasises on four crucial fields of urban security policy; 
social Infrastructures (e.g. good schools, day care, youth centres); Social management (e.g. 
concierge service, neighbourhood management office); Architecture and urban design, and 
Neighbourly community (e.g. social trust, cohesion). Hence, rather than simply focusing on 
detailed technical planning, it includes the active role of the society in crime prevention 
measures. 9  

2.2.2. Predictive Policing 

Another crime prevention approach is Predictive Policing. It is a set of integrated practices 
and methods that are used to collect, analyse and respond to collected metrics data. 
Predictive policing relies on geographical information about the crime through crime mapping 
technologies. Moving beyond conventional crime pin maps, advanced mobile and cloud 
computing allows smart cities to monitor and analyse Big Data through GIS. However we 
should be aware that predictive policing does not mean crime prevention or intervention. The 
most important aspect of predictive policing is the application of computerised spatial 
analysis as part of a comprehensive approach to crime prevention.  

The application of GIS and crime mapping technologies in Europe is still limited compared to 
the United States where there are numerous and comparable software applications 
available. Many of these software companies also organise events and free training courses 
to attract consumers. The most prominent software are ArcGIS, “Regional Analysis and 
Information Data Sharing” (RAIDS), CrimeStat, and ‘PredPol’. Through highly advanced 
algorithm and statistical methods, ‘PredPol’ allows spatial analysis of crime patterns that 
include crime prediction by providing the ‘likelihood’ of certain crime to happen in a specific 
area. The company claims 13% crime decline when compared to a control site following the 

                                                
8 Deliverable 3.1 Overview of relevant process models, indicators and methods for urban security enhancement – 
How to BE SECURE?, p.15 
9 Ibid., p.17 
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implementation of the software. Since 2013 the UK police force has been implementing 
predictive policing using ‘PredPol’, such as in London, Manchester, and Leeds10. 

Two instruments of these software packages have clear benefits, “Risk Terrain Mapping” 
(RTM) and “Kernel Density Estimation” (KDE). RTM is a risk assessment based on multiple 
geospatial factors. RTM from ArcGIS creates a unique map with “risk terrain” which displays 
different layers of spatial units with their values, such as anti-social behaviour with different 
colour coding. The only limitation of RTM is its incapability to calculate crime risks in relation 
to additional spatial factors. This is where KDE from CrimeStat is useful. A hotspot map of a 
city may point high crime risk around the city centre due to its high human activity but it may 
not be the case if we include educational background of the population as another factor to 
spatial analysis. KDE can help policy makers to draw a much more complete picture of the 
urban environment for a comprehensive analysis. 

The application of predictive policing technologies continuously draws pros and cons among 
different stakeholders. The benefits of providing comprehensive urban data analysis for 
crime prevention raise many concerns about privacy issues and civil rights, especially in 
connection with low income and minority populations. In some European countries, the 
implementation of some technologies are impossible due to constitutional reasons. The most 
important aspect of predictive policing that we should take into consideration is how GIS and 
Big Data can help resource allocations and policy making in enhancing security in urban 
regions. 

2.2.3. Matrix of Evidence Based Policing 

The third crime prevention approach is the matrix of evidence based policing, which puts its 
emphasis on better identification of crime prevention measures for practitioners. The 
intervention paradigms focuses on the offender-, location-, and victim level. It is a user-
friendly and interactive online data repository with more than 125 evaluation studies and it is 
being continuously updated.  

“The matrix categorises and visualises these evaluations according to three common 
attributes or dimensions of crime prevention in a 3D axis of cuboid. They are the nature of 
the target (x-axis; such as individuals, groups, neighbourhood, jurisdiction, nation state), 
specificity (y-axis; whether the prevention measures are general or target-specific/focused), 
and the proactivity (z-axis; reactive, proactive, and highly proactive)”11. Based on these three 
different dimensions, the effectiveness of each different measure can be determined (non-
significant-, mixed-, significant effect)12. 

As an interface between research and practice, the matrix serves as an evaluation tool 
which can be expanded and adjusted relatively easily to help many practitioners. However it 
is still evaluated pragmatically while in many cases, policy making is inherently political and 
strongly influenced by organization culture and practices. There is a strong need of a tool 
that can answer for loaded policy questions, both pragmatically and practically, with quick 
and appropriate references or case studies.  

                                                
10 BBC News, http://www.bbc.com/news/technology-20068722, last accessed 30 January 2015 
11 – see Deliverable 3.1 Overview of relevant process models, indicators and methods for urban security 
enhancement – How to BE SECURE?, p.15, Chapter 3.3, Figure 4, p.26 for further details
12 Ibid. p.25 
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2.2.4. Safety Indexes 

One more useful approach in security management is the implementation of urban metrics 
or indicators for crime prevention measures. The Rotterdam Safety Index and Amsterdam 
Safety Index (Veiligheidsindex) are indexes based on measurable indicators, both 
quantitatively (objective) and qualitatively (subjective) related to urban security (e.g. number 
of recorded crime and victims) and perceived security (e.g. fear of crime, residential 
satisfaction, and perceived threat). These indicators consist of three main data components: 
crime data, urban data, and survey data. 

Crime data is the most common data available which is defined as  “number of crimes per 
capita ratio (per 100,000 inhabitants)”13. This means the larger the city, the more one could 
expect crime to happen. It is not enough to have a recorded x number of crime in a city but it 
needs to be broken down further by identifying which type of crime and in which area of the 
city. As a whole, it may be taken as prevalence or incidents, but to make a proper use of the 
data as meaningful information, crime data must be accompanied by other data components 
(urban data and survey data). Such detailed information provides stakeholders with a much 
more complete understanding of what needs to be done.  

Urban data adds another dimension to the index. This includes three main social-spatial 
factors: risk factors (the possibility of the crime to happen such as ASB), protective factors 
(existing crime deterrent such as a strong social cohesion), and symptoms of crime (how 
often it happens). To provide a better context, these indicators should also be classified 
based on types of crime and socio-cultural profile of the urban area. Both Rotterdam and 
Amsterdam Safety Indexes have different urban data although they can be considered 
similar Dutch metropolitan cities.  

Safety indexes only fulfil the quantitative assessment of urban security. There are also 
informal ways to achieve urban security, for example through collective efficacy. Dubbed as 
“agent of resilience”, collective efficacy represents the potential of a neighbourhood 
community to “achieve communal goals through informal social control”14 (in this case urban 
security/crime prevention). It depends on qualitative factors such as social cohesion and 
social trust within a community. Increasing social efficacy has been emphasised as a more 
realistic goal to achieve urban security than reducing poverty in a poor neighbourhood. The 
proposed assessment of collective efficacy is through survey data. However, the main 
challenge of collecting survey data is “the lack of standardised survey for specific indicators 
of collective efficacy (social cohesion and social trust) or fear of crime (anxieties, worries, 
anger, and aversive emotions towards crime)”15.  

2.2.5. Conclusion 

The approaches described previously only provide instruments to analyse and monitor crime 
(such as crime-mapping tools) or offer crime interventions analysis (evidence-based policing 
matrix). The Standard combines both monitoring and prevention, however it leaves no room 
for improvements.  Rotterdam and Amsterdam Safety Indexes are also valuable for crime 
monitoring and in highlighting the importance of public perception of security (perceived 
security). Nevertheless it offers no solution to crime intervention or policy evaluation.  

                                                
13 Ibid., p. 31 
14 Ibid., p. 34 
15 Ibid., p. 36 
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Unfortunately, none of the crime prevention approaches described are sufficient to provide a 
wide-ranging approach to enhance urban security. As discussed earlier, each of the 
approaches has advantages, disadvantages, potentials, and limitations. In terms of 
implementation, it also depends on the objective of the organisations, their management and 
organisational culture, and their attitude towards new (technological) development or 
innovations. This brings us to the importance of developing one unified approach in which 
new developments and tools are integrated.  

 Potential for improvements 2.3.
From this brief overview, it becomes clear that a holistic urban security management is a 
complex task covering different stakeholders and activities within organisational, 
administrative, budgetary, and socio-political constrains. With current methods and tools, it is 
difficult to evaluate urban security practices as they are generally biased, political in nature, 
and not based on scientific evidence. Therefore, dissecting and disseminating experience 
and best practices from other cities provide cues about the development of certain urban 
security scenarios. Moreover, greater integration of urban security in Europe could also be 
achieved and improved by sharing the available data with relevant policy makers and 
stakeholders at local, regional, national, and European levels. 

In responding to the current ‘state of affairs’, BESECURE sees much potential for 
improvements especially in a greater transfer of knowledge and expertise from the available 
information. The Standard, Predictive Policing, and the Matrix of Evidence Based Policing 
have failed in maximising the knowledge sharing of urban security. There is a strong need to 
have one unified portal which harnesses data, scientific knowledge, local practices and 
experience to their full extent for the decision making process. One of the most suitable 
general frameworks for such a unified approach is the ISO standard on risk management 
(ISO 31000) coupled with a relevant safety index such as the Rotterdam Safety Index. It 
analyses risk based on five steps: establishing the context, risk identification, risk analysis, 
risk evaluation, and risk treatment. It is a user-friendly process model, which could also be 
adapted and improved from the Matrix of Evidence Based Policing, for any stakeholders with 
GIS to visualise relevant information. This internationally-accepted risk management process 
has a  similar nature to predictive policing without the concerns of privacy issues and civil 
rights. 

BESECURE exploits these potentials through the application of sophisticated software 
packages to collect the evidence-based data, knowledge, and experience. This software 
package could inspire, inform, and innovate urban policy development. It facilitates 
performance monitoring and policy evaluation beyond a standard database of best practices. 
Furthermore, there is also a strong need to develop an online learning platform, which is 
accessible to different urban security stakeholders. 

  Relevance to EU agenda 2.4.

Under the Europe 2020 Strategy16, the EU Cohesion Policy17 (2014-2020) has a focus on 
strengthening governance for urban development by establishing a common strategy for 
more coordination and less overlaps with European Regional Development Funds (ERDF) to 
be spent on integrated projects in cities and cross-borders cooperation. The EU has 

                                                
16 ‘Europe 2020: A strategy for smart, sustainable and inclusive growth’ - COM(2010) 2020, 3.3.2010 
17 http://ec.europa.eu/regional_policy/what/future/index_en.cfm, last accessed 3 November 2014 
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advocated the need of digital technology - “e-cohesion”18 that facilitates this coordination 
within the low carbon economy context.  

The EU Cohesion Policy and ERDF significantly shift the strategy of Innovation and 
Environment Regions of Europe Sharing Solutions (INTERREG) programme. The 
programme aims to improve the effectiveness of (regional and interregional) policies and 
instruments. INTERREG-IV (2007-2013) focussed on typical approaches for exchange of 
experience by e.g. thematic workshops, conventional meetings, surveys, and study visits19. 
The new INTERREG-V (2014-2020) emphasises the importance of digital technology such 
as “e-cohesion” in identifying and sharing good practices between European partners to 
achieve sustainable regional development20.  

In the R&D and Innovation framework of Horizon 2020, protecting freedom and security of 
Europe and its citizens is an important part under the societal challenge “Secure Societies”. 
Central themes such as urban security, crisis management, and fighting against terrorism 
have been continued from the previous Framework Programme 7 (FP7). Horizon 2020 
“Secure Societies” calls also place the importance of digital technology in urban security to 
assist stakeholders and policy makers in urban security management21 (see section 6.1.1).  

BESECURE has offered a step in responding to “e-cohesion” as part of EU Social Cohesion 
Policy 2014-2020. With its urban security best practices database, user-friendly online 
application, and e-learning platform, BESECURE is a relevant tool for knowledge and 
experience sharing between regions, particularly in urban security management.  
Furthermore, the BESECURE platform offers an evaluation tool for policy makers, a feature 
that many argue current approaches have failed to address. Under Horizon 2020, 
BESECURE approaches also have potential for implementation beyond urban security 
management, such as in the areas of the protection of critical infrastructures and crisis 
management (see Chapter 6 for further discussions).   

                                                
18 http://europa.eu/rapid/press-release_MEMO-13-1011_en.htm, last accessed 3 November 2014 
19 http://www.interreg4c.eu/programme/, last accessed 4 November 2014  
20 http://www.corridor2.eu/fileadmin/daten/corridor2/pdf/Downloads/Funding_Possibilities.pdf, last accessed 4 

November 2014 
21 “We thus see a convergence of traditional security needs and the digital world. Whilst many infrastructures and 
services are privately owned and operated, protection of public safety and security are the responsibility of the 
public authorities. Therefore security is an issue that can only be tackled effectively if all stakeholders cooperate.”
‘Horizon 2020 Work Programme 2014-2020:  Secure societies – Protecting freedom and security of Europe and 
its citizens’,  C (2014)4995 of 22 July 2014, p.7  
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3. 

The D7.7 report provided details on research, development and innovation projects relevant 
to urban security as identified up to March 2013. This chapter provides an update on 
projects which commenced after this date. These projects offer potential for further synergy 
and cooperation in the sustainable development of the BESECURE approaches and results.   

As in the D7.7 report, for each of the projects identified we have made an assessment, 
where possible, regarding: 

1) The four security domain(s) to which a project is likely to contribute22   
2) The inclusion / none inclusion of  issues around “perceptions of security” 
3) The category of support to policy design to which a project is likely to contribute23  

 EU funded R&D projects relevant to urban security 3.1.

Annex 8: EU co-funded research, development and innovation project profiles, includes 
individual European project profiles for all projects listed. 

Note that the assessments are good faith assessments based on the public 
knowledge available to the partners to assess the projects. 

3.1.1. FP7 Security projects 

Security of the Citizens 

Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

1 TACTICS 
Tactical Approach to 
Counter Terrorists in 
Cities 

Urban environment No Information 
provision 

Security of Infrastructures and Utilities 

Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

1 CARONTE 
Creating an Agenda for 
Research ON 
Transportation sEcurity 

Institutional, Urban 
environment No 

Information 
provision, 
training 

                                                
22 Security domains as determined in: BESECURE Deliverable D1.1 Boundary Conditions and Options for Urban 
Security Enhancement: Institutional, Urban Environment, Economic and or Societal  
23 Category of support to policy design as discussed in BESECURE Deliverable 7.7 Overview of the R&D 
landscape concerning policy support for urban security, Chapter 2; namely: Process support, Information 
provision, and/or Training and networking 
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Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

2 ECOSSIAN 

European Control 
System Security 
Incident Analysis 
Network 

Institutional, 
Economic No Information 

provision 

3 FORTRESS 

Foresight Tools for 
Responding to 
cascading effects in a 
crisis 

Institutional, Urban 
environment, 
Societal 

No Information 
provision 

4 HARMONISE 

Holistic Approach to 
Resilience and 
Systematic Actions to 
make Large Scale 
UrbaN Built 
Infrastructure Secure 

Institutional, 
Economic, Urban 
environment  

Yes 

Process 
support, 
information 
provision, 
training and 
networking 

5 SAWSOC 
Situation AWare 
Security Operations 
Center 

Institutional, 
Societal Yes Information 

provision 

6 VASCO 
a Virtual Studio for 
Security Concepts and 
Operations 

Urban environment, 
Societal no Information 

provision 

Restoring Security and Safety in Case of Crisis 

Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

1 CAERUS 

Evidence based policy 
for post crisis 
stabilization: bridging 
the gap 

Institutional No Information 
provision 

2 CASCEFF 

Modelling of 
dependencies and 
cascading effects for 
emergency 
management in crisis 
situations 

Institutional, 
Economic, Urban 
environment, 
Societal 

No Information 
provision 

3 COBACORE 
Community Based 
Comprehensive 
Recovery 

Institutional, 
Economy, Urban 
environment, 
Societal 

No Information 
provision 

4 DRIVER 
DRiving InnoVation in 
crisis management for 
European Resilience 

Institutional, 
Economic, Societal No Information 

provision 
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Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

5 OPSIC 
Operationalising 
Psychosocial Support in 
Crisis 

Institutional, 
Societal No Information 

provision 

6 POP-ALERT 
Population Alerting: 
Linking Emergencies, 
Resilience and Training 

Institutional, Urban 
environment 
Societal 

No Information 
provision 

7 PSYCRIS PSYcho-Social Support 
in CRISis Management 

Institutional, 
Societal No 

Information 
provision, 
networking 

8 PREDICT 
PREparing for the 
Domino effect in Crisis 
siTuations 

Institutional, 
Economic, Societal No 

Information 
provision, 
training 

10 REASS 

Reconstruction and 
REcovery Planning: 
Rapid and Continuously 
Updated COnstruction 
Damage, and Related 
Needs ASSessment 

Institutional, Urban 
environment No 

Process 
Support, 
Information 
provision 

12 SNOWBALL 

Lower the impact of 
aggravating factors in 
crisis situations thanks 
to adaptive foresight 
and decision-support 
tools 

Institutional, 
Economic, Urban 
environment 

No 

Information 
provision,  
Training 
and 
networking 

13 TACTIC 

Tools, methods And 
training for 
CommuniTIes and 
Society to better 
prepare for a Crisis 

Institutional, 
Societal No Information 

provision 

Security Systems Integration, Interconnectivity and Interoperability 

Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

1 EPISECC 

Establish Pan-European 
Information Space to 
Enhance seCurity of 
Citizens 

Institutional No Information 
provision 

2 HECTOS 
Harmonized Evaluation, 
Certification and Testing 
of Security Products 

Institutional, 
Economic No Information 

provision 
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3 REDIRNET 
Emergency Responder 
Data Interoperability 
Network 

Institutional, 
Economic No 

Information 
provision,  
training 

Security and Society 

Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

1 ATHENA ATHENA Institutional, Urban 
environment No Information 

provision 

2 COSMIC 
The COntribution of 
Social Media In Crisis 
management 

Institutional, Urban 
environment, 
Societal  

No Information 
provision 

3 EPOOLICE 

early Pursuit against 
Organized crime using 
envirOnmental 
scanning, the Law and 
IntelligenCE systems 

Institutional, Urban 
environment No 

Information 
provision, 
Training  

4 EVOCS 

The evolving concept of 
security: A critical 
evaluation across four 
dimensions 

Institutional Yes Information 
provision 

5 FORCE FOResight Coordination 
for Europe Institutional No Information 

provision 

6 ISAR+ 

Online and Mobile 
Communications for 
Crisis Response and 
Search and Rescue 

Institutional, Urban 
environment No Information 

provision 

7 LASIE 
LArge Scale Information 
Exploitation of Forensic 
Data 

Institutional No Information 
provision 

8 PARIS 
PrivAcy pReserving 
Infrastructure for 
Surveillance 

Institutional, Urban 
environment, 
Societal 

No Information 
provision 

9 PRIME 

PReventing, Interdicting 
and Mitigating Extremist 
events: Defending 
against lone actor 
extremism 

Institutional, Urban 
environment, 
Societal 

No Information 
provision 

10 SLANDAIL 
Security System for 
language and image 
analysis 

Institutional, Urban 
environment No Information 

provision 

11 SOTERIA Online and Mobile 
Communications for Institutional, No Process 

support, 
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Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

Emergencies Societal Information 
provision, 
Training 
and 
networking 

12 SUPER 

Social sensors for 
secUrity Assessments 
and Proactive 
EmeRgencies 
management 

Institutional, Urban 
environment, 
Societal 

No Information 
provision 

13 VALCRI 

Visual Analytics for 
Sense-making in 
CRiminal Intelligence 
analysis 

Institutional, 
Economic No 

Process 
support, 
information 
provision, 
training and 
networking 

Security Research Coordination and Structuring 

Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

1 CIPRNET 

Critical Infrastructure 
Preparedness and 
Resilience Research 
Network 

Institutional, Urban 
environment, 
Societal 

No 

Process 
support, 
information 
provision 

2 FLAGSHIP 

Forward Looking 
Analysis of Grand 
Societal cHallenges and 
Innovative Policies 

Institutional, 
Societal No Information 

provision 

3 GRAFFOLUTI
ON 

Awareness and 
Prevention Solutions 
against Graffiti 
Vandalism in Public 
Areas and Transport 

Institutional, Urban 
Environment No 

Process 
support, 
information 
provision 

4 LEILA 
Law Enforcement 
Intelligence Learning 
Application 

Institutional, Urban 
environment No 

Information 
provision, 
training 

5 P-REACT 

Petty cRiminality 
diminution through 
sEarch and Analysis in 
multi-source video 
Capturing and archiving 
plaTform 

Institutional, 
Economic, Urban 
environment 

No 

Process 
support, 
information 
provision 
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Nr. Acronym Project Relevant Urban 
Security domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

6 SAFECITI 

Simulation Platform for 
the Analysis of Crowd 
Turmoil in Urban 
Environments with 
Training and Predictive 
Capabilities 

Institutional, 
Societal No 

Process 
support, 
raining  

7 SMARTPREV
ENT 

Smart Video-
Surveillance System to 
Detect and Prevent 
Local Crimes in Urban 
Areas 

Institutional, Urban 
environment No Information 

provision 

8 SOURCE 

SOURCE - Virtual 
centre of excellence for 
research support and 
coordination on societal 
security 

Institutional, 
Societal No 

Process 
support, 
Information 
provision, 
Training 
and 
networking 

3.1.2. Other EU co-funded projects / projects at European Level 

Acronym Project Relevant 
Urban 
Security 
domains: 

Perception 
of security 
included 
(Yes/No): 

Programme Type of 
support 

CITINES Design of a 
decision support 
tool for 
sustainable, 
reliable and cost-
effective energy 
strategies in 
cities and 
industrial 
complexes 

Institution, 
Economic, 
Urban 
Environment, 
and Societal 

No FP7-ICT Information 
provision, 
process 
support 

CityPulse Real-Time IoT 
Stream 
Processing and 
Large-scale Data 
Analytics for 
Smart City 
Applications 

Institutional, 
Economic  

No FP7-ICT Information 
provision, 
Process 
support 

GEOSMARTCITI
ES 

Open geo-data 
for innovative 
services and 

Institutional, 
Urban 
Environment, 

No FP7-ICT Information 
provision, 
process 
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Acronym Project Relevant 
Urban 
Security 
domains: 

Perception 
of security 
included 
(Yes/No): 

Programme Type of 
support 

user applications 
towards Smart 
Cities 

Societal and 
Economic 

support, 
Training 

MOVESMART Renewable 
Mobility Services 
in Smart Cities 

Institutional, 
Urban 
Environment, 
Societal  

No FP7-ICT Information 
provision, 
process 
support 

RERUM REliable, 
Resilient and 
secUre IoT for 
sMart city 
applications 

Institution, 
Economic, 
Urban 
Environment, 
and Societal 

No FP7-ICT Information 
provision, 
process 
support 

SMARTENC Smart Video 
Encoders for 
Wireless 
Surveillance 
Networks 

Institutional, 
Economic, 
Urban 
Environment 

No FP7-ICT Information 
provision, 
process 
support 

SMARTIE Secure and 
sMArter ciTIes 
data 
management 

Institution, 
Economic, 
Urban 
Environment 

No FP7-ICT Information 
provision, 
process 
support, 
Training 
and 
networking 

VITAL Virtualized 
programmable 
InTerfAces for 
innovative cost-
effective IoT 
depLoyments 
in smart cities 

Institution, 
Economic, 
Societal 

No FP7-ICT Information 
provision, 
process 
support 

CATCH_MR Cooperative 
approaches to 
transport 
challenges in 
Metropolitan 
Regions 

Institutional, 
Urban 
Environment, 
Societal and 
Economic 
(“Urban 
security is 
integral part of 
transport 
management”
-CM24) 

Yes INTERREG 
IVC 

Information 
provision, 
process 
support, 
Training 

FLIPPER25 Flexible 
Transport 

Institutional, 
Urban 

Yes INTERREG 
IVC 

Information 
provision, 

                                                
24 http://www.catch-mr.eu/, last accessed 3 November 2014 
25 “The FLIPPER proposal addresses a key factor of eco-sustainable and competitive development and social 
cohesion of European areas and Regions, through the investigation, experience exchange, good practices 
transferring and profitable co-operation in the area of Flexible Transport Services (FTS). The project outcomes 
and durable results include: technological, operational and organisational experiences exchanging on FTS at 
regional and international level to improve the effectiveness of policies for regional development, cohesion and 
co-operation; disseminating good practices and establishing a network for improving accessibility, transport 
services and life quality.”, from http://www.interreg4cflipper.eu/, last accessed 3 November 2014 
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Acronym Project Relevant 
Urban 
Security 
domains: 

Perception 
of security 
included 
(Yes/No): 

Programme Type of 
support 

Services and ICT 
platform for Eco-
Mobility in urban 
and rural 
European areas 

Environment, 
Societal and 
Economic 

process 
support, 
Training 

GRISI PLUS Geomatics Rural 
Information 
Society Initiative 
PLUS 

Institutional, 
Urban 
Environment, 
Societal and 
Economic 

No INTERREG 
IVC 

Information 
provision, 
process 
support, 
Training 

HYBRID PARKS Hybrid Parks: 
Combining 
abilities, creating 
synergies and 
enhancing the 
performance of 
parks for 
sustainable local 
and regional 
development 
policies 

Institutional, 
Urban 
Environment, 
Societal and 
Economic 
("Parks as a 
component 
from risk 
prevention 
strategies” –
HP26) 

Yes INTERREG 
IVC 

Information 
provision, 
process 
support, 
Training 

URMA Urban-rural 
partnerships in 
metropolitan 
areas 

Institutional, 
Urban 
Environment, 
Societal and 
Economic 

Yes INTERREG 
IVC 

Information 
provision, 
process 
support, 
Training 

 Notable national research, development and innovation projects relevant 3.2.
to urban security within the Consortium Countries 

As stated at the beginning of this chapter, the D7.7 report provided details on research, 
development and innovation projects relevant to urban security as identified up to March 
2013. This section provides an update on projects which commenced after this date. Annex 
2 includes individual project profiles for all projects listed.

Acronym Project Relevant 
Urban 

Security 
domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

Country

ENSURE ENablement of Urban 
Citizen SUpport for Crisis 
Response Improved crisis 
management in urban 
areas by situational helper 
concepts and warning 
systems 

Institutional, 
Urban 
environment, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Training 

Germany 

InREAKT Integrated help reaction 
chains to increase the 
public transport safety 

Urban 
environment, 

Yes Process 
Support, 
Information 

Germany 

                                                
26 http://www.hybridparks.eu/project/, last accessed 4 November 2014 
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Acronym Project Relevant 
Urban 

Security 
domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

Country

provision, 
Training 

Interkom Inter-communal concepts 
to strengthen the 
resilience of urban areas 

Societal Yes Process 
Support, 
Information 
provision, 
Training 

Germany 

Multikosi Inter-communal concepts 
to strengthen the 
resilience of urban areas 

Urban 
environment, 

Yes Process 
Support, 
Information 
provision, 
Training 

Germany 

SENSIKO Safety of elderly people in 
residential district 

Urban 
environment, 
Societal 

Yes Process 
Support, 
Information 
provision 

Germany 

SiKomFan Germany Safer Football - 
Improving communication 
structures and 
optimisation of fan 
dialogues 

Institutional, 
Urban 
environment, 
Economic, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Networking 

Germany 

SKOBB Security Cooperation for 
bus and train 

Institutional, 
Urban 
environment, 
Economic, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Networking 

Germany 

TARGET Incident and case 
analysis of highly 
expressive targeted 
violence 

Institutional, 
Urban 
environment, 
Economic, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Networking 

Germany 

TRANSIT Crime Prevention for a 
safe living environment - 
transdisciplinary security 
strategies for police, 
housing associations and 
local authorities 

Institutional, 
Urban 
environment, 
Economic, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Networking, 
Training 

Germany 

VERSS Aspects of a fair 
distribution of security in 
the city 

Institutional, 
Urban 
environment, 
Economic, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Networking 

Germany 

- National Plan of Anti-
Corruption 

Institutional, 
Urban 
environment, 
Economic, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Training 

Italy 

SINTESYS Security and INTElligence 
SYSstem 

Institutional, 
Economical, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Training 

Italy 

HSD The Hague Security Delta Urban 
environment, 
Societal, 

Yes Process 
Support, 
Information 

The 
Nether-
lands 
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Acronym Project Relevant 
Urban 

Security 
domains: 

Perception 
of security 
included 
(Yes/No): 

Type of 
support 

Country

Institutional, 
Economic 

provision, 
Training 

- Big Data Value Center 
Almere 

Urban 
environment, 
Societal, 
Institutional, 
Economic 

Yes Process 
Support, 
Information 
provision, 
Training 

The 
Nether-
lands 

DUN Defence, Uncertainty, 
Now Media (D.U.N): 
Mapping Social Media in 
Strategic Communications

Institutional, 
Societal 

Yes Process 
Support, 
Information 
provision, 
Training 

UK 
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4. 

This chapter provides a summary assessment of the European research landscape related 
to urban security management under the European Union’s Framework 7 programme for 
research and technological development (RTD) (FP7). It focuses on the following questions: 
How many FP7 Security projects are contributing to urban security research? How is 
participation divided between countries? How is participation divided between institution 
types? How many institutions are contributing to this research landscape? Which are the key 
institutions contributing? What can be learnt for future urban security research? Are there 
gaps in urban security research? How far can the implementation of project foreground 
results contribute to urban security? It also identifies how the BESECURE platform can help 
to coordinate the analysis and communication of FP7 urban security results and to 
determine future urban security research, development and innovation needs.  We broke this 
work down into three main steps (Figure 1): 

1) Analysis of how many FP7 Security projects seem(ed)27 relevant to urban security. We 
then analysed the geographical distribution and institutional background of the project 
participants (chapter 4.1)  

2) Analysis of how many of the FP7 Security projects relevant to urban security seem(ed) to 
have urban security management at their core. We then analysed which urban security 
domains and factors they seem to be working on / have worked on (chapter 4.2).   

3) Analysis of the completed FP7 core urban security management project results to 
understand how far the project results actually will or could contribute to urban security 
(chapter 4.3).  

Figure 1 Overview of the methodology 

  Analysis of FP7 projects relevant to urban security 4.1.

4.1.1. Methodology 

In April 2014, the European Parliament Directorate General for Internal Policies published an 
assessment of FP7 security research in general28. We have analysed urban security 
research by organising our data similarly to the European Parliament report to be consistent 

                                                

27 “seem(ed)” reflects that most projects are still running, a small number completed, at the time of assessment.
28 European Parliament, DG Internal Policies, Review of Security Measures in the 7th Research Framework 
Programme FP7 2007-2013, April 2014, 
http://www.europarl.europa.eu/RegData/etudes/etudes/join/2014/509979/IPOL-LIBE_ET(2014)509979_EN.pdf, 
last accessed 16 November 2014.  
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and comparable. BESECURE examined all security projects under the FP7 Security theme 
(FP7-ST) identified on CORDIS29 up to September 2014. We selected projects that directly 
focussed on urban security policy making, general crime and instability. We did not focus on 
physical and operational security such as surveillance systems, physical protection systems, 
explosive detection technology, terrorist attack prevention, and so on. Nevertheless many 
projects though not focussed on urban security were included because of the possibility for 
their technologies and approaches to impact on urban security policy design opportunities 
and implementation. Keywords such as “urban security”, “crime/risk prevention”, “protection 
against crime”, “urban management”, and “best practices sharing” helped to identify the 
projects. We then created a database of projects with information such as the name of 
participating institutions including the coordinators, country of origins30, total project costs, 
EU contributions, participants’ contributions31 and the head-line topics from the work 
programme. In analysing the key actors in European urban security research, we classified 
the participating institutions following four broad categories used in the FP7 project proposal 
submission forms: enterprises, secondary or higher education institutions, non-profit and 
R&D organisations and public bodies32.  

4.1.2. Results and discussion  

In September 2014 we identified 265 FP7 Security projects on the CORDIS website33. The 
total funding available for FP7 Security projects was €1.4 billion. Our assessment found that 
approximately a quarter of this total funding with €357.735.747 went to 91 projects 
(approximately 30% of the total projects) whose results could be relevant to urban security 
(see Annex 4: List of FP7 Security projects identified as relevant to urban security). These 
projects were spread out between all the main headline topics, except for “Intelligent 
Surveillance and Border Security”. Most of the identified projects were under “Security and 
Society” (38 projects) to which BESECURE also belonged (see Figure 2). The fragmentation 
of projects relevant to urban security in different head-line topic areas also confirms that 
urban security covers a multi-dimensional process that involves various stakeholders. Many 
of the identified projects worked on specific challenges but with differences in focus. 
DESURBS34 and PROACTIVE35 focussed on tools and technology platforms to respond to 
crisis management in urban settings. While some projects, such as OPSIC36 and 
PSYCRIS37, evaluated psychological factors influencing public security in crisis 
management. 

                                                
29 http://cordis.europa.eu/fp7/security/projects_en.html, last accessed 17 November 2014. 
30 We also included European Economic Area (EEA), EU candidate countries, and non-EU member countries. 
31 Calculated from the difference between total project cost and EU contribution, also described as “community 
contribution”. 
32 In the case of ambiguity, we classified institutions based on their website formal description in the ‘About us’ 
section.  
33 According to data released by the EC in March 2015 a total of 319 projects were funded, https://open-
data.europa.eu/en/data/dataset/cordisfp7projects, last accessed on 9 March 2015 
34 DESURBS (Designing Safer URBan Spaces), http://cordis.europa.eu/project/rcn/97637_en.html, last accessed 
9 January 2015 
35 PROACTIVE (PRedictive reasOning and multi-source fusion empowering AntiCipation of attacks and Terrorist 
actions In Urban EnVironmEnts), http://cordis.europa.eu/project/rcn/103500_en.html, last accessed 9 January 
2015 
36 OPSIC (Operationalising Psychosocial Support in Crisis), http://cordis.europa.eu/project/rcn/108235_en.html, 
last accessed 27 November 2014 
37 PSYCRIS (PSYcho-Social Support in CRISis Management), 
http://cordis.europa.eu/project/rcn/109098_en.html, last accessed 27 November 2014 
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Figure 2 Thematic distribution of the identified projects 
#1 Security of the Citizens, 7 projects; #2 Security of infrastructures and utilities, 17 projects; #3 Intelligent 
Surveillance and Border Security, 0 projects; #4 Restoring Security and Safety in case of Crisis, 17 projects; #5 
Security Systems Integration, Interconnectivity, and Interoperability, 3 projects; #6 Security and Society, 38 
projects; #7 Security Research Coordination and Structuring, 9 projects. Percentage was calculated and rounded 
without decimals from the total 91 relevant projects. 

4.1.2.1. Geographical distribution of FP7 Security projects relevant to 
Urban Security 

All EU Member States participated in the 91 FP7 urban security related projects (see Figure 
3), however the geographical distribution was unequal with most project participants from the 
larger EU Member States, such the UK (76%, 69 projects), Germany (67%, 61 projects), 
Italy (53%, 48 projects), France (49%, 45 projects), the Netherlands (47%, 43 projects), and 
Spain (45%, 41 projects). This means that for every ten projects, the UK participated in at 
least seven, and Germany in six and Italy, France, the Netherlands, and Spain in four 
projects.  This also implies a strong urban security RTD network between these six 
countries.  

Similar rankings could also be observed for project coordination. However, despite the UK 
participating in the most projects, Germany takes the lead as coordinator of 18 projects, 
followed by the UK, the Netherlands, Spain, Italy, and France (see Figure 4). Again these six 
countries coordinated almost 70% of urban security research. It is also important to point out 
the active participation of non EU Member States, which were higher than smaller EU 
Member States, such as Norway (29%), Switzerland (13%), Israel (23%), and Turkey (8%). 
EU candidates (Macedonia and Serbia) and countries outside Europe (the USA, Canada, 
India, and Australia) participated in at least one project. 
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Figure 3 Project Participation per Country 
The project participation per country (pie chart) percentages were calculated and rounded without decimals from 
the total 91 relevant projects.  

Figure 4 Number of Coordinated Projects per Country.
The number of coordinated projects per country percentages were calculated and rounded without decimals from 
the total 91 relevant projects.  

4.1.2.2. Participating Institutions in FP7 Security projects relevant to 
Urban Security 

From 91 projects, there were 681 participating institutions, including the coordinators. 
Similarly to the country participation ranking, approximately 60% of the participating 
institutions came from the top six largest countries, with the UK (13%, 91 institutions), 
Germany (10%, 69), Italy (10%, 65), Spain (9%, 59), France (8%, 55) and the Netherlands 
(8%, 52) – see Figure 5. The European Commission FP7 assessment report 2014 suggests 
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that the unequal geographical distribution may be explained by certain Member States’ or 
institutions’ experience, expertise, and capabilities38.  

Figure 5 Distribution of institutions per country of origin 
The number of institutions per country percentages were calculated and rounded without decimals from the total 
681 participating institutions. Below 4% indicates 20 institutions or less. 

Interestingly in the context of urban security, these main six Member States have 
metropolitan cities and urban areas with lower crime rates and good urban management 
according to UN-HABITAT39, the City Mayors Foundation40, and EUROSTAT41. Moreover, 
these countries are ranked highly in the global competitiveness index 2014 according to the 
World Economic Forum. On the other hand, other EU Member States such as Bulgaria, 
Croatia, Hungary, Romania, Slovakia, and Slovenia are behind in the global competitiveness 
index42 and experiencing increased crime activities in urban area43.  

General FP7 urban security project network analysis44 observed a high centrality of security 
firms and applied research organisations while higher education and public bodies were less 
prominent45. Our analysis also showed that almost half (40%) of the participating institutions 
                                                
38 http://ec.europa.eu/research/evaluations/pdf/archive/fp7_monitoring_reports/6th_fp7_monitoring_report.pdf, p. 
60 – the discussion was brought forward in the context of nuclear fission research. 
39 http://sustainabledevelopment.un.org/content/documents/745habitat.pdf, p. 101, last accessed 20 November 
2014 
40 http://www.citymayors.com/sections/rankings_content.html, last accessed 20 November 2014 
41 http://epp.eurostat.ec.europa.eu/portal/page/portal/region_cities/regional_statistics/data/database, last 
accessed 18 November 2014 
42 http://www3.weforum.org/docs/WEF_GlobalCompetitivenessReport_2014-15.pdf, p.11, last accessed 20 
November 2014 
43 http://epp.eurostat.ec.europa.eu/statistics_explained/index.php/Crime_statistics, last accessed 20 November 
2014 
44 http://mappingsecurity.net/wp-content/uploads/2014/07/Top-28-Institutions-security-researchFP7.jpg, last 
accessed 20 November 2014 
45 European Parliament, DG Internal Policies, Review of Security Measures in the 7th Research Framework 
Programme FP7 2007-2013, April 2014, 
http://www.europarl.europa.eu/RegData/etudes/etudes/join/2014/509979/IPOL-LIBE_ET(2014)509979_EN.pdf, 
p.19, last accessed 16 November 2014 
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were enterprises46, followed by secondary or higher education institutions (HEI, 26%), non-
profit & R&D organisations (22%), and public bodies (11%). 75% of participating institutions 
were only involved in single projects (see Figure 6). Three institutions played a big role in 
urban security RTD both as coordinators and as active participants in more than 60% of 
identified projects. They were the Fraunhofer Society47 with 28 projects (8 as coordinator), 
TNO48 with 19 projects (8 as coordinator), and FOI49 with 10 projects (2 as coordinator). 
Moreover, Figure 7 also indicates that there are about 70 core urban security RTD actors 
that participated in three or more projects.  

Figure 6 Project participation by institutions (including as coordinators) 
The breakdown was from the total 681 participating institutions in 91 FP7 Secuirty projects related to urban 
security 

Figure 7 Participation of institutions as coordinators 
From 681 participating institutions, 70 institutions were coordinators in one or more projects. 

                                                
46 Government-owned companies or companies with majority of shares owned by government were considered 
as enterprises. 
47 Germany, Fraunhofer-Gesellschaft zur Förderung der angewandten Forschung e. V. It is important to note that 
the Fraunhofer Society is composed of 67 specialised research institutions in Germany. In this paper, we counted 
Fraunhofer as a single institution according to the CORDIS website, however our breakdown analysis showed 
that 16 Fraunhofer institutes participated in urban security research. Fraunhofer-EMI was the most active with 4 
projects, while Fraunhofer IAIS, ISI and INT each had 3 projects. 
48 The Netherlands, Nederlandse Organisatie voor Toegepast Natuurwetenschappelijk Onderzoek (Netherlands 
Organisation for Applied Scientific Research), https://www.tno.nl/en/  
49 Sweden, Totalforsvarets Forskningsinstitut (Swedish Defence Research Agency), http://www.foi.se/en/  
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Figure 8 Breakdown of participating institutions 
The number of institutions per country percentages were calculated and rounded without decimals from the total 
681 participating institutions.  

The major role of enterprises could indicate a large potential to implement project results into 
the market. The main enterprises in the assessed projects were Trilateral Research & 
Consulting, AIT, ITTI, Selex50, ATOS Spain, and Thales Communications & Security SAS51

with involvement in almost 50% of projects. These companies are also leading security 
companies in the security market with the financial means to cover their proportion of cost 
not funded. Similar observation was discussed extensively in the European FP7 review52. 
Enterprises (Figure 9) and public bodies (Figure 10) from United Kingdom, Germany, Italy, 
Spain, France, and the Netherlands were again ranked in the top six countries for project 
participation although with different proportions (see Table 3). Although the FP7 Security 
workprogramme considered security public bodies as end-users, the involvement of public 
bodies as partners was rather limited53. Public bodies from the UK, Spain, Germany, Italy, 
France, and the Netherlands were again ranked in the top six for project participation (Figure 
10). National policies that endorse participation in large scale research projects with support 
from central government could be one of the reasons why these six countries had higher 
public body participation compared to other EU Members States54. Smaller EU Member 
States may not have similar financial and structural support. 

                                                
50 Selex ELSAG and Selex ES were considered the same entity as Selex ES, see http://www.selex-
es.com/about-us/heritage, last accessed 24 November 2014 
51 Thales Communications and Security SAS (FR) had 6 project participations, however if we consider Thales SA 
(FR) and Thales BV (NL) with each 3 projects participations, Thales would take over the leading project 
participations (12) as Trilateral Research & Consulting had “only” 9 project participations. 
52 http://ec.europa.eu/research/evaluations/pdf/archive/fp7_monitoring_reports/6th_fp7_monitoring_report.pdf, 
see Chapter 2.3.3. and http://www.ceps.eu/system/files/book/2010/02/INEX%20PB5%20e-version.pdf, p.4, last 
accessed 24 November 2014 
53 The analysis only included public bodies that are formally listed as partners on the CORDIS website. It did not 
take into account partnership with local governments through participating organizations within the consortium. 
This is evident from the BESECURE project which has strong cooperation with local governments through its 
partners.  
54 http://ec.europa.eu/research/evaluations/pdf/archive/fp7_monitoring_reports/6th_fp7_monitoring_report.pdf, p. 
19, last accessed 21 November 2014 
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In contrast, different patterns were observed in the distribution of higher education 
institutions (Figure 11) and non-profit and R&D organisations (Figure 12). Austrian and 
Polish universities have slightly more participation than the Dutch and French counterparts. 
However, it is important to note that there were also several participating Dutch university 
foundations such as Utrecht University of Applied Sciences Foundation55 (2 projects), Tilburg 
University Foundation56 (2 projects), and Zuyd University of Applied Sciences Foundation57

(1 project) which makes the distinction between non-profit and R&D organisations and 
higher education institutions difficult to make. Moreover, many non-profit R&D institutions 
have strong collaboration with universities. In the category of non-profit and R&D 
organisations, the United Kingdom has only few organisations (3%, 5 organisations). This is 
an interesting observation, particularly since many British enterprises, universities, and 
public bodies were ranked first. It suggests that this is not a typical form of legal entity in the 
UK in which Universities often fulfil also this role. Belgian non-profit organisations entered 
the top six in this category (see Table 3). One could argue that many of Belgian 
organisations have better access in European policy research due to their closer proximity to 
Brussels.  

Table 3 Comparison of the top six countries based on institution participation 

Rank Project 
Participation Enterprises Public 

Bodies 
Higher 

Education 
Non-profit and 

R&D 
1 UK 13% 91 UK 14% 39 UK 17% 13 UK 19% 34 NL 14% 21
2 DE 10% 69 FR 12% 33 ES 14% 11 DE 12% 21 IT 11% 17
3 IT 10% 65 DE 10% 27 DE 9% 7 IT 8% 14 FR 11% 16
4 ES 9% 59 IT 10% 27 IT 9% 7 ES 6% 11 DE 9% 14
5 FR 8% 55 ES 10% 27 NL 8% 6 AT 5% 9 BE 9% 13
6 NL 8% 52 NL 6% 17 FR 5% 4 PL 5% 9 ES 7% 10
                                

…             PT 5% 4 NL 4% 8 UK 3% 5
…                   FR 1% 2       

The number of institutions per country percentages were calculated and rounded without decimals from the total 
participating institutions (written in brackets for each category). The first column indicates the Member State’s 
abbreviation, followed by its percentage, and their total number of institutions. Abbreviations: UK: the United 
Kingdom; DE: Germany; IT: Italy; ES: Spain; FR: France; NL: the Netherlands; AT: Austria; PL: Poland; BE: 
Belgium; and PT: Portugal.  

                                                
55 Stichting Hogeschool Utrecht
56 Stichting Katholieke Universiteit Brabant Universiteit van Tilburg
57 Stichting Hogeschool Zuyd
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Figure 9 Distribution of enterprises per country of origin 
The number of institutions per country percentages were calculated and rounded without decimals from the total 
274 enterprises.

Figure 10 Distribution of public bodies per country of origin 
The number of institutions per country percentages were calculated and rounded without decimals from the total 
76 public bodies.
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Figure 11 Distribution of higher education institutions per country of origin 
The number of institutions per country percentages were calculated and rounded without decimals from the total 
180 higher education institutions.

Figure 12 Distribution of non-profit and R&D organisations per country of origin 
The number of institutions per country percentages were calculated and rounded without decimals from the total 
151 organisations. 
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 Review of core FP7 urban security projects 4.2.

4.2.1. Methodology  

We filtered58 the 91 identified RTD projects which were assessed previously in chapter 4.1. 
The filtration was made based on their technologies and approaches in good faith to identify 
those at the core of urban security management, although the writers note that the element 
of subjectivity could not be ruled out of this filtration. The main goal of this exercise was to 
identify which factors could warrant further attention in urban security research and on this 
basis we do not consider that the element of subjectivity should detract from the overall 
general observations. From the 91 projects, we identified 40 core projects that specifically 
addressed urban security management. 

We then reviewed these 40 core projects based on the information available on the CORDIS 
database, projects’ websites, public deliverables and their other publications. Here we 
referred to the four key research domains in urban security: Institutional, Economic, Societal, 
and Urban Environment based on BESECURE’s initial literature research at the start of the 
project. Each domain has a number of key factors that influence urban security in resolving 
and combating urban security. Within these broad domain areas, BESECURE established 
65 different underlying factors that strongly influence the real life conditions of urban security 
management59. A three-point scale consisting of “explicitly relevant” (2), “considered as one 
of the contributing aspects” or “implicitly relevant” (1), and "irrelevant” (0)60 was used to 
determine the extent to which it would seem the factors were covered by the projects. In 
order for a project to have 100% for all urban security factors it would need to score “2” for 
all 65 factors. 

4.2.2. Results and discussion 

We found that the 91 projects covered and related to four general themes: urban security per 
se, crisis management, surveillance, and the protection of critical infrastructure61 (also 
reflecting the themes in the FP7 Security work programme). Many of the projects have some 
overlaps with other themes (see Annex 5: Four general themes in FP7 Security project 
projects relevant to urban security). In total, we found 40 core projects that addressed urban 
security management (Figure 13, red, centre) while many also addressed crises 
management (green circle, left, with 39 projects). The percentage of domain coverage62 and 
comparison between the 40 projects is provided in summary in Table 4 below (see Annex 6: 

                                                
58 We tried to be as objective as possible in analyzing the projects based on the information available on 
CORDIS, project website, and project public deliverables.  
59 The four key domains of urban security as discussed extensively in BESECURE Deliverable 1.1 Boundary 
Conditions and Options for Urban Security Enhancement, Chapter 4; for public summary, see 
http://www.besecure-project.eu/dynamics//modules/SFIL0100/view.php?fil_Id=36, last accessed 2 December 
2014 
60 This approach adopted the Likert scale with a simplified 0-1-2 rating. We aimed to assess differences between 
the projects while minimising the level of subjectivity, see Likert, Rensis (1932). "A Technique for the 
Measurement of Attitudes". Archives of Psychology 140: 1–55; and Reips, Ulf-Dietrich; Funke, Frederik (2008)” 
and "Interval level measurement with visual analogue scales in Internet-based research: VAS Generator". 
Behavior Research Methods 40 (3): 699–704. 
61 Despite its focus on urban transport, large European demonstration project SECUR-ED was also included due 
to its crime prevention measures. 
62 We calculated the coverage based on the number of factors and maximum scores. For example, there are 14 
factors in the “Institutional Domain”. This means that the maximum score (14 x 2) of “Institutional Demand 
Domain” is 28. If an assessed project receives a total 14 points in “Institutional Domain”, then the project has 
50% of domain coverage. The same principle was applied to the other three domains. “Economic domain” has 13 
different factors, “Societal Domain” has 23 factors, and “Urban Environment” domain has 15 factors.  
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Assessment of the FP7 Security projects with urban security management at their core for 
the complete matrix)63

Figure 13 Overview of 91 identified projects in four main general themes 

Table 4 The Four Key Domains of Urban Security Assessment for 40 Core Projects 

Nr Project Institutional Economic Societal Urban Average 
1 ALTERNATIVE 39% 50% 96% 30% 54%
2 ANVIL 46% 15% 46% 7% 29%
3 ASSERT 71% 31% 50% 33% 46%
4 BESECURE 82% 50% 57% 50% 60%
5 CAPER 82% 19% 17% 10% 32%
6 COMPOSITE 46% 12% 24% 10% 23%
7 COREPOL 46% 8% 70% 7% 33%
8 CPSI 46% 15% 39% 3% 26%
9 DESSI 64% 81% 7% 10% 40%

10 DESURBS 79% 50% 59% 47% 58%
11 E-CRIME 71% 69% 13% 23% 44%
12 ELASSTIC 64% 38% 15% 93% 53%
13 EPOOLICE 54% 23% 7% 7% 22%
14 ETTIS 82% 42% 39% 23% 47%
15 EUSECON 50% 100% 2% 7% 40%
16 EVOCS 43% 15% 26% 7% 23%
17 FORCE 68% 42% 7% 13% 33%
18 GRAFFOLUTION 71% 42% 57% 43% 53%
19 HARMONISE 64% 38% 15% 93% 53%

                                                
63 Note that the assessments are first assessments based on the knowledge available to assess the projects at 
the point of writing. We tried to be as objective as possible by gathering the information available, however many 
of the projects have limited information and thus it is possible that certain factors were not captured.  
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Nr Project Institutional Economic Societal Urban Average 
20 IMPACTEUROPE 64% 31% 54% 13% 41%
21 INDECT 61% 8% 15% 27% 28%
22 LEILA 68% 12% 13% 3% 24%
23 ODYSSEY 57% 8% 2% 3% 18%
24 PACT 75% 15% 30% 20% 35%
25 PRIME 50% 23% 54% 7% 34%
26 PRISMS 79% 35% 24% 23% 40%
27 PROACTIVE 61% 23% 11% 23% 29%
28 RESPECT 75% 15% 15% 20% 31%
29 RIBS 54% 31% 4% 87% 44%
30 SAFIRE 50% 35% 54% 13% 38%
31 SCIIMS 61% 19% 13% 3% 24%
32 SECONOMICS 46% 92% 35% 40% 53%
33 SECUR-ED 86% 73% 22% 83% 66%
34 SIAM 68% 46% 20% 17% 38%
35 SOURCE 82% 69% 22% 13% 47%
36 SPIRIT 64% 38% 11% 97% 53%
37 TRACE 79% 35% 17% 20% 38%
38 VALUESEC 36% 92% 15% 33% 44%
39 VITRUV 64% 38% 15% 93% 53%
40 VOX-POL 57% 4% 80% 7% 37%

Overall 63% 37% 29% 29% 40%

The security domain coverage is in the following order: institutional, economic, urban and 
societal (Table 5). Urban security research would seemy emphasised primarily on the 
institutional domain (63%) which was in line with the target end-users of the FP7 Security 
work programme.  

For the projects considered the domain focus was as follows: Institutional x25, Economic x4, 
Societal x6 and Urban x5. 

In the institutional domain, anti-corruption measures (16%) and media influence on security 
perception (26%) had seeminglythe least attention (see Annex 6: Assessment of the FP7 
Security projects with urban security management at their core). Nevertheless, anti-
corruption measures, including tackling organised crime, were specifically covered by certain 
specific projects such as EUSECON64, CAPER65, ODYSSEY66, EPOOLICE67, and TRACE68. 
                                                
64 EUSECON produced a specific paper on anti-corruption measures and security, 
http://www.diw.de/documents/publikationen/73/diw_01.c.391363.de/diw_econsec0058.pdf, last accessed 13 
January 2015 
65 CAPER (Collaborative information, Acquisition, Processing, Exploitation and Reporting for the prevention of 
organised crime), http://cordis.europa.eu/project/rcn/188358_en.html, last accessed 27 January 2015 
66 ODYSSEY (Strategic pan-European ballistics intelligence platform for combating organised crime and 
terrorism), http://cordis.europa.eu/project/rcn/89324_en.html, last accessed 27 January 2015 
67 EPOOLICE (early Pursuit against Organized crime using envirOnmental scanning, the Law and IntelligenCE 
systems), http://cordis.europa.eu/project/rcn/106659_en.html, last accessed 27 January 2015 
68 TRACE (TRafficking as A Criminal Enterprise), http://cordis.europa.eu/project/rcn/185491_en.html, last 
accessed 27 January 2015 
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Regarding media influence on public perception of security, CPSI69 precisely evaluated the 
media influence on public security perception both at the urban and national levels. 

The economic domain received relatively modest coverage (37%) but most of the core 
projects made links between safe urban areas and economic viability. This highlights the 
strong correlation between urban security and economic development. Factors such as 
unemployment and income levels seemingly had the lowest attention percentage (13%). 
However, specific projects EUSECON70, SECONOMICS71, and VALUESEC72 covered the 
economic domain between 90-100%. These projects explicitly addressed each economic 
factor and their impacts on (urban) security.  

Attention to factors contributing to the societal and urban domains seems to be still less 
prominent (29%).  

In the societal domain, most projects addressed security culture in the society (84%). Access 
to housing (4%) and health (6%) it would seem received the least attention in general. 
Clearly it does not mean that “access to housing” is the most important part of urban security 
but it certainly should contribute to policy making in urban security as has recently being 
discussed and reflected upon at the 2014 conference “CiTIEs: Cities of Tomorrow: Investing 
in Europe”73. However, projects such as ALTERNATIVE74 had a specific focus on access to 
housing as an important part of urban security management among other research 
focuses75. Health like many other factors, such as social infrastructure provision and social 
service provision, are also integral parts of Member States’ healthcare and welfare systems. 
Other aspects such as examining the role of religious extremism and radicalisation, are not 
only relevant to urban security research but also general security as pointed out by projects 
such as IMPACT EUROPE76, SAFIRE77 and PRIME78. Some factors that are relevant to 
urban security are potentially not relevant or at least less relevant under the FP7 research 
and development programme, which had the two prime objectives of scientific and 
technological excellence and the competitiveness of European industry. Policymakers 
should enable access to housing; there is probably not so much to research here within the 
framework of FP7. 
                                                
69 CPSI (Changing Perceptions of Security and Interventions),  http://cordis.europa.eu/project/rcn/89323_en.html, 
last accessed 1 December 2014 
70 EUSECON (A new agenda for European security economics), 
http://cordis.europa.eu/project/rcn/86256_en.html, last accessed 1 December 2014 
71 SECONOMICS (Socio-Economics meets Security), http://cordis.europa.eu/project/rcn/102281_en.html, last 
accessed 27 January 2015 
72 VALUESEC (Mastering the Value Function of Security Measures), 
http://cordis.europa.eu/project/rcn/97989_en.html, last accessed 1 December 2014 
73 CiTIEs: Cities of Tomorrow: Investing in Europe highlighted the increased needs of social housing in many 
European urban areas due to the high unemployment. The experts argued that social housing could help to 
prevent petty crimes, see http://ec.europa.eu/regional_policy/conferences/urban2014/agenda_en.cfm. Similarly, 
this was hinted in 2011 through the panel discussions, see 
http://ec.europa.eu/regional_policy/sources/docgener/studies/pdf/citiesoftomorrow/citiesoftomorrow_governance.
pdf, last accessed 2 December 2014, cf. http://euranetplus-inside.eu/mayors-from-european-cities-call-for-more-
social-housing/, last accessed 27 January 2015 
74 ALTERNATIVE (Developing alternative understandings of security and justice through restorative justice 
approaches in intercultural settings within democratic societies), http://cordis.europa.eu/projects/285368, last 
accessed 27 January 2015 
75 cf. http://www.alternativeproject.eu/assets/upload/Deliverable_4.2_Research_report_on_the_sociological-
legal_description.pdf, last accessed 2 February 2015 
76 IMPACT EUROPE (Innovative Method and Procedure to Assess Counter-violent-radicalisation Techniques in 
Europe), http://cordis.europa.eu/project/rcn/111492_en.html, last accessed 9 January 2015 
77 SAFIRE (Scientific Approach to Finding Indicators of and REsponses to Radicalisation), 
http://cordis.europa.eu/projects/241744, last accessed 1 December 2014 
78 PRIME (PReventing, Interdicting and Mitigating Extremist events: Defending against lone actor extremism), 
http://cordis.europa.eu/project/rcn/185518_en.html, last accessed 1 December 2014 
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In the urban environment domain, factors such as architecture, transport infrastructure and 
lighting it would seem had the lowest attention (16%). Some of these factors are part of 
critical infrastructure and therefore the related research efforts may have been covered more 
extensively in the protection of critical infrastructures funding calls. However, in the context 
of urban security, it would seem there is a need to link crime prevention and transport 
infrastructures as recommended by SECUR-ED79. Many of the projects which covered 
almost 100% urban environment domain, such as VITRUV80, HARMONISE81, ELASSTIC82, 
SPIRIT83, and RIBS84 focussed on improving urban structures’ resilience and covered 
specifically the factors with the least attention when considering all 40 projects together. 

Table 5 Summary of Domain Coverage by Core Projects
Nr Domains Factors Coverage Average 
1 

Institutional 

Interdisciplinary Expertise 90%

63% 

2 Target Institutional Stakeholders 88%
3 Collaboration 81%
4 Innovative Approaches 78%
5 Transparent Policy Making 78%
6 Consultation 75%
7 Coordinated Policy Approaches 74%
8 Integrated Decision Making 66%
9 Understand Legal Constraints 61%
10 Multi-lateral Responses 56%
11 Role of Private Security Industry 46%
12 Public Engagement 43%
13 Media Influence on Security Perceptions 26%
14 Anti-corruption 16%

15 

Economic 

Make Link between Safe Cities and Economic 
Viability 

63%

37% 

16 Recognise Links between Multiple Sectors 51%

17 Respond to Evolving Security Demands 50%

18 Expert Views 48%

19 Target Economic Stakeholders 44%

20 Emphasise Added Value of Investment in Security 40%

21 Highlight Importance of Investment in Security 40%

22 Socio economic Status 35%

23 Investment in Infrastructure 30%

24 Align with Broader Economic Strategy 29%

25 Multi-sectoral Investment 28%

                                                
79 SECUR-ED (Secured Urban Transportation - European Demonstration), 
http://cordis.europa.eu/projects/261605, last accessed 27 January 2015 
80 VITRUV (Vulnerability Identification Tools for Resilience Enhancements of Urban Environments), 
http://cordis.europa.eu/project/rcn/98970_en.html, last accessed 27 January 2015 
81 HARMONISE (Holistic Approach to Resilience and Systematic Actions to make Large Scale UrbaN Built 
Infrastructure Secure), http://cordis.europa.eu/project/rcn/108815_en.html, last accessed 27 January 2015 
82 ELASSTIC (Enhanced Large scale Architecture with Safety and Security Technologies and special Information 
Capabilities), http://cordis.europa.eu/project/rcn/108476_en.html, last accessed 27 January 2015 
83 SPIRIT (Safety and Protection of built Infrastructure to Resist Integral Threats), 
http://cordis.europa.eu/project/rcn/95261_en.html, last accessed 27 January 2015 
84 RIBS (Resilient Infrastructures and Building Security), http://cordis.europa.eu/projects/242497, last accessed 
27 January 2015 



42 

Nr Domains Factors Coverage Average 
26 Employment Levels 13%

27 Income Levels 13%

28 

Societal 
Demand 

Security Culture 84%

29% 

29 Expert Views 66%
30 Local Knowledge 50%
31 Social Cohesion 49%
32 Social Inclusion 49%
33 Target Social Oriented Stakeholders 48%
34 Participation 43%
35 Freedom of Expression 29%
36 Promote Civility 24%
37 Civic Pride 23%
38 Communication 23%
39 Ethnic Diversity 23%
40 Social Mix 23%
41 Cultural Diversity 20%
42 Deprivation Status 20%
43 Examine Role of Religious Extremism 20%
44 Immigration 19%
45 Education 18%
46 Equality 15%
47 Social Infrastructure Provision 13%
48 Social Service Provision 10%
49 Health 6%
50 Access to Housing 4%
51 

Urban 
Environment 

Target Relevant Stakeholders 63%

29% 

52 Expert Views 58%

53 Quality of Public Realm 45%

54 Security by Design 35%

55 Technology: CT Infrastructure CCTV 31%

56 Hard Physical Infrastructure  26%

57 Legibility & Ease of Movement 23%

58 Urban Design 23%

59 Urban Planning 23%

60 Accessibility 21%

61 Diversity of Uses 21%

62 Combat Urban Decay 20%

63 Architecture 16%

64 Lighting 16%

65 Transport Infrastructure 16%

In summary, our analysis of the 40 core projects revealed that no project could cover 100% 
of the four key domains (see Table 4) but that all factors would seem to be being covered 
through FP7 Security research projects. This indicates that a holistic approach towards 
urban security was taken by the FP7 Security work programme. From the core projects, we 
note however that it seems that factors related to urban security have been covered with 
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varying degrees of attention. We also perceive a preference in urban security research 
towards the implementation of technology for policy making. No analysis to date has 
however indicated the weight to be given to individual domains and specific factors and the 
results from BESECURE suggest there is no “golden rule”. It depends on the local situation.  

Table 6 provides the percentage of urban security domain coverage ranked from highest to 
lowest. The percentage coverage is an indication of where there may be presently gaps in 
European urban security research, development and innovation (RD&I). 

Table 6 Core Projects Percentage of urban security domain coverage ranked from highest to 
lowest 
Nr Domains Factors Coverage
1 Institutional Interdisciplinary Expertise 90% 
2 Institutional Target Institutional Stakeholders 88% 
3 Societal Demand Security Culture 84% 
4 Institutional Collaboration 81% 
5 Institutional Innovative Approaches 78% 
6 Institutional Transparent Policy Making 78% 
7 Institutional Consultation 75% 
8 Institutional Coordinated Policy Approaches 74% 
9 Institutional Integrated Decision Making 66% 

10 Societal Demand Expert Views 66% 
11 Economic Make Link between Safe Cities and Economic Viability 63% 
12 Urban Environment Target Relevant Stakeholders 63% 
13 Institutional Understand Legal Constraints 61% 
14 Urban Environment Expert Views 58% 
15 Institutional Multi-lateral Responses 56% 
16 Economic Recognise Links between Multiple Sectors 51% 
17 Economic Respond to Evolving Security Demands 50% 
18 Societal Demand Local Knowledge 50% 
19 Societal Demand Social Cohesion 49% 
20 Societal Demand Social Inclusion 49% 
21 Economic Expert Views 48% 
22 Societal Demand Target Social Oriented Stakeholders 48% 
23 Institutional Role of Private Security Industry 46% 
24 Urban Environment Quality of Public Realm 45% 
25 Economic Target Economic Stakeholders 44% 
26 Institutional Public Engagement 43% 
27 Societal Demand Participation 43% 
28 Economic Emphasise Added Value of Investment in Security 40% 
29 Economic Highlight Importance of Investment in Security 40% 
30 Economic Socio economic Status 35% 
31 Urban Environment Security by Design 35% 
32 Urban Environment Technology: CT Infrastructure CCTV 31% 
33 Economic Investment in Infrastructure 30% 
34 Economic Align with Broader Economic Strategy 29% 
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35 Societal Demand Freedom of Expression 29% 
36 Economic Multi-sectoral Investment 28% 
37 Institutional Media Influence on Security Perceptions 26% 
38 Urban Environment Hard Physical Infrastructure  26% 
39 Societal Demand Promote Civility 24% 
40 Societal Demand Civic Pride 23% 
41 Societal Demand Communication 23% 
42 Societal Demand Ethnic Diversity 23% 
43 Societal Demand Social Mix 23% 
44 Urban Environment Legibility & Ease of Movement 23% 
45 Urban Environment Urban Design 23% 
46 Urban Environment Urban Planning 23% 
47 Urban Environment Accessibility 21% 
48 Urban Environment Diversity of Uses 21% 
49 Societal Demand Cultural Diversity 20% 
50 Societal Demand Deprivation Status 20% 
51 Societal Demand Examine Role of Religious Extremism 20% 
52 Urban Environment Combat Urban Decay 20% 
53 Societal Demand Immigration 19% 
54 Societal Demand Education 18% 
55 Institutional Anti-corruption 16% 
56 Urban Environment Architecture 16% 
57 Urban Environment Lighting 16% 
58 Urban Environment Transport Infrastructure 16% 
59 Societal Demand Equality 15% 
60 Economic Employment Levels 13% 
61 Economic Income Levels 13% 
62 Societal Demand Social Infrastructure Provision 13% 
63 Societal Demand Social Service Provision 10% 
64 Societal Demand Health 6% 
65 Societal Demand Access to Housing 4% 

The top 10 urban security domain factors with the seemingly largest coverage are: 
interdisciplinary expertise, target Institutional stakeholders, security culture, collaboration, 
innovative approaches, transparent policy making, consultation, co-ordinated approaches, 
integrated decision making and expert views. 

The bottom 10 domain factors with the seemingly least coverage are: access to housing, 
health, social service provision, social infrastructure provision, income levels, employment 
levels, equality, transport infrastructure, lighting and architecture. 
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 Assessment of foreground results from completed core FP7 urban 4.3.
security projects 

4.3.1. Methodology 

Many of these core projects are still running, but when projects are completed, in the 
interests of improved urban security and efficient targeting of future resources, the projects’ 
foregrounds (i.e. the results achieved in the projects) and their (expected) impact should be 
reviewed. 

In an attempt to understand how far the project foreground results actually will or at least 
could contribute to urban security, we reviewed the completed core urban security projects 
based on what was proposed in the initial project summary, the progress published during 
project development, and the results listed on completion of the projects. Again here, it is 
very important to emphasize that this assessment was based on the knowledge available to 
assess the projects at the time of writing. The authors approach aimed to be as objective as 
possible by gathering the information publicly available or provided following a request to 
receive a copy of the “Final Publishable Summary Report” (a requirement of FP7 Grant 
Agreements), however it is possible that certain factors may not have been captured due to 
the information available. As of 1 October 2014, from the 40 core projects, there were 17 
completed projects85. 

Previously for chapter 4.2, we had assessed the projects based on any information 
available, to identify all factors within the four urban security domains. This time, firstly we 
looked at the main projects’ objectives based on the CORDIS website only (i.e. the CORDIS 
Project Summary, usually drafted by projects themselves, the “Proposed”). We then 
contacted the project coordinators to gather the projects’ Final Publishable Summary 
Reports which the EC requires from all projects through its reporting platform. Here we used 
the sections “Description of main S&T results/foregrounds” and “Potential impact and main 
dissemination activities and exploitation results” (further referred to as “Completion”). We did 
this to minimise bias and attain consistency in comparing the completed projects. 

We subjected both the initial CORDIS Project Summaries and the Final Publishable 
Summary Reports to the four-domain matrix as we did previously in chapter 4.2. Our aim 
was to see to which urban security factors the projects intended to target at the beginning of 
their projects and which factors their results at the end of the project would seem to target. 
(We also included the assessment from chapter 4.2 that was based on all available 
information for reference (further referred to as “Development”)). We then used the domain 
and factor coverage to draw some initial conclusions as to which urban security factors the 
projects’ foreground results have the most and least potential to contribute. 

4.3.2. Results 

There is a general challenge to learn which projects have delivered implementable results. 
One specific challenge was that when BESECURE started only 2 core projects were 
completed86 and even by the cut-off date87 for the assessment behind this report the number 

                                                
85 CPSI, ODYSSEY, EUSECON, SCIIMS, DESSI, SPIRIT, DESSI, SAFIRE, VALUESEC, ANVIL, SIAM, VITRUV, 
INDECT, CAPER, ASSERT, COMPOSITE, SECUR-ED 
86 CPSI, ODYSSEY 
87 1 October 2014 
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had only increased to 1788. By the time of writing89, from 17 completed projects we had  
received 9 Final Publishable Summary Reports90. In what follows we provide our analysis of 
these 9 projects together.  

The security domain coverage is in the following order: institutional, economic, urban and 
societal (Table 7). This is consistent with the previous analysis of the 91 relevant projects 
that linked the projects with the targeted end-users of the FP7 Security workprogramme.  

The institutional domains are represented at similar levels (Table 7 and Table 9), apart from 
the institutional domain being dominant. This indicates that economical and societal aspects 
were integrated into the FP7 Secuirty work programme and these specific projects. 

No project covered a domain less on “Completion” than what was originally “Proposed” 
(Table 9). 

The most important domain identified as “Proposed” stayed with approximately the same 
coverage or with a relatively small increase by the “Completion” (Table 9). 

For the projects considered the domain focus was as follows: Institutional x6, Economic x1, 
Societal x1 and Urban x1. 

For all projects, at “Completion”, there was an increase in the coverage of those domains 
which were less apparent in what was originally “Proposed”. This maybe be because what 
was “Proposed did not represent the full scope of the projects or because the project work 
identified the need to consider factors in other domains more (Table 9).  

There was a general trend for increased coverage from “Proposed” through “Development” 
to “Completion”. This adds some weight to the hypothesis that the projects identified the 
need to consider factors in other domains more (Table 7 and Table 9). 

Table 7 Comparison of the Domain Coverage based on the Completed 9 Projects 
Domains Proposed Development Completion
Institutional 53% 61% 63%
Economic 8% 36% 40%
Societal 7% 30% 32%
Urban 19% 34% 34%
Average 22% 40% 42%

Table 8 Comparison of Project’s Domain Coverage  
Project Status Institutional Economic Societal Urban Average 

VITRUV 
Proposed 39% 8% 0% 87% 33%
Development 64% 38% 15% 93% 53%
Completion 68% 42% 15% 97% 54%

SECUR-ED Proposed 82% 0% 0% 37% 30%
Development 86% 73% 22% 83% 66%

                                                
88 EUSECON, SCIIMS, DESSI, SPIRIT, DESSI, SAFIRE, VALUESEC, ANVIL, SIAM, VITRUV, INDECT, CAPER, 
ASSERT, COMPOSITE, SECUR-ED 
89 As of 1 February 2015; we contacted the project coordinators on the first week of November 2014. 
90 VITRUV, SECUR-ED, CAPER, SAFIRE, VALUESEC, CPSI, ANVIL, ASSERT, INDECT 
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Completion 89% 77% 26% 87% 70%

CAPER 
Proposed 82% 0% 0% 3% 21%
Progress 82% 19% 17% 10% 32%
Completion 82% 35% 20% 10% 37%

SAFIRE 
Proposed 50% 0% 20% 0% 17%
Progress 50% 35% 54% 13% 38%
Completion 50% 35% 67% 13% 41%

VALUESEC
Proposed 25% 46% 13% 0% 21%
Progress 36% 92% 15% 33% 44%
Completion 46% 92% 15% 33% 47%

ANVIL 
Proposed 36% 12% 20% 0% 17%
Progress 50% 15% 46% 7% 29%
Completion 54% 19% 46% 7% 31%

ASSERT 
Proposed 64% 0% 2% 20% 22%
Progress 71% 31% 50% 33% 46%
Completion 71% 31% 50% 33% 46%

CPSI 
Proposed 46% 4% 4% 0% 14%
Progress 46% 15% 39% 3% 26%
Completion 46% 15% 39% 3% 26%

INDECT 
Proposed 50% 0% 2% 20% 18%
Progress 61% 8% 15% 27% 28%
Completion 64% 12% 15% 27% 29%

Review based on following: “Proposed” indicates domain factors covered in the Project Summary, 
“Development” represents project descriptions and documents from during the project e.g. from 
website, “Completion”  domain factors covered in Project Final Summary Report. 

Even with increased domain and factor coverage, some factors (see Table 9) would seem to 
have been covered less (in these first 9 projects) so the potential for project foreground 
results from these projects to actually contribute to urban security by influencing these 
factors is probably not very high. (Though individual projects may have some very good 
results even for these factors.)  
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Table 9 Comparison of urban security factors coverage in the nine completed projects

Domains Factors Proposed Development Completed
Institutional Anti-corruption 3% 7% 10%
Institutional Collaboration 33% 40% 40%
Institutional Consultation 30% 37% 37%
Institutional Coordinated Policy Approaches 33% 37% 37%
Institutional Innovative Approaches 37% 43% 50%
Institutional Integrated Decision Making 23% 33% 33%
Institutional Interdisciplinary Expertise 47% 53% 53%
Institutional Media Influence on Security Perceptions 17% 20% 27%
Institutional Multi-lateral Responses 20% 33% 33%
Institutional Public Engagement 20% 37% 37%
Institutional Role of Private Security Industry 17% 30% 30%
Institutional Target Institutional Stakeholders 50% 57% 57%
Institutional Transparent Policy Making 40% 43% 47%
Institutional Understand Legal Constraints 37% 40% 43%
Economic Align with Broader Economic Strategy 10% 20% 20%
Economic Emphasise Added Value of Investment in Security 7% 23% 33%
Economic Employment Levels 0% 7% 7%
Economic Expert Views 7% 27% 30%
Economic Highlight Importance of Investment in Security 3% 20% 20%
Economic Income Levels 0% 7% 7%
Economic Investment in Infrastructure 0% 17% 20%
Economic Make Link between Safe Cities and Economic Viability 7% 43% 43%
Economic Multi-sectoral Investment 0% 17% 17%
Economic Recognise Links between Multiple Sectors 7% 30% 30%
Economic Respond to Evolving Security Demands 3% 23% 33%
Economic Socio economic Status 3% 23% 20%
Economic Target Economic Stakeholders 7% 27% 30%
Societal Demand Access to Housing 0% 0% 0%
Societal Demand Civic Pride 7% 17% 20%
Societal Demand Communication 3% 17% 23%
Societal Demand Cultural Diversity 0% 17% 17%
Societal Demand Deprivation Status 0% 7% 7%
Societal Demand Education 0% 13% 17%
Societal Demand Equality 0% 3% 3%
Societal Demand Ethnic Diversity 3% 17% 17%
Societal Demand Examine Role of Religious Extremism 7% 7% 7%
Societal Demand Expert Views 20% 47% 47%
Societal Demand Freedom of Expression 3% 20% 20%
Societal Demand Health 0% 0% 0%
Societal Demand Immigration 0% 10% 10%
Societal Demand Local Knowledge 0% 33% 40%
Societal Demand Participation 3% 33% 37%
Societal Demand Promote Civility 0% 13% 13%
Societal Demand Security Culture 13% 57% 57%
Societal Demand Social Cohesion 13% 30% 27%
Societal Demand Social Inclusion 13% 30% 27%
Societal Demand Social Infrastructure Provision 0% 3% 3%
Societal Demand Social Mix 0% 13% 17%
Societal Demand Social Service Provision 0% 0% 3%
Societal Demand Target Social Oriented Stakeholders 7% 33% 33%
Urban Environment Accessibility 7% 13% 13%
Urban Environment Architecture 7% 7% 7%
Urban Environment Combat Urban Decay 0% 10% 10%
Urban Environment Diversity of Uses 3% 10% 13%
Urban Environment Expert Views 10% 33% 33%
Urban Environment Hard Physical Infrastructure 7% 17% 17%
Urban Environment Legibility & Ease of Movement 7% 17% 17%
Urban Environment Lighting 0% 13% 13%
Urban Environment Quality of Public Realm 7% 40% 40%
Urban Environment Security by Design 7% 23% 23%
Urban Environment Target Relevant Stakeholders 0% 37% 37%
Urban Environment Technology: CT Infrastructure CCTV 10% 23% 23%
Urban Environment Transport Infrastructure 10% 20% 23%
Urban Environment Urban Design 3% 20% 20%
Urban Environment Urban Planning 3% 20% 20%
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Table 10 provides the percentage of urban security domain coverage ranked from highest to 
lowest.  

Table 10 Urban security factors in the nine completed projects ranked from highest to lowest 
Domains Factors Completed 

Institutional Target Institutional Stakeholders 57% 
Societal Demand Security Culture 57% 
Institutional Interdisciplinary Expertise 53% 
Institutional Innovative Approaches 50% 
Institutional Transparent Policy Making 47% 
Societal Demand Expert Views 47% 
Institutional Understand Legal Constraints 43% 
Economic Make Link between Safe Cities and Economic Viability 43% 
Institutional Collaboration 40% 
Societal Demand Local Knowledge 40% 
Urban Environment Quality of Public Realm 40% 
Institutional Consultation 37% 
Institutional Coordinated Policy Approaches 37% 
Institutional Public Engagement 37% 
Societal Demand Participation 37% 
Urban Environment Target Relevant Stakeholders 37% 
Institutional Integrated Decision Making 33% 
Institutional Multi-lateral Responses 33% 
Economic Emphasise Added Value of Investment in Security 33% 
Economic Respond to Evolving Security Demands 33% 
Societal Demand Target Social Oriented Stakeholders 33% 
Urban Environment Expert Views 33% 
Institutional Role of Private Security Industry 30% 
Economic Expert Views 30% 
Economic Recognise Links between Multiple Sectors 30% 
Economic Target Economic Stakeholders 30% 
Institutional Media Influence on Security Perceptions 27% 
Societal Demand Social Cohesion 27% 
Societal Demand Social Inclusion 27% 
Societal Demand Communication 23% 
Urban Environment Security by Design 23% 
Urban Environment Technology: CT Infrastructure CCTV 23% 
Urban Environment Transport Infrastructure 23% 
Economic Align with Broader Economic Strategy 20% 
Economic Highlight Importance of Investment in Security 20% 
Economic Investment in Infrastructure 20% 
Economic Socio economic Status 20% 
Societal Demand Civic Pride 20% 
Societal Demand Freedom of Expression 20% 
Urban Environment Urban Design 20% 
Urban Environment Urban Planning 20% 
Economic Multi-sectoral Investment 17% 
Societal Demand Cultural Diversity 17% 
Societal Demand Education 17% 
Societal Demand Ethnic Diversity 17% 
Societal Demand Social Mix 17% 
Urban Environment Hard Physical Infrastructure  17% 
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Urban Environment Legibility & Ease of Movement 17% 
Societal Demand Promote Civility 13% 
Urban Environment Accessibility 13% 
Urban Environment Diversity of Uses 13% 
Urban Environment Lighting 13% 
Institutional Anti-corruption 10% 
Societal Demand Immigration 10% 
Urban Environment Combat Urban Decay 10% 
Economic Employment Levels 7% 
Economic Income Levels 7% 
Societal Demand Deprivation Status 7% 
Societal Demand Examine Role of Religious Extremism 7% 
Urban Environment Architecture 7% 
Societal Demand Equality 3% 
Societal Demand Social Infrastructure Provision 3% 
Societal Demand Social Service Provision 3% 
Societal Demand Access to Housing 0% 
Societal Demand Health 0% 

The top 10 urban security domain factors with the seemingly largest coverage (in the 9 
completed projects) are: target institutional Stakeholders, security culture, interdisciplinary 
expertise, innovative approaches, transparent policy making, expert views, understand legal 
constraints, make link between safe cities and economic viability, collaboration and local 
knowledge and quality of public realm (the last two joint number 10). 8 of the 10 factors 
correspond to the same factors in the top 10 highlighted in chapter 4.2.2. The potential for 
project foreground results from these projects to actually contribute to urban security by 
influencing these factors is probably higher. 

The bottom 10 domain factors with the seemingly least coverage are: employment levels, 
income levels, deprivation status, examine role of religious extremism, architecture, equality, 
social infrastructure provision, social service provision, access to housing and health. 8 of 
the 10 factor correspond to the same factors in the bottom 10 highlighted in chapter 4.2.2.  
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5. 

 Introduction 5.1.

In the confidential report D7.5 Opportunities for commercial exploitation of the BESECURE 
methods and tools, there are 19 individual items of foreground which were identified and 
explained extensively. Together they comprise the overall BESECURE platform prototype. In 
this chapter, we describe in summary the overall BESECURE platform (5.2). In what follows, 
we then explain the exploitation strategy of “BESECURE prototype platform” which contains 
most if not all foreground (5.3). These serve as the basis for a summary of the BESECURE 
consortium members’ strategy to develop BESECURE foreground further (5.4). Key 
collaboration partners identified to date at the regional, national, and international levels are 
also listed (5.4).  

 BESECURE exploitable foreground 5.2.

5.2.1. BESECURE Prototype Platform 

• The purpose of the “BESECURE prototype platform” which is accessible on 
http://besecure.itti.com.pl/, is to provide one access interface (Figure 14) to the 3 main 
modules developed in the BESECURE project, specifically the: 

o “Inspirational platform”,  
o “Policy platform”  
o “Urban data platform” and 

in combination with their sub-modules and the knowledge behind each of the modules. 
There are relevant links between the 3 main modules on the platform so that the user is 
directed to all functionalities which could help to inform his/her investigation / decision 
process. 

Figure 14 Screenshot of BESECURE Prototype Platform
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• The platform is designed primarily to inform local government decision makers and their 
advisers with the goal of improving urban security in general and more specifically to 
prevent urban areas moving into “crisis states” or to help reduce those in “crisis states”. 
In this connection the platform should also help decision makers to determine where 
best to allocate resources and to measure the impact of measures taken.  

• “BESECURE prototype platform” was designed to bridge theory and practices in urban 
security management, by  

o Supporting the enhancement of best practice through research, learning and 
application; 

o Providing practical information on the resource requirements and level of 
investment typically required to implement urban security enhancement 
approaches; and 

o Working towards a personalized evidence base for decisions to address urban 
security issues with an accessible and systematic methodology for policy support. 

5.2.2. Inspirational Platform 

• The purpose of the “Inspirational platform” is to provide users with a repository of 
knowledge and capacities relevant to urban security to inform his/her 
investigation/decision process (Figure 15). 

Figure 15 Screenshot of the  Inspirational Platform

• There are many different ways in which the end-user can use the “Inspirational platform”, 
for example with “search” and “compare” features. For instance, search by criteria 
(urban security) theme, by (type of) urban area, area characteristics, risk (low, medium, 
high), type of practice, focus on urban security domains (institutional , economical, 
societal, and urban), and best practices from the case studies to support evidence-
based . The end-user can do this by building up a search profile, or just browse the 
pages, following links and thematic categories (Figure 16). 



53 

Figure 16 Screenshot of "Compare" feature in the Inspirational Platform 

5.2.3. Policy platform 

• The purpose of the “Policy Platform” is to aid end-users, particularly the policy makers in 
urban security enhancement process. The system uses known best practices, risk 
assessment models, and metrics to provide step-by-step support to the policy maker 
(Figure 17)91. 

Figure 17 Screenshot of "Policy Platform" 

• The main advantages and benefits of the “Policy Platform” are: 

                                                
91 D4.2 Policy Platform, p.5 
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o “Providing end-users/policy-makers an accessible and comprehensive process to 
work towards a personalized evidence base for decisions to address urban security 
issues. 

o To challenge end-users/policy-makers in breaking down the problem and identify 
their preferences with regard to possible interventions and the objectives end-
users/policy-makers want to reach. 

o To help end-users/policy-makers to make the most of the entire BESECURE toolbox 
by combining analyses of end-users/policy-makers area’s characteristics and urban 
data with knowledge and experiences from other areas.”92

• The “Policy Platform” helps users/policy makers create new policies; well-structured 
policy proposals with a solid evidence base. The ‘One Page Policy’ process is an easy 
to use policy builder that leads policy makers through a number of steps to create a 
concise and comprehensive policy proposal. The process helps them establish the 
context of their policy proposal, describe the issues that they are aiming to confront and 
define an effective practice. The process consists of four steps: Topic, Context, Issue, 
and Policy. The process enables both the utilisation of quantitative and qualitative data 
and urban experience. The structured decision making process triggers the need to use 
such evidence which offers the strong potential to enhance policy decisions. The results 
of the Policy Platform include a one-page report or One-Page-Policy (OPP) of the most 
important evidence and promising findings to support the decisions to be made93 – see 
Figure 18. 

Figure 18 A sample of One Page Policy (OPP) 

                                                
92 D4.2 Policy Platform, p.7 
93 D4.2 Policy Platform, p.6 
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• The “Policy platform “ contributing to the overall “BESECURE prototype platform” is also 
designed to inform local government decision makers and their advisers with the goal of 
improving urban security in general and more specifically to prevent urban areas moving 
into “crisis states” or to help reduce those in “crisis states”. In this connection the 
platform should also help decision makers to determine where best to allocate 
resources and to measure the impact of measures taken.  

5.2.4. Urban data platform 

• The aim of the Urban Data Platform is to support policy makers to make more and better 
use of (urban) data in their policy making process by using different kind of decision 
support tools. The platform may also be used to inform decision makers while utilising 
the “Policy platform” (see Figure 19). 

• The “Urban Data Platform” are supported by Geographic Information System (GIS) 
(Figure 20) and monitoring tool called “Early Warning System” (Figure 21). These 
modules provide an overview of the security situation in an urban area, and supports the 
monitoring of various factors characterizing urban zones. The system can provide alerts 
if certain factors change, so that policy makers can carry out timely countermeasures 
against undesirable scenarios. 

• The “Urban data platform” contributing to the overall “BESECURE prototype platform” is 
also designed to inform local government decision makers and their advisers with the 
goal of improving urban security in general and more specifically to prevent urban areas 
moving into “crisis states” or to help reduce those in “crisis states”. In this connection the 
platform should also help decision makers to determine where best to allocate 
resources and to measure the impact of measures taken. 

Figure 19 Screenshot of "Urban Data Platform" 
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Figure 20 Screenshot of GIS-feature in Urban Data Platform 

Figure 21 Screenshot of "Early Warning System" in Urban Data Platform 

5.2.5. Prototype Risk Assessment Tool: IDAS (Issues and Decisions: 
Analysis and Support) 
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• The risk management web application IDAS (Issues and Decisions: Analysis and 
Support)   supports the user in applying the risk management process detailed by the 
international standard ISO 31000:200994. 

• IDAS supports for all five steps of  the risk management process: 
o Establishing the Context: Identify stakeholders, state objectives, define likelihood and 

consequence scales, define risk assessment map 
o Risk identification: Identify risks on objectives 
o Risk analysis: Determine consequences and likelihood of risks 
o Risk evaluation: Evaluate which risks need treatment or monitoring 
o Risk treatment: Selection of measures for modifying risks. Assessment of measures 

with respect to: impact, feasibility, readiness, duration of effect, acceptance, cost 

5.2.6. BESECURE Virtual Learning Environment (VLE) 

• The purpose of the “BESECURE Virtual Learning Environment (VLE)” is firstly to train 
actual and future planners and policy makers. They have role-based access 
management and personalisation possibilities. Secondly, it is to provide a wider public 
with user friendly access to knowledge related security policy in urban zones and 
BESECURE results (see Figure 22). 

Figure 22 Screenshot of the "Virtual Learning Environment" Main Page 

• The platform is open for user content development, for example through linking to other 
sources of knowledge or uploading personal commentaries. 

• The platform is based on the Blackboard95 open source technology.  

 Common exploitation strategy of BESECURE foreground 5.3.

5.3.1. Urban Security Platform 

                                                
94 AS/NZS ISO 31000:2009. Risk management - Principles and guidelines. 
95 http://www.blackboard.com, last accessed 27 February 2015 
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• The intention is that the “BESECURE prototype platform” will be made available free-of-
charge to a wider audience as an “Urban Security Platform” which has reliance on third 
party funding such as public funding. To have the platform fully functional, currently it is 
foreseen to: 

o Collaborate with key partners on national, EU, and international levels. 
o Conduct further R&D through EU and non-EU funding programs (i.e. national  

R&D Projects) 

• TNO, UU, EMI, FAC, ITTI, JVM, and CCLD are committed to following-up this 
opportunity and to implement it through for example Horizon 202096 or cooperation with 
a network such as the European Urban Knowledge Network (EUKN)97

5.3.2. Consulting 

• The use of the BESECURE platform prototype as support for general urban security 
consulting and advice is regarded as the most feasible exploitation strategy for the 
complete BESECURE platform in at least the short-term following the closure of the 
project. These services would take advantage of the platform as whole: best practices, 
risk assessment, GIS, and Early Warning System (EWS). TNO, UU, EMI, FAC, CCLD, 
ITTI and JVM committed to seeking consulting and advice opportunities supported by 
the complete platform with clients following the closure of the project. Groups of 
cooperating partners would be built depending on the individual business opportunities.  

• Furthermore, specific consulting service based on best practices, GIS module, and risk 
assessment are also foreseen within the consortium.

• Groups of cooperating partners would be built depending on the individual business 
opportunities. This business model has less risk compared to distribution of the 
complete platform as investment is primarily in at least in the short-term in the marketing 
of consulting services. 

5.3.3. Urban Security Education Instrument 

• The exploitation route for “BESECURE Virtual Learning Environment (VLE)” is to take 
the “Virtual Learning Environments” available to a wider audience as an “Urban Security 
Education Instrument” which is available either as web-based platform and offline 
software package. 

• TNO is committed to pursue this option further and exploratory talks have been started 
with several higher education institutions in the Netherlands.  

5.3.4. Continuous Professional Development (CPD) Training 

• With the ”BESECURE Prototype Platform” and “BESECURE Virtual Learning 
Environment (VLE)”, there is also an possibility to use the results as tools for 
Continuous Professional Development Training.  

• UU and FAC are committed to following-up this opportunity, particularly in the UK. 

                                                
96 The D7.6 Opportunities for sustained development of the BESECURE methods and tools details specific EU funding 
opportunities. 
97 http://www.eukn.org/ 
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 Participants’ strategies and Key Collaborating Partners 5.4.

Aside from what has been described in 5.3 Common exploitation strategy of BESECURE 
foreground, all BESECURE partners aim to further research and develop BESECURE 
foreground results. Currently we are exploring the opportunities within Horizon 2020 such as 
through the Secure Societies and ICT work programmes (for overview of consortium 
members’ participation in European funding programs, see chapter 6). The Consortium is 
keen to build on the knowledge and expertise gained in the security research carried out 
during the BESECURE project and to apply this expertise to advance urban security 
research and management further. Furthermore, this will also contribute to the Europe 2020 
strategy.  

The BESECURE Consortium benefitted from various collaborations during the case study 
research and through the project in general, particularly with urban security stakeholders 
such as local councils, law enforcement agencies, developers, NGOs and housing 
associations in the case study areas: Belfast (UK), The Hague (NL), Freiburg (DE), London 
Tower Hamlets (UK), London Lewisham (UK), Naples (IT), Reggio di Calabria (IT), Poznan 
(PL). 

European Urban Forums such as the European Urban Knowledge Network (EUKN)98 and 
European Forum for Urban Security (EFUS)99 were also identified as potential collaboration 
partners for future development of BESECURE. EUKN led a session at the BESECURE 
Final Event in Belfast. Furthermore, BESECURE has also gained knowledge and experience 
through synergy with other FP7 Security projects and their partners (see Annex 3: Research, 
development and innovation project results and approaches which have influenced 
BESECURE development). In what follows we provide a short overview of presentactivities 
and intentions. 

5.4.1. TNO 

TNO is working with various external partners to implement BESECURE foreground 
knowledge. There are two current notable developments. TNO is in contact with the City 
Council of The Hague to develop an information management environment for urban 
security-related activities, based on the BESECURE Inspirational Platform. The City Council 
of The Hague has stated their interest in the approach of the BESECURE project and is 
working with the TNO team to establish a feasible development plan. Furthermore, TNO is in 
contact with the Saxion University of Applied Sciences to discuss the potential of the 
BESECURE platform as an educational device. The primary interested party at the Saxion 
University is the Integrated Security Management department. There is consensus that the 
BESECURE platform could develop into a valuable educational asset. Other potential 
exploitation partners are being sought, and the BESECURE foreground results are being 
coupled with the results of other project to attain maximum business development potential. 

5.4.2. UU 

UU is continuously showcases and markets BESECURE foregrounds. Potential consulting 
clients such as local authorities, city councils, and housing providers both in Ireland and 
across the UK are currently being sought and identified. Furthermore, BESECURE 
educational platform will be further developed as Urban Security Short courses and will be 
submitted for accreditation.  
                                                
98 http://www.eukn.eu/  
99 http://efus.eu/en/  
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5.4.3. EMI 

Key collaboration partners of EMI to develop further development and business activities 
with all project partners. Contacts with stakeholders in urban security management including 
the policy makers, developers, and housing associations will be important in marketing on of 
the BESECURE foreground: the prototype Risk Assessment Tool: IDAS. 

5.4.4. ALU 

ALU plans to adapt BESECURE foregrounds into teaching and further RD&I activities with a 
focus in the Freiburg area. University partners and local councils have been identified as key 
collaborating partners following the project completion.   

5.4.5. ITTI 

Further development and adjustments of BESECURE Prototype Platform is the key priority. 
ITTI will seek for opportunities for further development and adjustments of selected elements 
of the BESECURE platform for specific needs – potential client needs (pivoting) – e.g. 
adjustment of the platform and its commercialisation for local police use in Poland, and when 
possible, Europe. 

5.4.6. SLCT 

As a charity organisation, SLCT is committed to disseminate BESECURE results to relevant 
stakeholders and policy makers at events, conferences, talks and online. The advancement 
of urban security knowledge from BESECURE practices, literature, and learning materials 
will be used for workshops being delivered in partnership with the College of Policing as well 
as any other relevant activities delivered at SLCT. Furthermore, with the experience 
knowledge and experience gained, SLCT is exploring the possibility of securing funding to 
deliver local projects on community safety. 

5.4.7. FAC 

FAC is in close contact with the Irish city councils, for example Dublin City Council to further 
develop and exploit BESECURE Prototype Platform. Seeking opportunities to partner with 
relevant organisations involved in designing and/or implementing urban security 
interventions is therefore necessary to update the content. FAC also aims to gather more 
socio-economic or crime data such as from PSNI, An Garda Siochana, Planning Authorities, 
and Housing Agencies etc.  

5.4.8. JVM 

Local councils and housing associations in the UK are the most relevant collaboration 
partners for JVM, particularly as potential clients for consulting with the BESECURE 
Prototype Platform. 

5.4.9. CCLD 

CCLD will seek to develop further business activities with all the project partners. Potential 
activities include further RD&I projects, product marketing and management. Main 
milestones/deliverables would be the conclusion of further commercial agreements. Aside 
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from the project partners, the RD&I community within FP7 and H2020 is also seen as an 
important collaboration partner.  

5.4.10. CNR 

The CNR research group needs to involve the Region of Campania (the Chief of the 
Governor Cabinet for Security), the City of Naples (the Urban Planning Councillor) and the 
Police Headquarters of Naples in the follow-up of the BESECURE tools. In spite of the lack 
of dedicated financial resources, they have declared their availability in supporting CNR for 
the funding. 

5.4.11. UMRC 

The primary focus of UMRC is to use BESECURE Prototype Platform, knowledge, and 
experience for teaching. Aside from the projects in FP7-Security, key collaborating partners 
will be the Italian higher education community.  

5.4.12. EXP 

No information available 

5.4.13. VJI 

VJI will continue to collaborate with local policy makers and urban security stakeholders in 
Dutch cities to disseminate BESECURE foreground and seek further RD&I funding.  

5.4.14. EUR 

As a research institute, EUR will seek collaboration with other Dutch BESECURE partners 
and urban security stakeholders in the Netherlands, particularly in Rotterdam area.
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6. 

Given the multi-dimensional process of urban security management the interdependency of 
different factors impacting on urban security100 RD&I and Innovation at the European level is 
considered one of the key funding possibilities for the sustainable development of the 
BESECURE approaches and results. 

In what follows we describe the key relevant European funding possibilities to potentially 
take on BESECURE results which have been identified under: 

• Horizon 2020,  
• Internal Security Fund (ISF) 
• Joint Programming Initiative (JPI) – Urban Europe 
• EUROSTAR 

Annex 1: Notable funding schemes within consortium countries, provides an update on 
changes regarding notable national funding schemes within consortium countries since the 
D7.7 report was completed. 

 Horizon 2020  6.1.

The Europe Union aims to secure Europe’s global competitiveness through innovation. With 
more than €80 billion for 2014-2020, the European Union couples research and innovation 
under the “Horizon 2020” funding program. It has three main pillars: excellent science, 
industrial leadership, and societal challenges. Urban security is part of the ‘societal 
challenges’ pillar which is called the “Secure Societies” work programme101. As a 
development to FP7, Horizon 2020 introduces ‘close-to-market’ actions, which highlight 
prototyping, product testing, demonstrations, and access to risk-finance102. To finance these 
diverse projects with different emphasises, each funding call is categorised by different 
action types. Key parameters of the action types are provided in Table 11. 

Table 11 Different types of actions in Horizon 2020103

Type of Action Code Minimum 
Conditions 

Funding 
Rate 

Typical 
Duration 

Average EC 
Contribution 

Research & 
Innovation Action 

RIA  3 legal entities 
from 3 MS/AC104

100% 36-48 
months 

€ 2.0 - 5.0M  

Innovation Action IA  3 legal entities 
from 3 MS/AC 

70% 20-36 
months 

€ 2.0 - 5.0M 

Coordination and 
Support Action 

CSA 1 legal entity 100% 12-30 
months 

€ 0.5 – 2.0M 

SME Instrument SME 1 SME in MS/AC 3 Phases: 
1st: Lump sum of €50.000/project 
2nd: € 1.0-2.5M/ project for 1-2 years  

                                                
100 As highlighted in chapter 2 
101 http://ec.europa.eu/programmes/horizon2020/en/h2020-sections, last accessed 11 November 2014 
102 http://ec.europa.eu/programmes/horizon2020/en/what-horizon-2020, last accessed 13 November 2014 
103 This table was taken and adopted from EU Research 
https://www.euresearch.ch/fileadmin/redacteur/European_Programmes/H2020_Types_of_Action.pdf, last 
accessed 6 January 2015 
104 Member States (MS) or Associated Countries (AC) 
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Type of Action Code Minimum 
Conditions 

Funding 
Rate 

Typical 
Duration 

Average EC 
Contribution 

(70% of eligible cost reimbursed) 
3rd: no funding – but training and 
administrative supports 

Fast Track to 
Innovation 

FTI  5 legal entities 
from 3 MS/AC 

70% tbd105  €3.0M 

Pre-commercial 
Procurement 

PCP 3 public 
procurers from 
MS/AC 

70% 18-48 
months for 
2 phases: 
preparation 
and 
execution 

Variable 
depending on 
the topic 
priority 

Public Procurement 
of Innovative 
Solutions 

PPI 3 public 
procurers from 
MS/AC 

20% 18-48 
months for 
2 phases: 
preparation 
and 
execution 

Variable 
depending on 
the topic 
priority 

ERA-NETs ERA-
NET 

 3 legal entities 
from 3 MS/AC 

33% 60 months Variable, 
depending on 
the topics 

6.1.1. “Secure Societies” work programme 

The EU Horizon 2020 “Secure Societies” work programme aims to support the Europe 2020 
Strategy, the Security Industrial Policy, EU’s Internal Security Strategy, and the Cyber 
Security Strategy. With nearly €400 million budget (2014-2015)106, this work programme 
focuses on protecting “citizens, society and economy as well as our assets, infrastructures 
and services, our prosperity, political stability and well-being. Any malfunction or disruption, 
intentional or accidental, can have detrimental impact with high associated economic or 
societal costs”107. The funding program has four themes:  

1) Enhancing the resilience of our society against natural and man-made disasters, 
ranging from new crisis management tools to communication interoperability, and to 
develop novel solutions for the protection of critical infrastructure;  

2) Fighting crime and terrorism ranging from new forensic tools to protection against 
explosives;  

3) Improving border security, ranging from improved maritime border protection to 
supply chain security and to support the Unions external security policies including 
through conflict prevention and peace building; and  

4) Providing enhanced cybersecurity, ranging from secure information sharing to new 
assurance models108.  

                                                
105 This action is new and the Commission will review the first proposal submissions for further assessment. 
106 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-security_en.pdf, 
p.111, last accessed 13 November 2014 
107 Ibid. p.7, last accessed 12 November 2014 
108 Idem. 
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Urban Security is part of the second theme “fight against crime and terrorism”109 (see Table 
12), however BESECURE has the potential to be developed and implemented also through 
funding opportunities in other themes (see below). 

Table 12 Secure Societies Themes110

Theme Name Main parts
1 Disaster-

resilience: 
safeguarding and 
securing society, 
including adapting 
to climate change 
(DRS) 

1. Crisis Management; 
2. Disaster Resilience and Climate; 
3. Critical Infrastructure Protection; 
4. Communication technologies and  interoperability; 
5. Ethical/Societal Dimension. 

2 Fight against crime 
and Terrorism 
(FCT) 

1. Forensics; 
2. Law enforcement capabilities;  
3. Urban security; 
4. Ethical/societal dimension. 

3 Border Security 
and External 
Security (BES) 

1. Maritime Border Security 
2. Border Crossing Points 
3. Supply Chain Security 
4. Information Management in the context of External 

Security 
5. Conflict Prevention and Peace Building 
6. Ethical/Societal Dimension 

4 Digital Security: 
Cybersecurity, 
Privacy and Trust 

1. Privacy 
2. Access Control 
3. Risk management and assurance models 
4. The role of ICT in critical infrastructure protection 
5. Information driven cyber security management 
6. Trust eServices 
7. Value-sensitive technological innovation in cybersecurity 

5 Other actions 

In the following sub-sections, topics most relevant for the sustainable development of the 
BESECURE approaches and results are summarised.  

For each of the funding opportunities identified we have made an assessment, where 
possible, regarding: 

1) The four security domain(s) to which a project is likely to contribute111   
2) The inclusion / none inclusion of  issues around “perceptions of security” 
3) The category of support to policy design to which a project is likely to contribute112  

The topics are from the work programme for 2014-2015. The deadline to submit topics for 
the 2014 Calls was in August 2014. Where relevant and the information has been made 

                                                
109 Ibid. p.48, last accessed 12 November 2014 
110 Ibid, p.2, last accessed 21 November 2014 
111 Security domains as determined in: BESECURE Deliverable D1.1 Boundary Conditions and Options for Urban 
Security Enhancement: Institutional, Urban Environment, Economic and or Societal  
112 Category of support to policy design as discussed in BESECURE Deliverable 7.7 Overview of the R&D 
landscape concerning policy support for urban security, Chapter 2; namely  Process support, Information 
provision, and/or Training and networking 
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available by project partners, we include a summary of BESECURE partners’ actual 
participation in project proposals for the 2014 Calls and potential participation in project 
proposals for the 2015 Calls.  

6.1.1.1. FCT-8-2014: Law enforcement capabilities topic 4: Trans-national 
cooperation among public end-users in security research 
stakeholders 

  
Summary The aim of the call was to improve coordination, knowledge, and 

experience at European level of various transnational, national or 
regional law enforcement agencies networks in different security 
research domains. The challenge was to address relevant 
technologies that bridge law enforcement and end-users including the 
information sharing systems and the interoperability of law 
enforcement databases.113

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 28.08.2014 
Type of Action Coordination and Support Action 

Consortium Members’ Participation – None specified 

6.1.1.2. FCT-10-2014: Urban security topic 1: Innovative solutions to 
counter security challenges connected with large urban 
environment 

Summary The call aimed to develop innovative solutions that reduce the fear of 
crime and enhance the perception of security in large urban 
environments. The focus was to be on an integrated online platform 
with GIS analysis and 3D visualisation functions that allow citizens to 
share information and experience in real-time with security command 
and control centres in several European cities114. 

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 28.08.2014 
Type of Action Research and Innovation Action 
  
Consortium Members’ Participation 

Consortium Member(s) ITTI 
Proposal / Project Name Safer cities through improved user engagement and reinforced with 

IT solutions for the Empowerment of communities 
Acronym SAFERCITIES 
Project Description The SaferCities project is conceived to explore the practical feasibility 

of multiple smart safety-related services running on a harmonised 

                                                
113 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-security_en.pdf, 
p.111, last accessed 13 November 2014 
114 Ibid., p.60, last accessed 13 November 2014 
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technological platform. This innovative project will take advantage of 
a bottom-up multi-disciplinary approach where societal, 
anthropological, ethical and legal constraints take the lead. This will 
be driven by sustained citizen empowerment through the integration 
of technologies such as 3D mapping, GIS, second-generation 
intelligent video and audio analysis, crowdsourcing and 
crowdsensing, and advanced data processing techniques for trend 
and incident detection, The project will be engaged under the aegis of 
data privacy, modularity, open standards and security by design. The 
ultimate results will encompass innovative solutions coupled with 
affordable, sustainable and wider integration capabilities. 

Consortium Member(s) CCLD, JVM 
Proposal / Project Name Collaborative Physical and Social Networks  
Acronym COPHYSON 
Project Description COPHYSON focuses on mobile applications to reduce the fear of 

crime and to increase perceptions of security in urban areas, 
achieved by developing functionalities to support the development of 
local communication, cooperation and partnerships within urban 
communities…. An intelligent platform will be behind the mobile 
application which collects, transfers and analyses users’ information 
in various formats (voice, text, picture or video) before providing 
information back to users such as visualisation and messages…. The 
inter-disciplinary consortium includes police and municipal users, 
European leaders in mobile applications, leading applied research 
institutes and SMEs specialised both in security and social aspects, 
including law and ethics.

Consortium Member(s) TNO. EMI, FAC 
Proposal / Project Name Enhancing and empowering community-centred security and 

resilience in ‘smart’ urban areas 
Acronym EMPOWERING 
Project Description Urban security is central to the advancement of European society and 

economy and its perception can have fundamental impacts upon 
quality of life and community well-being. Until recently the responsibly 
for enhancing urban security lay predominantly with the Law 
Enforcement Agencies (LEAs), with local citizens and municipalities 
having only a minimal role to play. However, increasingly citizen 
empowerment in urban security alongside LEAs is encouraged in 
order to prevent, mitigate and recover from security incidents and to 
enhance social resilience. This has created a space for citizens to be 
both a providers of (real-time) information and active co-producers of 
urban security, and can be facilitated via the use of new technologies 
that plug into existing specifications. Whilst innovative technical 
solutions are vital in enabling citizens to play a proactive role in urban 
security, to be effective, this must be set within a framework of social, 
legal and ethical acceptability and the proportionate use of security 
solutions. EMPOWERING will develop and demonstrate the 
operational effectiveness and social readiness of a range of 
innovative and integrated tools that will improve security perception 
and the ability of citizens to contribute to urban security processes 
through improving their situational awareness and improving the 
quality of community life. We will do this by developing a framework 
and platform that supports the effective development of such tools, 
which will be made available beyond the life of the project to aid 
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development and implementation of future solutions. We will provide 
sustainable, transferable and cost-effective ways of enhancing urban 
security through a shared multi-stakeholder understanding of the 
problems faced and actions possible, whist recognising the 
importance of social acceptability. We will actively exploit our 
solutions to maximise project impact, influence EU security policy, 
and capitalise on new market opportunities. 

6.1.1.3. FCT-11-2014: Urban security topic 2: Countering the terrorist use 
of an explosive threat, across the timeline of a plot, including the 
detection of explosives in a flow 

Summary The research was targeted to develop innovative approaches to 
counter terrorism with explosive threats. The new proposed 
approaches were to fill the existing gaps or greatly improve the 
current approaches to help relevant stakeholders in decision making 
and counter response115. 

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 28.08.2014 
Type of Action Research and Innovation Action 
  
Consortium Members’ Participation 

Consortium Member(s) ITTI 
Proposal / Project Name Data, Analysis, Technology for Countering the Explosive Threat 
Acronym DAT-Ex 
Project Description DAT-Ex is built upon the collection and analysis of detailed data on all 

European explosive incidents in the past five years (i.e. strategic 
level), and a series of in-depth country and event case studies (i.e. 
operational level). Based on this evidence, recommendations for 
development of appropriate and thereby cost effective future 
explosive detection/mitigation methods (i.e. tactical level). A benefit of 
this comprehensive approach, which will treat four distinct phases of 
the explosive attack timeline, is to allow us to compare the explosive 
threat from terrorists versus the increasing number of bomb attacks 
undertaken by criminal gangs and others, and identify the similarities 
and differences between these. 

Consortium Member(s) TNO 
Proposal / Project Name Effectiveness of systems for countering explosive threats 
Acronym ENFORCE 
Project Description Terrorism is a global and ever-changing threat where perpetrators 

flexibly adapt to the situation and uses whatever is available in order 
to make attacks with home-made bombs. The ultimate goal is to put 
fear on citizens and damage essential societal structures. The use of 
explosives, specifically home-made explosives prepared in 
Improvised Explosive Devices, is the most common devices that 

                                                
115 Ibid., p. 62, last accessed 13 November 2014 
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terrorists exploit in order to bring instability to the society. It is 
absolutely clear that counter terrorist measures need to be even more 
effective and that the further development of tools and capabilities for 
mitigating the threat from explosives have an urgent need. By taking 
into account the finances spent and the number of projects and 
organizations that have contributed with developed tools and 
methods over the terrorist timeline there is a need for evaluating the 
effectiveness of the present capabilities of developed capacities. The 
ENFORCE project will assess the efficiency and the cost-benefit of 
the efforts made so far in order to counter explosive threats. This is a 
corner-stone in order to tailor the future research plans in this area. 
This has not been done on a wide European level also taking into 
account specific national activities of research in the area. The main 
objective with the ENFORCE project is to provide a future roadmap 
for pinpointing the future areas where research and development 
efforts are needed within the European security of explosives 
research based on the assessed hitherto performed developments. 
The evaluation developments so far will cover the entire terrorist 
timeline where output will be primarily what has been achieved at 
specific phases of the terrorist timeline and what the effectiveness of 
tools are in terms of benefits for the end users. The evaluation will be 
closely linked to the total costs of development until commercial 
product which needs to be determined and estimated.

6.1.1.4. FCT-12-2014 Urban security topic 3: Minimum intrusion tools for 
de-escalation during mass gatherings improving citizens’ 
protection 

Summary The topic addressed the need to identify, test, and assess means of 
protecting citizens in mass gatherings in urban environments. The 
results are to lead to the development of more effective and less 
intrusive police approaches which increase public perception of urban 
security.116

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 28.08.2014 
Type of Action Research and Innovation Action 
  
Consortium Members’ Participation  

Consortium Member(s) TNO 
Proposal / Project Name Minimum Intrusion Tools in Mass Gathering Events 
Acronym MITIGATE 
Project Description In MITIGATE (Minimum Intrusion Tools in Mass Gathering Events), 

our solution to the Horizon2020 FCT-12-2014 Urban security topic 3: 
Minimum intrusion tools for de-escalation during mass gatherings 
improving citizens’ protection call, we investigate the power of non-
invasive influence tactics to affect the escalation of unwanted, and 
potentially violent, behaviour of individuals and small groups at mass 
gatherings. The interventions are based on social psychological 

                                                
116 Ibid., p. 62, last accessed 13 November 2014 
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processes to influence behavior and cognitions (attitudes and 
intentions) using messages (both spoken and written), generic 
acoustic stimuli (e.g. sound bursts) and light. The effectiveness of 
these interventions will be tested in simulations designed using 
principles of social-scientific field experiments. The interventions will 
be delivered to participants in the simulations using UAVs, the 
AWASP and S-PAW (directional acoustic handheld devices), small 
and large digital displays, and twitter. The simulations will be held at 
police training facilities in Spain and the UK, and in a real-life setting 
in The Netherlands. The interventions will be tested in scenarios 
based on operational needs of Law Enforcement Agencies for non-
intrusive techniques for use in mass gatherings, and on the 
(escalating) behaviours that need to be changed. Results will be 
evaluated in light of their utility for field operations, and the technical 
performance of the delivery platforms and their commercial potential. 
During the life of the project we will take into account the societal and 
legal considerations surrounding the implementation of the 
interventions and the corresponding platforms, using the ASSERT 
methodology, which assess the balance between safety and efficacy 
for assessing security research. The strategy for dissemination and 
exploitation will ensure the dialogue with the wider stakeholder 
community ensure results are well suited to the needs, attitudes and 
conditions of actors in the security domain. 

6.1.1.5. FCT-14-2014: Ethical/Societal Dimension Topic 2: Enhancing 
cooperation between law enforcement agencies and citizens - 
Community policing 

Summary This Community Policing based topic aimed to deliver innovative 
approaches to community policing which encouraged collaboration 
between communities and local police departments.  

Community policing assisted by advanced technological solutions, 
with the objective of delivering positive changes in the liveability “...of 
specific neighbourhoods, areas...” of cities is a core objective.  

The expected impacts of the topic were: 

• Strengthened community policing principles through effective and 
efficient tools, procedures and approaches. 

• Early identification, timely intervention, as well as better crime 
reporting, identification of risks, unreported and undiscovered 
crime through the community 

• Strengthened and accelerated communication between citizens 
and police forces. Overall, strengthened community feeling and 
lower feeling of insecurity 

• The action is expected to proactively target the needs and 
requirements of users, such as citizens and national and local law 
enforcement agencies. 

• The outcome of the action is expected to lead to development up 
to Technology Readiness Levels (TRL) 6.117

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

                                                
117 Ibid., p. 65, last accessed 19 January 2015 
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Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Type of Action Research and Innovation Action 

Consortium Members’ Participation 

Consortium Member(s) FAC  
Project Name Advancing Community Collaboration and Enabling Policing Transition 
Acronym ACCEPT 
Project Description ACCEPT enhances community policing by advocating a ‘listening-

learning-understanding’ philosophy. It provides Law enforcement 
Agencies (LEA) with a better sense and appreciation of resident’s 
needs and requirements, while introducing a sense of trust among 
citizens towards LEAs. The project recognises the value in provision 
of greater control and a stronger voice to citizens in determining the 
quality of life within their community: LEAs become part of the 
community, and the community becomes part of the decision-making 
process. ACCEPT is democracy in action. 

The proposed project identifies community policing best practice and 
the particular challenges in vulnerable, divided, post-conflict and 
transitional societies. Current practices and how the concept is 
understood will be explored to determine how ‘successful’ community 
policing is defined in different places and the challenges in the sites 
selected for study. Focus groups will be utilised to investigate the 
barriers to cooperation between communities and LEAs. 

Consortium Member(s) TNO, UU 
Project Name Inspiring CitizeNS Participation for Enhanced Community PoliCing 

AcTions 
Acronym INSPEC2T 
Project Description INSPEC2T projects’ scope is to develop a sustainable framework for 

Community Policing that effectively addresses and promotes 
seamless collaboration between the police and the community. 
INSPEC2T approach bases its conceptual foundations on EU crime 
prevention and Member States specific Internal Security Policies, 
validated research results and best practices from cooperation 
between police and local, regional and national communities. This is 
perceived as an origin to apprehend special characteristics, 
particularities and determinants for trust between all stakeholders. 
INSPEC2T is focusing on a user-centric design and development 
approach, and has already mobilized and engaged a critical user 
group mass, in EU and abroad. With special emphasis on social 
media, it consolidates and modernizes bidirectional communication of 
stakeholders, using multi-level anonymity flags and having a clear 
understanding of acceptability issues. Driven from accommodated 
transnational and multicultural best practices, it adheres to an 
approach where social, cultural, legal and ethical dimensions are 
embedded into core user centric design specifications and 
implementation procedures. INSPEC2T will be demonstrated and 
validated in 5 EU cities by a wide range of relevant stakeholders. 
INSPEC2T engagement and active participation is stimulated through 
fully dynamic, interactive and immersive training Serious Game 
applications that empower players to familiarize themselves with the 
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6.1.1.6. FCT-15-2015: Ethical/Societal Dimension Topic 3: Better 
understanding the role of new social media networks and their 
use for public security purposes 

Summary This topic looks at the role and purpose of social media and the 
relationship between the new social networks and public security. It 
addresses better prediction measures/tools and identification of 
possible future threats, and of the challenges, opportunities and risks 
for public security agencies of using social media.118

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 27.08.2015 
Type of Action Coordination and Support 
  
Consortium Members’ Participation – One or more of the BESECURE participants have 
stated that they are developing project ideas with the potential of participating in a 
consortium for a proposal under this topic. Details are not given due to issues connected 
with competition. 

6.1.1.7. FCT-16-2015: Ethical/Societal Dimension Topic 4 - Investigating 
the role of social, psychological and economic aspects of the 
processes that lead to organized crime (including cyber related 
offenses), and terrorist networks and their impact on social 
cohesion 

Summary The call aims to investigate the role of social, psychological and 
economic factors in the progression of individuals who had 
unremarkable and ordinary lives into organised crime and terrorist 
networks. It could also take into consideration the analysis of the 
institutional environment in which these processes take place, as well 
as the possibilities of connection between the emergence of these 
damaging organizations and the problem of trust in social 
dynamics.119

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 27.08.2015 

                                                
118 Ibid., p. 66, last accessed 13 November 2014 
119 Ibid., p. 67, last accessed 13 November 2014 

system, gain an intuitive understanding of its functionalities and 
motivate their engagement in Community Policing activities. Special 
focus will be given to Community Policing awareness raising activities 
for both police and citizens. The above activities and associated 
results, will provide a solid foundation for the evolution of the Next 
Generation Community Policing roadmap in Europe. 
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Type of Action Research and Innovation Action 
  
Consortium Members’ Participation -– One or more of the BESECURE participants have 
stated that they are developing project ideas with the potential of participating in a 
consortium for a proposal under this topic. Details are not given due to issues connected 
with competition. 

6.1.1.8. FCT-17-2015 Fast track to Innovation – pilot 

Summary Fast Track to Innovation (FTI) is a bottom-up funding scheme to 
support close-to-market innovation activities in any area of 
technology or application with a budget of 100 million Euros in 2015. 
This thematic openness is aimed to nurture trans-disciplinary and 
cross-sectorial cooperation with expected impact as follows: 

• Fast development, commercial take-up and/or wide deployment of 
sustainable innovative solutions (products, processes, services, 
business models etc.) in enabling and industrial technologies 
and/or for tackling societal challenges. 

• Time to initial market take-up no later than 3 years after the 
beginning of the FTI project. In very well-justified cases linked to 
the specific characteristics of a particular innovation field or 
industry sector, the time to initial market take-up could be longer. 

• Enhanced competitiveness and growth of business partners in the 
consortium, measured in terms of turnover and job creation. 

• Increased industry participation, including SMEs, and more 
industry first-time applicants to Horizon 2020. 

• Leveraging more private investment into research and/or 
innovation. 

• Where appropriate, addressing transnational value-chains and/or 
EU-wide or global markets.120

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadlines 29-04-2015, 01-09-2015, and 01-12-2015121

Consortium Members’ Participation -– One or more of the BESECURE participants have 
stated that they are developing project ideas with the potential of participating in a 
consortium for a proposal under this topic. Details are not given due to issues connected 
with competition. 

                                                
120 http://ec.europa.eu/research/participants/portal/doc/call/h2020/common/1615113-part_18_fti_v2.0_en.pdf, 
p.19, last accessed 15 December 2015 
121 http://ec.europa.eu/research/participants/portal/desktop/en/opportunities/h2020/topics/9096-ftipilot-1-
2015.html#tab2, last accessed 15 December 2015 
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6.1.1.9. DRS-7-2014: Crisis Management topic 7: Crises and Disaster 
Resilience – Operationalising Resilience Concepts “Disaster-
Resilience: Safeguarding and Securing Society, Including 
Adapting to Climate Change” 

Summary The call addressed two fundamental requirements:  
• To develop a European Resilience Management Guideline that 

will operationalise crisis and disaster resilience concepts that are 
specifically tailored to critical infrastructure and within which risk 
management approaches are inherently embedded, and;

• To prove its applicability for all types of critical infrastructure and, 
to validate its effectiveness in successfully addressing human and 
social dynamics which are critical to resilience, through pilot 
implementation.  

These requirements imply an approach starting from theory up to 
realisation in practice. The development of the ERMG to address the 
needs of CI providers, rescuers and end-users required an 
interdisciplinary and interactive approach. The specific contributions 
to the challenges and scope of the topic were outlined as follows:  

The action was formulated to proactively target the needs and 
requirements of users, including civil protection units, first responders 
and critical infrastructure providers.122

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security No 
Type of support Process support, information provision, training and networking 
Type of Action Research and Innovation Action 

Consortium Members’ Participation 

Consortium Member(s) FAC, EMI 
Project Name Realising European Resilience for Critical Infrastructure  

Acronym RESILENS 
Project Description Critical infrastructure (CI) provides the essential functions and 

services that support European societal, economic and environmental 
systems. As both natural and man-made disaster and crises 
situations become more common place, the need to ensure the 
resilience of CI so that it is capable of withstanding, adapting and 
recovering from adverse events is paramount. Moving resilience from 
a conceptual understanding to applied, operational measures that 
integrate best practice from the related realm of risk management and 
vulnerability assessment is the focus of the RESILENS project. 
RESILENS (Realising European ReSILiencE for CritIcaL 
INfraStructure) will develop a European Resilience Management 
Guideline (ERMG) to support the practical application of resilience to 
all CI sectors. Accompanying the ERMG will be a Resilience 
Management Toolkit which can then be iteratively used to direct users 
to resilience measures. Other resilience methods including 

                                                
122 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-security_en.pdf, 
p. 68, last accessed 19 January 2015 
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substitution processes and measures to tackle cascading effects will 
also be developed. Overall, RESILENS aims to increase and optimise 
the uptake of resilience measures by CI providers and guardians, first 
responders, civil protection personnel and wider societal stakeholders 
of Member States and Associated Countries. 

6.1.1.10. DRS-9b-2014: Disaster Resilience & Climate Change topic 1: 
Science and innovation for adaptation to climate change: from 
assessing costs, risks and opportunities to demonstration of 
options and practices 

Summary Proposals should have aimed to:  
• Develop standardised methods to assess climate change 

impacts, vulnerabilities, and risks, and to identify and assess the 
performance of adaptation measures (technological and non-
technological options). Methods should focus on long-term 
climate change and extreme events for European sectors of 
particular socio-economic and environmental significance, paying 
due consideration to uncertainty, and encompass indirect, cross-
sectoral effects and cascade impacts, where relevant. 

• Provide state-of-the-art decision support tools tailored to facilitate 
decision-making by different end-users (e.g. individuals, 
businesses, other private sector firms, local authorities and 
planners, governments), while developing adaptation plans and 
measures.123

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking 
  
Consortium Members’ Participation  

Consortium Member(s) EMI 
Project Name - 
Acronym I-ACT 
Project Description The I-ACT project shall develop a Decision Support System (DSS) for 

co-creation and adaptive management of urban area resilience 
utilizing long-term climate and socioeconomic scenarios with related 
uncertainties. The research is focused on critical systems in the 
energy, transport and water sectors in six urban areas. Cross-
sectorial effects are envisaged due to cascading hazards caused by 
extreme events. Uncertainty related to the climate change adaptation 
is addressed following adaptive management principles where 
effective adaptation strategies are preferred. I-ACT interfaces with, 
and incorporates a set of standard methods and tools for impact 
assessment as well as group decision-making. Stakeholder 
engagement in decision-making is supported by adopting a co-
creative process. The process will be structured along the ISO31000 
Risk Management standard extended by resilience management 
concepts. Innovation and standardisation issues are explicitly 
managed during the project. The consortium consists of 10 research 
organizations, 8 industrial partners and SMEs, and is supported by 

                                                
123 Ibid., p. 22, last accessed 19 January 2015 
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six urban area case studies. The I-ACT DSS will support 
comprehensive data and information management for local 
adaptation challenges, as well as best practice in adaptation 
decision-making. The expected impact of the use of the I-ACT DSS 
will be in the range of 2-5 in terms of benefit/cost of planned 
adaptation per adaptation case. The standardized approach will 
promote an accelerated utilization of the DSS in cases across the EU. 

Consortium Member(s) TNO, ITTI 
Project Name Climate Resilient Cities and Infrastructures 
Acronym RESIN 
Project Description The RESIN project will thus develop standardised approaches to help 

city administrators, the operators of urban infrastructure networks, 
and related stakeholders to develop their adaptation strategies and 
ensure that their decisions strengthen the resilience of the whole city. 
These will be comprehensive by dealing with all elements of the 
urban system: critical infrastructures, built-up spaces and public 
spaces, and will cover impact-and-vulnerability assessment and 
selection of adaptation options. A decision support system will be 
developed to support decision makers in following a standardised 
path towards the choice of appropriate and effective adaptation 
measures into strategies tailored to the particular circumstances of a 
specific city. RESIN will explore the possibilities and prepare the 
materials to include adaptation in European standardisation 
processes.. 

6.1.1.11. DRS-14-2015: Critical Infrastructure Protection topic 3: Critical 
Infrastructure resilience indicator - analysis and development of 
methods for assessing resilience 

Summary The call addresses the need of holistic approaches to the resilience 
of critical infrastructure by reducing the impact of disruptive events 
and the recovery time. Potential threats caused by accidents or 
attacks, such as crimes and terrorism should be analysed using 
validated indicators including socio-economic and political 
indicators.124

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 27.08.2015 
Type of Action Research and Innovation Action 
  
Consortium Members’ Participation -– One or more of the BESECURE participants have 
stated that they are developing project ideas with the potential of participating in a 
consortium for a proposal under this topic. Details are not given due to issues connected 
with competition.

6.1.1.12. DRS-15-2015: Critical Infrastructure Protection topic 4: Protecting 
potentially hazardous and sensitive sites/areas considering multi-
sectorial dependencies 

                                                
124 Ibid., p. 30, last accessed 13 November 2014 



76 

Summary The main goal of this call is to understand how society might be 
affected by risks of industrial accidents such as in Seveso. This will 
improve decision making by policy makers and other stakeholders in 
multi-sectoral dependencies to the vulnerable urban area, notably 
local population, transport, energy, water, and communications. The 
research should evaluate the cascade effects of such risk and their 
socio-economic impact through quantitative and qualitative 
assessment tools.125

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 27.08.2015 
Type of Action Innovation Action 
  
Consortium Members’ Participation -– One or more of the BESECURE participants have 
stated that they are developing project ideas with the potential of participating in a 
consortium for a proposal under this topic. Details are not given due to issues connected 
with competition. 

6.1.1.13. DRS-17-2014/2015: Critical infrastructure protection topic 7: SME 
instrument topic: “Protection of urban soft targets and urban 
critical infrastructures” 

Summary The objective of this topic is to carry out a small-scale demonstration 
of innovative technologies or tools that address urban critical 
infrastructures and increasing security threats. The focus of 
implementation is ‘urban soft targets’ where large public gathering 
takes place, such as parks and shopping malls.126

The SME instrument127 has been designed specifically for single or 
groups of highly innovative SMEs which intend to bring their RTD 
products to the international market. The instrument provides full-
cycle business innovation support from the stage of business idea 
conception and planning (phase I) over business plan execution and 
demonstration (phase II) to commercialisation (phase III). Participants 
will be able to call on business innovation coaching for the duration of 
their project.  

• Phase I (proof-of-concept): Explore the scientific or technical 
feasibility and commercial potential of your new idea in order to 
develop an innovation project, with the help of a € 50,000 grant, 
and receive more support in case of a positive outcome! 

• Phase II (development & demonstration): Develop sound, 
ground-breaking business idea further with the help of a grant in 
the order of € 500,000 to 2.5 million into a market-ready product, 

                                                
125 Idem. 
126 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-security_en.pdf, 
p.33, last accessed 13 November 2014 
127 http://ec.europa.eu/research/participants/portal/doc/call/h2020/common/1617610-
part_7_innovation_in_smes_v2.0_en.pdf, last accessed 14 December 2014 
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service or process! 

• Phase III (go-to-market): Take advantage of additional EU 
support to enter the market successfully (no grants).128

SME Instrument call opens all year with 70% funding 
coverage.Deadlines for Phase I and Phase II proposals in 2015:  
Intermediate: 18-03-2015, 17-06-2015, 17-09-2015, 16-12-2015129

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadlines 18.03.2015 

17.06.2015 
17.09.2015 
16.12.2015 

Type of Action SME Instrument 

Consortium Members’ Participation -– One or more of the BESECURE participants have 
stated that they are developing project ideas with the potential of participating in a 
consortium for a proposal under this topic. Details are not given due to issues connected 
with competition. 

6.1.2. Information and Communication Technologies (ICT) calls 

Under the Digital Agenda 2020, ICT calls in Horizon 2020 aim to bring digital technologies 
closer to the public and to use them to address social issues130 and improve urban 
governance through “e-cohesion”131. One of the issues is urban security, which is an 
opportunity for the BESECURE online platform to be exploited further. 

6.1.2.1. ICT 8 – 2015: Boosting public sector productivity and innovation 
through cloud computing services 

Summary “The challenge is to harness the collaborative power of ICT networks 
(networks of people, of knowledge, of sensors) to create collective 
and individual awareness about the multiple sustainability threats 
which our society is facing nowadays at social, environmental and 
political levels. The resulting collective intelligence will lead to better 
informed decision-making processes and empower citizens, through 
participation and interaction, to adopt more sustainable individual and 
collective behaviours and lifestyles. The challenge includes the 
deployment at larger scales of digital social platforms for multi-
disciplinary groups developing innovative solutions to societal 
challenges”132.

                                                
128 http://ec.europa.eu/research/participants/portal/desktop/en/funding/sme_participation.html, last accessed 14 
November 2014 
129 http://ec.europa.eu/research/participants/portal/desktop/en/opportunities/h2020/topics/2570-drs-17-2015.html, 
last accessed 14 December 2014 
130 http://ec.europa.eu/digital-agenda/en/our-goals, last accessed 14 November 2014 
131 See section 1.4 of this deliverable. 
132 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-security_en.pdf, 
p.23, last accessed 14 November 2014 
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Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 14.04.2015 
Type of Action PCP/PPI 
  
Consortium Members’ Participation – none specified to date 

6.1.2.2. ICT 20 – 2015: Technologies for better human learning and 
teaching 

Summary “Activities will focus on innovative technologies for learning, on the 
underpinning interoperability standards and on the integration of 
different components into smart learning environments. Establishing 
a technology platform to provide a framework and roadmap for 
stakeholders, led by industry in collaboration with academia, to 
develop innovative technologies for learning (adaptive solutions, 
learning analytics, augmented reality, mobile learning, etc.), address 
standards for interactive content (covering its composition, re-use 
and distribution) and its adaptations into learning scenarios.”133

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 14.04.2015 
Type of Action Research and Innovation Action, Innovation, and PPI
  
Consortium Members’ Participation – none specified to date 

6.1.2.3. ICT 31 – 2014: Human-centric Digital Age 

Summary Digital technologies have revolutionised the way people think, act, 
and interact. Understanding the impact of technologies to society 
provided a better insight for Digital Agenda Europe and its policy 
making. This call also aims to establish efficient and effective 
interdisciplinary communications and collaborations including industry 
and policy makers in sharing best practices.134

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 23.04.2014 
Type of Action Research and Innovation Action, Coordination and Support 
  

                                                
133 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-security_en.pdf, 
p.44, last accessed 14 November 2014 
134 http://ec.europa.eu/research/participants/portal/doc/call/h2020/common/1617606-part_5_i_ict_v2.0_en.pdf, 
p.67, last accessed 14 November 2014 
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Consortium Members’ Participation – none specified 

6.1.2.4. EUB 2 – 2015: High Performance Computing (HPC) 

Summary “Specific focus will be on application work of high performance 
computer (HPC) on societal challenges and in areas such as 
transport, energy, environment, climate, health and bio-sciences, 
prediction and simulation of natural disasters, disaster prevention and 
crisis management, urban development etc”. Actions on this topic will 
increase efficiency in the usage of expertise and HPC e-
Infrastructures that exploit the computational, communication and 
data resources existing on both sides of the Atlantic. It also aims to 
achieve: improved co-operation of EU-Brazil academia on advanced 
computing for HPC application development, improved sharing of 
information and expertise to solve societal problems with the use of 
advanced computing, enhanced co-operation of industries in the 
relevant application areas, in EU and Brazil135. 

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 21.04.2015 
Type of Action Research and Innovation Action 
  
Consortium Members’ Participation – none specified to date 

6.1.3. INFRASUPP-7-2014 – e-Infrastructure policy development and 
international cooperation  

Summary “To optimise e-infrastructures investments in Europe it is essential to 
coordinate European, national and/or regional policies and 
programmes for e-infrastructures, in order to develop 
complementarities, and promote cooperation between e-
infrastructures and activities implementing other EU policies (such as 
regional, cohesion, industrial, health, employment, or development 
policy). To promote sound policy development it is essential to 
ensure stakeholder consultation, monitor take-up and assess the 
impact of past actions. To promote innovation it is necessary to 
identify it and spin it out from projects. The cooperation of European 
e-infrastructures with their non-European counterparts also requires 
facilitation, to ensure their global interoperability and reach.”136

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 02.09.2014 
Type of Action Coordination and Support Action 
  
Consortium Members’ Participation – none specified 
                                                
135 Ibid., p.93-94, last accessed 14 November 2014 
136 http://ec.europa.eu/research/participants/portal/doc/call/h2020/common/1617604-
part_4_infrastructures_v2.0_en.pdf, p.48, last accessed 14 November 2014 
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6.1.4. MG.5.4-2015. Strengthening the knowledge and capacities of local 
authorities 

Summary “Achieving sustainable urban mobility requires the adoption of new 
strategic transport planning approaches at the local level which cover 
freight and passenger transport in an integrated way. However, very 
few authorities undertake a sound analysis of trends, develop 
scenarios and provide the necessary long term policies and focus. 
Without strengthening of authorities' knowledge and capacities, a 
transformation of urban mobility planning will not be achieved. 
Enhancing the capacities of local authorities and other stakeholders 
to successfully plan and implement innovative sustainable mobility 
measures, technologies and tools, on the basis of reliable data and 
analysis.”137

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadlines Phase 1: 23.04.2015 

Phase 2: 15.10.2015 
Type of Action Research and Innovation Action 
  
Consortium Members’ Participation – none specified to date 

6.1.5. EURO-5-2015: ERA-NET on Smart Urban Futures 

Summary “European research and innovation should provide tools and 
methods for more sustainable, open, innovative and inclusive urban 
areas; a better understanding of the dynamics of urban societies and 
social changes and of the nexus of energy, environment, transport 
and land-use including the interplay with surrounding rural areas; an 
improved understanding of design and use of public space within 
cities also in the context of migration to improve social inclusion 
and development and reduce urban risks and crime; new ways to 
reduce pressures on natural resources and stimulate sustainable 
economic growth while improving the quality of life of European urban 
citizens; a forward-looking vision on the socio-ecological transition 
towards a new model of urban development reinforcing EU cities as 
hubs of innovation and centres of job creation.”138

Relevant Urban Security 
Domains 

Institutional, Urban environment, Economy, Societal  

Perception of Security Yes 
Type of support Process support, information provision, training and networking  
Deadline 28.05.2015 
Type of Action ERA-NET Cofund 
  
                                                
137 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-transport_en.pdf, 
p.45, last accessed 14 November 2014 
138  http://ec.europa.eu/research/participants/portal/doc/call/h2020/common/1635100-
part_13_inclusive_societies_v2.1_en.pdf, p.16-17, last accessed 14 December 2014 
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Consortium Members’ Participation – none specified to date 

6.1.6. Pre-Commercial Procurement (PCP) 

PCP aims to finance RTD stakeholders and contracting authorities with products which are 
not yet commercialised widely and may include test of compliance (R&D activities and 
demonstrations). Together with Public Procurement of Innovative Solutions (PPI, see next 
section), it has a 2014-2015 budget of €130-140 million. The European Commission 
supports PCP as it enables public procurers to: 

• Share the risks and benefits of designing, prototyping, and testing new products and 
services with the suppliers 

• Create optimum conditions for the wide commercialisation and take-up of the results 
of R&D 

• Pool the efforts of several procurers 
• Develop innovative solutions for the societal challenges of the future 
• Encourage companies to invest in highly qualified R&D in Europe 
• Act as a "seal of approval" confirming the market potential of new emerging 

technological developments, thereby attracting new investors 
• By acting as first buyers of new R&D with important technological needs, public 

procurers can drive innovation from the demand side. This enables European public 
authorities to innovate upon the provision of public services faster and create 
opportunities for companies in Europe to take international leadership within new 
markets. Creating a strong European market for innovative products and services is 
an important step towards creating growth and jobs in quickly evolving markets such 
as ICT.139

The financing is up to 70% eligible expenses and includes: 

• Preparation stage (allocation and training of additional resources to implement, 
develop cooperation with other stakeholders, activities to check availability on the 
market before implementation (conformance testing, certification and quality labelling 
solution.) 

• Stage of execution (procurement and implementation of contracts, implementing 
solutions according to the requirements defined in preparation PIP joint, 
implementing innovative solutions and evaluating the operating results of the 
acquired solutions in real operating conditions, the wide dissemination PCP results 
and confirm the action exploitation strategy).140

In Secure Societies Work Programme, PCP was part of DRS-5-2014: Crisis management 
topic 5: Situation awareness of Civil Protection decision-making solutions – preparing the 
ground for a Pre-commercial Procurement (PCP) which addresses transnational crisis and 
disaster management situations141. Future PCPs may be relevant to urban security.  

6.1.7. Public Procurement of Innovative Solutions (PPI) 

                                                
139 https://ec.europa.eu/digital-agenda/en/pre-commercial-procurement, last accessed 14 December 2014 
140 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/annexes/h2020-wp1415-annex-e-
inproc_en.pdf, p.1-3, last accessed 15 December 2014 
141 http://ec.europa.eu/research/participants/data/ref/h2020/wp/2014_2015/main/h2020-wp1415-security_en.pdf, 
p. 15-16, last accessed 13 November 2014 
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Unlike PCP, PPI142 targets RTD products or services which are closer to the market and 
require no R&D activities anymore. Contracting authorities can act as the first time user of 
RTD products or service143. This is targeted towards innovative products or services which 
do not have an established commercial market. Horizon 2020 sees this as an opportunity to 
create a large scale commercial basis for European RTD products or services. The 
advantages of PPI are: 

• By acting as the first buyer or lead customer, a contracting authority can boost a 
particular, new market. 

• The public benefits directly by being offered new and innovative public services that 
are provided in a more cost-efficient and effective manner. 

• PPI and Pre-Commercial Procurement can lead to scientific and technological 
breakthroughs in areas such as health and well-being, food security, sustainable 
agriculture or clean & efficient energy.144

For PPI, European Commission has set up a platform for all public PPI procurement 
(https://www.innovation-procurement.org/). It contains information on upcoming calls, events, 
and a forum where international stakeholders can share and discuss ideas. Tender notices 
are also published online (http://www.innovation-procurement.org/resources/tender-notices/). 
European contribution is limited to 20%. Future PPIs may be relevant to urban security.  

 Other European funding calls relevant to urban security 6.2.

Aside from Horizon 2020 funding calls, there are other European funding programs which 
could provide a sustained development of the BESECURE foreground. These programs are 
listed below.  

6.2.1. Internal Security Fund (ISF) 

For 2014-2020, the Directorate General Migration and Home Affairs has allocated €3.8 
billion for the Internal Security Fund (ISF) to support the implementation of the Internal 
Security Strategy, law enforcement cooperation and the management of the Union's external 
borders. The ISF is composed of two instruments: “Borders and Visa” and “Police 
cooperation, preventing and combatting crime, and crisis management (ISF Police)” 145. For 
urban security, ISF Police is the most relevant instrument for further development of 
BESECURE. We also include the “Prevention of and Fight against Crime (ISEC) which was 
part of ISF for the period 2007-2013146 because one of BESECURE partners applied for the 
funding following the completion D7.7. 

6.2.1.1. Prevention of and Fight against Crime (ISEC)  

ISEC had a budget of €600 million and contributed to citizen security through projects that 
prevent and combat crime. Terrorism, human trafficking, child abuse, cybercrime, illicit drug 

                                                
142 PPI is also called Forward Commitment Procurement in the UK, Teknikupphandling in Sweden. 
143 Detailed comparison between PCP and PPI: http://cordis.europa.eu/fp7/ict/pcp/links_en.html, last accessed 
15 December 2014 
144 http://ec.europa.eu/digital-agenda/en/public-procurement-innovative-solutions, last accessed 14 December 
2014 
145 http://ec.europa.eu/dgs/home-affairs/financing/fundings/security-and-safeguarding-liberties/index_en.htm, last 
accessed 25 February 2015 
146 http://ec.europa.eu/dgs/home-affairs/what-we-do/policies/police-cooperation/index_en.htm, last accessed 1 
February 2015
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and arms trafficking, corruption and fraud were particular focus areas. The programme 
covered the areas of crime prevention, law enforcement, witness protection and support and 
victim protection. Actions to increase operational cooperation (e.g. strengthening networking, 
mutual confidence and understanding, exchanging and disseminating information, 
experiences and best practices) were funded under the programme, as well as activities 
relating to monitoring and evaluation, development and transfer of technology and 
methodology, training and exchanges and awareness-raising and dissemination.147

Consortium Members’ Participation 

  

6.2.1.2. Internal Security Fund (ISF) - Police 

With slightly over €1 billion funding, ISF Police is the most relevant funding for urban security 
management RTD activities. The main activities to be funded will be setting up and running 
IT systems, acquisition of operational equipment, promoting and developing training 
schemes and ensuring administrative and operational coordination and cooperation between 
EU Member States148. The Funds' activities will focus on achieving two specific objectives: 

• Fight against crime: combating cross-border, serious and organised crime including 
terrorism, and reinforcing coordination and cooperation between law enforcement 
authorities and other national authorities of EU States, including with EUROPOL and 
other relevant EU bodies, and with relevant non-EU and international organisations; 

                                                
147 http://ec.europa.eu/dgs/home-affairs/financing/fundings/security-and-safeguarding-liberties/prevention-of-and-
fight-against-crime/index_en.htm, last accessed 1 February 2015 
148 All EU States except Denmark and the United Kingdom participate in the implementation of the ISF Police. 
Examples of beneficiaries of the programmes implemented under this Fund can be state and federal authorities, 
local public bodies, non-governmental organisations and private and public law companies. 

Consortium Member(s) FAC author of and partner on proposal 
Project Name Countering New Forms of Human Trafficking  
Acronym CONFRONT 
Project Description COuntering New FoRms Of HumaN Trafficking (CONFRONT) seeks 

to assist law enforcement agencies and other key stakeholders in 
combating recent developments in human trafficking, by: (1) 
identifying gaps in existing policies and current expertise; (2) seeking 
to address these gaps through increasing knowledge of new and 
emerging forms of THB, and; (3) establishing a comprehensive online 
training programme (Countering New Forms of Human Trafficking 
Education- “CONFRONTed”) for law enforcement personnel. This 
education programme, centred on active learning (collaborative and 
problem-based/scenario application learning) and advocating the 
‘triple helix’ concept (a more prominent harnessing of innovation 
through university-government-industry collaboration in support of a 
knowledge-based society) will strive to integrate emerging good 
practices, case studies and new insights. CONFRONT also aims to 
foster enhanced cooperation by bringing together a broad range of 
actors involved in combating the trafficking of human beings to 
increase policy coherence (the distinct actions of policy formulation 
and policy implementation). The overall objective is to produce a 
uniform, consistent, evidence-led and end user-validated education 
tool focused specifically on increasing the capabilities of European 
law enforcement personnel to combat new and emerging forms of 
THB through active learning. 
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• Managing risk and crisis: enhancing the capacity of EU States and the Union for 
managing effectively security-related risk and crisis, and preparing for protecting 
people and critical infrastructure against terrorist attacks and other security related 
incidents.149

The ISP Police fund is mainly implemented by EU participating countries through shared 
management. Each country implements the fund through national annual programmes on 
the basis of multiannual programming. While part of the ISF Police fund is managed by the 
Commission (direct and indirect management), which include Calls for Proposals, 
procurement, direct awards, delegation agreements.  For these actions the Commission 
approves Annual Work Programmes that define the priorities and objectives for each year, 
including the priorities for the Calls for Proposals150. For 2014, there are 5 specific areas for 
funding calls: 

1) Disrupt International Crime Networks 
2) Prevent Terrorism and Address Radicalisation and Recruitment 
3) Raise Levels of Security for Citizens and Business in Cyberspace 
4) Increase Europe Resilience to Crisis and Disaster 
5) Cross-cutting Initiatives151

Consortium Members’ Participation – None specified to date

6.2.2. Joint Programming Initiative (JPI) - Urban Europe  

The Joint Programming is an EU strategy to provide better coordination, knowledge sharing, 
and coherence in European research, particularly in addressing societal challenges. One of 
the key sectors is urban management under the umbrella of “Urban Europe”. JPI-Urban 
Europe152, aims to create attractive, sustainable and economically viable urban areas, in 
which European citizens, communities and their surroundings can thrive. This initiative 
currently has 14 European Members: Austria, Belgium, Cyprus, Denmark, Finland, France, 
Ireland, Italy, Malta, The Netherlands, Norway, Sweden, Turkey and the United Kingdom. 
Two observer countries are Portugal and Spain153. 

JPI Urban Europe funding call in 2015 was established with the Smart Cities Member States 
Initiatives (SC-MSI) under the ERA-NET Cofund Smart Cities and Communities (ENSCC). 
ENSCC is supported by the European Commission and funded under the Horizon 2020 
ERA-NET Cofund scheme with a budget of €26 million. For 2015 the following topics have 
been announced to be the main focus of funding: 

1) Smart integrated urban energy and transport systems 
2) Smart tools and services for integrated urban energy and transport systems 
3) Smart data, big data 
4) Smart governance and smart citizens 

                                                
149 http://ec.europa.eu/dgs/home-affairs/financing/fundings/security-and-safeguarding-liberties/internal-security-
fund-police/index_en.htm, last accessed 26 February 2015 
150 Ibid. 
151 http://ec.europa.eu/dgs/home-affairs/financing/fundings/security-and-safeguarding-liberties/internal-security-
fund-police/union-actions/docs/awp_2014_isf_p_en.pdf, last accessed 27 February 2015 
152 http://jpi-urbaneurope.eu/about/what/, last accessed 14 November 2014 
153 http://jpi-urbaneurope.eu/about/who/, last accessed 14 November 2014 
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Two-stage proposal submission is used in this call. The first stage was 17 March 2015 and 
the second stage will be 15 September 2015.154

Consortium Members’ Participation – none specified  

6.2.3. EUROSTAR 

With the aim to help RTD SMEs gain access to new markets, €1.14 billion has been 
allocated until 2020 for EUREKA (or abbreviated as E!)155. SMEs in 41 EUREKA countries156

can apply for the funding. BESECURE SME partners can develop BESECURE foreground 
further and access prospective markets with wider transnational collaborations under this 
programme157. The projects are limited to a maximum duration of three years and two years 
extension for market launch with a maximum of 50% funding158. SMEs can also benefit from 
the Eureka Umbrella159 (priority RTD Sectors, varies yearly) and EUREKA Cluster160 (diverse 
competitive RTD sectors) which help SMEs building RTD networks in Europe and beyond. 
The deadlines are 9 March 2015 and 17 September 2015161. 

Consortium Members’ Participation – none specified to date

 Notable national R&D funding within the consortium countries 6.3.

In addition to the EU funding opportunities, we have also identified national R&D funding 
schemes in which BESECURE consortium members could participate and develop 
BESECURE foreground. Annex 1: Notable funding schemes within consortium countries, 
includes individual funding profiles for all national funding scheme opportunities identified, 
this a restatement and/or update on the funding possibilities described in the deliverable 
D7.7. 

                                                
154 http://jpi-urbaneurope.eu/enscc/, last accessed 26 March 2015 
155 EUREKA is an intergovernmental organization for pan-European RTD Funding and coordination which 
coordinate efforts of RTD stakeholders in innovation strategy. 
156 EEA, ENP countries, and EUREKA associated countries: Canada and South Korea.  
157 https://www.eurostars-eureka.eu/home/what, last accessed 14 December 2014 
158 "20TH Anniversary Report – Two decades of support for European innovation". Belgium: the EUREKA 
Secretariat. 
http://web.archive.org/web/20110726042638/http://www.eurekanetwork.org/c/document_library/get_file?uuid=cdf
c677c-db1b-4f11-b613-0e6e322dd991&groupId=10137, last accessed 14 December 2014  
159 http://www.eurekanetwork.org/programmes/umbrellas, last accessed 14 December 2014 
160 http://www.eurekanetwork.org/clusters, last accessed 14 December 2014 
161 https://www.eurostars-eureka.eu/applicationInformation, last accessed 16 February 2015 
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7. Conclusions 

Chapter 2 identified that the four main established approaches to crime prevention: the 
European Standard on Urban Crime Prevention EN14383, Predictive Policing Technologies, 
the Matrix of Evidence-based Policing, and Safety Indexes are insufficient to provide a wide-
ranging approach to enhance urban security. It also identified that there is a strong need to 
have one unified portal which harnesses data, scientific knowledge, local practices and 
experience to their full extent for the decision making process. 

Chapter 3 provided details on research, development and innovation projects relevant to 
urban security as identified since March 2013. 

Chapter 4 provided an analysis of the European urban security landscape based on FP7 
Security projects for which information was available to the authors running or completed up 
to 30 September 2014. More than a third of FP7 Security projects promise results relevant to 
urban security challenges. The six large EU countries (the UK, Germany, Italy, France, 
Spain, and the Netherlands) account for approximately 60% of project participants and 
coordinators. There are approximately 700 institutions participating in European FP7 urban 
security research with a core of approximately 70. A smaller number of institutions play a 
leading role. It is difficult to evaluate the full contribution of end user organisations as they 
often contribute to projects as case studies or advisers but are not always formal partners.  

The analysis shows there are many European projects which could contribute to 
strengthening urban security in the future. During BESECURE the relevant projects were 
highlighted to the full consortium including the case study areas, considering specific 
problems. Individual projects (also national projects, although this is not the subject of the 
focus of this report) were contacted where specific synergies were identified. The main 
challenge is to identify whether there are results which are suitable for policy makers to 
consider for further assessment or even practical implementation. A further challenge is to 
identify the specific value to policy makers achieved by individual projects given there are so 
many of them. Here, clear descriptions and evaluation of the “foreground” would help 
overcome this challenge. 

On the basis of the analysis all factors162 related to urban security would seem to have been 
covered by FP7 urban security projects although with varying degrees of attention with 
preferences towards the institutional domain and the implementation of technology for policy 
making in urban security research. The results from chapters 4.2 and 4.3 provide indications 
of potential gaps in urban security Research, Development and Innovation (RD&I) in 
connection with the following factors: access to housing, health, social service provision, 
social infrastructure provision, income levels, employment levels, equality, transport 
infrastructure, lighting and architecture.   

No analysis to date has however indicated the weight to be given to individual domains and 
specific factors and the results from BESECURE suggest there is no “golden rule”. It 
depends on the local situation. In addition, some factors that are relevant to urban security 
are potentially not relevant or at least less relevant for RD&I with European funding which 
                                                

162 65 factors as discussed extensively in BESECURE Deliverable 1.1 Boundary Conditions and Options for Urban 
Security Enhancement, Chapter 4; for public summary, see http://www.besecure-
project.eu/dynamics//modules/SFIL0100/view.php?fil_Id=36, last accessed 2 December 2014 
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from a policy point of view is targeted towards two prime objectives: scientific and 
technological excellence and the competitiveness of European industry. Policymakers 
should for example enable access to housing; there is probably not so much room for 
European funded RD&I here. 

It is however still a challenge to assess whether certain projects are successful and whether 
their foregrounds, firstly, could and, secondly, will contribute to the urban security 
management and policy-making. This requires further evaluation of the projects’ 
foregrounds. A project knowledge-sharing platform with more detailed information about the 
foreground/results of different European-funded projects would support this evaluation and 
help build synergy between past completed projects, different running projects and future 
RD&I activities. 

Chapter 5 provided a summary of the foreground/results developed in BESECURE and how 
the partners intend to use the results from the project. The main results are: the BESECURE 
Prototype Platform consisting of an inspirational, policy and urban data platforms; a Virtual 
Learning Environment (VLE) and a prototype risk assessment tool. 

The platform is designed primarily to inform local government decision makers and their 
advisers with the goal of improving urban security in general and more specifically to prevent 
urban areas moving into “crisis states” or to help reduce those in “crisis states”. In this 
connection the platform should also help decision makers to determine where best to 
allocate resources and to measure the impact of measures taken. 

In connection with the analysis in chapter 4 it is to be noted that the BESECURE platform 
and particularly the inspirational platform provide the possibility to include the description of 
project results (at the time of writing as practice or as literature files). This feature could 
enable users to identify relevant EU project results included on the platform that may be 
relevant to their needs. This function also offers a possibility to identify synergies between 
results as they become available and to identify gaps between users’ needs and completed 
RTD projects. With increasing content and users, this would be a useful tool to identify topics 
relevant for future urban security research for example in the latest Horizon 2020 (2014-
2020) programme.  

Furthermore, the significance of sharing best practices from various studies is an ever 
present challenge. Many of the projects have the objective to identify best practices relevant 
to urban security management. IMPACT EUROPE, PRIME163, SAFIRE164, and VOX-POL165

focus upon European best practices in responding to radicalisation. BESECURE’s best 
practices platform has the potential to be adopted as a European-wide best practices 
sharing database. The sharing of best practices and the assessment of the influence of 
various factors are valuable tools to support evidence-based decision-making and synergy 
with other European programmes. In line with the EU Cohesion Policy 2020166, development 
of tools that can catalyse decision-making, policy analysis, and evaluation, can support 
greater integration of European urban security.  

                                                
163 PRIME (PReventing, Interdicting and Mitigating Extremist events: Defending against lone actor extremism), 
http://cordis.europa.eu/project/rcn/185518_en.html, last accessed 9 January 2015 
164 SAFIRE (Scientific Approach to Finding Indicators of and Responses to Radicalisation), 
http://cordis.europa.eu/project/rcn/94537_en.html, last accessed 9 January 2015 
165 VOX-POL (Virtual Centre of Excellence for Research in Violent Online Political Extremism), 
http://cordis.europa.eu/project/rcn/111495_en.html,  last accessed 9 January 2015 
166 http://ec.europa.eu/regional_policy/what/future/index_en.cfm, last accessed 27 November 2014 
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Chapter 6 identified key funding possibilities for the sustainable development of the 
BESECURE approaches and results and an indication of partners’ activities in order to follow 
this up. 
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8. Recommendations 

1) Improve CORDIS database with more detailed information about the foreground/results 
of different project to help building synergy between different projects 

2) Encourage countries experiencing increased crime activities and less urban security to 
learn from countries with lower crime rates and higher urban security 

3) Endorse the participation of countries with increasing crime activities to be more active in 
urban security research 

4) Implement a European-wide knowledge-sharing platform to improve policy making in 
urban security and to identify the gaps between needs; practices; and research, 
development and innovation completed to date 

5) Follow-up public and private funding possibilities to develop the BESECURE knowledge 
and approaches further  
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Annex 1: Notable funding schemes within consortium 
countries  

Germany 

Programme: Sicherheitsforschung – Forschung für die zivile Sicherheit 
(Framework Programme - Research for Civil Security)  

Acronym: SIFO 
Participation level 
(EU, national, local): 

National  

Financed by: Federal Government 
Budget: Ca. 279 M € (funding) between 2007-02/2012. 2012-2017 ca. 300 M €  
Start date: 2007 
End date: 2017 
Coordinator/ 
Managing Authority: 

Bundesministerium für Bildung und Forschung (Federal Ministry for Education 
and Research) 

Contact: 
E-Mail: 
Tel: +49 211 6214 433 
Type of support Process support, Information, Education/Training 
Project/Programme 
Description: 

“Security is the foundation of freedom and an important factor for our prosperity 
in Germany. Through modern progress, however, challenges to security are 
subject to constant change. Supply grids and networks are the lifelines of our 
society, and despite the robust technology utilized, they can break down at the 
smallest disturbance. Natural disasters are becoming increasingly dangerous 
due to climate change. So too can large events present challenges to safety. 
What can research do to minimize the impact of catastrophes? How can citizens 
be better protected against terrorist attacks? Security research within the Federal 
Government's High-Tech Strategy is addressing these questions”167.  

Research Topics are: 

• Societal aspects of civil security 
• Urban security 
• Security of infrastructures and the economy 
• Protection against hazardous substances, epidemics and pandemics 
• Information on the BMBF’s activities in the area of IT security research168

Relevant Urban 
Security Domains: 

Urban environment, Societal, Institutional, Economic  

Perception of Security 
included (Yes/No): 

Yes 

Other participants  n/a  
Related Publications 
(incl. Website): 

Framework programme of the Federal Government 
An inventory. Research Landscape and Contacts 
Cooperation between Germany and Israel in civil security 
Protection systems for security and emergency services 
Rescue and Protection of People 

http://www.bmbf.de/en/6293.php
                                                
167 http://www.bmbf.de/en/6293.php
168 http://www.bmbf.de/pub/BMBF_rahmenprogramm_sicherheitsforschung_2012_2017_engl.pdf page 8 
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Ireland 

No notable funding scheme for R&D on urban security identified. 

Italy  

No notable funding scheme for R&D on urban security identified. 

Netherlands 

Project/Programme: The Hague Security Delta Development Fund
Acronym: HSD Development Fund 
Participation level 
(EU, national, local): 

National 

Financed by: The City of The Hague 
Budget: 1 million euros in total – up to 200.000 euro grant per innovation project 
Start date: Yearly 
End date: - 
Coordinator/ 
Managing Authority: 

The Hague Security Delta 

Contact: The Hague Security Delta 
Wilhelmina van Pruisenweg 104 
2595 AN The Hague 
The Netherlands 

E-Mail: info@thehaguesecuritydelta.com 
Tel: +31 (0)70-2045180 
Type of support Process support, Information, Education/Training 
Project/Programme 
Description: 

The HSD Development Fund was established in July 2013 and aims to support 
businesses, knowledge institutions and governments to get through the phase 
between basic research and the development of a concept model, also known as 
‘the Valley of Death’. The Fund is supported by the municipality of The Hague. 
Proposals are assessed by the city council of The Hague on their relevance to the 
security domain, the innovativeness of the ideas, the level of public-private 
collaboration, and their potential for creating additional market opportunities. 

Relevant Urban 
Security Domains: 

Urban environment, Societal, Institutional, economic 

Perception of 
Security included 
(Yes/No): 

Yes – as part of an innovation proposal subject 

Other participants  
Related Publications 
(incl. Website): 

www.thehaguesecuritydelta.com  

Poland 

Project/Programme: Supporting companies in  worldwide commercialization of research and 
development results   

Acronym: GO_GLOBAL.PL 
Participation level 
(EU, national, local): 

National 

Financed by: Funding entity: National Centre for Research and Development 
Budget: 5 000 000 PLN 
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Start date: IV 2015 
End date: 
Coordinator/ 
Managing Authority: 

National Centre for Research and Development 

Contact: www.ncbr.gov.pl; www.sop.ncbr.gov.pl  
E-Mail: - 
Tel: - 
Type of support Information provision, Process support 
Project/Programme 
Description: 

Grants are dedicated towards supporting small and medium enterprises in 
commercialization of their research and development results. Program is 
dedicated towards high and semi high technologies sector. Grants should be 
spent on compilation and verification of commercialization strategy. 

Relevant Urban 
Security Domains: 

There are no limitations.  

Perception of 
Security included 
(Yes/No): 

n/a 

Other participants  n/a 
Related Publications 
(incl. Website): 

http://www.ncbir.pl/aktualnosci/art,3119,ncbr-oglosilo-harmonogram-konkursow-w-
2015-roku.html

Project/Programme: Defense and Security – Projects and Programmes
Acronym: 
Participation level 
(EU, national, local): 

National 

Financed by: Funding entity: National Centre for Research and Development 
Budget: - 
Start date: V 2015 
End date: - 
Coordinator/ 
Managing Authority: 

National Centre for Research and Development 

Contact: http://www.ncbir.pl/en/programmes-and-projects---defence-security/ 
E-Mail: - 
Tel: - 
Type of support Information provision, Process support 
Project/Programme 
Description: 

Since 2011 the National Centre for Research and Development, in cooperation 
with the Minister of National Defence and Minister of Internal Affairs, takes actions 
related to scientific research and studies for the purposes of national defence and 
security. In calls for proposals, specific research areas, which are most likely to 
increase the national security, are the focus. The purpose of programs and 
projects under implementation is not only to increase the opportunities for Polish 
scientific and industrial entities, but also to strive for a technological independence 
through the creation of Polish know-how in technologies critical for national 
defence and security. 

Relevant Urban 
Security Domains: 

- 

Perception of 
Security included 
(Yes/No): 

- 

Other participants  - 
Related Publications 
(incl. Website): 

- 
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Project/Programme: Supporting research and development in order to facilitate transferring 
results into demonstrations 

Acronym: DEMONSTRATOR+ 
Participation level 
(EU, national, local): 

National 

Financed by: Funding entity: National Centre for Research and Development 
Budget: DEMONSTRATOR+ is part of the operational plan “Innovative Economy”.  

Budget is not yet specified. 
Start date: V 2015 
End date: tbc 
Coordinator/ 
Managing Authority: 

National Centre for Research and Development 

Contact: http://www.ncbir.pl/programy-krajowe/demonstrator-wsparcie-badan-naukowych-i-
prac-rozwojowych-w-skali-demonstracyjnej/ 

E-Mail: - 
Tel: - 
Type of support Information provision, Process support 
Project/Programme 
Description: 

The main goal of the programme is to support transfer of the results into the 
economy. In order to do small and medium enterprises, research consortiums and 
research organizations will be supported in the process in compilation and 
verification of the demonstration plans. The results should address the issue of 
developing new technology or innovative products.  

Relevant Urban 
Security Domains: 

There are no limitations whatsoever. 

Perception of 
Security included 
(Yes/No): 

There are no limitations whatsoever. 

Other participants  - 
Related Publications 
(incl. Website): 

- 

UK 

Project/Programme: RCUK Global Uncertainties Programme
Acronym: N/A 
Participation level 
(EU, national, local): 

National 

Financed by: Central Government 
Budget: £348m 
Start date: 2008 
End date: 2018 
Coordinator/Managing 
Authority: 

Economic and Social Research Council (www.esrc.ac.uk/)

Contact: tbc
E-Mail: tbc
Tel: tbc
Type of support Process support, Information, Education/Training 
Project/Programme 
Description: 

“The RCUK Global Uncertainties programme is examining the causes of 
insecurity and how security risks and threats can be predicted, prevented and 
managed. 
The programme is one of six RCUK priority themes and brings together the 
activities of all seven UK Research Councils to better integrate current research 
investments as well as support new multi-disciplinary research in security. 
The programme fosters collaboration between academic partners and funders 
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and a range of national and international policy makers, public bodies, non-
governmental organisations, the private sector and the public. 
The Global Uncertainties programme focuses on six core areas: 

• Ideologies and beliefs
• Terrorism
• Transnational organised crime
• Cybersecurity
• Threats to infrastructures
• Proliferation of chemical, biological, radiological, nuclear (CBRN) 

weapons and technologies”169

Relevant Urban 
Security Domains: 

tbc

Perception of Security  Yes 
Other participants  “The Global Uncertainties programme works closely with other independent 

research organisations, research funders and policy makers and practitioners. 
• Centre for the Protection of National Infrastructure
• Chatham House
• Department for Business, Innovation and Skills
• Department of Communities and Local Government
• Foreign and Commonwealth Office
• Ministry of Defence
• Royal United Services Institute
• Technology Strategy Board
• The Home Office
• US Department of Homeland Security”170

                                                
169 http://www.globaluncertainties.org.uk/about/ last accessed 12 April 2013 
170 http://www.globaluncertainties.org.uk/about/ last accessed 12 April 2013 
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Annex 2: National research, development and innovation 
project profiles 

Germany 

Project/Programme: Verbesserte Krisenbewältigung im urbanen Raum durch situationsbezogene 
Helferkonzepte und Warnsysteme  
(ENablement of Urban Citizen SUpport for Crisis Response Improved crisis 
management in urban areas by situational helper concepts and warning systems)

Acronym: ENSURE 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: €2,3 Million
Start date: August 2013 
End date: July 2016 
Coordinator/ 
Managing Authority: 

Fraunhofer-Institut für Offene Kommunikationssysteme (FOKUS) 

Contact:  
E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Training  
Project/Programme 
Description: 

Translation from original German on project webpage: 

“The goal of ENSURE is to develop an in-depth understanding of the impact of 
different major damage in urban areas with innovative participatory approaches. 
The basic thesis of the project approach is that the future security and disaster 
protection must mobilise and organise the potential of population self-help and 
support of public policies. This will use a new IT-based mobilization and control 
concepts that take into account the reality of life of the population and the 
distinctiveness of the crisis situation.” 

Relevant Urban 
Security Domains: 

Urban Environment / Societal / Institutional 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Fraunhofer-Institut für offene Kommunikationssysteme (FOKUS), Berlin 
Freie Universität Berlin 
TU Berlin 
DRK Generalsekretariat, Berlin 
Berliner Feuerwehr 
Gesellschaft für Datenschutz und Datensicherheit e. V. (GDD), Bonn 
HFC Human Factors Consult GmbH, Berlin 

Associated partners: 
• Risk-Management GmbH, Wiesbaden 
• Senatsverwaltung für Inneres u. Sport, Berlin 
• Behörde für Inneres und Sport Hamburg 
• AG Deutscher Verkehrsflughäfen, Berlin 
• WISAG Facility Service 

E-Mail:   
Tel
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Related Publications 
(incl. Website): 

http://www.sicherheit-forschung.de/projekte/ensure/index.html  

Project/Programme: Integrierte Hilfe-Reaktionsketten zur Erhöhung der Sicherheit des ÖPNV 
(Integrated help reaction chains to increase the public transport safety)

Acronym: InREAKT 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: €2,75 Million
Start date: October 2013 
End date: September 2016 
Coordinator/ 
Managing Authority: 

Studiengesellschaft für Unterirdische Verkehrsanlagen e. V. (STUVA) 

Contact:  
E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Training  
Project/Programme 
Description: 

Translation from original German on project webpage: 
“The InREAKT project aims to automate a combined video and audio detection 
safety-critical situations and emergencies in public transport to detect and, if 
necessary, to alert security personnel. For such cases, recommendations for the 
staff in the control centre are stored in the system. This knowledge repository is 
based on self-learning structures, so that it makes available decision aids are 
continuously improved. The system should work without storing data or personal 
recognition. All technical work will be complemented by comprehensive data 
protection and accompanying psychological research. For the passenger, both the 
objective security increases and a better sense of security to be achieved by 
InREAKT.” 

Relevant Urban 
Security Domains: 

Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Studiengesellschaft für Unterirdische Verkehrsanla¬gen e. V. (STUVA), Köln 
Fraunhofer-Institut für Produktionsanlagen und Konstruktionstechnik IPK, Berlin 
INIT Innovative Informatikanwendungen in Transport-, Verkehrs- und 
Leitsystemen GmbH, Mannheim 
INFOKOM Informations- und Kommunikationsgesellschaft mbH, Neubrandenburg 
Ruprecht-Karls-Universität Heidelberg 
VBK – Verkehrsbetriebe Karlsruhe GmbH 

Related Publications 
(incl. Website): 

http://www.inreakt.de/  

E-Mail:   
Tel
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Project/Programme: Interkommunale Konzepte zur Stärkung der Resilienz von Ballungsräumen 
(Inter-communal concepts to strengthen the resilience of urban areas)  

Acronym: Interkom 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: €2,85 Million
Start date: January 2014 
End date: December 2016 
Coordinator/ 
Managing Authority: 

Universität Paderborn 

Contact:  
E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Training  
Project/Programme 
Description: 

Translation from original German on project webpage: 
“The aim of Interkom is to strengthen the perceived safety of the population during 
crises to enhance resilience of metropolitan areas and sustain stability during 
critical situations. To achieve this goal a holistic concept is investigated. The 
studied factors should create a high level of perceived safety within the population 
during crises. A targeted exertion of influence on the perceived safety of the 
population requires an extensive understanding of all dimensional components of 
the concept, as well as of individual and environmental factors influencing 
subjective safety.” 

Relevant Urban 
Security Domains: 

Urban Environment / Societal / Institutional 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Universität Paderborn, Fakultät für Maschinenbau 
Institut für Feuerwehr-und Rettungstechnologie der Stadt Dortmund 
Feuerwehr der Stadt Gelsenkirchen 
Hochschule Hamm-Lippstadt 
Universitätsklinikum Ulm 
Robert Koch-Institut, Berlin 
PRO DV AG, Dortmund Assoziierte Partner: Feuerwehr der Stadt Bochum 
Feuerwehr der Stadt Essen Ministerium für Inneres und Kommunales des Landes 
Nordrhein-Westfalen, Düsseldorf Landeszentrum Gesundheit Nordrhein-Westfalen 
(LZG.NRW), Bochum 

Related Publications 
(incl. Website): 

http://www.bmbf.de/pubRD/Projektumriss_Interkom.pdf  

  
Tel
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Project/Programme: Unterstützungssystem für urbane Events: Multikriterielle Vernetzung für 
Offenheit und Sicherheit  
(Inter-communal concepts to strengthen the resilience of urban areas)

Acronym: Multikosi 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: €3,3 Million
Start date: September 2013 
End date: August 2016 
Coordinator/ 
Managing Authority: 

VDS GmbH 

Contact:  
E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Training  
Project/Programme 
Description: 

Translation from original German on project webpage: 
“Events such as "public viewing" city festivals or concerts are a regular part of 
urban life. For the necessary safety concepts for the prevention of accidents, 
however, organizers and security forces are still missing scientifically sound and 
practical planning aid. The project team combines its expertise in the areas of 
event security, mathematics, computer science, sociology and civil engineering in 
order to develop a better understanding of the processes in urban major events to 
explore new models of visitor flows and to link them together. It emphasises on 
instruments to support planning and optimization of security concepts for events. 
The interactions of criteria such as security, openness and efficiency are the focus 
of optimization. With the comprehensive and interdisciplinary approach, new 
methods for planning events to be created that allow a smooth process with a high 
level of visitor satisfaction. Based on the scientific results of new software tools 
can be developed for event planning later.” 

Relevant Urban 
Security Domains: 

Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  VDS GmbH, München 
IMS Gesellschaft für Informations- und Managementsysteme mbH, Dinslaken 
Hochschule für angewandte Wissenschaften München 
TU Kaiserslautern 
TU München 
Universität Koblenz-Landau 

Associated partners: 
Bayerisches Landeskriminalamt, Strategisches Innovationszentrum der 
Bayerischen Polizei, München 

Related Publications 
(incl. Website): 

http://www.multikosi.de/  

  
Tel
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Project/Programme: Sicherheit älterer Menschen im Wohnquartier  
(Safety of elderly people in residential district)

Acronym: SENSIKO 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: € 800.000
Start date: October 2013 
End date: September 2016 
Coordinator/ 
Managing Authority: 

Max-Planck-Institut für ausländisches und internationales Strafrecht 

Contact:  
E-Mail:   
Tel: - 
Type of support Process Support, Information provision 
Project/Programme 
Description: 

Translation from original German on project webpage: 

“The goal of the project is to analyse objectively the security situation and the 
perceived risk of the older population in large cities and the development and 
evaluation of social space-oriented measures. Perceived safety is seen as an 
integral aspect of well-being and individual personal and social resources and 
collective social capital of residential quarters and as an important condition of an 
active social participation. 

The question of the importance of crime-related insecurity perceptions of quality of 
life and social life in large cities have become, and will be inevitably make more 
important in  the future in the face of demographic change and an aging 
population. Although Germany is a very safe country and is at least in the medium 
term not to expect an increase in crime, insecurity perceptions can be independent 
of objective security documents relevant to the behaviour in urban 
neighbourhoods. Our joint project emphasises the links between fear of crime and 
social relations in residential areas.” 

Relevant Urban 
Security Domains: 

Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Fachhochschule Köln, Fakultät für Angewandte Sozialwissenschaften 

Associated partners: 
• Stadt Köln, Amt für Soziales und Senioren 
• Polizeipräsidium Köln 
• Verbundkoordinator 

Related Publications 
(incl. Website): 

https://www.mpicc.de/de/forschung/forschungsarbeit/kriminologie/sensiko.html  

  

 
Tel

Contact:  
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Project/Programme: Deutschland Mehr Sicherheit im Fußball – Verbessern der 
Kommunikationsstrukturen und Optimierung des Fandialogs  
(Germany Safer Football - Improving communication structures and optimisation 
of fan dialogues) 

Acronym: SiKomFan 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: €3,3 Million
Start date: September 2013 
End date: August 2016 
Coordinator/ 
Managing Authority: 

Deutsche Hochschule der Polizei, Münster 

Contact:   
E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Networking 
Project/Programme 
Description: 

Quoted from the project website: 

“SiKomFan examines communication processes and their structures in the context 
of football matches. It analyses different perspectives (supporters, other 
spectators, local citizens, and security staff) and identifies their relation(s). As the 
subprojects are working independently of each other, this can lead to divergent 
findings as they analyze different groups. These findings will be presented in the 
final report without mutual influence. The subprojects are linked through the 
overall research topic and constant meetings and conferences. 

Research Objective 
The project aims at the improvement of communication strategies in the context of 
football events and the improvement of a supporter dialogue. In the long term, 
safety and security and their perception in the population – especially of 
spectators and travelers in the context of football matches – shall be improved, 
while ensuring a maximum guarantee of civil rights. To achieve this, seven project 
partners research in this context. For this purpose the context and supporter 
cultures of the Bundesliga (1st league), 2. Bundesliga (2nd league) and the 3. Liga 
(3rd league) are examined. 

Research goals 
• assessment of supporter culture, supporter structures, demands and attitudes of 
supporters and other spectators 
• survey of social perception of football events 
• description of public discourse 
• identification of potential for improvement of communication and dialogue 
• clarification of legal terms to optimize communication and dialogue 
• development of technical instruments to optimize communication and dialogue” 

Relevant Urban 
Security Domains: 

Institutional / Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Westfälische Wilhelms-Universität Münster 
Julius-Maximilians-Universität Würzburg 
Fraunhofer-Gesellschaft zur Förderung der angewandten Forschung e. V., 
München 
EADS Deutschland GmbH, Immenstadt 

 
E-Mail:   



101 

Associated partners: 
• DFL Deutsche Fußball Liga GmbH, Frankfurt am Main;  
• Deutscher Fußball-Bund e. V. (DFB), Frankfurt am Main; 
• Koordinationsstelle Fanprojekte (KOS), Frankfurt am Main; 
• Deutsche Bahn AG, Berlin;  
• Bundesverband der Sicherheitswirtschaft e. V., Bad Homburg;  
• Nationaler Ausschuss Sport und Sicherheit, Düsseldorf;  
• Stiftung Kriminalprävention, Münster; 
• Verschiedene Polizeipräsidien, Städte und Fußballvereine 

Related Publications 
(incl. Website): 

http://www.sikomfan.de/  
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Project/Programme: Sicherheitskooperation für Bus und Bahn  
(Security Cooperation for bus and train)

Acronym: SKOBB 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: € 700.000
Start date: July 2013 
End date: June 2015 
Coordinator/ 
Managing Authority: 

Europäisches Zentrum für Kriminalprävention e. V. 

Contact:  
E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Networking 
Project/Programme 
Description: 

Translation from original German on project webpage: 

“In recent years security measures in public transportation has sparked public’s 
concern. The overall objectives of the project are:

• A qualitative survey of the current design of the safety production in public 
transport in terms of involved actors and structures, from the critical 
evaluation of socio-criminological and political science perspective, 

• the normative distinction between state police, federal police and non-
state security actors, the analysis of interfaces and transfer points 
between these security actors, 

• the determination of forms and methods of data collection, analysis and 
utilization in terms of safety occurrences in public transport, 

• the development of a concept for creating a holistic picture of the situation 
• a nationwide quantitative survey of transport companies and  associations 

on measures to increase security in public transport,  
• qualitative analysis of transport security based on motivational structures, 

decision-making and implementation process.” 
Relevant Urban 
Security Domains: 

Institutional / Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Europäisches Zentrum für Kriminalprävention e. V., Münster 
Westfälische Wilhelms-Universität Münster, Graduate School of Politics 
Bergische Universität Wuppertal 

Associated partners: 
• Hamburger Verkehrsverbund GmbH 
• Region Hannover 
• Rhein-Main-Verkehrsverbund GmbH, Hofheim am Taunus
• Verkehrsverbund Berlin-Brandenburg GmbH (VBB), Berlin 
• Verkehrsverbund Oberelbe GmbH, Dresden 
• Verkehrsverbund Rhein-Ruhr, Gelsenkirchen 
• Kompetenzcenter Sicherheit NRW, Gelsenkirchen 

Related Publications 
(incl. Website): 

http://skobb.de/  

  

E-Mail:   
Tel
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Project/Programme: Tat- und Fallanalysen hochexpressiver zielgerichteter Gewalt  
(Incident and case analysis of highly expressive targeted violence)

Acronym: TARGET 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: € 3,26 Million
Start date: March 2013 
End date: February 2016 
Coordinator/ 
Managing Authority: 

Freie Universität Berlin 

Contact:  

E-Mail: 
Tel: - 
Type of support Process Support, Information provision, Networking 
Project/Programme 
Description: 

Translation from original German on project webpage: 

“The research association analyses German cases involving highly expressive, 
targeted violence by adolescent perpetrators (mass shootings, school shootings, 
rampage). The aim of the project is to describe the development process leading 
to rampage or shooting, the social framing of such incidents and consequently to 
develop an interdisciplinary consensus-based, empirically-founded development 
model. Moreover, cases of shootings or rampage will be compared to other 
incidents of violence. For this purpose, several comparison groups will be defined 
(i.e. rampages of adults, terrorist attacks, homicides of adolescents) to examine 
possible risk factors. Based on the results of the TARGET project, we aim to 
achieve a scientific progress in terms of prediction, prevention and intervention of 
such violence.” 

Relevant Urban 
Security Domains: 

Institutional / Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Freie Universität Berlin, Fachbereich Erziehungswissenschaften und Psychologie 
Deutsche Hochschule der Polizei Münster, Fachbereich Kriminologie und 
interdisziplinäre Kriminalprävention 
Justus-Liebig-Universität Gießen, Fachbereich Rechtswissenschaft und 
Kriminologie 
Universität Konstanz, Fachbereich Psychologie 
Universität Bielefeld, Institut für interdisziplinäre Konflikt- und Gewaltforschung 

Related Publications 
(incl. Website): 

https://www.target-projekt.de/  

  

 

E-Mail: 



104 

Project/Programme: Kriminalprävention für ein sicheres Wohnumfeld – Transdisziplinäre 
Sicherheitsstrategien für Polizei, Wohnungsunternehmen und Kommunen  
(Crime Prevention for a safe living environment - transdisciplinary security 
strategies for police, housing associations and local authorities)

Acronym: TRANSIT 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: € 796.000
Start date: June 2013 
End date: May 2016 
Coordinator/ 
Managing Authority: 

Landeskriminalamt Niedersachsen 

Contact:  

E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Networking, Training 
Project/Programme 
Description: 

Translation from original German on project webpage: 

“The TRANSIT project aims to develop transdisciplinary comprehensive security 
strategies that make neighbourhoods safer, more liveable and thus more resistant 
to crime. In selected case studies existing urban safety cultures are assessed. 
Concepts for crime prevention safety measures are also analysed to understand 
and develop strategies to increase the sense of security of residents and improve 
their quality of living.” 

Relevant Urban 
Security Domains: 

Institutional / Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Landeskriminalamt Niedersachsen, Hannover 
Deutsches Institut für Urbanistik gGmbH (Difu), Köln 

Related Publications 
(incl. Website): 

http://www.transit-online.info/  

  

E-Mail:  
Tel
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Project/Programme: Aspekte einer gerechten Verteilung von Sicherheit in der Stadt 
(Aspects of a fair distribution of security in the city) 

Acronym: VERSS 
Participation level 
(EU, national, local): 

National 

Financed by: Bundesministerium für Bildung und Forschung (BMBF) (Federal Ministry for 
Education and Research) 

Budget: € 1,6 Million
Start date: June 2014 
End date: May 2017 
Coordinator/ 
Managing Authority: 

Eberhard Karls Universität Tübingen 

Contact:  

E-Mail:   
Tel: - 
Type of support Process Support, Information provision, Networking 
Project/Programme 
Description: 

Translation from original German on project webpage: 

“The aim of the project is VERSS, theoretically and empirically to analyse the 
aspects of a fair distribution of safety in the city and to derive practical guidelines 
for the specific security actions based on the example of the twin cities of 
Wuppertal and Stuttgart. 

The results of VERSS are summarized in guidelines and forwarded to the twin 
cities studied. This will make it possible to recognize an unjust distribution of 
safety and to reduce as much as possible. In addition VERSS will develop with the 
help of public participation processes concrete measures in the future allow an 
equitable distribution of security. The results can be transferred to other cities and 
regions.” 

Relevant Urban 
Security Domains: 

Institutional / Urban Environment / Societal 

Perception of 
Security included 
(Yes/No): 

Yes 

Other participants  Eberhard Karls Universität Tübingen 
Freie Universität Berlin 
Bergische Universität Wuppertal 

Related Publications 
(incl. Website): 

http://www.buk.uni-wuppertal.de/projekte/laufende-projekte/verss.html  

  
Tel
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Ireland 

No notable projects for R&D on urban security identified. 

Italy 

Project/Programme: National Plan of Anti-Corruption 
Acronym: - 
Participation level: National 
Financed by: Internal financial resources 
Budget: - 
Start date: 2013 
End date: 2016 

Coordinator/Managing 
Authority: 

The new national of anti-corruption Authority  
[Commissione Nazionale per la Valutazione, la Trasparenza e l’Integrità 
delle Amministrazioni Pubbliche, or CIVIT] within the Ministry of Public 
Administration. The local branch is the Prefecture in each city. 

E-Mail: tbc 
Tel: tbc 
Type of support: Process Support, Information provision, Training 

Project/Programme 
Description: 

According to the Law no. 190 dated 6 November 2012 and related decrees, 
each Public Administration must implement its own anti-corruption plan 
(Three-Year Plan for Prevention) on the basis of this National Anti-
Corruption Plan and uses their own plan as a continuous assessment tool to 
check their level of exposure to bribery risks. The plan must identify all 
activities that entail a degree of risk and set out what arrangements have 
been made (or will be made) to prevent the occurrence of corruption in 
these areas.  

Each administration will have to adopt and notify to the Department of Public 
Affairs with its Three-Year Plan for Prevention, which usually includes the 
Three-Year Programme for Transparency and Integrity, by 31 January 2014. 

The compliance officer in each Public Administration will monitor how well 
the plan is being implemented, assess its sustainability over time and 
amend it to make sure that it complies with any changes in anti-corruption 
legislation or in the Public Administration’s own activities or operational 
model. In addition, each Public Administration will be required to adopt a 
tailored code of conduct for employees, which will have to follow set criteria 
and models laid down by the Anti-Corruption Authority specifically dedicated 
(CIVIT). Infringement by any employee of any part of the code will result in 
disciplinary sanctions. 

Relevant Urban 
Security Domains: Institutional, Urban environment, economic, Societal  

Perception of Security 
included : Yes 

Other participants): - 
Related Publications 
(incl. Website): http://www.funzionepubblica.gov.it  
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Project/Programme: Security and INTElligence SYSstem
Acronym: SINTESYS 
Participation level 
(EU, national, local): 

National and local 

Financed by: National government, National Operative Programme Research and 
Competitiveness  

Budget: € 9,560,682.00 (National government € 6,044,344.70; National Operative 
Programme Research and Competitiveness € 4,759,549.70; other funds € 
1,284,795.00) 

Start date: 2011 
End date: 2014 
Coordinator/Managing 
Authority: 

University of Salerno 

Contact: University of Salerno 
AREA III - Didattica e Ricerca 
Via Giovanni Paolo II, 132, 84084 Fisciano SA 

E-Mail: ar000003@unisa.it
urp@unisa.it  

Tel: 0039 089 961111 
Type of support Process Support, Information provision, Training 
Project/Programme 
Description: 

The project SINTESYS (Security and INTElligence SYStem) aimed at defining 
and developing new technology for integrated innovative system able to analyse, 
forecast, investigate sources of open and multimode data in order to find out the 
presence of links and relationships that singular evaluation cannot demonstrate 
giving a significant contribution in terms of Decision Support System for 
managing public security. SINTESYS will use technics, technologies, innovative 
models of audio analysis, image recognition, movie recognition, social network 
analysis, text mining, human computer interaction, psychological cognition to 
analyse social dynamics into groups and communities. This analysis will make 
known potential dangerous situations like identification of groups or subjects 
socially dangerous or communication dynamics.  The system will be designed to 
be flexible and adaptable to diverse needs or situations. 

Relevant Urban 
Security Domains: 

Institutional, economical, societal 

Perception of Security 
included (Yes/No): 

Yes 

Other participants University of Salerno,  
Ingegneria Informatica S.p.A.,  
Consiglio Nazionale delle Ricerche,  
University of Palermo,  
Digital Video S.p.A.,  
Expert System S.p.A. 

Related Publications 
(incl. Website): 

http://www.ponrec.it/  
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Netherlands 

Project/Programme: The Hague Security Delta 
Acronym: HSD 
Participation level 
(EU, national, local): 

National 

Financed by: The City of The Hague and the European Regional Development Fund and 
contributions from HSD partners.  

Budget: - 
Start date: 2014 
End date: - 
Coordinator/ 
Managing Authority: 

The Hague Security Delta executive organisation 

Contact: The Hague Security Delta 
Wilhelmina van Pruisenweg 104 
2595 AN The Hague 
The Netherlands 

E-Mail: info@thehaguesecuritydelta.com 
Tel: +31 (0)70-2045180 
Type of support Process Support, Information provision, Training  

- a public-private partnership between businesses, governments, and knowledge 
institutions.  

Project/Programme 
Description: 

HSD is a national network organisation for security and innovation that was jointly 
established by TNO, The Hague Chamber of Commerce, the Netherlands 
Forensic Institute, Twynstra Gudde, Thales, Siemens, Capgemini, WFIA, Fox-IT, 
The Hague Centre for Strategic Studies and The Hague University of Applied 
Sciences. It has grown to a network of approximately 200 organisations active in 
the field of security. 

The Hague Security Delta (HSD) is the largest security cluster in Europe. In this 
Dutch cluster - with important regional hubs in The Hague, Twente, and Brabant - 
businesses, governments, and knowledge institutions work together on 
innovations and knowledge in the field of cyber security, national and urban 
security, protection of critical infrastructure, and forensics. They share a common 
goal: more business activity, more jobs and a secure world. The core is the HSD 
Campus, the national innovation centre for security in The Hague. 

The HSD Campus is the national innovation centre of the Dutch security cluster, 
with living labs, education and training facilities, flexible office space and meeting 
rooms. Businesses, government and knowledge institutes from across the country 
collaborate to harvest knowledge, and develop products and services that 
contribute to a safer and more secure world. 

Relevant Urban 
Security Domains: 

Urban environment, Societal, Institutional, economic 

Perception of 
Security included 
(Yes/No): 

(Yes – as part of the wider topics of interest) 

Other participants  The HSD network consist of approx. 200 Dutch organisations active in the field of 
security.  

Related Publications 
(incl. Website): 

The Hague Security Delta: www.thehaguesecuritydelta.com
DITSS - Dutch institute for Technology Safety & Security: www.ditts.nl
Twente Safety and Security: www.twentesafetyandsecurity.com/  
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Project/Programme: Big Data Value Center Almere 
Acronym: HSD 
Participation level 
(EU, national, local): 

National 

Financed by: Economic Development Board Almere, TNO, SURFsara, eScience Center, 
Amsterdam Economic Board and Economic Board Utrecht. 

Budget: - 
Start date: 2014 
End date: - 
Coordinator/ 
Managing Authority: 

Big Data Value Center Almere 

Contact: Big Data Value Center 
Transistorstraat 7C 
1322 CJ Almere 
036 548 4289 

E-Mail: info@bdvc.nl 
Tel: +31 (0) 36 548 4289 
Type of support Process Support, Information provision, Training 
Project/Programme 
Description: 

The Big Data Value Center (shorted: BDVC) is a unique 'open innovation platform' 
with a physical place in Almere, The Netherlands. In the Big Data Value Center, 
we create more value out of (big) data. Together with our 'A-Team', companies 
can experiment with their and other datasets in a save and inspirational place. The 
experiments result in new or improved business cases. 

The Big Data Value Center is founded by the Economic Development Board 
Almere in collaboration with TNO, SURFsara, eScience Center, Amsterdam 
Economic Board and Economic Board Utrecht. 

Relevant Urban 
Security Domains: 

Urban environment, Societal, Institutional, economic 

Perception of 
Security included 
(Yes/No): 

(Yes – as part of the wider topics of interest) 

Other participants  .  
Related Publications 
(incl. Website): 

http://www.bdvc.nl/  

Poland 

No notable projects for R&D on urban security identified. 

UK 

Project/Programme: Defence, Uncertainty, Now Media (D.U.N): Mapping Social Media in 
Strategic Communications 

Acronym: DUN 
Participation level 
(EU, national, local): 

National 

Financed by: Economic and Social Research Council (ESRC) UK 
Budget: £177,186.78 
Start date: 31 October 2013 
End date: 30 November 2015 
Coordinator/Managing   
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Authority: 
Contact:  
E-Mail:  
Tel: +44 1273 877855 
Type of support Process support, Information, Education/Training 
Project/Programme 
Description: 

From the project website: 

The D.U.N Project aims to enhance knowledge and understanding of the use of 
social media in strategic communications and the extent to which it generates 
opportunities and risks for defence practice. It employs a three-pronged 
approach to examine the use and understanding of social at different levels: 

• Strategic (Ministry of Defence) 
• Users (personal, operational and public including serving, ex-serving 

military personnel and their families) 
• Communications (social media texts). 

Data will be gathered through qualitative methodologies (interviews, focus 
groups and observation work) to examine the motivations, intent and 
understanding of social media at the Strategic and User levels. To complement 
this, the communications approach will use social media analytics and textual 
analysis to identify the extent to which the above processes (in the user and 
strategic approach) are evident in social media texts including, for example, 
Twitter, Facebook, Youtube, Flicker, Pinteest and Blogs (official and non-official). 
Using this combined approach the project aims to offer a comprehensive 
understanding of how social media is perceived, understood and responded to 
as both a tool for strategic communication and a tool for uncertainty in defence 
practice. 

Relevant Urban 
Security Domains: 

Institutional, Societal 

Perception of Security  Yes 
Other participants  n/a 
Related Publications 
(incl. Website): 

http://www.esrc.ac.uk/my-esrc/grants/ES.K011170.1/read

 
E-Mail:  
Tel: +44 1273 877855 
Type 
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Annex 3: Research, development and innovation project 
results and approaches which have influenced BESECURE 
development 

PROJECT Name Project Description and Contribution to BESECURE 
DESURBS “DESURBS – Designing Safer Urban Spaces – is a multi-disciplinary research 

project, funded through the European Union’s FP7 Research Programme. It 
developed a series of tools, accessible through an interactive portal, which will 
assist urban stakeholders to plan, design, manage and maintain safer urban 
spaces”171. 

One of the DESURBS consortium leaders, Prof. Joan Coaffee from the University 
of Warwick (United Kingdom) sat in BESECURE Advisory Board. BESECURE 
received valuable input in possible future development and expansion of 
BESECURE platform. 

URBIS “The Urban Manager for Security Safety and Crisis Management (URBIS) funded 
under the Leonardo Da Vinci programme questions the possibilities for ‘urban 
security management’ given the increasing freedom of movement of people, 
goods and services across national borders, an increasingly austere economic 
climate and consequent pressures on governing capacity in European cities. The 
distinctiveness of the current situation is captured in the idea of ‘acting locally 
while thinking globally’ about threats to the freedom and security of European 
citizens”172. 

As part of the URBIS project, a report on Best Practices Review and Collection for 
Local Actors173 was prepared by the project consortium. Given its direct synergies 
with the work of BESECURE in building a library of best practices on urban 
security, permission has been sought from the project coordinator of URBIS to 
reference information on some of the practices collated in this report on the 
BESECURE platform. These will be referenced on the literature page of the 
platform. 

GLODERS “GLODERS aims to provide a theory-driven set of computational tools to study, 
monitor and possibly predict the dynamics of a specific form of organised crime, 
Extortion Racket Systems (ERSs), which is widespread over the globe. The 
development of appropriate policies to limit, or even eradicate, ERSs requires ICT 
tools for collecting and analysing large quantities of unstructured data, 
constructing models from narratives and predicting outcomes for use in socio-
political decision processes.”174 This project is funded under FP7-ICT funding 
programme. 

BESECURE gained insights on organised crime development and the current 
practices on how to prevent, respond, and eradicate organised crime.

FIDUCIA “FIDUCIA was a research project that will shed light on a number of distinctively 
‘new European’ criminal behaviours that have emerged in the last decade as a 

                                                
171 http://www.researchmgt.com/DESURBS/final/index.php/project/, last accessed 12 February 2015  
172 http://www.urbisproject.eu/index.php/en/, last accessed 15 January 2015 
173 URBIS –518620-LLP-1-2011-1-IT-LEONARDO-LMP Best Practices Review and Collection for Local Actors. 
Available at: http://www.urbisproject.eu/images/pdf/bp_websiite.pdf, last accessed 14 January 2015 
174 http://www.gloders.eu/project/concept-and-objectives, last accessed 14 January 2015 
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consequence of technology developments and the increased mobility of 
populations across Europe. Proposing new approaches to the regulation of such 
behaviours, the central idea behind the FIDUCIA project was that public trust (in 
latin, ‘fiducia’) in justice is critically important for social regulation, in that it leads to 
public acceptance of the legitimacy of institutions of justice, and thus to 
compliance with the law and cooperation with legal authorities. While being highly 
relevant to responding to ‘conventional’ forms of criminality, trust and legitimacy 
may be of special significance in the light of ‘new crimes’.”175 This project was 
funded under FP7 Socio-Economic Sciences and Humanities research (SSH) 
funding programme. 

FIDUCIA project contributed to the development and discussion of the societal 
and institutional domains of urban security management – particularly in public 
trust in authority and other urban institutions

VITRUV “Vulnerability Identification Tools for Resilience Enhancements of Urban 
Environments (VITRUV) was funded under the 7th Framework Programme for 
research and technological development under the Security theme and the 
specific activity of increasing the security of infrastructures and utilities. VITRUV 
tools offer integrated and comprehensive support throughout all levels of the 
planning process, including the conceptual level (that pivots around the birth of a 
plan), the plan level (that deals with establishing a viable outline) and the detail 
level (that concerns all specifications needed to realize the plan).”176 VITRUV 
project details have been incorporated to the BESECURE Online Platform.  

Its “Securipedia”177 from VITRUV, a Wikipedia-based online urban security 
database, inspired BESECURE Inspirational Platform “Glossary”. BESECURE 
consortium members who were previously involved in VITRUV brought the 
experience and expertise learnt from VITRUV RTD activities to BESECURE. 

HARMONISE “A Holistic Approach to Resilience and Systematic Actions to Make Large Scale 
Urban Built Infrastructure Secure” (HARMONISE) was funded under the 7th 
Framework Programme for research and technological development under the 
Security theme with the specific activity to increase the security of infrastructures 
and utilities. HARMONISE recognises the necessity to improve the design of 
urban areas and increase their security against, and resilience, to new threats. 
Specifically,  HARMONISE seeks to deliver (a) a holistic HARMONISE Interactive 
Semantic Intelligence Platform; (b) a suite of innovative tools (toolkit hosted within 
the HARMONISE platform); (c) greater understanding and awareness of urban 
security and resilience vis-a-vis dissemination activities; and, (d) 
commercialisation opportunities among emerging new markets in this field. 
HARMONISE will result in significant resilience enhancement methods for large-
scale urban built infrastructure.178

BESECURE consortium members who are involved in HARMONISE (FAC and 
UU) are applying the experience and expertise they derived from working on 
BESECURE to the HARMONISE project, and vice versa. For instance, security 
stakeholders identified and engaged with during BESECURE, provided ideas and 
contacts for stakeholders to be engaged with in HARMONISE.  

CPSI “The goal of Changing Perceptions of Security and Interventions (CPSI) is to 
provide governments and related organizations with a methodology to increase 
insight into the determinants of actual and perceived security, and into which 
interventions are effective for increasing security. CPSI was to create a 

                                                
175 http://www.fiduciaproject.eu/page/21, last accessed 13 February 2015 
176 http://www.vitruv-project.eu/index.html, last accessed 12 February 2015 
177 http://securipedia.eu/mediawiki/index.php/Welcome_to_Urban_Securipedia, last accessed 12 February 2015 
178  http://cordis.europa.eu/project/rcn/108815_en.html, last accessed 3 March 2015 
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methodology to collect, quantify, organise, query, analyse, interpret and monitor 
data on actual and perceived security, determinants and mediators.”179

The CPSI project has given the BESECURE consortium insights on how to 
incorporate public perception of security in policy design. Various elements of the 
CPSI project have been found their way into the information framework of the 
BESECURE project. 

SAFIRE “Scientific Approach to Finding Indicators and Responses to Radicalisation 
(SAFIRE) addressed the conceptual process of radicalisation from moderation to 
(violent) extremism and intervention principles in order to halt, reverse or prevent 
radicalisation. The goal of the proposed project was twofold. The first goal was to 
increase scientific insight into the process of radicalisation from moderation to 
(violent) extremism. The second goal was to provide theoretical argumentation 
and empirical evidence for the implementation of practical interventions and 
related means.”180

The SAFIRE project has enriched the common knowledge base of the 
BESECURE project in the topic of radicatlisation-prevention strategies 

COBACORE “COmmunity-BAsed COmprehensive Recovery (COBACORE) is a 
collaborative research project which seeks to close the collaboration gaps 
between stakeholders involved in post-crisis recovery. COBACORE also aims to 
improve the matching of needs with capacities, through building upon the 
community as an important source of information and capabilities. The 
COBACORE suite of tools, which are designed to complement existing practices 
and tools, will support common needs assessments efforts, damage recovery 
needs, economic needs, health and social needs, and other critical humanitarian 
needs. The COBACORE assets will stimulate community-wide involvement in 
information gathering, sense-making, and needs assessment practices.”181

COBACORE and the BESECURE project have influenced each other on urban 
typing and context-representation. Both projects have taken the urban domain as 
their primary target environment, and have used similar typing strategies to 
capture essential dimensions. 

TACTICS “Tactical Approach to Counter Terrorists in Cities (TACTICS) seamlessly 
integrates new research results in the area of behaviour analysis, characteristics 
of the possible urban-based targets and situational awareness into a decision 
making framework comprising of a coherent set of tools and related processes, 
supporting security forces in responding more efficiently and effective to a given 
threat in order to actually prevent the attack or to limit its consequences.”182

The TACTICS project has enriched the common knowledge base of the 
BESECURE project in the topic of counter-terrorism strategies in urban 
environments. 

                                                
179 http://cordis.europa.eu/project/rcn/89323_en.html, last accessed 17 March 2015 
180 http://www.safire-project.eu/, last accessed 17 March 2015 
181 http://www.cobacore.eu/, last accessed 17 March 2015 
182 http://www.fp7-tactics.eu/project.html, last accessed 17 March 2015 
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Annex 4: List of FP7 Security projects identified as 
relevant to urban security 

Nr. Abbreviation Project Name 
1 ANVIL Analysis of Civil Security Systems in Europe 
2 DESURBS Designing Safer Urban Spaces 
3 EMERGENT Emergency Management in Social Media Generation 

4 ODYSSEY Strategic pan-European ballistics intelligence platform for combating 
organised crime and terrorism 

5 PROACTIVE PRedictive reasOning and multi-source fusion empowering AntiCipation of 
attacks and Terrorist actions In Urban EnVironmEnts

6 SCIIMS Strategic crime and immigration information management system 

7 VOX-POL Virtual Centre of Excellence for Research in Violent Online Political 
Extremism 

8 INDECT Intelligent information system supporting observation, searching and 
detection for security of citizens in urban environment 

9 RESPECT RESPECT Rules, Expectations & Security through Privacy-Enhanced 
Convenient Technologies 

10 SMARTPREVENT Smart Video-Surveillance System to Detect and Prevent Local Crimes in 
Urban Areas 

11 E-CRIME Economic impacts of Cybercrime 

12 ELASSTIC Enhanced Large scale Architecture with Safety and Security Technologies 
and special Information Capabilities 

13 GRAFFOLUTION Awareness and Prevention Solutions against Graffiti Vandalism in Public 
Areas and Transport 

14 HARMONISE Holistic Approach to Resilience and Systematic Actions to make Large Scale 
UrbaN Built Infrastructure Secure 

15 SECONOMICS Socio-Economics meets Security 
16 SECUR-ED Secured Urban Transportation - European Demonstration 

17 SIAM Security Impact Assessment Measure - A decision support system for 
security technology investments 

18 ALTERNATIVE 
Developing alternative understandings of security and justice through 
restorative justice approaches in intercultural settings within democratic 
societies 

19 ASSERT Assessing Security Research: Tools and Methodologies to measure societal 
impact 

20 BESECURE Best Practice Enhancers for Security in Urban Regions 

21 CAPER Collaborative information, Acquisition, Processing, Exploitation and 
Reporting for the prevention of organised crime 

22 COMPOSITE COmparative POlice Studies In The EU 

23 COREPOL Conflict Resolution, Mediation and Restorative Justice and the Policing of 
Ethnic Minorities in Germany, Austria, and Hungary 

24 CPSI Changing perceptions of security and interventions 
25 DESSI Decision Support on Security Investment 

26 EPOOLICE early Pursuit against Organized crime using envirOnmental scanning, the 
Law and IntelligenCE systems 

27 ETTIS European security trends and threats in society 
28 EUSECON A new agenda for European security economics 
29 EVOCS The evolving concept of security: A critical evaluation across four 
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Nr. Abbreviation Project Name 
dimensions 

30 FORCE FOResight Coordination for Europe 

31 IMPACT EUROPE Innovative Method and Procedure to Assess Counter-violent-radicalisation 
Techniques in Europe 

32 LEILA Law Enforcement Intelligence Learning Application 

33 PACT Public Perception of security and Assessing Knowledge, Collecting 
Evidence, Translating research into Action 

34 PRISMS The PRIvacy and Security MirrorS: Towards a European framework for 
integrated decision making 

35 SAFIRE Scientific Approach to Finding Indicators of and Responses to Radicalisation 

36 SOURCE SOURCE - Virtual centre of excellence for research support and 
coordination on societal security 

37 TRACE TRafficking as A Criminal Enterprise 
38 VALUESEC Mastering the Value Function of Security Measures 

39 VITRUV Vulnerability Identification Tools for Resilience Enhancements of Urban 
Environments 

40 A4A Alert for All 
41 ADABTS Automatic Detection of Abnormal Behaviour and Threats in crowded Spaces 
42 AIRBEAM AIRBorne information for Emergency situation Awareness and Monitoring 
43 ATHENA ATHENA 
44 CAERUS Evidence based policy for post crisis stabilization: bridging the gap 

45 CASCEFF Modelling of dependencies and cascading effects for emergency 
management in crisis situations 

46 COBACORE Community Based Comprehensive Recovery 
47 COSMIC The COntribution of Social Media In Crisis management 
48 CRISMA Modelling crisis management for improved action and preparedness 
49 DRIVER DRiving InnoVation in crisis management for European Resilience 
50 ECOSSIAN European Control System Security Incident Analysis Network 
51 ELITE ELICIT TO LEARN CRUCIAL POST-CRISIS LESSONS 
52 FORTRESS Foresight Tools for Responding to cascading effects in a crisis 

53 ISAR+ Online and Mobile Communications for Crisis Response and Search and 
Rescue 

54 LASIE LArge Scale Information Exploitation of Forensic Data 
55 MOSAIC Multi-Modal Situation Assessment & Analytics Platform 
56 OPSIC Operationalising Psychosocial Support in Crisis 

57 OPTI-ALERT Opti-Alert: Enhancing the efficiency of alerting systems through 
personalized, culturally sensitive multi-channel communication 

58 PEP Public Empowerment Policies for Crisis Management 
59 POP-ALERT Population Alerting: Linking Emergencies, Resilience and Training 
60 PREDICT PREparing for the Domino effect in Crisis siTuations 

61 PRIME PReventing, Interdicting and Mitigating Extremist events: Defending against 
lone actor extremism 

62 PSYCRIS PSYcho-Social Support in CRISis Management 

63 REASS Reconstruction and REcovery Planning: Rapid and Continuously Updated 
COnstruction Damage, and Related Needs ASSessment 

64 REDIRNET Emergency Responder Data Interoperability Network 
65 SAFECITI Simulation Platform for the Analysis of Crowd Turmoil in Urban 
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Nr. Abbreviation Project Name 
Environments with Training and Predictive Capabilities 

66 SECILE Securing Europe through Counter-Terrorism Impact, Legitimacy and 
Effectiveness 

67 SNOWBALL Lower the impact of aggravating factors in crisis situations thanks to 
adaptive foresight and decision-support tools 

68 SOTERIA Online and Mobile Communications for Emergencies 

69 SUPER Social sensors for secUrity Assessments and Proactive EmeRgencies 
management 

70 TACTIC Tools, methods And training for CommuniTIes and Society to better prepare 
for a Crisis 

71 TACTICS Tactical Approach to Counter Terrorists in Cities 

72 ADDPRIV Automatic Data relevancy Discrimination for a PRIVacy-sensitive video 
surveillance 

73 ADVISE Advanced Video Surveillance archives search Engine for security 
applications 

74 EPISECC Establish Pan-European Information Space to Enhance seCurity of Citizens 
75 LOTUS Localisation of threat substances in urban society 
76 PARIS PrivAcy pReserving Infrastructure for Surveillance 

77 P-REACT Petty cRiminality diminution through sEarch and Analysis in multi-source 
video Capturing and archiving plaTform 

78 SAMURAI Suspicious and abnormal behaviour monitoring using a network of cameras 
& sensors for situation awareness enhancement 

79 SAPIENT Supporting fundamentAl rights, PrIvacy and Ethics in surveillaNce 
Technologies 

80 SLANDAIL Security System for language and image analysis 
81 SMART Scalable Measures for Automated Recognition Technologies 

82 SURPRISE 
Surveillance, Privacy and Security: A large scale participatory assessment of 
criteria and factors determining acceptability and acceptance of security 
technologies in Europe 

83 SURVEILLE Surveillance: Ethical Issues, Legal Limitations, and Efficiency 
84 VALCRI Visual Analytics for Sense-making in CRiminal Intelligence analysis 
85 CARONTE Creating an Agenda for Research ON Transportation sEcurity 
86 CIPRNET Critical Infrastructure Preparedness and Resilience Research Network 
87 RIBS Resilient Infrastructure and building security  
88 SAWSOC Situation AWare Security Operations Center 
89 SERON Security of road transport networks 
90 SPIRIT Safety and Protection of built Infrastructure to Resist Integral Threats 
91 VASCO a Virtual Studio for Security Concepts and Operations 
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Annex 5: Four general themes in FP7 Security project 
projects relevant to urban security  

Nr Project 
Abbreviation 

Urban 
Security 

Crisis 
Management Surveillance 

Protection of 
Critical 

Infrastructure 
1 ANVIL yes yes     

2 DESURBS yes yes     

3 ODYSSEY yes yes     

4 PRIME yes yes     

5 PROACTIVE yes yes     

6 SCIIMS yes yes     

7 VOX-POL yes yes     
8 INDECT yes   yes   

9 RESPECT yes   yes   

10 E-CRIME yes     yes 

11 ELASSTIC yes     yes 

12 GRAFFOLUTION yes     yes 

13 HARMONISE yes     yes 

14 RIBS yes     yes 

15 SECONOMICS yes     yes 

16 SECUR-ED yes     yes 

17 SIAM yes     yes 

18 SPIRIT yes     yes 

19 ALTERNATIVE yes       

20 ASSERT yes       

21 BESECURE yes       

22 CAPER yes       

23 COMPOSITE yes       

24 COREPOL yes       

25 CPSI yes       

26 DESSI yes       

27 EPOOLICE yes       

28 ETTIS yes       

29 EUSECON yes       

30 EVOCS yes       

31 FORCE yes       

32 IMPACT EUROPE yes       
33 LEILA yes       

34 PACT yes       

35 PRISMS yes       

36 SAFIRE yes       
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37 SOURCE yes       

38 TRACE yes       
39 VALUESEC yes       
40 VITRUV yes       

41 ADABTS   yes     

42 A4A   yes     

43 MOSAIC   yes     

44 OPTI-ALERT   yes     

45 ELITE   yes     

46 SECILE   yes     

47 PEP   yes     

48 COSMIC   yes     

49 ISAR+   yes     

50 CRISMA   yes     

51 TACTICS   yes     

52 AIRBEAM   yes     

53 OPSIC   yes     

54 SAFECITI   yes     

55 COBACORE   yes     

56 POP-ALERT   yes     

57 TACTIC   yes     

58 PSYCRIS   yes     

59 REDIRNET   yes     

60 ATHENA   yes     

61 CAERUS   yes     

62 SNOWBALL   yes     

63 SOTERIA   yes     

64 EMERGENT   yes     
65 CASCEFF   yes     

66 FORTRESS   yes     

67 PREDICT   yes     

68 SUPER   yes     

69 ECOSSIAN   yes     

70 REASS   yes     

71 LASIE   yes     

72 DRIVER   yes     

73 SAMURAI     yes   

74 LOTUS     yes   

75 ADDPRIV     yes   

76 SMART     yes   
77 SAPIENT     yes   
78 SURPRISE     yes   

79 ADVISE     yes   

80 SURVEILLE     yes   
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81 PARIS     yes   

82 SMARTPREVENT     yes   

83 P-REACT     yes   

84 SLANDAIL     yes   

85 EPISECC     yes   

86 VALCRI     yes   

87 SERON       yes 

88 CARONTE       yes 

89 SAWSOC       yes 

90 CIPRNET       yes 

91 VASCO       yes 
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Annex 6: Assessment of the FP7 Security projects with 
urban security management at their core  
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Domains Factors
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Institutional Anti-corruption 1 0 2 2 0 0 0 0 0 0
Institutional Collaboration 2 2 1 2 2 2 2 1 2 2
Institutional Consultation 2 2 1 1 2 2 2 1 2 2
Institutional Coordinated Policy Approaches 2 2 2 2 2 1 2 1 1 1
Institutional Innovative Approaches 2 2 1 2 1 2 2 2 2 2
Institutional Integrated Decision Making 2 1 1 2 2 2 2 1 2 2
Institutional Interdisciplinary Expertise 2 2 2 2 2 2 2 2 2 2
Institutional Media Influence on Security Perceptions 1 1 1 2 0 0 1 0 0 0
Institutional Multi-lateral Responses 2 1 0 0 2 1 2 1 2 2
Institutional Public Engagement 1 1 0 1 2 1 1 1 1 1
Institutional Role of Private Security Industry 1 0 0 0 0 2 1 1 1 1
Institutional Target Institutional Stakeholders 2 1 2 2 2 1 2 2 1 1
Institutional Transparent Policy Making 2 2 2 2 2 1 2 2 1 1
Institutional Understand Legal Constraints 1 1 1 2 1 0 1 2 1 1
Economic Align with Broader Economic Strategy 1 0 0 0 2 0 1 0 0 0
Economic Emphasise Added Value of Investment in Security 1 1 0 0 1 1 1 1 1 1
Economic Employment Levels 1 1 0 0 0 0 1 0 0 0
Economic Expert Views 2 0 0 2 2 1 2 0 1 1
Economic Highlight Importance of Investment in Security 1 0 0 1 2 1 1 0 1 1
Economic Income Levels 1 1 0 0 0 0 1 0 0 0
Economic Investment in Infrastructure 1 0 0 0 1 1 1 0 1 1
Economic Make Link between Safe Cities and Economic Viability 1 1 0 1 1 1 1 1 1 1
Economic Multi-sectoral Investment 0 0 0 0 2 1 0 0 1 1
Economic Recognise Links between Multiple Sectors 1 1 1 2 2 1 1 0 1 1
Economic Respond to Evolving Security Demands 1 1 0 1 2 1 1 0 1 1
Economic Socio economic Status 1 1 0 0 1 0 1 0 1 1
Economic Target Economic Stakeholders 1 1 0 2 2 1 1 0 1 1
Societal Demand Access to Housing 1 0 0 0 0 0 0 0 0 0
Societal Demand Civic Pride 1 1 2 0 0 0 1 0 0 0
Societal Demand Communication 1 0 2 0 1 0 1 0 0 0
Societal Demand Cultural Diversity 1 1 2 0 0 0 1 0 0 0
Societal Demand Deprivation Status 1 1 2 0 0 0 1 0 0 0
Societal Demand Education 1 1 1 0 0 0 1 0 0 0
Societal Demand Equality 1 1 2 0 0 0 1 0 0 0
Societal Demand Ethnic Diversity 1 1 2 0 0 0 1 0 0 0
Societal Demand Examine Role of Religious Extremism 1 2 2 0 0 0 1 0 0 0
Societal Demand Expert Views 2 2 2 2 2 0 2 0 1 1
Societal Demand Freedom of Expression 1 1 2 0 0 0 2 1 0 0
Societal Demand Health 1 0 1 0 0 0 1 0 0 0
Societal Demand Immigration 1 1 2 0 0 0 1 0 0 0
Societal Demand Local Knowledge 2 1 2 0 0 0 2 0 1 1
Societal Demand Participation 1 1 2 1 0 0 2 1 1 1
Societal Demand Promote Civility 1 2 1 0 0 0 1 0 0 0
Societal Demand Security Culture 2 2 2 2 1 0 2 2 1 1
Societal Demand Social Cohesion 1 2 2 0 0 0 1 1 1 1
Societal Demand Social Inclusion 1 2 2 0 0 0 1 1 1 1
Societal Demand Social Infrastructure Provision 1 0 0 0 0 0 1 0 0 0
Societal Demand Social Mix 1 1 2 0 0 0 1 0 0 0
Societal Demand Social Service Provision 1 0 0 1 0 0 1 0 0 0
Societal Demand Target Social Oriented Stakeholders 1 2 2 2 2 1 1 1 1 1
Urban Environment Accessibility 1 0 0 0 0 2 1 0 2 2
Urban Environment Architecture 1 0 0 0 0 2 1 0 2 2
Urban Environment Combat Urban Decay 1 0 0 0 0 2 1 0 2 2
Urban Environment Diversity of Uses 1 0 0 0 0 2 1 0 2 2
Urban Environment Expert Views 2 1 0 2 2 2 2 1 2 2
Urban Environment Hard Physical Infrastructure 1 0 0 0 0 2 1 0 2 2
Urban Environment Legibility & Ease of Movement 1 0 0 0 0 2 1 1 2 2
Urban Environment Lighting 1 0 0 0 0 2 0 0 2 2
Urban Environment Quality of Public Realm 1 1 1 1 0 2 1 2 2 2
Urban Environment Security by Design 1 0 0 0 2 2 1 1 2 2
Urban Environment Target Relevant Stakeholders 2 2 1 2 2 2 2 0 2 2
Urban Environment Technology: CT Infrastructure CCTV 0 0 0 1 1 1 0 2 1 1
Urban Environment Transport Infrastructure 0 0 0 0 0 1 0 1 1 1
Urban Environment Urban Design 1 0 0 0 0 2 1 0 2 2
Urban Environment Urban Planning 1 0 0 0 0 2 1 0 2 2

77 55 56 45 51 55 76 34 63 63Sum (130)
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Institutional Anti-corruption 0 0 1 2 0 0 1 0 0 0
Institutional Collaboration 2 2 2 1 2 2 2 2 2 1
Institutional Consultation 2 2 2 2 2 1 2 1 2 2
Institutional Coordinated Policy Approaches 1 2 2 1 1 1 2 2 2 1
Institutional Innovative Approaches 2 2 2 2 2 2 2 2 2 2
Institutional Integrated Decision Making 2 2 2 0 1 1 2 1 2 1
Institutional Interdisciplinary Expertise 2 2 1 1 1 2 2 1 2 2
Institutional Media Influence on Security Perceptions 0 1 2 0 0 1 1 0 0 0
Institutional Multi-lateral Responses 2 2 1 0 1 2 2 1 2 2
Institutional Public Engagement 1 2 1 0 0 2 1 0 1 0
Institutional Role of Private Security Industry 1 2 1 1 1 1 1 2 1 1
Institutional Target Institutional Stakeholders 1 2 2 2 2 2 2 2 1 2
Institutional Transparent Policy Making 1 2 2 2 2 2 2 1 1 2
Institutional Understand Legal Constraints 1 1 2 1 1 1 1 2 2 1
Economic Align with Broader Economic Strategy 0 2 0 0 0 1 0 0 0 0
Economic Emphasise Added Value of Investment in Security 1 2 0 0 0 1 1 1 1 1
Economic Employment Levels 0 0 0 0 0 0 0 0 0 0
Economic Expert Views 1 2 1 1 0 1 2 0 1 0
Economic Highlight Importance of Investment in Security 1 2 1 1 1 1 0 1 1 1
Economic Income Levels 0 0 0 0 0 0 0 0 0 0
Economic Investment in Infrastructure 1 2 0 1 0 1 1 1 1 1
Economic Make Link between Safe Cities and Economic Viability 1 2 1 1 1 2 1 1 1 1
Economic Multi-sectoral Investment 1 2 0 0 0 1 1 0 0 0
Economic Recognise Links between Multiple Sectors 1 2 1 1 0 1 1 1 1 1
Economic Respond to Evolving Security Demands 1 1 1 0 0 0 2 0 1 0
Economic Socio economic Status 1 0 0 1 0 1 1 0 0 0
Economic Target Economic Stakeholders 1 2 0 0 0 1 1 1 0 0
Societal Demand Access to Housing 0 0 0 0 0 0 0 0 0 0
Societal Demand Civic Pride 0 0 0 0 0 2 0 0 0 0
Societal Demand Communication 0 0 2 0 0 2 1 0 0 0
Societal Demand Cultural Diversity 0 0 0 0 0 0 0 0 0 0
Societal Demand Deprivation Status 0 0 0 0 0 1 1 0 0 2
Societal Demand Education 0 0 0 0 0 2 0 0 0 0
Societal Demand Equality 0 0 0 0 0 0 1 0 0 0
Societal Demand Ethnic Diversity 0 0 0 0 0 1 1 0 0 0
Societal Demand Examine Role of Religious Extremism 0 0 0 0 0 0 0 1 0 0
Societal Demand Expert Views 1 2 1 2 0 1 2 0 1 0
Societal Demand Freedom of Expression 0 0 0 0 0 2 1 1 0 0
Societal Demand Health 0 0 0 0 0 0 1 0 0 0
Societal Demand Immigration 0 0 0 0 0 0 1 0 0 0
Societal Demand Local Knowledge 1 2 1 0 0 2 1 0 1 0
Societal Demand Participation 1 1 1 0 0 2 1 0 0 0
Societal Demand Promote Civility 0 0 0 0 0 2 1 0 0 0
Societal Demand Security Culture 1 2 2 1 1 2 2 1 0 1
Societal Demand Social Cohesion 1 1 0 0 0 1 1 1 0 1
Societal Demand Social Inclusion 1 1 0 0 0 1 1 1 0 1
Societal Demand Social Infrastructure Provision 0 0 0 0 0 1 0 0 0 0
Societal Demand Social Mix 0 0 0 0 0 1 1 0 0 0
Societal Demand Social Service Provision 0 0 0 0 0 1 0 0 0 1
Societal Demand Target Social Oriented Stakeholders 1 1 1 0 0 2 1 0 1 0
Urban Environment Accessibility 2 2 0 0 0 0 0 0 2 0
Urban Environment Architecture 2 0 0 0 0 1 0 0 2 0
Urban Environment Combat Urban Decay 2 0 0 0 0 2 0 0 2 0
Urban Environment Diversity of Uses 2 1 0 0 0 1 0 1 2 0
Urban Environment Expert Views 2 2 1 0 0 2 2 1 2 0
Urban Environment Hard Physical Infrastructure 2 2 0 0 0 1 0 1 2 0
Urban Environment Legibility & Ease of Movement 2 2 0 0 0 1 0 0 2 0
Urban Environment Lighting 2 2 0 0 0 0 0 0 2 0
Urban Environment Quality of Public Realm 2 2 0 0 1 2 0 1 2 0
Urban Environment Security by Design 2 2 0 0 0 0 1 1 2 0
Urban Environment Target Relevant Stakeholders 2 2 1 1 0 2 2 0 2 0
Urban Environment Technology: CT Infrastructure CCTV 1 2 1 1 0 0 0 2 2 1
Urban Environment Transport Infrastructure 1 2 0 0 0 1 0 0 0 0
Urban Environment Urban Design 2 2 0 0 0 0 1 0 2 0
Urban Environment Urban Planning 2 2 0 0 0 0 1 0 2 0

63 78 39 26 20 70 59 35 58 29Sum (130)
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Domains Factors

R
ES

PE
C

T

D
ES

SI

EU
SE

C
O

N

FO
R

C
E

PA
C

T

SA
FI

R
E

SI
A

M

VA
LU

ES
EC

LE
IL

A

EV
O

C
S

Institutional Anti-corruption 0 0 2 0 0 0 0 1 0 0
Institutional Collaboration 2 2 1 2 1 1 2 0 2 2
Institutional Consultation 2 2 1 2 1 0 1 1 2 1
Institutional Coordinated Policy Approaches 2 2 1 2 2 1 2 1 1 1
Institutional Innovative Approaches 1 2 1 2 2 2 2 0 2 0
Institutional Integrated Decision Making 2 2 0 2 1 0 2 0 2 0
Institutional Interdisciplinary Expertise 2 2 1 2 2 2 2 2 2 2
Institutional Media Influence on Security Perceptions 2 0 0 0 2 1 0 0 0 0
Institutional Multi-lateral Responses 1 0 0 1 1 1 1 0 1 1
Institutional Public Engagement 0 0 2 0 2 1 0 0 0 1
Institutional Role of Private Security Industry 1 2 1 1 1 1 1 1 2 0
Institutional Target Institutional Stakeholders 2 1 2 2 2 2 2 2 2 2
Institutional Transparent Policy Making 2 1 1 2 2 1 2 1 2 1
Institutional Understand Legal Constraints 2 2 1 1 2 1 2 1 1 1
Economic Align with Broader Economic Strategy 0 2 2 1 0 0 1 2 0 0
Economic Emphasise Added Value of Investment in Security 0 2 2 1 0 1 1 2 1 0
Economic Employment Levels 0 1 2 1 0 1 0 1 0 0
Economic Expert Views 1 2 2 2 0 0 1 2 0 0
Economic Highlight Importance of Investment in Security 0 2 2 1 1 0 1 2 0 0
Economic Income Levels 0 1 2 0 0 1 0 1 0 0
Economic Investment in Infrastructure 0 1 2 0 0 0 1 2 0 0
Economic Make Link between Safe Cities and Economic Viability 1 2 2 1 1 2 2 2 1 1
Economic Multi-sectoral Investment 0 1 2 1 0 0 1 2 0 0
Economic Recognise Links between Multiple Sectors 0 2 2 1 1 1 1 2 0 1
Economic Respond to Evolving Security Demands 2 1 2 1 1 1 2 2 1 2
Economic Socio economic Status 0 2 2 0 0 1 0 2 0 0
Economic Target Economic Stakeholders 0 2 2 1 0 1 1 2 0 0
Societal Demand Access to Housing 0 0 0 0 0 0 0 0 0 0
Societal Demand Civic Pride 0 0 0 0 0 1 0 0 0 0
Societal Demand Communication 0 0 0 0 1 0 0 0 1 0
Societal Demand Cultural Diversity 0 0 0 0 0 1 0 0 0 0
Societal Demand Deprivation Status 0 0 0 0 0 1 0 0 0 1
Societal Demand Education 0 0 0 0 0 1 0 0 0 0
Societal Demand Equality 0 0 0 0 0 1 0 0 0 0
Societal Demand Ethnic Diversity 0 0 0 0 0 1 0 0 0 1
Societal Demand Examine Role of Religious Extremism 0 0 0 0 0 2 0 0 0 2
Societal Demand Expert Views 1 0 0 1 2 2 2 2 0 0
Societal Demand Freedom of Expression 0 0 0 0 2 1 0 0 0 0
Societal Demand Health 0 0 0 0 0 0 0 0 0 0
Societal Demand Immigration 0 0 0 0 0 1 0 0 0 1
Societal Demand Local Knowledge 0 0 0 0 1 1 2 0 1 2
Societal Demand Participation 1 0 0 0 2 1 0 0 1 0
Societal Demand Promote Civility 0 0 0 0 1 2 0 0 0 1
Societal Demand Security Culture 2 2 1 1 2 2 2 2 1 2
Societal Demand Social Cohesion 1 0 0 0 1 2 1 1 1 1
Societal Demand Social Inclusion 1 0 0 0 1 2 1 1 1 1
Societal Demand Social Infrastructure Provision 0 0 0 0 1 0 0 0 0 0
Societal Demand Social Mix 1 0 0 0 0 1 0 0 0 0
Societal Demand Social Service Provision 0 0 0 0 0 0 0 0 0 0
Societal Demand Target Social Oriented Stakeholders 0 1 0 1 0 2 1 1 0 0
Urban Environment Accessibility 1 1 0 0 0 0 0 0 0 0
Urban Environment Architecture 0 0 0 0 0 0 0 0 0 0
Urban Environment Combat Urban Decay 0 0 0 0 0 0 0 1 0 0
Urban Environment Diversity of Uses 0 1 0 0 0 0 0 0 0 0
Urban Environment Expert Views 1 0 1 1 1 1 1 0 0 1
Urban Environment Hard Physical Infrastructure 0 1 0 0 0 0 0 1 0 0
Urban Environment Legibility & Ease of Movement 0 0 0 0 1 0 0 0 0 0
Urban Environment Lighting 0 0 0 0 0 0 0 0 0 0
Urban Environment Quality of Public Realm 0 0 0 0 1 1 0 2 1 0
Urban Environment Security by Design 1 0 0 0 0 0 1 1 0 1
Urban Environment Target Relevant Stakeholders 1 0 1 1 1 2 1 1 0 0
Urban Environment Technology: CT Infrastructure CCTV 2 0 0 0 2 0 1 1 0 0
Urban Environment Transport Infrastructure 0 0 0 0 0 0 1 1 0 0
Urban Environment Urban Design 0 0 0 1 0 0 0 1 0 0
Urban Environment Urban Planning 0 0 0 1 0 0 0 1 0 0

38 45 43 37 45 52 45 51 29 30Sum (130)
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Institutional Anti-corruption 1 0 0 0 0 0 0 0 0 0
Institutional Collaboration 0 1 2 1 2 1 2 2 1 2
Institutional Consultation 0 0 2 1 2 1 2 2 0 2
Institutional Coordinated Policy Approaches 1 1 2 1 2 0 2 2 1 2
Institutional Innovative Approaches 0 0 2 2 0 1 1 2 1 2
Institutional Integrated Decision Making 0 1 2 0 1 0 1 2 1 2
Institutional Interdisciplinary Expertise 2 1 2 2 1 2 2 2 1 2
Institutional Media Influence on Security Perceptions 0 0 0 1 0 2 0 0 2 0
Institutional Multi-lateral Responses 1 2 1 1 0 0 0 1 1 2
Institutional Public Engagement 1 2 1 1 0 2 0 1 1 2
Institutional Role of Private Security Industry 0 1 1 1 1 0 0 2 1 2
Institutional Target Institutional Stakeholders 2 2 2 2 2 2 0 2 1 2
Institutional Transparent Policy Making 2 1 2 1 1 1 2 2 1 1
Institutional Understand Legal Constraints 1 1 1 1 1 1 1 2 1 2
Economic Align with Broader Economic Strategy 1 1 1 0 0 0 0 1 2 2
Economic Emphasise Added Value of Investment in Security 0 0 0 1 1 0 0 1 2 1
Economic Employment Levels 1 0 0 1 0 0 0 0 1 0
Economic Expert Views 2 0 2 0 0 0 0 1 2 2
Economic Highlight Importance of Investment in Security 1 0 0 0 0 0 0 0 2 2
Economic Income Levels 1 0 0 1 0 0 0 0 1 0
Economic Investment in Infrastructure 0 0 0 0 0 0 0 1 2 0
Economic Make Link between Safe Cities and Economic Viability 1 1 1 2 1 2 1 2 2 2
Economic Multi-sectoral Investment 1 0 0 0 0 0 0 0 2 1
Economic Recognise Links between Multiple Sectors 1 0 1 1 0 1 1 0 2 2
Economic Respond to Evolving Security Demands 1 1 0 1 1 0 0 2 2 2
Economic Socio economic Status 2 0 2 1 0 1 0 0 2 2
Economic Target Economic Stakeholders 1 1 1 1 0 0 0 1 2 2
Societal Demand Access to Housing 2 0 0 0 0 0 0 0 0 0
Societal Demand Civic Pride 2 2 1 1 1 1 1 1 0 0
Societal Demand Communication 2 0 1 0 0 2 1 0 0 0
Societal Demand Cultural Diversity 2 2 1 1 0 1 2 0 1 0
Societal Demand Deprivation Status 2 0 1 1 0 0 1 0 0 0
Societal Demand Education 2 0 2 1 0 1 1 0 0 0
Societal Demand Equality 2 0 0 1 0 0 2 0 0 0
Societal Demand Ethnic Diversity 2 2 1 1 0 1 2 0 0 0
Societal Demand Examine Role of Religious Extremism 2 0 0 2 0 0 1 0 0 0
Societal Demand Expert Views 2 2 2 2 2 2 2 2 2 2
Societal Demand Freedom of Expression 2 1 1 1 0 2 1 1 0 0
Societal Demand Health 1 0 0 0 0 0 0 0 0 0
Societal Demand Immigration 2 1 1 1 0 0 2 0 0 0
Societal Demand Local Knowledge 2 2 1 1 2 2 2 1 2 0
Societal Demand Participation 2 2 2 1 0 1 1 1 1 0
Societal Demand Promote Civility 2 1 1 2 1 0 1 0 0 0
Societal Demand Security Culture 2 2 2 2 2 2 2 2 2 2
Societal Demand Social Cohesion 2 1 1 2 1 1 2 1 2 2
Societal Demand Social Inclusion 2 1 1 2 1 1 2 1 2 2
Societal Demand Social Infrastructure Provision 2 0 1 0 1 0 1 0 1 0
Societal Demand Social Mix 2 1 1 1 0 1 2 0 1 0
Societal Demand Social Service Provision 1 0 0 0 0 0 2 0 0 0
Societal Demand Target Social Oriented Stakeholders 2 1 2 2 0 0 1 1 2 2
Urban Environment Accessibility 0 0 0 0 0 0 0 0 1 0
Urban Environment Architecture 0 0 0 0 0 0 0 0 0 0
Urban Environment Combat Urban Decay 1 0 0 0 0 0 0 0 0 0
Urban Environment Diversity of Uses 1 0 0 0 0 0 0 0 0 0
Urban Environment Expert Views 2 1 2 1 1 0 0 1 2 2
Urban Environment Hard Physical Infrastructure 1 0 0 0 0 0 0 1 1 0
Urban Environment Legibility & Ease of Movement 0 0 0 0 0 0 0 0 1 0
Urban Environment Lighting 0 0 0 0 0 0 0 0 0 0
Urban Environment Quality of Public Realm 1 0 2 1 1 1 1 1 1 0
Urban Environment Security by Design 1 0 1 0 0 0 0 2 1 0
Urban Environment Target Relevant Stakeholders 2 1 2 2 1 0 1 1 1 2
Urban Environment Technology: CT Infrastructure CCTV 0 0 0 0 0 0 0 1 1 0
Urban Environment Transport Infrastructure 0 0 1 0 0 0 0 0 1 0
Urban Environment Urban Design 0 0 1 0 0 0 0 0 1 0
Urban Environment Urban Planning 0 0 1 0 0 0 0 0 1 0

77 40 61 53 30 36 49 49 65 55Sum (130)
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Annex 7: Assessment of the 9 FP7 Security projects with 
urban security at their core 

Domains Factors CAPERSECUR-EDVITRUV

P D C P D C P D C
Institutional Anti-corruption 0 0 0 0 0 0 1 1 1
Institutional Collaboration 2 2 2 2 2 2 2 2 2
Institutional Consultation 0 2 2 2 2 2 2 2 2
Institutional Coordinated Policy Approaches 1 1 1 2 2 2 2 2 2
Institutional Innovative Approaches 2 2 2 2 2 2 2 2 2
Institutional Integrated Decision Making 1 2 2 2 2 2 2 2 2
Institutional Interdisciplinary Expertise 2 2 2 2 2 2 1 1 1
Institutional Media Influence on Security Perceptions 0 0 0 0 1 1 2 2 2
Institutional Multi-lateral Responses 1 2 2 2 2 2 1 1 1
Institutional Public Engagement 0 1 1 2 2 2 1 1 1
Institutional Role of Private Security Industry 0 1 1 2 2 2 1 1 1
Institutional Target Institutional Stakeholders 1 1 1 2 2 2 2 2 2
Institutional Transparent Policy Making 1 1 2 2 2 2 2 2 2
Institutional Understand Legal Constraints 0 1 1 1 1 2 2 2 2
Economic Align with Broader Economic Strategy 0 0 0 0 2 2 0 0 0
Economic Emphasise Added Value of Investment in Security 0 1 2 0 2 2 0 0 1
Economic Employment Levels 0 0 0 0 0 0 0 0 0
Economic Expert Views 0 1 1 0 2 2 0 1 1
Economic Highlight Importance of Investment in Security 1 1 1 0 2 2 0 1 1
Economic Income Levels 0 0 0 0 0 0 0 0 0
Economic Investment in Infrastructure 0 1 1 0 2 2 0 0 1
Economic Make Link between Safe Cities and Economic Viability 1 1 1 0 2 2 0 1 1
Economic Multi-sectoral Investment 0 1 1 0 2 2 0 0 0
Economic Recognise Links between Multiple Sectors 0 1 1 0 2 2 0 1 1
Economic Respond to Evolving Security Demands 0 1 2 0 1 2 0 1 2
Economic Socio economic Status 0 1 0 0 0 0 0 0 0
Economic Target Economic Stakeholders 0 1 1 0 2 2 0 0 1
Societal Demand Access to Housing 0 0 0 0 0 0 0 0 0
Societal Demand Civic Pride 0 0 0 0 0 0 0 0 0
Societal Demand Communication 0 0 0 0 0 1 0 2 2
Societal Demand Cultural Diversity 0 0 0 0 0 0 0 0 0
Societal Demand Deprivation Status 0 0 0 0 0 0 0 0 0
Societal Demand Education 0 0 0 0 0 0 0 0 0
Societal Demand Equality 0 0 0 0 0 0 0 0 0
Societal Demand Ethnic Diversity 0 0 0 0 0 0 0 0 0
Societal Demand Examine Role of Religious Extremism 0 0 0 0 0 0 0 0 0
Societal Demand Expert Views 0 1 1 0 2 2 0 1 1
Societal Demand Freedom of Expression 0 0 0 0 0 0 0 0 0
Societal Demand Health 0 0 0 0 0 0 0 0 0
Societal Demand Immigration 0 0 0 0 0 0 0 0 0
Societal Demand Local Knowledge 0 1 1 0 2 2 0 1 2
Societal Demand Participation 0 1 1 0 1 2 0 1 1
Societal Demand Promote Civility 0 0 0 0 0 0 0 0 0
Societal Demand Security Culture 0 1 1 0 2 2 0 2 2
Societal Demand Social Cohesion 0 1 0 0 1 1 0 0 0
Societal Demand Social Inclusion 0 1 0 0 1 1 0 0 0
Societal Demand Social Infrastructure Provision 0 0 0 0 0 0 0 0 0
Societal Demand Social Mix 0 0 0 0 0 0 0 0 0
Societal Demand Social Service Provision 0 0 0 0 0 0 0 0 0
Societal Demand Target Social Oriented Stakeholders 0 1 1 0 1 1 0 1 1
Urban Environment Accessibility 2 2 2 2 2 2 0 0 0
Urban Environment Architecture 2 2 2 2 0 0 0 0 0
Urban Environment Combat Urban Decay 2 2 2 0 0 0 0 0 0
Urban Environment Diversity of Uses 2 2 2 1 1 2 0 0 0
Urban Environment Expert Views 2 2 2 0 2 2 0 1 1
Urban Environment Hard Physical Infrastructure 2 2 2 2 2 2 0 0 0
Urban Environment Legibility & Ease of Movement 2 2 2 2 2 2 0 0 0
Urban Environment Lighting 2 2 2 0 2 2 0 0 0
Urban Environment Quality of Public Realm 2 2 2 0 2 2 0 0 0
Urban Environment Security by Design 2 2 2 0 2 2 0 0 0
Urban Environment Target Relevant Stakeholders 2 2 2 0 2 2 0 1 1
Urban Environment Technology: CT Infrastructure CCTV 0 1 1 0 2 2 1 1 1
Urban Environment Transport Infrastructure 0 1 2 2 2 2 0 0 0
Urban Environment Urban Design 2 2 2 0 2 2 0 0 0
Urban Environment Urban Planning 2 2 2 0 2 2 0 0 0

39 63 64 34 78 83 24 39 44Sum

Review based on following: “Proposed” indicates domain factors covered in the Project Summary, 
“Development” represents project descriptions and documents from during the project e.g. from 
website, “Completion”  domain factors covered in Project Final Summary Report. 
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Domains Factors ANVILSAFIRE VALUESEC

P D C P D C P D C
Institutional Anti-corruption 0 0 0 0 1 1 0 0 0
Institutional Collaboration 1 1 1 0 0 0 1 1 1
Institutional Consultation 0 0 0 1 1 1 0 0 0
Institutional Coordinated Policy Approaches 1 1 1 1 1 1 1 1 1
Institutional Innovative Approaches 2 2 2 0 0 2 0 0 0
Institutional Integrated Decision Making 0 0 0 0 0 0 1 1 1
Institutional Interdisciplinary Expertise 2 2 2 2 2 2 1 1 1
Institutional Media Influence on Security Perceptions 1 1 1 0 0 1 0 0 1
Institutional Multi-lateral Responses 1 1 1 0 0 0 0 2 2
Institutional Public Engagement 1 1 1 0 0 0 0 2 2
Institutional Role of Private Security Industry 1 1 1 0 1 1 1 1 1
Institutional Target Institutional Stakeholders 2 2 2 1 2 2 2 2 2
Institutional Transparent Policy Making 1 1 1 1 1 1 1 1 1
Institutional Understand Legal Constraints 1 1 1 1 1 1 2 2 2
Economic Align with Broader Economic Strategy 0 0 0 2 2 2 1 1 1
Economic Emphasise Added Value of Investment in Security 0 1 1 2 2 2 0 0 1
Economic Employment Levels 0 1 1 0 1 1 0 0 0
Economic Expert Views 0 0 0 2 2 2 0 0 0
Economic Highlight Importance of Investment in Security 0 0 0 1 2 2 0 0 0
Economic Income Levels 0 1 1 0 1 1 0 0 0
Economic Investment in Infrastructure 0 0 0 0 2 2 0 0 0
Economic Make Link between Safe Cities and Economic Viability 0 2 2 1 2 2 1 1 1
Economic Multi-sectoral Investment 0 0 0 0 2 2 0 0 0
Economic Recognise Links between Multiple Sectors 0 1 1 1 2 2 0 0 0
Economic Respond to Evolving Security Demands 0 1 1 1 2 2 0 1 1
Economic Socio economic Status 0 1 1 1 2 2 0 0 0
Economic Target Economic Stakeholders 0 1 1 1 2 2 1 1 1
Societal Demand Access to Housing 0 0 0 0 0 0 0 0 0
Societal Demand Civic Pride 0 1 2 0 0 0 2 2 2
Societal Demand Communication 0 0 1 0 0 0 0 0 0
Societal Demand Cultural Diversity 0 1 1 0 0 0 0 2 2
Societal Demand Deprivation Status 0 1 1 0 0 0 0 0 0
Societal Demand Education 0 1 2 0 0 0 0 0 0
Societal Demand Equality 0 1 1 0 0 0 0 0 0
Societal Demand Ethnic Diversity 0 1 1 0 0 0 0 2 2
Societal Demand Examine Role of Religious Extremism 2 2 2 0 0 0 0 0 0
Societal Demand Expert Views 2 2 2 2 2 2 2 2 2
Societal Demand Freedom of Expression 1 1 1 0 0 0 0 1 1
Societal Demand Health 0 0 0 0 0 0 0 0 0
Societal Demand Immigration 0 1 1 0 0 0 0 1 1
Societal Demand Local Knowledge 0 1 2 0 0 0 0 2 2
Societal Demand Participation 0 1 1 0 0 0 0 2 2
Societal Demand Promote Civility 0 2 2 0 0 0 0 1 1
Societal Demand Security Culture 0 2 2 1 2 2 2 2 2
Societal Demand Social Cohesion 2 2 2 1 1 1 1 1 1
Societal Demand Social Inclusion 2 2 2 1 1 1 1 1 1
Societal Demand Social Infrastructure Provision 0 0 0 0 0 0 0 0 0
Societal Demand Social Mix 0 1 2 0 0 0 0 1 1
Societal Demand Social Service Provision 0 0 1 0 0 0 0 0 0
Societal Demand Target Social Oriented Stakeholders 0 2 2 1 1 1 1 1 1
Urban Environment Accessibility 0 0 0 0 0 0 0 0 0
Urban Environment Architecture 0 0 0 0 0 0 0 0 0
Urban Environment Combat Urban Decay 0 0 0 0 1 1 0 0 0
Urban Environment Diversity of Uses 0 0 0 0 0 0 0 0 0
Urban Environment Expert Views 0 1 1 0 0 0 0 1 1
Urban Environment Hard Physical Infrastructure 0 0 0 0 1 1 0 0 0
Urban Environment Legibility & Ease of Movement 0 0 0 0 0 0 0 0 0
Urban Environment Lighting 0 0 0 0 0 0 0 0 0
Urban Environment Quality of Public Realm 0 1 1 0 2 2 0 0 0
Urban Environment Security by Design 0 0 0 0 1 1 0 0 0
Urban Environment Target Relevant Stakeholders 0 2 2 0 1 1 0 1 1
Urban Environment Technology: CT Infrastructure CCTV 0 0 0 0 1 1 0 0 0
Urban Environment Transport Infrastructure 0 0 0 0 1 1 0 0 0
Urban Environment Urban Design 0 0 0 0 1 1 0 0 0
Urban Environment Urban Planning 0 0 0 0 1 1 0 0 0

23 52 58 25 51 54 22 41 43Sum

Review based on following: “Proposed” indicates domain factors covered in the Project Summary, 
“Development” represents project descriptions and documents from during the project e.g. from 
website, “Completion”  domain factors covered in Project Final Summary Report. 



127 

Domains Factors INDECTASSERT CPSI

P D C P D C P D C
Institutional Anti-corruption 0 0 0 0 0 0 0 0 1
Institutional Collaboration 2 2 2 1 1 1 1 1 1
Institutional Consultation 2 2 2 1 1 1 1 1 1
Institutional Coordinated Policy Approaches 2 2 2 0 0 0 1 1 1
Institutional Innovative Approaches 2 2 2 1 1 1 2 2 2
Institutional Integrated Decision Making 2 2 2 0 0 0 0 1 1
Institutional Interdisciplinary Expertise 2 2 2 2 2 2 2 2 2
Institutional Media Influence on Security Perceptions 0 0 0 2 2 2 0 0 0
Institutional Multi-lateral Responses 1 1 1 0 0 0 1 1 1
Institutional Public Engagement 0 1 1 2 2 2 0 1 1
Institutional Role of Private Security Industry 0 1 1 0 0 0 0 1 1
Institutional Target Institutional Stakeholders 2 2 2 2 2 2 2 2 2
Institutional Transparent Policy Making 2 2 2 1 1 1 2 2 2
Institutional Understand Legal Constraints 1 1 1 1 1 1 2 2 2
Economic Align with Broader Economic Strategy 0 1 1 0 0 0 0 0 0
Economic Emphasise Added Value of Investment in Security 0 0 0 0 0 0 0 1 1
Economic Employment Levels 0 0 0 0 0 0 0 0 0
Economic Expert Views 0 2 2 0 0 0 0 0 1
Economic Highlight Importance of Investment in Security 0 0 0 0 0 0 0 0 0
Economic Income Levels 0 0 0 0 0 0 0 0 0
Economic Investment in Infrastructure 0 0 0 0 0 0 0 0 0
Economic Make Link between Safe Cities and Economic Viability 0 1 1 0 2 2 0 1 1
Economic Multi-sectoral Investment 0 0 0 0 0 0 0 0 0
Economic Recognise Links between Multiple Sectors 0 1 1 1 1 1 0 0 0
Economic Respond to Evolving Security Demands 0 0 0 0 0 0 0 0 0
Economic Socio economic Status 0 2 2 0 1 1 0 0 0
Economic Target Economic Stakeholders 0 1 1 0 0 0 0 0 0
Societal Demand Access to Housing 0 0 0 0 0 0 0 0 0
Societal Demand Civic Pride 0 1 1 0 1 1 0 0 0
Societal Demand Communication 1 1 1 0 2 2 0 0 0
Societal Demand Cultural Diversity 0 1 1 0 1 1 0 0 0
Societal Demand Deprivation Status 0 1 1 0 0 0 0 0 0
Societal Demand Education 0 2 2 0 1 1 0 0 0
Societal Demand Equality 0 0 0 0 0 0 0 0 0
Societal Demand Ethnic Diversity 0 1 1 1 1 1 0 0 0
Societal Demand Examine Role of Religious Extremism 0 0 0 0 0 0 0 0 0
Societal Demand Expert Views 0 2 2 0 2 2 0 0 0
Societal Demand Freedom of Expression 0 1 1 0 2 2 0 1 1
Societal Demand Health 0 0 0 0 0 0 0 0 0
Societal Demand Immigration 0 1 1 0 0 0 0 0 0
Societal Demand Local Knowledge 0 1 1 0 2 2 0 0 0
Societal Demand Participation 0 2 2 1 1 1 0 1 1
Societal Demand Promote Civility 0 1 1 0 0 0 0 0 0
Societal Demand Security Culture 0 2 2 0 2 2 1 2 2
Societal Demand Social Cohesion 0 1 1 0 1 1 0 1 1
Societal Demand Social Inclusion 0 1 1 0 1 1 0 1 1
Societal Demand Social Infrastructure Provision 0 1 1 0 0 0 0 0 0
Societal Demand Social Mix 0 1 1 0 1 1 0 0 0
Societal Demand Social Service Provision 0 0 0 0 0 0 0 0 0
Societal Demand Target Social Oriented Stakeholders 0 2 2 0 0 0 0 1 1
Urban Environment Accessibility 0 0 0 0 0 0 0 0 0
Urban Environment Architecture 0 0 0 0 0 0 0 0 0
Urban Environment Combat Urban Decay 0 0 0 0 0 0 0 0 0
Urban Environment Diversity of Uses 0 0 0 0 0 0 0 0 0
Urban Environment Expert Views 2 2 2 0 0 0 1 1 1
Urban Environment Hard Physical Infrastructure 0 0 0 0 0 0 0 0 0
Urban Environment Legibility & Ease of Movement 0 0 0 0 0 0 0 1 1
Urban Environment Lighting 0 0 0 0 0 0 0 0 0
Urban Environment Quality of Public Realm 0 2 2 0 1 1 2 2 2
Urban Environment Security by Design 1 1 1 0 0 0 1 1 1
Urban Environment Target Relevant Stakeholders 0 2 2 0 0 0 0 0 0
Urban Environment Technology: CT Infrastructure CCTV 0 0 0 0 0 0 2 2 2
Urban Environment Transport Infrastructure 1 1 1 0 0 0 0 1 1
Urban Environment Urban Design 1 1 1 0 0 0 0 0 0
Urban Environment Urban Planning 1 1 1 0 0 0 0 0 0

25 61 61 16 36 36 21 34 36Sum

Review based on following: “Proposed” indicates domain factors covered in the Project Summary, 
“Development” represents project descriptions and documents from during the project e.g. from 
website, “Completion” domain factors covered in Project Final Summary Report. 
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Annex 8: EU co-funded research, development and 
innovation project profiles 

The project profiles have been gathered from the project websites referenced in the profiles, 
predominantly from the European Commission CORDIS website at: 

http://cordis.europa.eu/home_en.html 

By accessing the project profiles on valid web links, each project should be available. 

The projects are listed alphabetically.  



23.10.2014 European Commission : CORDIS : Projects and Results : ATHENA

http://cordis.europa.eu/project/rcn/111205_en.html 1/3

Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
ATHENA

Total cost:

EUR 5 436 445

EU contribution:

EUR 2 631 592

Coordinated in:

United Kingdom

Subprogramme:

SEC-2012.6.1-3 - Use of new communication/social media in

crisis situations - Capability Project or Coordination and

Support Action

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

POLICE AND CRIME COMMISSIONER FOR WEST YORKSHIRE United Kingdom

ATHENA
Project reference: 313220
Funded under: FP7-SECURITY 

ATHENA 

From 2013-12-01 to 2016-11-30 | ATHENA Website

Project details

Objective

The ATHENA project brings together major user communities with world leading experts in crisis management and experts and
technology developers of mobile and social media use and development. The goal of the ATHENA project is to deliver two major
outputs that will enable and encourage users of new media to contribute to the security of citizens in crisis situations and for
search and rescue actions:
• First, a set of best practice guidelines for LEAs, police, first responders and citizens for the use of new media, supporting tools
and technologies in crisis situations
• Second, a suite of prototype software tools to enhance the ability of LEAs, police, first responders and citizens in their use of
mobile and smart devices in crisis situations
This project will explore how the huge popularity of new communication media, particularly web-based social media such as
Twitter and Facebook, and the prolific use of high-tech mobile devices, can be harnessed to provide efficient and effective
communication and enhanced situational awareness during a crisis.
The ATHENA system is a crisis communication and management system that encourages and enables the public to participate, in
an ethical way, in the process of emergency communication to contribute to the security of the citizen in crisis situations and for
search and rescue actions. ATHENA makes use of new social media and high tech mobile devices to efficiently and effectively
acquire, analyse and disseminate crisis information and intelligence that is appropriate and useful to LEAs/police/first
responders and the public.

Coordinator

LABURNUM ROAD 
WAKEFIELD, United Kingdom

Administrative contact: Andrew Staniforth
Tel.: +44 113 3954273
E-mail

Expand / Contract(-)
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http://cordis.europa.eu/project/rcn/111205_en.html 2/3

WEST YORKSHIRE POLICE AUTHORITY United Kingdom

INTERNATIONAL ORGANIZATION FOR MIGRATION Belgium

SHEFFIELD HALLAM UNIVERSITY United Kingdom

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E.V

Germany

SAS SOFTWARE LIMITED United Kingdom

MUNICIPALITY OF LJUBLJANA Slovenia

THALES NEDERLAND BV Netherlands

UNIVERSITY OF VIRGINIA United States

FÖRSVARSHÖGSKOLAN, SWEDISH NATIONAL DEFENCE COLLEGE Sweden

Participants

Laburnum Road 
Wakefield, United Kingdom

Administrative contact: Andrew Staniforth
Tel.: +44 113 3954273
E-mail

ROUTE DES MORILLONS 17 
GENEVE 19, Belgium

Administrative contact: Clarissa Azkoul
Tel.: +44 2078116060
E-mail

HOWARD STREET 
SHEFFIELD, United Kingdom

Administrative contact: Yates Simeon
Tel.: +44 114 225 6775
E-mail

Hansastrasse 27C 
MUENCHEN, Germany

Administrative contact: Andrea Zeumann
Tel.: +49 89 1205 2723
E-mail

HENLEY ROAD WITTINGTON HOUSE 
MARLOW, United Kingdom

Administrative contact: Paul Gillies
Tel.: +44 1355 276149
E-mail

MESTNI TRG 1 
LJUBLJANA, Slovenia

Administrative contact: Robert Kus
Tel.: +38 6130 64330
E-mail

Zuidelijke Havenweg, 40 
HENGELO OV, Netherlands

Administrative contact: Ronald Alexander Van Der Laan
Tel.: +31 7424 82942
Fax: +31 7424 84126
E-mail

Office of Sponsored Programs, Emmet Street 1001 
Charlottesville, United States

Administrative contact: Greg Saathoff
Tel.: +1 434 243 9458
E-mail

Drottning Kristinas Väg 37 
Stockholm, Sweden
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EPAM SYSTEMS (NORDIC) AB Sweden

IZMIR BUYUKSEHIR BELEDIYESI Turkey

RESEARCH IN MOTION LIMITED Canada

EPIDEMICO LTD Ireland

Administrative contact: Anna Fornstedt Hellberg
Tel.: +46 8553 42771
E-mail

BOX 7315 
STOCKHOLM, Sweden

Administrative contact: Stephen Bannister
Tel.: +46 7430 36332
E-mail

CUMHURIYET BULVARI 1 KONAK 
IZMIR, Turkey

Administrative contact: Ismail Seyhan Totuk
Tel.: +90 2322 931074
Fax: +90 2322 934023
E-mail

PHILLIP STREET 295 
WATERLOO ONTARIO, Canada

Administrative contact: Elizabeth Kanter
Tel.: +15 1988 87465
E-mail

RBK HOUSE IRISHTOWN 
ATHLONE WESTMEATH, Ireland

Administrative contact: John Brownstein
Tel.: +12036754979
E-mail

Subjects

Scientific Research

Record Number: 111205 / Last updated on: 2014-09-10 Last updated on 2014-09-10
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Evidence based policy for post crisis stabilization: bridging the gap

Total cost:

EUR 4 080 027

EU contribution:

EUR 3 250 000

Coordinated in:

Belgium

Subprogramme:

SEC-2013.4.3-1 - Shaping immediate relief action in line with

the goals of development co-operation in post crisis / post

conflict societies to maintain stability  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

CAERUS
Project reference: 607960
Funded under: FP7-SECURITY 

Evidence based policy for post crisis stabilization: bridging the gap

From 2014-03-01 to 2017-02-28

Project details

Objective

The CAERUS consortium aims to identify humanitarian relief actions that pave the way for human development and stability in
post-conflict societies. Why have some countries successfully escaped the cycle of violence and conflict where others seem to be
trapped? What has been the specific role of national, international and particularly European post-conflict relief action and
development cooperation in these cases?

This project will undertake humanitarian policy analysis on a global and regional scale, examining ways in which these policies
support or undermine development and international security. It will also implement population-based studies in key crises-
affected areas to obtain field evidence.

Research will focus on health and educational policies. Many crises and conflicts entail a substantial degradation in human and
social capital, creating barriers to post-conflict recovery and stabilization. The instant re-establishment of access to primary and
secondary education, as well as to basic health services, is vital as these are tangible peace dividends. Offering young people real
opportunities aside from warfare, and lowering the burden of disease and mortality in war-torn populations dries up the
breeding ground of violence and conflict. Moreover, it potentially lowers migratory pressure towards the European Union from
post-conflict societies.

In addition, the CAERUS project seeks to detect barriers to provision of basic services in post-conflict settings. It will also assess
how European technologies, especially field telecommunications and mobile laboratory capacities, can be used to increase
timeliness and effectiveness of service provision in remote areas. These activities will, at the same time, increase European
capacities to respond to outbreaks of rare and emerging diseases with pandemic potential.

The consortium involves partners from Belgium, Norway, the Netherlands, Austria, United Kingdom and India.

Coordinator

Expand / Contract(-)
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UNIVERSITE CATHOLIQUE DE LOUVAIN Belgium

FORSKNINGSSTIFTELSEN FAFO Norway

EUROPEAN CENTRE FOR DEVELOPMENT POLICY MANAGEMENT Netherlands

NORSK INSTITUTT FOR LUFTFORSKNING Norway

PARIS-LODRON-UNIVERSITAT SALZBURG Austria

THE ROYAL INSTITUTE OF INTERNATIONAL AFFAIRS United Kingdom

JADAVPUR UNIVERSITY India

Place De L'Universite 1 
LOUVAIN-LA-NEUVE, Belgium

Administrative contact: Debarati Guha
Tel.: +32 27643327
Fax: +32 764 34 41
E-mail

Participants

BORGGATA 2B 
OSLO, Norway

Administrative contact: Jon Pedersen
Tel.: +47 22088610
E-mail

ONZE LIEVE VROUWEPLEIN 21 
MAASTRICHT, Netherlands

Administrative contact: Volker Hauck
Tel.: +31 433502907
Fax: +31 433502902
E-mail

Instituttveien 18 
KJELLER, Norway

Administrative contact: Mike Kobernus
Tel.: +4763898218
E-mail

KAPITELGASSE 4-6 
SALZBURG, Austria

Administrative contact: Stefan Lang
Tel.: +43 66280447562
Fax: +43 66280447560
E-mail

ST JAMES'S SQUARE 10 
LONDON, United Kingdom

Administrative contact: Paul Curtin
Tel.: +44 207 957 5706
E-mail

RAJA S C MALLICK ROAD JADAVPUR 188 
KOLKATA, India

Administrative contact: Tuhin Das
Tel.: +919836986615
E-mail

Subjects

Safety

Record Number: 185505 / Last updated on: 2014-07-17 Last updated on 2014-07-17
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Creating an Agenda for Research ON Transportation sEcuity

Total cost:

EUR 1 376 462

EU contribution:

EUR 1 256 870

Coordinated in:

Germany

Subprogramme:

SEC-2013.2.2-1 - A research agenda for security issues on

land transport  Coordination and Support Action

(Coordinating Action)

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CSA-CA - Coordination (or networking) actions

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

CARONTE
Project reference: 606967
Funded under: FP7-SECURITY 

Creating an Agenda for Research ON Transportation sEcuity

From 2014-09-01 to 2016-02-29

Project details

Objective

Easy, efficient, safe and secure transportation is a core factor for European growth, collaboration and employment and therefor
an item in the Europe 2020 strategy. Land transportation has two main challenges concerning security: avoiding interrupts of
transport itself to assure the flow of freight and passengers to guarantee supply of the population and avoiding that
transportation modes themselves become a mean for attacks. The future research agenda for security in land transport which
CARONTE will provide, focuses on core relevant gaps caused by emerging risks and will avoid doubling in research. For this
CARONTE will provide answers to the question of what type of security related projects should be planned in the future,
considering the current state of the art and existing research projects. It will cover all threats (including cyber-crime) and security
aspects for all land transportation modes, respecting fundamental human rights and privacy. The step by step method includes
analyzing the state of the art and emerging risks, identification of gaps, analyses and assessments of potential solutions and the
research agenda.
The CARONTE consortium consists of universities and research institutes, providing well experiences (research and consultancy)
in transportation, logistics, infrastructure management and security. The partners are aware of practical needs and frames in
land transport, and security as well as ethic, social and privacy aspects. As the partners come from neutral organizations,
remaining neutrality concerning the project findings is guaranteed. Results which may mainly cover private interests are
prohibited. This leads to a balanced and efficient research agenda. To ensure practical use and acceptance of the final
recommendations, end-users (transportation companies, infrastructure managers, terminal operators, customs etc.) and the
suppliers of security and transportation equipment will be integrated through a High Level Advisory Board.

Coordinator

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Walter Krause
Tel.: +49 89 12052713
Fax: +49 89 12057534

Expand / Contract(-)
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AIT AUSTRIAN INSTITUTE OF TECHNOLOGY GMBH Austria

IRKS RESEARCH GMBH Austria

LOUGHBOROUGH UNIVERSITY United Kingdom

SECEUR SPRL Belgium

FUNDACION TECNALIA RESEARCH & INNOVATION Spain

SZECHENYI ISTVAN UNIVERSITY Hungary

INSTITUT FRANCAIS DES SCIENCES ET TECHNOLOGIES DES TRANSPORTS,
DE L'AMENAGEMENT ET DES RESEAUX

France

INSTITUTO TECNOLOGICO DEL EMBALAJE, TRANSPORTE Y LOGISTICA Spain

E-mail

Participants

Donau-City-Strasse 1 
WIEN, Austria

Administrative contact: Felix Schröpfer
Tel.: +43 50550 2069
Fax: +43 50550 2097
E-mail

Museumstrasse 5 
WIEN, Austria

Administrative contact: Reinhard Kreissl
Tel.: +431526151621
E-mail

Ashby Road 
LOUGHBOROUGH, United Kingdom

Administrative contact: Christopher Malins
Tel.: +44 1509 222421
E-mail

Rue de la Loi 235 
BRUXELLES, Belgium

Administrative contact: Brooks Tigner
Tel.: +32 2 2301162
E-mail

PARQUE TECNOLOGICO DE MIRAMON PASEO MIKELETEGI 2 
DONOSTIA-SAN SEBASTIAN, Spain

Administrative contact: Nieves Murillo
Tel.: +34 943 105 115
Fax: +34 901 706 009
E-mail

EGYETEM TER 1 
GYOR, Hungary

Administrative contact: Peter Nemeth
Tel.: +36 306409417
Fax: +36 96503498
E-mail

CITE DESCARTES - BOULEVARD ISAAC NEWTON - CHAMPS SUR MARNE 14 -20 
MARNE LA VALLEE, France

Administrative contact: Fabienne Molinari
Tel.: +33 4 72 14 23 33
Fax: +33 320438398
E-mail

Calle Albert Einstein. Parque Tecnológico. 1 
Paterna, Spain

Administrative contact: Ana Viñas Ruiz
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VYSOKA SKOLA BEZPECNOSTNEHO MANAZERSTVA V KOSICIACH
NEZISKOVA ORGANIZACIA

Slovakia

EURNEX E V Germany

Tel.: +34961820113
E-mail

KUKUCINOVA 17 
KOSICE JUH, Slovakia

Administrative contact: Ludovit Nad
Tel.: +421 911635158
E-mail

HUBERTUSALLEE 29 
BERLIN, Germany

Administrative contact: Wolfgang Steinicke
Tel.: +49 3031997021
Fax: +49 3031997021
E-mail

Subjects

Safety

Record Number: 191273 / Last updated on: 2014-08-08 Last updated on 2014-08-08
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Modelling of dependencies and cascading effects for emergency management in crisis
situations

Total cost:

EUR 4 626 904

EU contribution:

EUR 3 594 938

Coordinated in:

Sweden

Subprogramme:

SEC-2013.4.1-2 - Better understanding of the cascading effect

in crisis situations in order to improve future response and

preparedness and contribute to lower damages and other

unfortunate consequences  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

SP SVERIGES TEKNISKA FORSKNINGSINSTITUT AB Sweden

CASCEFF
Project reference: 607665
Funded under: FP7-SECURITY 

Modelling of dependencies and cascading effects for emergency management in
crisis situations

From 2014-04-01 to 2017-03-31

Project details

Objective

Escalating incidents in complex environments can lead to severe cascading effects and quickly become extremely difficult for
emergency services to handle. Such incidents can have enormous consequences with respect to life, property and the
environment and for both infrastructure and the general public. These consequences can in many situations have both direct and
indirect effects, not only in the immediate surrounding geographical area but also across very large areas, potentially extending
across borders.
CascEff will improve our understanding of cascading effects in crisis situations through the identification of initiators,
dependencies and key decision points. These will be developed in the methodological framework of an Incident Evolution Tool
which will enable improved decision support, contributing to the reduction of collateral damages and other unfortunate
consequences associated with large crises. Use of the Incident Evolution Tool will be demonstrated through its implementation
into three different incident management and training platforms representing different end users in the project.
The work proposed in this project will significantly improve the ability of Incident Commanders to manage complex incidents by
improving our understanding of initiators, dependencies and key decision points through the use of the proposed Incident
Evolution Tool. This will introduce additional information and decision support into the incident management process, beyond
the knowledge available from experience alone by introducing a number of alternative options for response strategy. This tool
will be run a priori for bespoke crisis originators identified during the project and will include multiple timelines as well as
physics based representations of the environment and the impact of decisions on the mitigation of cascading effects.

Coordinator

BRINELLGATAN 4 
BORAS, Sweden

Expand / Contract(-)
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LUNDS UNIVERSITET Sweden

MYNDIGHETEN FOR SAMHALLSSKYDD OCH BEREDSKAP Sweden

UNIVERSITEIT GENT Belgium

INSTITUT NATIONAL DE L ENVIRONNEMENT ET DES RISQUES INERIS France

SERVICE PUBLIC FEDERAL INTERIEUR Belgium

SAFETY CENTRE EUROPE BVBA Belgium

UNIVERSITE DE LORRAINE France

UNIVERSITY OF LEICESTER United Kingdom

Administrative contact: Anders Lönnermark
Tel.: +46 105165691
E-mail

Participants

Paradisgatan 5c 
LUND, Sweden

Administrative contact: Kurt Petersen
Tel.: +46 462227361
Fax: +46 462224612
E-mail

KAROLINEN 
KARLSTAD, Sweden

Administrative contact: Marie Norrby
Tel.: +46 102405168
E-mail

SINT PIETERSNIEUWSTRAAT 25 
GENT, Belgium

Administrative contact: Nathalie Vandepitte
Tel.: +32 92643029
Fax: +3292643583
E-mail

Parc Technologique Alata 
VERNEUIL EN HALATTE, France

Administrative contact: Valerie Mahieux
Tel.: +33 6344556563
E-mail

RUE DE LOUVAIN 1 
BRUSSELS, Belgium

Administrative contact: Christiaan Roets
Tel.: +32 2 5002585
Fax: +32 2 5002135
E-mail

NOORDERLAAN 133 
ANTWERPEN, Belgium

Administrative contact: Gaby Verheyen
Tel.: +32 35418941
E-mail

COURS LEOPOLD 34 
NANCY CEDEX, France

Administrative contact: Brigitte Siatka
Tel.: +33 355662851
E-mail

University Road 
LEICESTER, United Kingdom

Administrative contact: Marie Adams



24.9.2014 European Commission : CORDIS : Projects and Results : Modelling of dependencies and cascading effects for emergency management in…

http://cordis.europa.eu/project/rcn/185490_en.html 3/3

NORTHAMPTONSHIRE COUNTY COUNCIL United Kingdom

E-SEMBLE BV Netherlands

Tel.: +44 116 252 2783
Fax: +44 116 252 2028
E-mail

COUNTY HALL 
NORTHAMPTON, United Kingdom

Administrative contact: Philip Pells
Tel.: +44 604797148
Fax: +44 604797140
E-mail

PAPSOUWSELAAN 119 T 
DELFT, Netherlands

Administrative contact: Joost Beerthuis
Tel.: +31152125276
E-mail

Subjects

Safety

Record Number: 185490 / Last updated on: 2014-07-17 Last updated on 2014-07-17
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See list of good practices

CATCH_MR

Project Details
Title: Cooperative approaches to transport challenges in Metropolitan Regions
Priority: 2: Environment and risk prevention
Theme: Energy and sustainable transport

Type of intervention
Type of intervention: 1: Regional Initiative Project
Mini-programme: No
Duration: 1st Jan 2010 - 31st Dec 2012
Website: http://www.catch-mr.eu 

Budget
Total budget: 2.004.601,96 €
ERDF contribution: 1.394.002,67 €

Lead partner
Joint Spatial Planning Department Berlin-Brandenburg
Lindenstrasse 34a
14467, Potsdam
GERMANY

Click for contact details

Project summary
CATCH_MR will explore and adapt sustainable transport solutions for metropolises and their regions.12 partners will take part in the project, representing 7
Metropolitan Regions (MRs): Oslo/Akershus (NO), Gothenburg Region (SE), Berlin-Brandenburg (GE), Vienna/Lower Austria (AU), Ljubljana Urban Region (SL),
Budapest/Central Hungarian Region (H), Province of Rome/Lazio Region (I). Efficient, reliable and sustainable transport is a key precondition for economic
growth. This is a major challenge for MRs. As major transport-nodes, the MRs handle large volumes of local, regional and international traffic. At the same time,
the MRs are strongly aware of the urgency to develop patterns and forms of transport which have less impact on the environment. The overall objective for
CATCH_MR is to promote sustainable transport solutions across whole MRs. This means both reducing transport needs without impairing mobility, and increasing
the share of environmentally friendly transport.

The partners intend to work systematically towards this goal through three consecutive sub-objectives:

- reducing the need to travel within the regions through coordinating transport and land-use

- increasing the share of public transport

- increasing use of renewable energy in transport

The partners aim to work towards these objectives by identifying and promoting good practice by:

- understanding urban sprawl and achieving new planning solutions

- promoting public transport by new frameworks (eg. incentives and disincentives)

- promoting the substitution of fossil-based fuel with affordable technology and the necessary infrastructure

- connecting regional and metropolitan transport policies (through governance, joint funding & implementation)

These fields are strongly interdependent and should not be addressed in isolation. In the partners’ view, better solutions for the MRs as whole can be achieved
through integrated approaches involving both the

cities and their surrounding regions. The core activities will be seven peer workshops and exchange visits. Each MR will host a workshop and address topics where
they have particularly knowledge and experience. The hosting region will be supported in each case by 2 other MRs. Practical experience will be presented and
discussed at each workshop, examples of good practice highlighted, and policy advice developed. Recommendations may be generally applicable, or adapted to
suite specific situations in each MR.

 

The results of Catch_MR will be presented at a final conference which will be open to a wider audience. A "Guide on efficient mobility and sustainable growth in
Metropolitan Regions” will be a principle output from the project. It will cover both the results of the workshops and policy advice, which will be transferable to
other MRs. Recommendations from each of the workshops will also be summarised. Results will be disseminated by newsletters as wells as on a project website.

Project achievements
12 partners from the Metropolitan Regions of the Capital Region BerlinBrandenburg (Lead Partner), Oslo/Akershus, Gothenburg, Vienna Metropolitan Region,
Central Hungary, Ljubljana Urban Region and the Province of Rome cooperate in the INTERREG IV C project Catch-MR, which is implemented from 01/2010 until
12/2012.

 

The project aims at the improvement of the quality of life and the competitiveness of the participating Metropolitan Regions through the strengthening of efficient
and environmentally-friendly passenger transport services. The partners exchange experiences about good models of sustainable land use and transport
development and investigate their transferability. Key questions are: How can passenger transport between metropolis and its surrounding region be reduced
without restricting mobility? How do alternatives to an own car become attractive? How can the portion of environmentally-friendly technologies be increased in
the field of transport?

Since March 2010 the partners of Catch-MR realised seven thematic workshops. The first and second workshop focused on the topic of "Transport and land use
planning": "Achieving new planning solutions" in June 2010 in Gothenburg and "Understanding urban sprawl" in September/October 2010 in Vienna/Lower Austria.
The third and fourth workshop focused on the topic of "Encouraging more use of public transport": "Intermodality, Park+Ride" in November 2010 in Budapest and
"Charging road users" in March 2011 in Oslo/Akershus. As result of these workshops 15 good practices were identified, and the most relevant ones were delivered to
the IVC good practice database.
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The fifth and sixth workshop focused on the topic of "Renewable energy in transport": "Affordable technology" in September 2011 in Rome/Lazio and "Developing
the infrastructure" in March 2012 in Berlin-Brandenburg. As result of these workshops 9 good practices were identified:

(1) Electric cars and their privileges in Oslo/Akershus

(2) Electric feeder bus using induction technology in Gothenburg

(3) BeMobility platform for integrated mobility in Berlin-Brandenburg

(4) Biogas from waste for public transport and (5) different technologies in sustainable mobility in Rome

(6) Introduction of innovative technologies in bus fleet in Oslo/Akershus

(7) Intermodal traveller information in Vienna/Lower Austria

(8) GE Biogas Vision in Gothenburg

(9) Hybrid energy plant and power storage in the gas grid in Berlin-Brandenburg

 

Each of the workshops was accompanied by site visits, which provided insights into the local conditions e.g. regarding the regional management of land use, the
problems of intermodality in post-socialist urban environments or demonstration projects for the use of renewable energy.

With the seventh workshop on the topic of "Connecting local and regional policies" in May 2012 in Ljubljana the partners entered into the final phase of the
project, aimed at the collection and evaluation of results of the exchange of experiences and the preparation of the final publication.

 

Activities aimed at communication and dissemination were continued through the organisation of dissemination workshops with local stakeholders in Vienna/Lower
Austria and Ljubljana. The next editions of the newsletter were published, and a presentation was held at the Annual meeting of the Association of American
Geographers in February 2012 in New York. A joint series of scientific articles was published in the Regions magazine.

 

The next - and final - event will be the final conference of the project on 15 November 2012 in Rome, focusing on "Efficient and sustainable mobility in
Metropolitan Regions". For more information please take a look at the website www.catch-mr.eu.

Partnership
Institution, Town Country Region Contact details

Joint Spatial Planning Department Berlin-Brandenburg, Potsdam GERMANY Brandenburg -
Südwest

+49 (0)331 8668740
f

Municipality of the City of Budapest, Budapest HUNGARY Kozep-Magyarorszag +361 999 82 89

Budapest Transport Association Co., Budapest HUNGARY Kozep-Magyarorszag +36 1 413 4798

City of Oslo, Department for Environmental Affairs and Transport, Oslo NORWAY +47 2346 1371

Akershus County Council, Department of Regional Development, Oslo NORWAY +47 22 055653
l

Vienna City Administration, Municipal Department 18, Vienna AUSTRIA Wien +43 1 4000 88833

Government of Lower Austria, Department for Spatial Planning and Regional Policy, St.
Pölten

AUSTRIA Niederösterreich +43 2742 9005 155 73

Province of Rome, Roma ITALY Lazio +39 06 6766 7613

BIC Lazio SpA – Enterprise Europe Network, Roma ITALY Lazio +39 06 8036 8256

The Göteborg Region Association of Local Authorities (GR), Gothenburg SWEDEN Västsverige +46 31 335 5121

Regional Development Agency of the Ljubljana Urban Region, Ljubljana SLOVENIA Zahodna Slovenija +386 1 306 1914

Scientific Research Centre of the Slovenian Academy of Sciences and Arts, Ljubljana SLOVENIA Zahodna Slovenija +386 1 470 6350

BKK Integrated transport-organising authority of Budapest, Budapest HUNGARY Kozep-Magyarorszag +36 30 774 1133

Location

Kartendaten © 2014 3D RealityMaps, DLR, GeoBasis-DE/BKG (©2009), GoogleBasis-DE/BKG (©2009), GoogleFehler bei Google Maps melden

f

The fifth and sixth workshop focused on the topic of "Renewable energy in transport": "Affordable technology" in September 2011 in Rome/Lazio and "Developing
the infrastructure" in March 2012 in Berlin-Brandenburg. As result of these workshops 9 good practices were identified:
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Critical Infrastructure Preparedness and Resilience Research Network

Total cost:

EUR 7 663 168

EU contribution:

EUR 6 569 842

Coordinated in:

Germany

Subprogramme:

SEC-2012.7.4-2 - Networking of researchers for a high level

multi-organisational and cross-border collaboration -

Network of Excellence

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

NoE - Networks of Excellence

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

CIPRNET
Project reference: 312450
Funded under: FP7-SECURITY 

Critical Infrastructure Preparedness and Resilience Research Network 

From 2013-03-01 to 2017-02-28

Project details

Objective

The Critical Infrastructure Preparedness and Resilience Research Network or CIPRNet establishes a Network of Excellence in
Critical Infrastructure Protection (CIP) R&D for a wide range of stakeholders including (multi)national emergency management,
critical infrastructure (CI) operators, policy makers, and the society.
CIPRNet builds a long-lasting, durable virtual centre of shared and integrated knowledge and expertise in CIP and CI MS&A
(Modelling, Simulation and Analysis) by integrating part of the resources of the CIPRNet partners and their R&D activities
acquired in more than 50 EU co-funded projects. This centre will form the foundation for the European Infrastructures
Simulation & Analysis Centre (EISAC) by 2020.
CIPRNet will strengthen and structure the European Research Area on CIP by using its network to outreach and link isolated
research kernels and adjacent R&D areas. Activities include training and the ‘ask the CIPRNet expert’ service to find and access
the right pockets of CIP expertise in Europe. Moreover, CIPRNet enhances the resilience of CI in Europe by improving the
knowledge and understanding, preparation and mitigation of CI disruptions and their consequences.
The CIPRNet Joint Programme of Activities (JPA) integrates and makes complementary use of CIP and related knowledge,
expertise, and resources (e.g., tools, methods, top experts and other staff) of the partners. The JPA forms the stepping stone for
the development of the long-lasting cooperation and integration of R&D activities of the partners. The European CIP innovation
process is boosted as substantial resources are integrated and focussed on the creation of added-value decision-support
capabilities for (multi)national emergency management and CI owners. These capabilities provide timely, actionable, risk-
informed CIP analyses and strategies that support the preparation for, response to, and recovery from major CI disruptions. The
interest in CIPRNet is shown by 24 letters of support.

Coordinator

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Elke Rupp
Tel.: +49 89 1205 2733

Expand / Contract(-)
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AGENZIA NAZIONALE PER LE NUOVE TECNOLOGIE,L'ENERGIA E LO
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E-mail
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E-mail
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CitInES
Project reference: 288295
Funded under: FP7-ICT

CitInES Logo
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Design of a decision support tool for sustainable, reliable and cost-effective energy 
strategies in cities and industrial complexes

From 2011-10-01 to 2014-03-31

Project details

Total cost:

EUR 2 852 676

EU contribution:

EUR 2 024 968

Coordinated in:

France

Subprogramme:

ICT-2011.6.2 - ICT systems for Energy Efficiency

Call for proposal:

FP7-ICT-2011-7

Funding scheme:

CP - Collaborative project (generic)

Objective

The overall objective of CitInES is to design and demonstrate a multi-scale multi-energy decision-making tool to optimise the 
energy efficiency of cities or large industrial complexes by enabling them to define sustainable, reliable and cost-effective long-
term energy strategies. Demonstrations will take place in two cities in Italy, Cesena and Bologna, and in one oil refinery in Turkey, 
Tupras.<br/>Innovative energy system modelling and optimization algorithms will be designed to allow end-users to optimize 
their energy strategy through detailed simulations of local energy production, storage, transport, distribution and consumption, 
including demand side management and coordination functionalities enabled by smart grid technologies. All energy vectors 
(electricity, gas, heat...), usages (heating, air conditioning, lighting, transportation...) and sectors (residential, industrial, tertiary, 
urban infrastructure) will be considered to draw a holistic map of the city/industry energy behaviour.<br/>Energy strategy 
analyses will encompass advanced long-term risk analysis. As economic and technical situations are constantly evolving, a 
relevant energy strategy should be robust to different prospective scenarios. Hence, a diversified energy portfolio will allow city 
and industry authorities to react more efficiently to fuel price stresses and to decrease their exposition to a given energy 
solution.<br/>The expected impacts on end-users are threefold : 1) to assess the economic and environmental impacts of urban 
planning scenarios in terms of energy; 2) to optimise their local energy strategy to cost-effectively reduce CO2 emissions, 
including usage of local renewable energies, electric mobility integration, multi-energy coordination, smart grid integration and 
demand-side management; and 3) to assess financial and environmental long-term risks and propose robust energy schemes to 
face fuel and CO2 price uncertainties. The developed software will also be used as a communication tool for end-users to facilitate 
consultations between actors and to promote local authority decisions towards citizens.<br/>CitInES methodology will be 
demonstrated by optimizing long-term energy strategies for the two partner cities and for the partner oil refinery. The proposed 
strategies will be assessed and compared to initial end-user strategies to measure energy and CO2 emission savings.

Related information
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Multimedia CitInES

Coordinator

rue du Quatre Septembre 12
Paris, France

Administrative contact: Olivier Thoni
Tel.: +33 1 44 77 89 05
E-mail

Artelys France

Participants

Donau-City-Strasse
WIEN, Austria

Administrative contact: Michael Parik
Tel.: +43 50550 6360
Fax: +43 50550 6589
E-mail

AIT Austrian Institute of Technology GmbH Austria

Boulevard Saint-Michel
PARIS, France

Administrative contact: Florence THEPENIER
Tel.: +33 1 40519385
Fax: +33 1 40510094
E-mail

ASSOCIATION POUR LA RECHERCHE ET LE DEVELOPPEMENT DES METHODES ET 
PROCESSUS INDUSTRIELS - ARMINES

France

Domaine de Voluceau, Rocquencourt
LE CHESNAY Cedex, France

Administrative contact: Mireille MOULIN
Tel.: +33 1 7292 5964
Fax: +33 1 7292 5936
E-mail

INSTITUT NATIONAL DE RECHERCHE EN INFORMATIQUE ET EN AUTOMATIQUE France

RUE JOSEPH MONIER
RUEIL MALMAISON, France

Administrative contact: Nicolas Retailleau
Tel.: +33689738497
Fax: +33476573187
E-mail

SCHNEIDER ELECTRIC INDUSTRIES SAS France
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PIAZZA MAGGIORE 6
BOLOGNA, Italy

Administrative contact: Deanna Passerini
Tel.: +39 051 335 634
Fax: +39 051 2193175
E-mail

COMUNE DI BOLOGNA Italy

VIA G. B. MORGAGNI
BOLOGNA, Italy

Administrative contact: Giuliano Morelli
Tel.: +39 0516459411
Fax: +390516450310
E-mail

ERVET - EMILIA ROMAGNA VALORIZZAZIONE ECONOMICA TERRITORIO SPA Italy

Piazza del Popolo
CESENA, Italy

Administrative contact: Elena Recchia
Tel.: +390547356392
Fax: +390547356444
E-mail

COMUNE DI CESENA Italy

Campus da FEUP, Rua Dr. Roberto Frias
PORTO, Portugal

Administrative contact: Marta Barbas
Tel.: +351222094000
Fax: +351222094050
E-mail

INESC PORTO - INSTITUTO DE ENGENHARIA DE SISTEMAS E COMPUTADORES DO 
PORTO

Portugal

Petrol Cad. 41790, Korfez
Kocaeli, Turkey

Administrative contact: Funda Çetin
Tel.: +90 262 3163199
Fax: +90 262 3163010
E-mail

Turkiye Petrol Rafinerileri Anonim Sirketi Turkey

BOULEVARD SAINT MICHEL
PARIS, France

Administrative contact: Florence THEPENIER
Tel.: +33 1 40 51 93 85
Fax: +33 1 40 51 00 94
E-mail

ECOLE NATIONALE SUPERIEURE DES MINES DE PARIS France

PIAZZA DEL POPOLO
Cesena, Italy

Administrative contact: Silvia Morigi

ENERGIE PER LA CITTA Italy
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Tel.: +390547356824
Fax: +390547356453
E-mail

Subjects

Energy Storage, Energy Transport
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Real-Time IoT Stream Processing and Large-scale Data Analytics for Smart City
Applications

Total cost:

EUR 3 745 424

EU contribution:

EUR 2 522 475

Coordinated in:

United Kingdom

Subprogramme:

ICT-2013.1.4 - A reliable, smart and secure Internet of Things

for Smart Cities

Call for proposal:

FP7-SMARTCITIES-2013

Funding scheme:

CP - Collaborative project (generic)

Documents and Publications

UNIVERSITY OF SURREY United Kingdom

CityPulse
Project reference: 609035
Funded under: FP7-ICT 

Real-Time IoT Stream Processing and Large-scale Data Analytics for Smart City
Applications 

From 2013-09-01 to 2016-08-31

Project details

Objective

An increasing number of cities have started to introduce new ICT enabled services. However, the uptake of smart city
applications is hindered by various issues, such as the difficulty of integrating heterogeneous data sources and the challenge of
extracting up-to-date information in real-time from large-scale dynamic data. Today the challenges are often addressed by
application specific solutions, resulting in silo architectures.\nBridging technology and domain boundaries, requires a scalable…

Related information

Smart City Use Cases and Requirements

exell

Coordinator

Stag Hill 
GUILDFORD, United Kingdom

Administrative contact: Maria Sega-Buhalis
Tel.: +44 1483 683498
Fax: +44 1483 683791
E-mail

Participants

Expand / Contract(+)
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SIEMENS AKTIENGESELLSCHAFT OESTERREICH Austria

STIFTUNG FACHHOCHSCHULE OSNABRUECK Germany

ALEXANDRA INSTITUTTET A/S Denmark

ARHUS KOMMUNE Denmark

NATIONAL UNIVERSITY OF IRELAND, GALWAY Ireland

SIEMENS SRL Romania

AGENTIA METROPOLITANA PENTRU DEZVOLTARE DURABILA BRASOV
ASOCIATIA

Romania

ERICSSON AB Sweden

Wright State University United States

SIEMENSSTRASSE 
WIEN, Austria

Administrative contact: Herwig Schreiner
Tel.: +43 51707 35465
Fax: +43 51707 56682
E-mail

CAPRIVISTR. 30A 
OSNABRUCK, Germany

Administrative contact: Bernd Lehmann
Tel.: +49541 9695134
E-mail

AABOGADE 
AARHUS N, Denmark
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ARHUS C, Denmark

Administrative contact: Tine Enkelund
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GALWAY, Ireland
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Subjects
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Community Based Comprehensive Recovery

Total cost:

EUR 4 378 909

EU contribution:

EUR 3 497 636

Coordinated in:

Netherlands

Subprogramme:

SEC-2012.4.3-1 - Next generation damage and post-crisis

needs assessment tool for reconstruction and recovery

planning - Capability Project

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

NEDERLANDSE ORGANISATIE VOOR TOEGEPAST
NATUURWETENSCHAPPELIJK ONDERZOEK - TNO

Netherlands

COBACORE
Project reference: 313308
Funded under: FP7-SECURITY 

Community Based Comprehensive Recovery 

From 2013-04-01 to 2016-03-31

Project details

Objective

The Community Based Comprehensive Recovery (COBACORE) project aims to support common needs assessment and recovery
planning efforts in complex multi-sectorial, multi-stakeholder crisis environments by building upon the community as an
important source of information and capabilities. COBACORE aims to help bridge the so-called collaboration gap: failure of
collaboration through insufficient information sharing among partners, incompatible work practices and misaligned decision
making processes. In the field of humanitarian needs assessment, this collaboration gap is ubiquitous and detrimental to the
efficiency of many recent relief efforts. Closing this gap is the key to reduce the time needed for needs assessment, better needs
monitoring, and planning.
The COBACORE suite of tools will support common needs assessments efforts – damage recovery needs, economic needs, health
and social needs, and other critical humanitarian needs. The COBACORE assets will stimulate community-wide involvement in
information gathering, sensemaking, and needs assessment practices. The COBACORE will not replace but complement existing
practices and tools, and will stimulate a community-based approach to needs assessment processes.

COBACORE is a set of interconnected modules and mechanisms that maintain three state models: the community model, the
context model, and the needs model. The information contained in these models are accessible for users through a collaborative
workspace, customized to suit their needs and preferences. The models are built up post-crisis through collected data from the
affected area, through collaborative manual completion and maintenance, and through use of existing information sources, and
based upon generic frames that are developed in advance for different scenarios. Various supporting functions monitor and
manage the models, and respond to demands from users.

Coordinator

Schoemakerstraat 
DELFT, Netherlands

Administrative contact: Paul Tilanus

Expand / Contract(-)
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UNIVERSITY OF ULSTER United Kingdom
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TILBURG

Netherlands
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INTEGRASYS SA Spain

CAUSEWAY DATA COMMUNICATIONS LTD United Kingdom

ZILINSKA UNIVERZITA V ZILINE Slovakia

Tel.: +31 8886 67292

Participants

CROMORE ROAD 
COLERAINE, United Kingdom

Administrative contact: David Mcilhatton
Tel.: +44 28 90368585

Leeghwaterplein 27 
The Hague, Netherlands

Administrative contact: Nico Zuurmond
Tel.: +31704455701

CARSTENNSTRASSE 58 
BERLIN, Germany

Administrative contact: Tina Weber
Tel.: +493085404381

Warandelaan 2 
TILBURG, Netherlands

Administrative contact: Marjoleine De Wit
Tel.: +31 13 4663266

FITZWILLIAM SQUARE 23 
DUBLIN, Ireland

Administrative contact: William Hynes
Tel.: +353 1 639 4836

CALLE ESQUILO 1 
MADRID, Spain

Administrative contact: Juan C. Sanchez
Tel.: +34916316846

THE DIAMOND 10 RATHGAEL CHAMBERS 
COLERAINE, United Kingdom

Administrative contact: Ian Lamont
Tel.: +44 2870 343204

UNIVERZITHA 821 5/1 
ZILINA, Slovakia

Administrative contact: Jozef Ristvej
Tel.: +421 41 513 6610

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
The COntribution of Social Media In Crisis management

Total cost:

EUR 1 228 896

EU contribution:

EUR 997 040

Coordinated in:

Greece

Subprogramme:

SEC-2012.6.1-3 - Use of new communication/social media in

crisis situations - Capability Project or Coordination and

Support Action

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CSA-SA - Support actions

EUROPEAN DYNAMICS ADVANCED SYSTEMS OF TELECOMMUNICATIONS
INFORMATICS AND TELEMATICS SA

Greece

COSMIC
Project reference: 312737
Funded under: FP7-SECURITY 

The COntribution of Social Media In Crisis management 

From 2013-04-01 to 2015-03-31

Project details

Objective

The COntribution of Social Media In Crisis management (COSMIC) project will identify the most effective ways to utilise new
information and communication technologies (ICTs) in crisis situations for the protection of ordinary citizens. It will ensure
better linkages between prevention, detection, reporting and rescue in crisis situations as well as assist officials and first
responders (i.e. police, law enforcement agencies, search and rescue and medical personnel) in using new ICTs and applications
to be more effective and efficient during crises.
COSMIC will review information and communication needs, infrastructure bottlenecks, security priorities and major
stakeholders associated with crisis situations, particularly those involved at search and rescue missions/operations, and the role
of first responders in those situations. Second, the project will examine new ICTs and applications and their use (or misuse) in
crisis situations. Next, the project will explore emerging ICTs and applications, and identify political, social and industrial
challenges and opportunities arising from these. We will develop scenarios that consider possibilities for their use in crisis
situations by the public, officials and first responders. We will examine the role of citizens as first responders, social activists and
citizen journalists in new media communication, and the ethical issues and political consequences of citizen participation. The
project will result in a set of guidelines for citizens, government authorities, first responders and industry for the most effective
use of ICTs to aid citizen security during crises.
COSMIC threads stakeholder engagement throughout the project and the information from work packages two through four will
be validated using stakeholder engagement workshops and a web platform of international first response organisations. We
intend for these to form a breeding ground for future activities and efforts in the use of new and emerging ICTs in crises.

Coordinator

KIFISSIAS AVENUE 209 
MAROUSSI ATHINA, Greece

Expand / Contract(-)
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TRILATERAL RESEARCH & CONSULTING LLP United Kingdom

STICHTING CRISISLAB Netherlands

KOC UNIVERSITY Turkey

ELLINIKI OMADA DIASOSIS SOMATEIO Greece

PUBLIC SAFETY COMMUNICATION EUROPE FORUM AISBL Belgium

VEILIGHEIDSREGIO ZUID-HOLLAND ZUID Netherlands

Administrative contact: Aggelos LIAPIS
Tel.: +30-2108094500
Fax: +30-2108094508
E-mail

Participants
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LONDON, United Kingdom

Administrative contact: Kush WADHWA
Tel.: +44-2079935039
E-mail
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AMSTERDAM, Netherlands

Administrative contact: Ira HELSLOOT
Tel.: +31-651188627
E-mail

Website 

Administrative contact: Gizem OZTIMUR TOPRAK, (Grants Specialist)
Tel.: +90-212-3381218
Fax: +90-212-3381205

E. PAPA 
THESSALONIKI, Greece

Administrative contact: Nikos PRIPORAS
Tel.: +30-2310310649
E-mail

RUE DES DEUX EGLISES 39 
BRUXELLES, Belgium
Website 

Administrative contact: Marie-christine BONNAMOUR
Tel.: +32-27380763

ROMBOUTSLAAN 105 
DORDRECHT, Netherlands

Administrative contact: Nicolaas VAN OS
Tel.: +31-651341450
E-mail

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
DRiving InnoVation in crisis management for European Resilience

Total cost:

EUR 46 270 989

EU contribution:

EUR 33 468 209

Coordinated in:

Spain

Subprogramme:

SEC-2013.4.1-1 - Phase II demonstration programme on

aftermath crisis management

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-IP - Large-scale integrating project

ATOS SPAIN SA Spain

DRIVER
Project reference: 607798
Funded under: FP7-SECURITY 

DRiving InnoVation in crisis management for European Resilience

From 2014-05-01 to 2018-10-31

Project details

Objective

DRIVER starts from the experience that neither successful R&D nor strong end-user demand always lead to innovation in the
Crisis Management (CM) domain. This is a problem since as societies become more complex, increasing scope and
unpredictability of potential crises and faster dynamics of major incidents put increasingly stringent demands on CM. European
CM capabilities already constitute a mature System of Systems; hence wholesale redesign would often be too costly and might
critically destabilise existing CM capabilities.
Therefore DRIVER focuses on augmenting rather than replacing existing capabilities and will aim at producing a comprehensive,
well-balanced and cost-effective Portfolio of CM tools exploiting high potential RTD work from the last decade, not least in FP7
and FP6 projects. This portfolio will address not only needs of professional responders but also of society at large. DRIVER will
carry out experimentation campaigns in three strands: tools and methods for responders, resilience of civil society and learning
by both. The intra-strand experimentation leads into two Joint Experiment campaigns and a Final Demo focusing on challenges
requiring highly complex interaction between CM tools.
To evaluate and benchmark these CM tools, a strong evidence base for tool selection is crucial; to this end DRIVER will build a
distributed European CM Test-bed, itself a major innovation.
To maximise impact beyond the scope of the project and of the DRIVER consortium it is necessary to develop the sustainability
of the European Test-bed, the exploitation of the DRIVER Portfolio of Tools and to make emerge a European CM community,
which shares a common CM understanding and is increasingly willing to share capabilities and collaborate in CM innovation.
These three objectives need and feed each other, thus developing Europe’s ability to continue adapting its CM capabilities to
emerging needs long after the project end.

Coordinator

Calle de Albarracin 25 
Madrid, Spain

Administrative contact: Fernando Kraus
Tel.: +34 912148800
E-mail
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NEDERLANDSE ORGANISATIE VOOR TOEGEPAST
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Participants
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Administrative contact: E Anders Eriksson
Tel.: +46 8 55503747
Fax: +46 855503866
E-mail

WIEDNER HAUPTSTRASSE 32 
WIEN, Austria
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Tel.: +31 703534181
E-mail

ALT-MOABIT 101 
BERLIN, Germany

Administrative contact: Heiko Werner
Tel.: +49 2289401628
E-mail

KAROLINEN 
KARLSTAD, Sweden

Administrative contact: Marie Norrby
Tel.: +46730349092
Fax: +46542405600
E-mail

WATERMANWEG 44 
ROTTERDAM, Netherlands

Administrative contact: Dick Mans
Tel.: +31 104538858
E-mail

RUA CALVET MAGALHAES 245 
PACO DE ARCOS, Portugal
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GMV AEROSPACE AND DEFENCE SA UNIPERSONAL Spain

FREQUENTIS AG Austria

HKV LIJN IN WATER BV Netherlands

CENTRE FOR IRISH AND EUROPEAN SECURITY LIMITED Ireland

ITTI SP ZOO Poland

E-SEMBLE BV Netherlands

Q4 PR LIMITED Ireland

PUBLIC SAFETY COMMUNICATION EUROPE FORUM AISBL Belgium

Administrative contact: Nuno Ramos
Tel.: +351 212945993
Fax: +351 212945999
E-mail

CALLE ISAAC NEWTON 11 
TRES CANTOS - MADRID, Spain

Administrative contact: Jose Prieto
Tel.: +34918072127
Fax: +34 918072199
E-mail

Innovationsstrasse 1 
WIEN, Austria

Administrative contact: Ludwig Kastner
Tel.: +43 1 81150 2709
E-mail

BOTTER 1129 
LELYSTAD, Netherlands

Administrative contact: Bas Kolen
Tel.: +31 320 294242
E-mail

CLANWILLIAM TERRACE 3 
DUBLIN, Ireland

Administrative contact: Sadhbh Mccarthy
Tel.: +353 868167581
E-mail

RUBIEZ 46 
POZNAN, Poland

Administrative contact: Krzysztof Samp
Tel.: +48 600073448
Fax: +48 616226973
E-mail

PAPSOUWSELAAN 119 T 
DELFT, Netherlands

Administrative contact: Joost Beerthuis
Tel.: +31152125276
E-mail

Saint Stephens Green 88 
DUBLIN 2, Ireland

Administrative contact: Martin Mackin
Tel.: +353878145030
Fax: +353 14751445
E-mail

RUE DES DEUX EGLISES 39 
BRUXELLES, Belgium

Administrative contact: Evlin Kavak
Tel.: +3227380763
Fax: +3227380764
E-mail
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DIN DEUTSCHES INSTITUT FUER NORMUNG E V Germany

AIT AUSTRIAN INSTITUTE OF TECHNOLOGY GMBH Austria

JRC -JOINT RESEARCH CENTRE- EUROPEAN COMMISSION Belgium

ASSOCIATION POUR LA RECHERCHE ET LE DEVELOPPEMENT DES
METHODES ET PROCESSUS INDUSTRIELS - ARMINES

France

WESTFAELISCHE WILHELMS-UNIVERSITAET MUENSTER Germany

EUROPEAN UNION SATELLITE CENTRE Spain

INSTITUTE OF INFORMATION AND COMMUNICATION TECHNOLOGIES Bulgaria

DISASTER WASTE RECOVERY LBG United Kingdom

CENTRO DE INNOVACION TECNOLGICA PARA LOGISTICA Y TRANSPORTE
MERCANCIAS CARRETERA

Spain

BURGGRAFENSTRASSE 6 
BERLIN, Germany

Administrative contact: Hermann Behrens
Tel.: +49 30 26012691
Fax: +49 30 260142691
E-mail

Donau-City-Strasse 1 
WIEN, Austria

Administrative contact: Georg Neubauer
Tel.: +43 664 620 7752
Fax: +43 50550 2813
E-mail

Rue de la Loi 200 
BRUSSELS, Belgium

Administrative contact: David Walker
Tel.: +39 0332786375
E-mail

Boulevard Saint-Michel 60 
PARIS, France

Administrative contact: Florence Thepenier
Tel.: +33 1 40 51 93 85
E-mail

SCHLOSSPLATZ 2 
MUENSTER, Germany

Administrative contact: Bernd Hellingrath
Tel.: +49 251 83 38001
Fax: +49 251 83 38009
E-mail

AVENIDA DE CADIZ ED 457-BASE AEREA DE TORREJON 
TORREJON DE ARDOZ, Spain

Administrative contact: Gracia Joyanes
Tel.: +34 91 6786063
E-mail

UL. ACAD G BONCHEV BL 2 
Sofia, Bulgaria

Administrative contact: Todor Tagarev
Tel.: +359 29796747
Fax: +359 29796618
E-mail

LOWER COURT LITTELHEMPSTON 
TOTNES, United Kingdom

Administrative contact: Martin Bjerregaard
Tel.: +44 7969725418
Fax: +44 1803231230
E-mail

CTRA MEJORADA S S POLIGONO INDUSTRIAL s/n 
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UNIVERSITAET STUTTGART Germany

EUROPEAN ORGANISATION FOR SECURITYSCRL Belgium

MADRID, Spain

Administrative contact: Eduardo Zapata
Tel.: +34917863401
E-mail

Keplerstrasse 7 
STUTTGART, Germany

Administrative contact: Petra Gross
Tel.: +497119702204
E-mail

RUE MONTOYER 10 
BRUXELLES, Belgium

Administrative contact: Hara Caracostas
Tel.: +3227770257
E-mail

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
European Control System Security Incident Analysis Network

Total cost:

EUR 13 196 721

EU contribution:

EUR 9 224 459

Coordinated in:

Austria

Subprogramme:

SEC-2013.2.5-3 - Pan European detection and management

of incidents/attacks on critical infrastructures in sectors other

than the ICT sector (i.e. energy, transport, finance, etc) 

Integration Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-IP - Large-scale integrating project

TECHNIKON FORSCHUNGS- UND PLANUNGSGESELLSCHAFT MBH Austria

ECOSSIAN
Project reference: 607577
Funded under: FP7-SECURITY 

European Control System Security Incident Analysis Network

From 2014-06-01 to 2017-05-31

Project details

Objective

The protection of critical infrastructures increasingly demands solutions which support incident detection and management at
the levels of individual CI, across CIs which are depending on each other, and across borders. An approach is required which
really integrates functionalities across all these levels. Cooperation of privately operated CIs and public bodies (governments and
EU) is difficult but mandatory. After about 10 years of analysis and research on partial effects in CIP and for individual
infrastructure sectors, ECOSSIAN is supposed to be the first attempt to develop this holistic system in the sense portrayed above.
A prototype system will be developed which facilitates preventive functions like threat monitoring, early indicator and real threat
detection, alerting, support of threat mitigation and disaster management. In the technical architecture with an operations centre
and the interfaces to legacy systems (e.g., SCADA), advanced technologies need to be integrated, including fast data aggregation
and fusion, visualization of the situation, planning and decision support, and flexible networks for information sharing and
coordination support, and the connection of local operations centres. This system will only be successful, if the technical
solutions will be complemented by an effective and agreed organizational concept and the implementation of novel rules and
regulations. And finally, the large spectrum of economically intangible factors will have significant influence on the quality and
acceptance of the system. These factors of societal perception and appreciation, the existing and required legal framework,
questions of information security and implications on privacy will be analyzed, assessed and regarded in the concept. The system
will be tested, demonstrated and evaluated in realistic use cases. They will be developed with the community of stakeholders and
cover the sectors energy, transportation and finance, and the ubiquitous sector of ICT.

Coordinator

BURGPLATZ 3A 
VILLACH, Austria

Administrative contact: Klaus-Michael Koch
Tel.: +43 4242 233 55 70
Fax: +43 4242 233 55 77

Expand / Contract(-)
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EADS DEUTSCHLAND GMBH Germany

BORD GAIS EIREANN Ireland

AIT AUSTRIAN INSTITUTE OF TECHNOLOGY GMBH Austria

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

ALMA MATER STUDIORUM-UNIVERSITA DI BOLOGNA Italy

CASSIDIAN CYBERSECURITY SAS France

INOV INESC INOVACAO - INSTITUTO DE NOVAS TECNOLOGIAS Portugal

REDE FERROVIARIA NACIONAL Portugal

E-mail

Participants

Willy-Messerschmitt-Strasse 
OTTOBRUNN, Germany

Administrative contact: Julia Lobbes
Tel.: +49 89 607 24146
Fax: +49 89 607 24180
E-mail

Gasworks Road 
Cork, Ireland

Administrative contact: Denis Cronin
Tel.: +353 21 4534326
E-mail

Donau-City-Strasse 1 
WIEN, Austria

Administrative contact: Felix Schröpfer
Tel.: +43 505502069
E-mail

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Walter Krause
Tel.: +49 89 1205 2713
Fax: +49 89 1205 7534
E-mail

Via Zamboni 33 
BOLOGNA, Italy

Administrative contact: Giusella Finocchiaro
Tel.: +39 051 2099626
Fax: +39 051 2086036
E-mail

BOULEVARD JEAN MOULIN - ZAC DE LA CLEF SAINT PIERRE 1 
ELANCOURT, France

Administrative contact: Christophe Ponchel
Tel.: +33 1 61 388012
Fax: +33 1 61385722
E-mail

RUA DE ALVES REDOL 9 
LISBOA, Portugal

Administrative contact: Ilda Ribeiro
Tel.: +351 213100424
Fax: +351 213100425
E-mail

ESTACAO DE SANTA APOLONIA 
LISBOA, Portugal
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MINISTÉRIO DA JUSTIÇA Portugal

ESPION LIMITED Ireland

TEKNOLOGIAN TUTKIMUSKESKUS VTT Finland

KATHOLIEKE UNIVERSITEIT LEUVEN Belgium

BERTIN TECHNOLOGIES SAS France

INSTITUT FUER AUTOMATION UND KOMMUNIKATION E V MAGDEBURG Germany

POSTE ITALIANE SPA Italy

CASSIDIAN CYBERSECURITY GMBH Germany

Administrative contact: Márcio Santos
Tel.: +351918912973
Fax: +351211022471
E-mail

Praça do Comércio s/n 
Lisboa, Portugal

Administrative contact: Luisa Proenca
Tel.: +351213595860
E-mail

CORRIG COURT CORRIG ROAD SANDYFOR 
CO DUBLIN, Ireland

Administrative contact: Seamus Galvin
Tel.: +353 1 2101711
E-mail

TEKNIIKANTIE 4 A 
ESPOO, Finland

Administrative contact: Matti Mantere
Tel.: +358 405708720
E-mail

Oude Markt 13 
LEUVEN, Belgium

Administrative contact: Karolien Mariën
Tel.: +32 16 373024
Fax: +32 16 326515
E-mail

AV AMPERE, PARC ACTIV PAS DU LAC 10B 
MONTIGNY LE BRETONNEUX, France

Administrative contact: Bernard Roussely
Tel.: +33680530102
E-mail

WERNER HEISENBERG STRASSE 1 
MAGDEBURG, Germany

Administrative contact: Thomas Bangemann
Tel.: +49 391 9901480
Fax: +49 391 9901590
E-mail

VIALE EUROPA 190 
ROMA, Italy

Administrative contact: Leonardo Pagni
Tel.: +390659582422
Fax: +390659586113
E-mail

WILLY MESSERSCHMIDT STRASSE 1 
OTTOBRUNN, Germany

Administrative contact: Monika Ruhland
Tel.: +49 89 3179 5659
E-mail
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CESS GMBH CENTRE FOR EUROPEAN SECURITY STRATEGIES Germany

EADS UK LTD United Kingdom

OSTERWALDSTRASSE 57 
MUNCHEN, Germany

Administrative contact: Reinhard Hutter
Tel.: +498969377147
Fax: +49 8999579490
E-mail

THE STRAND 111 
London, United Kingdom

Administrative contact: Shaun Griffiths
Tel.: +44 7802 871 164
E-mail

Subjects

Safety

Record Number: 188602 / Last updated on: 2014-08-08 Last updated on 2014-08-08



22.9.2014 European Commission : CORDIS : Projects and Results : Establish Pan-European Information Space to Enhance seCurity of Citziens

http://cordis.europa.eu/project/rcn/188573_en.html 1/3

Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Establish Pan-European Information Space to Enhance seCurity of Citziens

Total cost:

EUR 5 133 544

EU contribution:

EUR 3 764 547

Coordinated in:

Austria

Subprogramme:

SEC-2013.5.1-1 - Analysis and identification of security

systems and data set used by first responders and police

authorities  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

AIT AUSTRIAN INSTITUTE OF TECHNOLOGY GMBH Austria

EPISECC
Project reference: 607078
Funded under: FP7-SECURITY 

Establish Pan-European Information Space to Enhance seCurity of Citziens

From 2014-06-01 to 2017-05-31

Project details

Objective

In a disaster situation three things contribute to a success: having the right resource available in the shortest time, with the
highest relevance and at the right location.
Access to necessary information, communication with other rescuers and stakeholders as well as the availability of resources are
key factors in minimizing damage and loss of life.

Large scale disasters and crisis situations increase the requirements on man and material exponentially. Additional challenges, in
particular in cross border events, include language barriers, knowhow and organizational barriers and technical barriers
(communication and data exchange).
To address this challenge it will be necessary to analyse three defining factors:
1. Past responses to critical events and disasters in terms of time and cost
2. The data and data management tool used by crisis managers and first responders
3. The organisational structures of the crisis managers and first responders
This analysis will enable the definition of a concept for a common information space.

A requirement for a successful pan European information space is the definition of a common taxonomy.
The common information space, which implies an EU wide standardization activity, will widen the EU wide market for
organization developing solutions and tools for crisis management.

Coordinator

Donau-City-Strasse 1 
WIEN, Austria

Administrative contact: Felix Schröpfer
Tel.: +43 505502069

Expand / Contract(-)
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CASSIDIAN FINLAND OY Finland

CASSIDIAN SAS France

SVEUCILISTE U SPLITU (UNIVERSITY OF SPLIT) Croatia

PUBLIC SAFETY COMMUNICATION EUROPE FORUM AISBL Belgium

HITEC LUXEMBOURG SA-HITEC Luxembourg

FREQUENTIS AG Austria

DEUTSCHES ZENTRUM FUER LUFT - UND RAUMFAHRT EV Germany

HW COMMUNICATIONS LIMITED United Kingdom

Fax: +43 505502097
E-mail

Participants

HIOMOTIE 32 
HELSINKI, Finland

Administrative contact: Jaakko Saijonmaa
Tel.: +358 405574897
Fax: +350 104080931
E-mail

BOULEVARD JEAN MOULIN - ZAC DE LA CLEF SAINT PIERRE 1 
ELANCOURT, France

Administrative contact: Serge Delmas
Tel.: +33 161388166
E-mail

LIVANJSKA 5 
SPLIT, Croatia

Administrative contact: Branka Ramljak
Tel.: +385 21 558242
Fax: +385 21 361433
E-mail

RUE DES DEUX EGLISES 39 
BRUXELLES, Belgium

Administrative contact: Marie-Christine Bonnamour
Tel.: +32 27380763
Fax: +32 27380764
E-mail

RUE DE L EGLISE 5 
LUXEMBOURG, Luxembourg

Administrative contact: Harold Linke
Tel.: +352 621360253
Fax: +352 401303
E-mail

Innovationsstrasse 1 
WIEN, Austria

Administrative contact: Ludwig Kastner
Tel.: +43 811500 2709
E-mail

Linder Hoehe 
KOELN, Germany

Administrative contact: Miriam Busse
Tel.: +49 3067055512
Fax: +49 3067055126
E-mail

Parkfield, Greaves Road . 
LANCASTER, United Kingdom
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TETRA MOU ASSOCIATION LTD LBG United Kingdom

KATHOLIEKE UNIVERSITEIT LEUVEN Belgium

INTELLIGENCE FOR ENVIRONMENT AND SECURITY SRL IES SOLUTIONS
SRL

Italy

TECHNISCHE UNIVERSITAET GRAZ Austria

Administrative contact: David Lund
Tel.: +44 1524888604
E-mail

BROAD STREET RICHMOND HOUSE 
ELY CAMBRIDGESHIRE, United Kingdom

Administrative contact: Phil Kidner
Tel.: +44 1275543067
E-mail

Oude Markt 13 
LEUVEN, Belgium

Administrative contact: Karolien Mariën
Tel.: +32 16373024
Fax: +32 16 326515
E-mail

VIA MONTE SENARIO 98 
ROMA, Italy

Administrative contact: Uberto Delprato
Tel.: +39 346 6367499
Fax: +39 06 87459009
E-mail

RECHBAUERSTRASSE 12 
GRAZ, Austria

Administrative contact: Gerald Lichtenegger
Tel.: +43 3168738003
Fax: +43 3168738009
E-mail

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
early Pursuit against Organized crime using envirOnmental scanning, the Law and
IntelligenCE systems

Total cost:

EUR 5 295 926

EU contribution:

EUR 3 493 810

Coordinated in:

Spain

Subprogramme:

SEC-2012.6.3-1 - Developing an efficient and effective

environmental scanning system as part of the early warning

system for the detection of emerging organised crime threats

- Capability Project

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

INGENIERA DE SISTEMAS PARA LA DEFENSA DE ESPANA SA-ISDEFE Spain

EPOOLICE
Project reference: 312651
Funded under: FP7-SECURITY 

early Pursuit against Organized crime using envirOnmental scanning, the Law and
IntelligenCE systems

From 2013-01-01 to 2015-12-31

Project details

Objective

Organized crime is becoming more diverse in its activities and methods including “greater levels of collaboration between
criminal groups, greater mobility in and around the EU, a diversification of illicit activity, and a growing dependence on a
dynamic infrastructure, anchored in key locations and facilitated by widespread use of the Internet” (the Director of Europol, in
his foreword to the OCTA 2011 report). An important means for law enforcement in combatting such crime is strategic early
warning which is heavily depending on an efficient and effective environmental scanning.
Fro this, the e-POOLICE project will—in close collaboration with law enforcement partners, as well as criminological and legal
experts—develop a prototype of an environmental scanning system implementing solutions applying the most promising
technological advances and breakthroughs as provided by the RTD partners. The solutions will be tested an evaluated through
running realistic use case scenarios that are developed by our user partners.
Central to the solution is development of an environmental knowledge repository of all relevant information and knowledge,
including scanned information and derived, learned or hypothesized knowledge, as well as the metadata needed for credibility
and confidence assessment, traceability, and privacy protection management. For effective and efficient utilization, as well as for
interoperability, the repository will apply a standard representation form for all information and knowledge.
For effective and efficient scanning of the raw information sources, the project will develop an intelligent environmental radar
that will utilize the knowledge repository for focusing the scanning. A key part of this process is semantic filtering for
identification of data items that constitutes weak signals of emerging organized crime threats, exploiting fully the concept of
crime hubs, crime indicators, and facilitating factors, as understood by our user partners.

Coordinator

CALLE BEATRIZ DE BOBADILLA 3 
MADRID, Spain

Expand / Contract(-)
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WEST YORKSHIRE POLICE AUTHORITY United Kingdom

AALBORG UNIVERSITET Denmark

COMMISSARIAT A L ENERGIE ATOMIQUE ET AUX ENERGIES
ALTERNATIVES

France

THALES COMMUNICATIONS & SECURITY SAS France

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

UNIVERSIDAD DE GRANADA Spain

SHEFFIELD HALLAM UNIVERSITY United Kingdom

INTHEMIS France

Administrative contact: Raquel Pastor Pastor
Tel.: +34912711319
Fax: +34914114703
E-mail

Participants

Laburnum Road 
Wakefield, United Kingdom

Administrative contact: Andrew Staniforth
Tel.: +44 1133954020273
E-mail

FREDRIK BAJERS VEJ 5 
AALBORG, Denmark

Administrative contact: Henrik L. Larsen
Tel.: +45 99 40 99 40
E-mail

RUE LEBLANC 25 
PARIS 15, France

Administrative contact: Bertrand Delezoide
Tel.: +33 1 69 08 01 53
E-mail

AVENUE DES LOUVRESSES 4 
GENNEVILLIERS, France

Administrative contact: Sylvie Raynaud
Tel.: +33146132642
E-mail

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Andrea Zeumann
Tel.: +49 89 1205 2723
Fax: +49 89 1205 7534
E-mail

CUESTA DEL HOSPICIO 
GRANADA, Spain

Administrative contact: María Dolores Suárez Ortega
Tel.: +34 958248024
Fax: +34 958240886
E-mail

HOWARD STREET 
SHEFFIELD, United Kingdom

Administrative contact: Simeon Yates
Tel.: +44 114 225 6775
Fax: +44 114 225 6702
E-mail

PLACE ERNEST GRANIER Montpellier Richter Business Centre 80 
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LEGIND TECHNOLOGIES AS Denmark

SAS SOFTWARE LIMITED United Kingdom

MINISTERIO DEL INTERIOR Spain

POLICE AND CRIME COMMISSIONER FOR WEST YORKSHIRE United Kingdom

UNITED NATIONS INTERREGIONAL CRIME AND JUSTICE RESEARCH
INSTITUTE

Italy

FACHHOCHSCHULE FUR OFFENTLICHE VERWALTUNG UND
RECHTSPFLEGE IN BAYERN

Germany

EUROPEAN POLICE OFFICE EUROPOL Netherlands

INSTITUTET FOR FREMTIDSFORSKNING FORENING Denmark

MONTPELLIER, France

Administrative contact: Estelle De Marco
Tel.: +33 4 99516239
E-mail

STYRMANDSVAENGET 30 HJERTING 
ESBJERG, Denmark

Administrative contact: Henrik Legind Larsen
Tel.: +45 31 62 00 43
E-mail

HENLEY ROAD WITTINGTON HOUSE 
MARLOW, United Kingdom

Administrative contact: Paul Gillies
Tel.: +44 1355 276149
E-mail

Calle Amador de los Rios, 7 
MADRID, Spain

Administrative contact: Oscar Manuel Flores Lecha
Tel.: +34 915146000
E-mail

LABURNUM ROAD 
WAKEFIELD, United Kingdom

Administrative contact: Andrew Staniforth
Tel.: +44 1133954020273
E-mail

VIALE MAESTRI DEL LAVORO 10 
TORINO, Italy

Administrative contact: Angela Patrignani
Tel.: +390116537111
E-mail

ODEONSPLATZ 6 
MUNCHEN, Germany

Administrative contact: Holger Nitsch
Tel.: +49 8141 208 408
E-mail

EISENHOWERLAAN 73 
Den Haag, Netherlands

Administrative contact: Dirk Wolber
Tel.: +31703531256
E-mail

NOERRE FARIMAGSGADE 65 
KOBENHAVN, Denmark

Administrative contact: Martin Kruse
Tel.: +4533478083
E-mail
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THALES NEDERLAND BV Netherlands

D4TEC APS Denmark

Zuidelijke Havenweg, 40 
HENGELO OV, Netherlands

Administrative contact: Ronald Alexander Van Der Laan
Tel.: +31 7424 82942
Fax: +31 7424 84126
E-mail

NIELS JERNES VEJ 10 
AALBORG OST, Denmark

Administrative contact: Karl Therkildsen
Tel.: +45 20404728
E-mail

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
The evolving concept of security: A critical evaluation across four dimensions

Total cost:

EUR 1 046 888

EU contribution:

EUR 888 201

Coordinated in:

Germany

Subprogramme:

SEC-2013.6.3-2 - The evolving concept of security 

Coordination and Support Action (Coordinating Action)

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CSA-CA - Coordination (or networking) actions

EVOCS
Project reference: 605142
Funded under: FP7-SECURITY 

The evolving concept of security: A critical evaluation across four dimensions

From 2014-06-01 to 2015-11-30

Project details

Objective

The EvoCS project deals with the evolving concept of security and has a focus on the European Union and its close neighbours.
The project aims at providing a holistic view on the complex and somewhat diffuse concept of security by evaluating it across four
dimensions:

1) Core values: What aspects of security are taken into account?
2) Perceptions of security: From whose perspectives is security considered?
3) Areas of security: How is security perceived in various regions of Europe?
4) Time: How does the concept of security evolve?

The substantial research will be performed in four case studies, which are expected to be sufficiently different from each other,
and yet in their whole representative for the European Union:

A) West-Mediterranean EU: A cluster of countries like Spain, Italy, and (the south of) France.
B) Eastern EU Border: A cluster of countries like Finland, the Baltic States, Poland, Romania, and Bulgaria.
C) North-Western EU: A cluster of countries like the Netherlands, Germany, the UK, and France.
D) South-Eastern Europe: A cluster of countries like Greece, Albania, Bulgaria, and the states of former Yugoslavia.

The four case studies are embedded in a set of three conceptual work packages that are carried out before, in parallel to and after
the case studies.

The goal is to identify the various European concepts of security which differ depending on place and time and to analyse
similarities and differences between them. To achieve this, the EvoCS project will bring together all relevant European
stakeholders to discuss core values, threats to them and measures to be taken to protect them. The results of these discussions
and analyses will be used to formulate recommendations for changes in the working parameters of various types of security end-
users and will serve as guidelines for policy makers who are responsible for formulating measures that influence an evolving
European concept of security.

Expand / Contract(-)
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Forward Looking Analysis of Grand Societal cHallenges and Innovative Policies

Total cost:

EUR 3 242 723

EU contribution:

EUR 2 496 656

Coordinated in:

Italy

Call for proposal:

FP7-SSH-2012-2

Funding scheme:

CP-FP - Small or medium-scale focused research project

Open Access

via

FLAGSHIP
Project reference: 320330
Funded under: FP7-SECURITY 

Forward Looking Analysis of Grand Societal cHallenges and Innovative Policies 

From 2013-01-01 to 2015-12-31

Project details

Objective

The objectives of FLAGSHIP are:
i) Understanding and assessing the state of the art of forward looking methodologies in relation to Grand Societal Challenges
(GSC) and developing tools and modelling frameworks beyond state of the art;
ii) Applying an enhanced set of forward looking methods and tools to support EU policies, by analysing reference and alternative
scenarios of long-term demographic, legal, economic, social and political evolutions of Europe, in a world context, and assessing
potential progress in technological and social innovation;
iii) Driving change, producing a set of EU-relevant policy recommendations on the potential of the EU for transition and change.
In relation to these objectives the project will:
i) Take stock of the existing forward looking studies: a review will be done of the central questions, key trends, critical
uncertainties and scenario frameworks;
ii) Proceed to apply and combine enhanced qualitative and quantitative methods mastered by the project partners in a coherent
framework, producing a combination of GSC-driven qualitative and quantitative scenarios - coping with a range of possible
global paradigm shifts and geo-political changes - and engaging a community of experts and stakeholders in a scenario thinking
and assessment exercise;
iii) Focus further on EU policy responses to emerging transition challenges, and the potential role of EU in shaping global
governance as well as new territorial dynamics within the continent, aiming to deliver policy recommendations to support the
formulation of strategic EU policy agendas.
The project will be articulated in 10 WPs, providing a consistent sequence of research activities with a good balance between
methodological developments and policy applications addressing long term GSC scenarios. 15 partners representing 10 MS
including 2 NMS. 4 stakeholders workshops, 1 final conference, wide and diversified range of participation, communication and
dissemination actions and media.

Related information

Big Domains Are Novel Ca2+-Binding Modules:
Evidences from Big Domains of Leptospira
Immunoglobulin-Like (Lig) Proteins
Raman, Rajeev; Rajanikanth, V.; Palaniappan, Raghavan U. M.; Lin, Yi-

Expand / Contract(-)
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See list of good practices

FLIPPER

Project Details
Title: Flexible Transport Services and ICT platform for Eco-Mobility in urban and rural European areas
Priority: 2: Environment and risk prevention
Theme: Energy and sustainable transport

Type of intervention
Type of intervention: 1: Regional Initiative Project
Mini-programme: No
Duration: 1st Sep 2008 - 30th Nov 2011
Website: http://www.interreg4cflipper.eu 

Budget
Total budget: 2.695.700,00 €
ERDF contribution: 2.088.025,00 €

Lead partner
SRM – Networs and Mobility (Public Transport Authority Bologna)
Via A. Magenta, 16
40128, Bologna
ITALY

Click for contact details

Project summary
Throughout Europe the challenge of providing a cost effective integrated public transport system is seen as an essential prerequisite to reducing pollution and
congestion whilst encouraging sustainable economic growth.The traditional fixed route services is ideal for clustered travel demand areas but the changing of
habitation patterns and nature of work activities in today’s society have created different mobility needs to which the conventional transport has become neither
suited nor cost-effective.In the last few years Flexible Transport Services (FTS) have proved to be an advantageous solution to the provision of public transport
services.By providing various forms of intermediate services,FTS are complementary to the conventional passenger transport and usually serve no scheduled mobility
needs,either in low demand time periods and in weak demand areas.Given this flexibility FTS are suitable to serve niche market customers and different citizens'
groups (e.g. disabled & elderly,

students,tourists,etc.).The FLIPPER proposal addresses a key factor of eco-sustainable and competitive development and social cohesion of European areas and
Regions, through the investigation, experience exchange, good practices transferring and profitable co-operation on FTS in relation to mobility in cities, rural
areas and small towns.By capitalising on real results,experiences and good practices gained in previous EU site applications and EU Projects (IV-V-VI FP and
Regional Cooperation) FLIPPER aims at establishing a Knowledge Transfer Network among different EU areas and Authorithies in the domain of FTS.Moreover
FLIPPER objective is to achieve capability-building environmental,sustainable and innovative solutions in the Public Transport domain by evaluating the viability
and real impacts and by gathering the good practices identified at site level. FLIPPER consortium is composed of 11 partners (Local Authorithies,Transport Operator
Companies and Universities) from 9 EU Regions

representing different transport/mobility environments.This provides an ideal context for exchanging experiences and good practices on mobility services
accessibility,environmentally friendly transport services and for reducing social exclusion of vulnerable citizens' groups.The work planned in FLIPPER includes the
following main activities:1)Exchange and sharing of experience on how to develop and operate FTS through training and visits;2)consolidation and transfer of good
practices by feasibility and trials in FLIPPER sites/areas;3)promotion of good practices and FTS policy guidelines at local,regional and EU levels.The project
outcomes and durable results include:technological,operational and organisational experiences exchanging on FTS at regional and international level to improve
the effectiveness of policies for regional development,cohesion and co-operation;disseminating good practices and establishing a network for improving
accessibility,transport services and life quality.

Project achievements
FLIPPER project aims at establishing a knowledge transfer network among different EU areas and Authorithies for FTS. Its objective is to achieve capability-
building, environmental, sustainable and innovative solutions in Public Transport domain by evaluating the viability and real impacts and by gathering good
practices identified at site level. FLIPPER officially started in 2008 with Bologna KO meeting, attended by all partners. FLIPPER partners organized and attended 6
Training Courses, 5 Study Visits, 9Workshop, 10 Steering Group Meetings and presented the project at 10 international conferences since the project began.
Partners decided to arrange the last scheduled FLIPPER workshop at a non-partner site (Prague - June 2011) in order to disseminate project results and raise
awareness on Flexible Transport Services also outside project area. FLIPPER project concluded on November 30th 2011, with a successful final conference (over 120
local participants + 26 partners) arranged

in Almada (PT) by the Portuguese partner Municipality of Almada. At project end date all the planned project activities were timely and correctly implemented. LP
and CO, supported by all partners, issued (Apr.10)FLIPPER Mid-Term Report, summarizing the results of the first half of project activities. Regarding project
dissemination, partners produced deliverables and promotion material: “Dissemination plan”(D2); 6 Newsletters; 3Brochures (B1-B2-B3); posters, stickers,etc.; 4
Press Releases; 18 articles published locally; 1CD on DRTS, 1Video and 1 TV report by ATL; 1TV report and DVD by Purbach; 8 Papers submitted and/or accepted
with participation to International Conferences. Moreover 3 paper contributions to books/journals were produced by the Consortium. ICF also produced the
deliverable "SWOT analysis of dissemination strategies". FLIPPER website is working and constantly updated and maintained, registering a significant number of
contacts (140/month) showing audience interest.

FLIPPER Virtual Library is online and UNIABDN issued the Virtual library manual (D4) and the "First Year Implementation of the Virtual Library"(D5). Both UNIABDN
and partners upload material on VL frequently. In the framework of C3 activities partners elaborated the deliverable “Position paper” establishing guidelines for
the development of feasibility studies,held all the scheduled training and dissemination events and identified a total of 27 good practices, main part of which was
transferred at site level. All the actvities under C4 were fully implemented. Partners developed 11 feasibility studies that were concluded by the end of June 2010.
ATL took care of producing the deliverable "Feasibility studies report" (D6) based on the relevant reports submitted by partners.Following the studies partners SRM,
Purbach, AUTh, ICF, DOYK and RAL started up their pilot as scheduled. ATL took care of preparing D7 "Pilot applications report"basing on applications results.

Partners actively collaborated for developing C5 activities. Benchmark analysis Tool (BA) was elaborated by SRM. Cross-Site Data Collection Plan"was developed,
moreover an "Evaluation Plan" was issued and partners were asked to provide for key information about their studies.Benchmark analysis tool was elaborated by
SRM, as well as D10 "Normative Guidelines". SRM also elaborated the "Policy tool", a questionnaire that partners were asked to distribute to some local politicians in
order to "test" their knowledge on flexible transport services planning, management and development. Component leader UNIABDN, fully supported by all partners,
produced Project Deliverables 8 and 9 "Cross site evaluation" and "Good practices guidance".FLIPPER partners fully attained all the planned project objectives and
produced durable outputs and tangible results that proved to be interesting also to non-FLIPPER audience.

Partnership
Institution, Town Country Region Contact details

SRM – Networs and Mobility (Public Transport Authority Bologna), Bologna ITALY Emilia-
Romagna

0039 051 361328

ATAF, Firenze ITALY Toscana 39 055 5650401
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AUTh – University of Thessaloniki, Transport Systems Research Group, Thessaloniki GREECE Kentriki
Makedonia

30 2310 256033

BOKU - Institute for Transport Studies; Department of Landscape, Spatial and Infrastructure
Sciences; University of Natural Resources and Applied Life Sciences, Vienna, Vienna

AUSTRIA Wien 00431-47654-5300

Municipality of Purbach, Purbach AUSTRIA Burgenland
(A)

0043 2683 5116 12

University of Aberdeen – Centre for Transport Research,School of Geosciences, Aberdeen UNITED
KINGDOM

North
Eastern
Scotland

0044 1224 272354

Municipality of Volos, Volos GREECE Thessalia 0030 24210 76274

ATL - Livorno Transport Operator, Livorno ITALY Toscana 39 0586 847237

Maillorca Train Services S.F.M., Palma de Mallorca SPAIN Illes Balears 0034 971 77 40 66

Almada City Council, Almada PORTUGAL Lisboa 351 21 272 2510

Ring a Link (Carlow Kilkenny & Tipperary South Rural Transport Ltd), Kilkenny IRELAND Southern and
Eastern

00353 56 7790260

Insular Council of Formentera, Sant Francesc de Formentera SPAIN Illes Balears 0034 971 7740 66

Municipal Organization for Health and Social Affairs - Social Welfare Organization of Volos
Municipality, VOLOS

GREECE Thessalia 0030 24210 29908 - 0030
24210 20337
info@doyk.gr,

Municipal Entreprise of Social Protection & Solidarity (KEKPA-DIEK), VOLOS GREECE Thessalia +30 24210 29908
info@doyk.gr,

Location
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
FOResight Coordination for Europe

Total cost:

EUR 1 056 513

EU contribution:

EUR 930 511

Coordinated in:

United Kingdom

Subprogramme:

SEC-2013.6.3-1 - Horizon scanning and foresight for security

research and innovation  Coordination and Support Action

(Coordinating Action)

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CSA-CA - Coordination (or networking) actions

EFPC ( UK ) LTD United Kingdom

FORCE
Project reference: 607858
Funded under: FP7-SECURITY 

FOResight Coordination for Europe

From 2014-04-01 to 2016-03-31

Project details

Objective

FORCE will examine previous Security foresight studies and horizon-scanning activities in FP7 and elsewhere in Europe and
produce, based on this work, a corresponding Intelligent Decision Support System (IDSS), evolvable and scalable with future
Foresight research activities conducted in Europe in order to assist policy makers and stakeholders in the Security domain
determine expectations about short-term, mid-term and long-term social and technological trends using methodologies and
information from past, current and future Foresight research activities. This will allow them to strategically plan for risks related
to emerging technologies and social changes in society.
FORCE activities will include:

• Examining outputs from Security projects funded in FP7 and other sources in Europe (Internet, studies, journals etc.) related to
foresight and Horizon-scanning activities via: Workshops; interviews; collaboration with national and international foresight
networks
• Producing a Foresight model, scalable and sustainable beyond the end of the project, based on best practice methods and
recommendations for future application. This will include:
o Mapping identified risks against foresight methodologies
o Assessing used methods and results regarding strengths and weaknesses
o Identification of appropriate methods with respect to mix of methods for future research
o Identifying gaps between potential future risks and methods used so far
• Developing an Intelligent Decision Support System (IDSS) as an end-user tool that will interface into the Foresight Model. The
IDSS will be designed for utilisation by different types of users
• Integration of the IDSS with the Foresight model and testing the integrated system using futuristic scenarios
• Supporting the visibility and the take up of security research results at stakeholder level, especially focusing on the end users,
via dissemination of the Foresight model and corresponding IDSS

Coordinator

Expand / Contract(-)
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Portugal

TEL AVIV UNIVERSITY Israel

ATOS SPAIN SA Spain

BRANDON STREET 378 OAKFIELD HOUSE 
MOTHERWELL, United Kingdom

Administrative contact: Michael Remes
Tel.: +44 141 563 6853

Participants

Rua Dr. Ernesto Soares dos Reis 208, 1º, Sala Q 
Oliveira de Azeméis, Portugal

Administrative contact: Alexandre Almeida
Tel.: +351256668413

DES 17 JUNISTRASSE 135 
BERLIN, Germany

Administrative contact: Silke Hönert
Tel.: +49 30 314 79973
Fax: +49 30 314 21689

RUA DR AFONSO CORDEIRO 567 
MATOSINHOS, Portugal

Administrative contact: Pedro Castro
Tel.: +351229397130
Fax: +351229397130

RAMAT AVIV 
TEL AVIV, Israel

Administrative contact: Lea Pais
Tel.: +97236408774
Fax: +97236409697

Calle de Albarracin 25 
Madrid, Spain

Administrative contact: Fernando Kraus
Tel.: +34912148800

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Foresight Tools for Responding to cascading effects in a crisis

Total cost:

EUR 4 716 287

EU contribution:

EUR 3 400 666

Coordinated in:

Germany

Subprogramme:

SEC-2013.2.1-2 - Impact of extreme weather on critical

infrastructure  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

TECHNISCHE UNIVERSITAT BERLIN Germany

FORTRESS
Project reference: 607579
Funded under: FP7-SECURITY 

Foresight Tools for Responding to cascading effects in a crisis

From 2014-04-01 to 2017-03-31

Project details

Objective

FORTRESS will identify and understand cascading effects by using evidence-based information from a range of previous crisis
situations, as well as an in-depth analysis of systems and their mutual interconnectivity and (inter-)dependency. FORTRESS will
seek to intervene in current crisis response practices by bridging the gap between the over-reliance on unstructured information
collection on one side and a lack of attention to structural, communication and management elements of cross-border and
cascading crisis situations on the other. It will use state of the art information collection and modelling tools to assist
stakeholders in evaluating what information is significant, relevant and of greater priority so that they can adjust their actions
accordingly. It will do so by using evidence-based information from historical crisis case studies (WPs 2 and 3), as well as
comprehensive analysis of the different relationships between systems (WP 4), and systems and sensitivity information from
current crisis management contexts and practices in four system simulations (WP 5). This will enable FORTRESS to build a
collaborative and accesible, modelling platform for cascading and cross-border effects in a range of crisis situations (WP 6). This
will feed into the development of the FORTRESS Incident Evolution Tool (FIET) in WP7; a user-friendly tool with cross-border
capabilities that can be used in a cascading crisis. FIET can be used as a foresight tool to assist decision-makers in understanding
the potential effects of their decisions in training environments. FIET is also a decision support tool that is user-friendly enough
to be employed during a crisis to assist real-time decision making. FIET will be subject to rigorous testing in the field to evaluate
its effectiveness, and the project will ensure its user-friendliness by undertaking extensive training with decision-makers to
optimise the look and feel of the system (WP 8).

Coordinator

STRASSE DES 17 JUNI 135 
BERLIN, Germany

Administrative contact: Silke Hönert
Tel.: +49 30 314 79973
Fax: +49 30 314 21689

Expand / Contract(-)



23.9.2014 European Commission : CORDIS : Projects and Results : Foresight Tools for Responding to cascading effects in a crisis

http://cordis.europa.eu/project/rcn/185488_en.html 2/3

TRILATERAL RESEARCH & CONSULTING LLP United Kingdom

TREELOGIC TELEMATICA Y LOGICA RACIONAL PARA LA EMPRESA
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ELECTRICITE DE FRANCE S A France
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UNIVERSITY COLLEGE LONDON United Kingdom
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Italy

GRUPO MECANICA DEL VUELO SISTEMAS S.A. Spain

Participants

HAMMERSMITH ROAD 72 CROWN HOUSE 
LONDON, United Kingdom

Administrative contact: David Wright
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PARQUE TECNOLOGICO DE ASTURIAS 
LLANERA ASTURIAS, Spain

Administrative contact: Alberto Olmo
Tel.: +34910059088
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PARIS, France

Administrative contact: Carole Duval
Tel.: +33 147654692
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STUTTGART, Germany

Administrative contact: Agnes Lampke
Tel.: +49 1724132228

Museumstrasse 5 
WIEN, Austria

Administrative contact: Reinhard Kreissl
Tel.: +43 1 526151621
Fax: +43 1 526151610

TIDELIUSGATAN 42 
VALLINGBY, Sweden

Administrative contact: Thomas Ritchey
Tel.: +46708276330

Gower Street 
LONDON, United Kingdom

Administrative contact: Giles Machell
Tel.: +44 20 3108 3020
Fax: +44 20 7813 2849

VIA PIER CARLO BOGGIO 61 61 
TORINO, Italy

Administrative contact: Daniela Mondini
Tel.: +39 01119751521
Fax: +39 01119751122

CALLE ISAAC NEWTON, PARQUE TECNOLOGICO DE MADRID 11 
TRES CANTOS - MADRID, Spain

Administrative contact: Jose Ignacio Herrero Zarzosa
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Fax: +34 983 546553
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VEILIGHEIDSREGIO KENNEMERLAND Netherlands

SERVICE DEPARTEMENTAL D'INCENDIE ET DE SECOURS DES ALPES DE
HAUTE PROVENCE

France

Berliner Wasserbetriebe Germany

ZIJLWEG 200 
HAARLEM, Netherlands

Administrative contact: Rob Peters
Tel.: +31235159763

AVENUE HENRI JAUBERT 95 
DIGNE LES BAINS, France

Administrative contact: Corine Brun
Tel.: +33 04 92 30 89 66

Neue Juedenstrasse 1 
Berlin, Germany

Administrative contact: Jens Feddern
Tel.: +49 3086445603
Fax: +49 3086446608

Subjects

Safety - Safety

Record Number: 185488 / Last updated on: 2014-06-19 Last updated on 2014-06-19
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Open geo-data for innovative services and user applications towards Smart Cities

Total cost:

EUR 3 476 005

EU contribution:

EUR 1 738 000

Coordinated in:

Italy

Subprogramme:

CIP-ICT-PSP.2013.2.2a - Open data – Open data

experimentation and innovation building on geographic

information

Call for proposal:

CIP-ICT-PSP-2013-7

Funding scheme:

PB

Documents and Publications

Multimedia

GISIG - GEOGRAPHICAL INFORMATION SYSTEMS INTERNATIONAL GROUP
ASSOCIAZIONE

Italy

GeoSmartCity
Project reference: 621150
Funded under: CIP 

Open geo-data for innovative services and user applications towards Smart Cities 

From 2014-03-01 to 2017-02-28

Project details

Objective

GeoSmartCity contributes to the Smart City implementation by establishing a cross-platform, re-usable and open hub able to
publish open geographic information and to provide specialized services based on open standards. GeoSmartCity leverages the
use of open (geo)data as recommended by the EU Open Data Strategy and starts from PSI and INSPIRE Directives data
infrastructures, with an emphasis on Municipalities as service and data providers to professionals and citizens.The GeoSmartCity
cross-pl…

Related information

GeoSmatCity factsheet

GeoSmatCity website

Coordinator

VIA PIACENZA 54 
GENOVA, Italy

Administrative contact: Saila RINNE
Tel.: +39 0108355588
Fax: +39 010 8357190
E-mail

Expand / Contract(+)
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VLAAMSE MILIEUMAATSCHAPPIJ Belgium

INTERGRAPH CS SRO Czech Republic

UNIVERSITAT DE GIRONA Spain

TRABAJOS CATASTRALES SA SOCIEDAD UNIPERSONAL Spain

TURUN AMMATTIKORKEAKOULU OY Finland

EPSILON INTERNASIONAL ANONYMI ETAIREIA MELETON KAI SYMVOULON
(EPSILON INTERNATIONAL SA)

GR

TECNOLOGIE INNOVATIVE PER IL CONTROLLO AMBIENTALE E LO
SVILUPPO SOSTENIBILE SCRL

Italy

COMUNE DI REGGIO EMILIA Italy

Participants

A VAN DE MAELESTRAAT 96 
EREMBODEGEM, Belgium

Administrative contact: Steven Vinckier
Tel.: +32 53726433
Fax: +32 53 77 71 68
E-mail

ARGENTINSKA 38/286 
PRAHA, Czech Republic

Administrative contact: Jakub Svaty
Tel.: +420 234707828
Fax: +420 234707821
E-mail

PLACA SANT DOMENEC 9 EDIFICI LES ALIGUES 
GIRONA, Spain

Administrative contact: Helena MONTIEL
Tel.: +34972419531
Fax: +34972418896
E-mail

CABARCENO 6 NAVARRA VALLE DE EGUES 
SARRIGUREN, Spain

Administrative contact: Maria Cabello
Tel.: +34 948289051
Fax: +34 948154102
E-mail

JOUKAHAISENKATU 3A 
TURKU, Finland

Administrative contact: Paula Pitkäkangas
Tel.: +358 403550835
E-mail

ODOS MONEMVASIAS 27 
MAROUSI, GR

Administrative contact: Marc Bonazountas
Tel.: +30 2106898615
Fax: +30 2106821220
E-mail

VIA BARTOLOMEO BOSCO 57/4 
GENOVA, Italy

Administrative contact: Sara Cepolina
Tel.: +39 0108900640
Fax: +39 0108900624
E-mail

PIAZZA PRAMPOLINI 1 
REGGIO EMILIA, Italy

Administrative contact: Laura Montanari
Tel.: +390522456251
Fax: +390522456457
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SINERGIS SRL Italy

COMUNE DI GENOVA Italy

EPSILON ITALIA SRL Italy

ASPLAN VIAK INTERNET AS Norway

GEOBID SP ZOO Poland

MUNICIPIA - EMPRESA DE CARTOGRAFIAE SISTEMAS DE INFORMACAO, E.
M. SA

Portugal

IREN ACQUA GAS SPA Italy

E-mail

LOCALITA PALAZZINE 120/F 
TRENTO GARDOLO, Italy

Administrative contact: Luigi Zanella
Tel.: +39 051237823
Fax: +35 051270810
E-mail

Via Garibaldi 9 
Genova, Italy

Administrative contact: Giuliano Zanoni
Tel.: +39 010 557 2659
Fax: +39 010 557 2524
E-mail

CONTRADA VIA PASQUALI 79 
MENDICINO, Italy

Administrative contact: Giacomo Martirano
Tel.: +39 0984631949
Fax: +39 0984631767
E-mail

KYSTVEIEN 14 
ARENDAL, Norway

Administrative contact: Tor Gunnar Øverli
Tel.: +47 99257085
E-mail

ULICA KOSSUTHA 11 
KATOWICE, Poland

Administrative contact: Weronika Borys
Tel.: +48 322417316
Fax: +48 322417269
E-mail

AV PROF DR CAVACO SILVA EDIFICIO CIENCIA II 11 3B TAGUSPARK 
PORTO SALVO, Portugal

Administrative contact: Antonio Fernandes
Tel.: +351214228200
Fax: +351214228205
E-mail

Via SS Giacomo e Filippo 7 
Genova, Italy

Administrative contact: Daniela Bergamotti
Tel.: +39 010 5586866
E-mail

Record Number: 191779 / Last updated on: 2014-08-18 Last updated on 2014-08-18
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Awareness and Prevention Solutions against Graffiti Vandalism in Public Areas and
Transport

Total cost:

EUR 1 921 748

EU contribution:

EUR 1 497 040

Coordinated in:

Austria

Subprogramme:

SEC-2013.7.2-1 - Open topic for Small and Medium

Enterprises: Solutions for frequent petty crimes that are of

high impact to local communities and citizens"  Capability

Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

SYNYO GmbH Austria

GRAFFOLUTION
Project reference: 608152
Funded under: FP7-SECURITY 

Awareness and Prevention Solutions against Graffiti Vandalism in Public Areas and
Transport

From 2014-03-01 to 2016-02-29

Project details

Objective

Graffiti is an omnipresent phenomenon all over Europe ranging from simple written words to elaborate wall paintings. Even if
there are artful masterpieces graffiti without the property owner's permission is commonly considered as disfigurement of public
areas and transport, causing hundreds of millions of euros removal costs and the usage of tons of harmful chemicals each year.
Furthermore scribbles often contain racist, homophobic or discriminatory content. Surroundings affected by extensive illegal
graffiti produce feelings of insecurity among citizens and generate serious negative effects on a social, cultural and economic
level.
Graffolution aims at contributing to counteracting the increase of graffiti vandalism focusing on smart awareness and prevention
solutions for all affected stakeholder groups summarised on an innovative web based platform. Graffolution will provide an
extensive “Collaborative Knowledge Base” empowering city administrations, public transport services and law enforcement
agencies to share statistics, knowledge, good practices and prevention strategies using intuitive modules and cooperation
features. Additionally, the Graffolution platform will contain an interactive “Open Information Hub” addressing local
communities, citizens and sprayers to strengthen public awareness and enforce the prevention of illegal spraying activities, using
effectual tools and visualisations. Through the integration of social media features and channels young people and especially the
sprayer community will be reached.
The Graffolution project will lead to elementary research results and joint approaches integrating all interest groups to reduce
illegal Graffiti in Europe with a strong pioneering nature in a global context. The created web platform will serve as a central
instance against graffiti vandalism for all experts, stakeholders and citizens being expandable with future data, apps and effective
solutions that supports artistic expression while preserving public and private property and safety.

Coordinator

HOLOCHERGASSE 20/4 

Expand / Contract(-)
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UNIVERSITAT DE BARCELONA Spain

THE UNIVERSITY OF THE ARTS LONDON United Kingdom

SINE-INSTITUT GEM GMBH Germany

Ferrocarrils de la Generalitat de Catalunya Spain

LONDON BOROUGH OF ISLINGTON United Kingdom

UNION INTERNATIONALE DES CHEMINS DE FER France

WIEN, Austria

Administrative contact: Peter Leitner
Tel.: +43 1 9962011 7
Fax: +43 1 9962011 77

Participants

Gran Via de les Corts Catalanes 585 
BARCELONA, Spain

Administrative contact: Xavier Gutierrez
Tel.: +34 934035385
Fax: +34 934489434

DAVIES STREET 65 
LONDON, United Kingdom

Administrative contact: Willmoth Simon
Tel.: +44 20 7514 8131

LILIENSTRASSE 3 
MUNCHEN, Germany

Administrative contact: Kerstin Dressel
Tel.: +49 89 69372177
Fax: +49 89 12287526

Carrer del Cardenal Sentmenat 4 
Barcelona, Spain

Administrative contact: Santiago Zamora
Tel.: +34 93 366 32 39
Fax: +34 93 366 32 38

UPPER STREET TOWN HALL ISLINGTON 
LONDON, United Kingdom

Administrative contact: Kenny Wilks
Tel.: +44 20 7527 4534
Fax: +44 20 7527 8710

RUE JEAN REY 16 
PARIS, France

Administrative contact: Oana Patraulescu
Tel.: +33 144 49 21 04

Subjects

Safety

Record Number: 185512 / Last updated on: 2014-06-19 Last updated on 2014-06-19
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See list of good practices

GRISI PLUS

Project Details
Title: Geomatics Rural Information Society Initiative PLUS
Priority: 1: Innovation and the knowledge economy
Theme: the Information Society

Type of intervention
Type of intervention: 1: Regional Initiative Project
Mini-programme: No
Duration: 1st Jan 2012 - 31st Dec 2014
Website: http://www.grisiplus.eu 

Budget
Total budget: 1.629.550,56 €
ERDF contribution: 1.328.737,62 €

Lead partner
Gers Chamber of Commerce and Industry (Gers CCI)
Place Jean David - BP 10181
32004, AUCH
FRANCE

Click for contact details

Project summary
Nowadays, rural areas face various stakes: aging and declining population, poor local economy, isolation, lack of use of the ICT, lack of infrastructures, inertia
regarding innovation... To address these issues, GRISI PLUS wants to introduce a new modernity in EU rural areas, mainly based on the results achieved in the
development and implementation of geomatics tools within the GRISI project (Interreg 3C) and welcoming practices under the SOHO SOLO project (Interreg 3B).

GRISI PLUS aims at improving the effectiveness and enriching economic development policies in rural areas by increasing the use of geographical information and
geomatics tools (Information Society approaches and practices) to give decision-support tools to public key players and policymakers. To achieve this goal, partners
will exchange experience, identify and transfer good practices in 2 domains related to their common issues for the revitalization of rural territories:

- Development of the attractiveness of rural

territories to attract new inhabitants. The latter will be able to telework (work at distance) thanks to the New ICT. These new inhabitants bring new skills and
wealth, are concerned by the environmental protection and they contribute in maintaining proximity services. They thus contribute in reinforcing territorial
cohesion, developing employment and increasing competitiveness in EU

- Promotion of local tangible and intangible products

GRISI PLUS gathers 14 partners from 11MS of the North, South, East and West areas, thus covering widely the EU territory. The partnership includes Regions,
Provinces, Associations of municipalities and territorial development agencies to consider different territorial levels and their competences. A balance between
more and less experienced partners is kept to ensure a win-win cooperation for all rural territories. All partners participated actively in the preparation and the
majority will play a crucial role in the project execution.

The mail activity

is the identification and transfer of good practices to improve 13 economic development policies of rural areas. Its success relies on 2 essential elements: effective
project coordination and a communication strategy to disseminate the results to policymakers, citizens, and to 42 other relevant institutions, thus raising
awareness to key players on the themes tackled. The main outputs and results are:

- 13 implementation plans (1 per partner region) and publication of 1 good practices guide

- Improvement of 13 economic development policies in rural areas

- Successful transfer of at least 5 good practices

- Identification and analysis of 10 good practices in each partner region

- 42 other relevant institutions aware of the project results

- Durability of the results by being present in existing online media in each partner region

- 5 study visits, 1 seminar and 1 training session to exchange experience

- Organization of a launching and a final conference with over 450 participants

Project achievements
The objective of GRISI PLUS is to improve the effectiveness and enriching economic development policies in rural areas by increasing the use of geographical
information and geomatics tools (Information Society approaches and practices) to give decision-support tools to public key players and policymakers. To achieve
this goal, partners will exchange experience, identify and transfer good practices in 2 domains related to their common issues for the revitalization of rural
territories:

- Development of the attractiveness of rural territories to attract new inhabitants. The latter will be able to telework (work at distance) thanks to the New ICT.
These new inhabitants bring new skills and wealth, are concerned by the environmental protection and they contribute in maintaining proximity services. They thus
contribute in reinforcing territorial cohesion, developing employment and increasing competitiveness in EU

- Promotion of local tangible and intangible products

A balance...

...between more and less experienced partners is kept to ensure win-win cooperation for all rural territories. All partners participated actively in the preparation
and the majority will play a crucial role in the project execution.

The main activity is the identification and transfer of good practices to improve 13 economic development policies of rural areas.
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GRISI PLUS gathers 14 partners from 11 countries of the North, South, East and West areas, thus covering widely the EU territory.

GRISI PLUS will organise workshops in more experienced territories where during dedicated visits on the fields, the good practices in place will be studied. During
each workshop, the partner could present a similar good practice around the attraction of rural territories policies. After each workshop, each partner has to
evaluate the transfer feasibility of the demonstrated good practices. In the working plan, one workshop and one study visit have been planned during a weekly
session each semester.

 

Project activities got started with a kick-off meeting in Auch (France) in February 2012 where despite highly disrupted air traffic due to the snow in France, a
large majority of the partnership was present (70 people were present). The kick-off allowed partners to commit, discuss methodology and project perspectives.
During the first study visit of the six programmed throughout the project, the CCI of Gers (France) described two success stories about the uses of geomatic tools in
the Gers province during the last years and resulting from European Territorial Cooperation projects:

- One is the SOHO-SOLO initiative from a IIIB SUDOE project about the welcoming of new inhabitants aiming to encourage freelances to move to the Gers province
with their families since 2008 (more than 500 new families have been used the SOHO SOLO programme before their installation in the Gers province. This good
practice is very interesting when the local authorities want to develop their rural policies;

 

the other one is the GEOWINE good practice which aims at certifying the geographic origin of wine.

These two good practices have the common point to use the geomatics technology. All partners (except for the LP) drafted a feasibility study to evaluate the
possibility of implementation of the 2 GP presented by the LP, in their respective area.

Partnership
Institution, Town Country Region Contact details

Gers Chamber of Commerce and Industry (Gers CCI), AUCH FRANCE Midi-Pyrénées 0033 5 62 60 68 89

West Regional Authority, GALWAY IRELAND Border, Midland and
Western

353915638425

Galway County Council, Galway IRELAND Border, Midland and
Western

00353 91 476506

Vidzeme Planning Region, Cesis LATVIA Latvija 00371 64127844

Latvian Association of Local and Regional Governments, Riga LATVIA Latvija 37167508532

LARNACA DISTRICT DEVELOPMENT AGENCY, Voroclini CYPRUS Kypros / Kibris +357 24815280

Local Councils' Association, Balzan MALTA Malta 35621446428

Regional Development Agency of Usti Region, PLC, Ústí nad Labem CZECH
REPUBLIC

Severozapad +420 476 206 538

Sinergija development agency Ltd., Moravske Toplice SLOVENIA Vzhodna Slovenija 00386 2 538 13 50

THE REGIONAL DEVELOPMENT AGENCY CENTRU, Alba Iulia ROMANIA Centru +40 258 818 616
office@adrcentru.ro,

National association of municipalities in the Republic of Bulgaria, Sofia BULGARIA Yugozapaden + 359 2 94 34 467

Tartu Science Park, Tartu ESTONIA Eesti +372 7428 725

Territorial Initiative for Employment & Entrepr.of Sintiki-Iraclia (TIEE-SI),
Livadia Sintikis

GREECE Kentriki Makedonia +30.2310.228833

Region of Crete, Heraklion GREECE Kriti 0030 2831040051-0030 2831340797
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Holistic Approach to Resilience and Systematic Actions to make Large Scale UrbaN Built
Infrastructure Secure

Total cost:

EUR 4 894 911

EU contribution:

EUR 3 493 771

Coordinated in:

Ireland

Subprogramme:

SEC-2012.2.1-1 - Resilience of large scale urban built

infrastructure - Capability Project

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

FUTURE ANALYTICS CONSULTING LIMITED Ireland

HARMONISE
Project reference: 312013
Funded under: FP7-SECURITY 

Holistic Approach to Resilience and Systematic Actions to make Large Scale UrbaN
Built Infrastructure Secure

From 2013-06-01 to 2016-05-31 | HARMONISE Website

Project details

Objective

For the first time, more than 50% of the world's population live in urban areas. By 2050, c. 70% of people are likely to be city
dwellers, compared with less than 30% in 1950. This trend brings with it increased security and safety threats in urban areas, not
least to urban built infrastructure. The central aim of HARMONISE (A Holistic Approach to Resilience and Systematic ActiOns to
Make Large Scale UrbaN Built Infrastructure SEcure) is to develop a comprehensive, multi-faceted, yet mutually-reinforcing
concept for the enhanced security, resilience and sustainability of large scale urban built infrastructure and development.
Large scale urban built infrastructure is a critical component within the intertwined networks of urban areas, which include not
only physical components, but also integrated hardware and software aspects. To date, a comprehensive and holistic approach to
improve the resilience and security of large scale urban developments (i.e. shopping centres/areas, sports venues or business
centres with underground transportation nodes) against attacks and disruptions, has not been developed thoroughly.
HARMONISE will be grounded in a holistic view of innovation, and will advocate synergies with, and augmentation of, relevant
existing, past or ongoing projects. The project recognises the necessity to improve the design of urban areas and increase their
security against, and resilience, to new threats. Specifically, HARMONISE seeks to deliver (a) a holistic urban resilience
integrated information platform; (b) a suite of innovative tools (toolkit hosted within the HARMONISE platform); (c) greater
understanding and awareness of urban security and resilience vis-a-vis dissemination activities; and, (d) commercialisation
opportunities among emerging new markets in this field. HARMONISE will result in significant resilience enhancement methods
for large scale urban built infrastructure.

Coordinator

FITZWILLIAM SQUARE 23 
DUBLIN, Ireland

Administrative contact: William Hynes
Tel.: +353 1 639 4836
Fax: +353 1 661 9169
E-mail

Expand / Contract(-)
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TEKNOLOGIAN TUTKIMUSKESKUS VTT Finland

UNIVERSITY OF ULSTER United Kingdom

SELEX ES SPA Italy

FUNDACION TECNALIA RESEARCH & INNOVATION Spain

BERGISCHE UNIVERSITAET WUPPERTAL Germany

LONIX OY Finland

BUILDING DESIGN PARTNERSHIP LIMITED United Kingdom

LEIGHFISHER LTD United Kingdom

Participants

TEKNIIKANTIE 4 A 
ESPOO, Finland

Administrative contact: Teuvo Uusitalo
Tel.: +358 207223266
Fax: +358207223499
E-mail

CROMORE ROAD 
COLERAINE, United Kingdom

Administrative contact: Peadar Davis
Tel.: +44 28 90366507
E-mail

VIA PIEMONTE 60 
ROMA, Italy

Administrative contact: Anna Maria Colla
Tel.: +39 010 6582516
E-mail

PARQUE TECNOLOGICO DE MIRAMON PASEO MIKELETEGI 2 
DONOSTIA-SAN SEBASTIAN, Spain

Administrative contact: Christian Perez
Tel.: +34 946430069
Fax: +34 946460900
E-mail

GAUSS-STRASSE 20 
WUPPERTAL, Germany

Administrative contact: Ulrike Hartig
Tel.: +49 202 439 3806
Fax: +49 202 439 2174
E-mail

TEOLLISUUSKATU 33 
HELSINKI, Finland

Administrative contact: Anu Kätkä
Tel.: +35893499853
Fax: +35893499863
E-mail

PICCADILLY BASIN, DUCIE STREET 11 
MANCHESTER, United Kingdom

Administrative contact: Leanne Ferguson
Tel.: +44 161 828 2200
Fax: +44 161 828 2235
E-mail

ESKDALE ROAD 1180 
WINNERSH, United Kingdom

Administrative contact: Brian Arrowsmith
Tel.: +44 118 946 7233
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AYUNTAMIENTO DE BILBAO Spain

COMUNE DI GENOVA Italy

THE UNIVERSITY OF WARWICK United Kingdom

E-mail

URIBITARTE 18-4 DCHA 
BILBAO, Spain

Administrative contact: Pedro Luís Izaga Alonso
Tel.: +34944204951
Fax: +34944204944
E-mail

Via Garibaldi 9 
Genova, Italy

Administrative contact: Sara Piana
Tel.: +39 010 5572511
Fax: +39 010 5572206
E-mail

Kirby Corner Road - University House 
COVENTRY, United Kingdom

Administrative contact: Peter Hedges
Tel.: +44 24 765 23859
Fax: +44 24 765 24491
E-mail

Subjects

Scientific Research

Record Number: 108815 / Last updated on: 2014-08-18 Last updated on 2014-08-18
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Harmonized Evaluation, Certification and Testing of Security Products

Total cost:

EUR 4 690 925

EU contribution:

EUR 3 489 016

Coordinated in:

Sweden

Subprogramme:

SEC-2013.5.4-1 - Evaluation and certification schemes for

security products  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

TOTALFORSVARETS FORSKNINGSINSTITUT Sweden

HECTOS
Project reference: 606861
Funded under: FP7-SECURITY 

Harmonized Evaluation, Certification and Testing of Security Products

From 2014-09-01 to 2017-08-31

Project details

Objective

Today physical security equipment and systems are very diverse in technology, concept of operations, application areas and
performance. Similar security products are difficult to compare in terms of performance, accuracy, usage, trust and validation of
functionality. Currently, there are very few certification procedures in Europe mutually recognized by different
Member States. This leads to fragmentation of the market, as identified in the recent EC Communication on Security Industrial
Policy, with negative impacts on both suppliers and users.

HECTOS will study if and how existing evaluation and certification schemes used in other areas including Common Criteria, New
Legislative Framework, ECAC CEP, CertAlarm etc. could be used and possibly further developed/enhanced/adapted/integrated
as a general approach for the assessment and certification of products used for physical security of people and infrastructure. As
well as mechanisms to independently evaluate security product performance, on a scientifically valid and statistically reliable
basis, the project will consider ethical and privacy requirements and regulatory compliance. The approach will be validated
through experiments using two different product groups as case studies: weapons and explosives detection systems (outside of
aviation security) and biometric recognition. The project will develop a roadmap for the development of new harmonized
certification schemes and provide standardization bodies with proposals for new work items.

HECTOS will establish expert and user groups from industry, regulators, standards bodies and end-users in order to gather
requirements, seek input on direction and priorities, communicate and build consensus in the results of the work.

Coordinator

Gullfossgatan 6 
STOCKHOLM, Sweden

Administrative contact: Cecilia Lindgren
Tel.: +46 8 55503435
E-mail

Expand / Contract(-)
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MORPHO France

ICONAL TECHNOLOGY LTD United Kingdom

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

NEDERLANDSE ORGANISATIE VOOR TOEGEPAST
NATUURWETENSCHAPPELIJK ONDERZOEK - TNO

Netherlands

THE UNIVERSITY OF WARWICK United Kingdom

NPL MANAGEMENT LIMITED United Kingdom

DIN DEUTSCHES INSTITUT FUER NORMUNG E V Germany

Participants

RUE LEBLANC 27 
PARIS, France

Administrative contact: Sandra Canton
Tel.: +33158118767
Fax: +33158118701
E-mail

COWLEY ROAD ST JOHNS INNOVATION 
CAMBRIDGE, United Kingdom

Administrative contact: Mike Kemp
Tel.: +44 7768258965
E-mail

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Andrea Zeumann
Tel.: +49 89 1205 2723
Fax: +49 89 1205 7534
E-mail

Schoemakerstraat 97 
DELFT, Netherlands

Administrative contact: Martijn Koolloos
Tel.: +31 88 866 4681
E-mail

Kirby Corner Road - University House 
COVENTRY, United Kingdom

Administrative contact: Peter Hedges
Tel.: +44 2476524760
Fax: +44 2476574458
E-mail

SERCO HOUSE 16 BARTLEY WOOD BUSINESS PARK BARTLEY WAY 
HOOK, United Kingdom

Administrative contact: Andrew Smith
Tel.: +44 20 8943 6672
E-mail

BURGGRAFENSTRASSE 6 
BERLIN, Germany

Administrative contact: Hermann Behrens
Tel.: +49 30 26012691
Fax: +49 30 260142691
E-mail

Subjects

Safety
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See list of good practices

Hybrid Parks

Project Details
Title: Hybrid Parks: Combining abilities, creating synergies and enhancing the performance of parks for sustainable local and regional development policies
Priority: 2: Environment and risk prevention
Theme: Cultural heritage and landscape

Type of intervention
Type of intervention: 1: Regional Initiative Project
Mini-programme: No
Duration: 1st Jan 2012 - 31st Dec 2014
Website: http://www.hybridparks.eu 

Budget
Total budget: 2.411.182,00 €
ERDF contribution: 1.858.523,40 €

Lead partner
Schloss Dyck Foundation. Centre for Garden Art and Landscape Design
Schloss Dyck
41363, Jüchen
GERMANY

Click for contact details

Project summary
Parks, both historic and modern, are intensively managed, high quality environments. They add to the attractiveness and success of cities and regions and to the
quality of life for citizens and visitors.

 

The partnership includes many of those cities and regions energetically enhancing and using parks in a wider policy context such as economic development, rural
diversification, protection of cultural heritage, landscapes and environment or urban renewal. Partnership also includes some “newcomers” which started similar
policies recently.

 

They all acknowledge the unique resources of parks, the advantages of cooperation and the need to achieve additional economic, social and environmental benefits
to diminish the risks of decline or loss caused by conflicting demands, budget reductions etc. Climate change is a growing threat whose effects are not fully
clarified. It will affect park features and plants directly. It will attract more visitors using parks as comfort places. Finally parks

will be part of risk prevention strategies such as green corridors to mitigate climate change.

 

It is the project’s key objective that parks can fully be used for sustainable local and regional development and for policies to mitigate climate change by
enhancing their abilities to better serve economic, social and environmental purposes; by combining the improved capacities to create synergies and to enhance
performance and benefits; and by promoting guidance on how to relate the above with local and regional mitigation policies.

 

Such policies ensure that in each park different functions work "hand in hand". This can be compared with a hybrid car, where two sources of energy and engines
are linked to use their individual advantages, to support each other and to enhance performance and sustainability. Analogously, the idea of “Hybrid Parks” came
into being.

 

Activities cover the 3 pillars of sustainability by individual and interrelated activities, based on experiences and resources

of the partnership and the objectives of “Hybrid Parks”. Best practice studies include “Economy: Tourism and urban (re)development", “Social: Widening the
audience" and “Environment: Public awareness”. Policies using parks for economic, environmental or social development are investigated in two workshops each.
Another six, cross-cutting or "hybrid" workshops investigate how to combine these approaches to increase the contribution and synergies of parks to sustainable
development policies and mitigation of climate change. Study tours to the UK (focus: economy), Sweden (social) and Lower Austria (environment) and four open
conferences further support exchange and transfer. This feeds into improved skills, policies and regional development plans, championed by regional support
teams.

 

The final conference presents the project report, with best practice case studies and the “Hybrid Parks Model” for integrated management of parks within
sustainable development and climate change policies.

Project achievements
The huge variety of actual uses and the great expectations related to the contribution of parks, gardens and urban spaces to sustainable urban and regional
development across Europe, have become very obvious in the situation reports delivered by the partners.These early reports (available from www.hybridparks.eu)
also raised the mutual understanding about the partners,their needs and objectives and about options emerging from exchange and transfer of good practice.

 

The first workshop, held according to the plan in June in Lund, had its focus on the social aspects of parks and gardens. Partners, local politicians and external
experts joined in Lund’s city park to discuss the needs and the challenges of the transformation of this 100 year old public park into a multi-purpose or Hybrid
Park.Presentations by partners allowed comparing different approaches and experiences made so far.On the second day, presentations and guided tours through the
Therapy Garden at Alnarp University and

 

the Castle Garden in Malmö (added to the good practice database) further inspired the discussion about transfer options, improvements in existing parks, creation
of new areas and help to further define joint challenges. Work on seven good practice case studies (scheduled for September 2012) was inspired by this workshop
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and the studies will reflect this while also delivering a wider picture. All this also helped to shape the content of the next workshop (Economy 1 in North Rhine-
Westphalia) and the first conference in Umbria (postponed to November 2012).

 

The project website offers detailed information and will be further enhanced within the next reporting period (e.g. by a news feed). Main events have been used
to inform the media and thus the public about the project. For the forthcoming newsletter partners compiled a joint mailing list of addressees from the various
departments, professions etc.

 

 

 

Partnership
Institution, Town Country Region Contact details

Schloss Dyck Foundation. Centre for Garden Art and Landscape Design, Jüchen GERMANY Düsseldorf 0049-2182824103

State Chancellery of North Rhine-Westfalia, Düsseldorf GERMANY Düsseldorf 0049-2118371803

Rhineland Regional Council, Köln GERMANY Köln 0049-2218093586

The Regional Association of Westphalia-Lippe (LWL), Münster GERMANY Münster 0049-2515913574

Municipality of Linköping, Linköping SWEDEN Östra
Mellansverige

0046-13206807

Municipality of Lund, Lund SWEDEN Sydsverige 0046-4635
clara.lundqvist.lund.se

Paola Local Council, Paola MALTA Malta 00356-21664066
kevi@onvol.net

Silesian Botanical Garden, Mikolow POLAND Slaskie 0048-327797602

University of Turku, Turku FINLAND Etelä-Suomi 00358-23336436

REGION OF SOUTH AEGEAN, Rhodes GREECE Notio Aigaio 0030-2241360506

UMBRIA REGIONAL AUTHORITY - Regional Directorate of Resource Umbria. Federalism,
financial, human and instrumental Resources - Division for protected areas and valorization of
natural heritage and landscape, Perugia

ITALY Umbria 0039-755045015

Emilia-Romagna Region - General Directorate for Programs and Agreements, European
Relations and International Cooperation, Bologna

ITALY Emilia-Romagna 0039-515276068

Garden Platform Lower Austria, St.Pölten AUSTRIA Niederösterreich 0043-274222633513
 ;

office@diegaerten.at

Cheshire West and Chester Council, Chester UNITED
KINGDOM

Cheshire 0044-1244 977786

Association of Parks and Gardens in Brittany, Rennes FRANCE Bretagne 0033-296310014
president@apjb.org

Environmental Protection Association Citizen and Environment, Department Nature in the
Garden, St. Pölten

AUSTRIA Niederösterreich 0043 227268188 58

Location

Kartendaten © 2014 GeoBasis-DE/BKG (©2009), GoogleBasis-DE/BKG (©2009), GoogleFehler bei Google Maps melden
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Online and Mobile Communications for Crisis Response and Search and Rescue

Total cost:

EUR 5 225 062

EU contribution:

EUR 3 987 992

Coordinated in:

Portugal

Subprogramme:

SEC-2012.6.1-3 - Use of new communication/social media in

crisis situations - Capability Project or Coordination and

Support Action

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

TEKEVER - TECNOLOGIAS DE INFORMACAO, S A Portugal

ISAR+
Project reference: 312850
Funded under: FP7-SECURITY 

Online and Mobile Communications for Crisis Response and Search and Rescue

From 2013-01-01 to 2015-06-30

Project details

Objective

The iSAR+ Project aims to research and develop guidelines and an associated platform that, in emergencies or crises, enables
citizens using new mobile and online technologies to actively participate in the response effort, through the bi-directional
provision, dissemination, sharing and retrieval of information essential for critical PPDR intervention, in search and rescue, law
enforcement and medical assistance.
Empowered by new communication media, such as mobile phones with cameras and internet-based applications connecting to
social media platforms, citizens are the in situ first sensors, but their added-value involvement in crisis response efforts is often
disregarded by PPDRs, as they struggle to timely develop an adequate situational awareness. iSAR+ innovates the approach to
the dynamics between citizens and PPDRs in crises, allowing (i) the leverage of PPDRs’ levels of shared awareness and
performance, benefiting from citizens’ published information, (ii) the exploitation of mobile platforms’ ubiquity to search, locate
and effectively communicate with citizens and (iii) the redirection of citizens’ large energy and information flow into PPDRs
platforms.
Joining large companies, SMEs, Universities, RTOs and a wide community of end-users and experts from Europe, Chile and the
US, the iSAR+ Consortium is one of the Project’s strengths, for it is a multi-disciplinary and complementary collective, with solid
competences and experience developing R&D projects. Its ambitious goal is to create guidelines and a platform that, respecting
the organizational culture of crisis response and EU legislation and concerns on privacy, considers the related organisational,
human, technological, legal and ethical dimensions to enable a gradual evolution towards the full implementation of iSAR+
services, an efficient and effective solution to articulate the involvement of new media users in the effort to ensure citizens’
security in SAR and crisis situations.

Coordinator

RUA DA LEZIRIA 1 
OBIDOS, Portugal

Administrative contact: Pedro Sinogas
Tel.: +351213304300
Fax: +351213304301

Expand / Contract(-)
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North Yorkshire Police Authority United Kingdom

BRIDGE 129 SPA SAFETY AND SECURITY Italy

CENTRE FOR SCIENCE, SOCIETY AND CITIZENSHIP Italy

DEVERYWARE France

PELASTUSOPISTO, EMERGENCY SERVICES COLLEGE Finland

ERNST-MORITZ-ARNDT-UNIVERSITÄT GREIFSWALD Germany

ITTI SP ZOO Poland

HELSE BERGEN HF*HAUKELAND UNIVERSITY HOSPITAL Norway

E-mail

Participants

Newby Wiske 
Northallerton, United Kingdom

Administrative contact: Simon Nott
Tel.: +4401609789050
Fax: +4401609789963
E-mail

via Gramsci 86/A 
Reggio Emilia, Italy

Administrative contact: Caterina Severi
Tel.: +39 0522 1715150
E-mail

Via Paolucci de Calboli 5 
ROMA, Italy

Administrative contact: Emilio Mordini
Tel.: +39 06 45551042
Fax: +39 06 45551044
E-mail

RUE TAITBOUT 43/45 
PARIS, France

Administrative contact: Alain Soulier
Tel.: +33668484481
Fax: +331809055481
E-mail

Hulkontie 83 
Kuopio, Finland

Administrative contact: Esko Kaukonen
Tel.: +358718753407
E-mail

Domstrasse 11 
GREIFSWALD, Germany

Administrative contact: Silke Schmidt
Tel.: +49 3834 863800
Fax: +49 3834 863801
E-mail

RUBIEZ 46 
POZNAN, Poland

Administrative contact: Lidia Samp
Tel.: +48 61 6226977
Fax: +48 61 6226973
E-mail

JONAS LIES VEI 65 
BERGEN, Norway

Administrative contact: Alexandra Reksten
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KUOPION KAUPUNKI Finland

POLICE AND CRIME COMMISSIONER FOR NORTH YORKSHIRE United Kingdom

POLE PILOTE DE SECURITE LOCALE - PPSL France

POLIISIAMMATTIKORKEAKOULU Finland

THE PROVOST FELLOWS & SCHOLARS OF THE COLLEGE OF THE HOLY AND
UNDIVIDED TRINITY OF QUEEN ELIZABETH NEAR DUBLIN

Ireland

THALES COMMUNICATIONS & SECURITY SAS France

ITÄ-SUOMEN YLIOPISTO Finland

ZANASI ALESSANDRO SRL Italy

Tel.: +47 55 97 72 60
E-mail

TULLIPORTINKATU 31 
KUOPIO, Finland

Administrative contact: Jukka Koponen
Tel.: +358447188103
Fax: +358017188123
E-mail

NEWBY WISKE HALL POLICE HEADQUARTERS 
NORTHALLERTON, United Kingdom

Administrative contact: Simon Nott
Tel.: +4401609789050
Fax: +4401609789963
E-mail

RUE DU THEATRE 1 BIS 
ELANCOURT, France

Administrative contact: Emmanuelle Villot
Tel.: +33 6 33 83 71 69
E-mail

Vaajakatu 2 
TAMPERE, Finland

Administrative contact: Vesa Muttilainen
Tel.: +358504561312
E-mail

College Green - 
DUBLIN, Ireland

Administrative contact: Deirdre Savage
Tel.: +353 1 8961942
Fax: +353 1 7071633
E-mail

AVENUE DES LOUVRESSES 4 
GENNEVILLIERS, France

Administrative contact: Sylvie Raynaud
Tel.: +33146132642
Fax: +33146133280
E-mail

YLIOPISTONRANTA 1 E 
Kuopio, Finland

Administrative contact: Jaana Backman
Tel.: +358505554446
E-mail

VIA G B AMICI 29 
MODENA, Italy

Administrative contact: Alessandro Zanasi
Tel.: +393494131718
E-mail
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AREA7 SRL Italy

VIA ANTONIO GRAMSCI 86A 
REGGIO EMILIA RE, Italy

Administrative contact: Marco Artioli
Tel.: +39 0522 1715150
E-mail

Subjects

Scientific Research

Record Number: 106661 / Last updated on: 2014-07-18 Last updated on 2014-07-18
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
LArge Scale Information Exploitation of Forensic Data

Total cost:

EUR 11 355 990

EU contribution:

EUR 8 323 806

Coordinated in:

Italy

Subprogramme:

SEC-2013.1.6-1 - Framework and tools for (semi-) automated

exploitation of massive amounts of digital data for forensic

purposes  Integration Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-IP - Large-scale integrating project

ENGINEERING - INGEGNERIA INFORMATICA SPA Italy

LASIE
Project reference: 607480
Funded under: FP7-SECURITY 

LArge Scale Information Exploitation of Forensic Data

From 2014-05-01 to 2017-10-31

Project details

Objective

The LASIE project will design and develop a novel framework to assist forensic analysts in their investigations. The envisaged
framework will be based on automated technology for advanced data processing supported by an important human component
in critical decision making stages, as well as, legal and ethical aspects. The framework will consist of tools to automatically
manipulate, analyse and fuse vast amounts of heterogeneous data acquired from different sources including CCTV surveillance
content, confiscated desktops and hard disks, mobile devices, Internet, social networks, handwritten and calligraphic documents.
The type of data considered includes text, images, video, audio and biometric information in multiple formats. In order to
manage the results of the automated processing, a knowledge repository will be built. It will consider explicit analyst-knowledge
and critical legacy information from previous cases. The proposed knowledge representation framework will also allow the
system to provide recommendations to analysts, guide the investigation process and perform inference based on evidence
extracted from available data.
In LASIE, search and retrieval of evidence will be enhanced through the provision of complex query formulations and
multimodal search mechanisms yet through a user-friendly, user-centric human-computer interface. The aim is to link and
merge heterogeneous data retrieved from multiple sources to improve the knowledge-base and the accuracy of retrieved results.
The envisaged user-friendly interface will allow analysts to easily visualise and navigate through the retrieved evidence, highlight
relevant events and provide feedback to refine their search criteria.
LASIE will follow a privacy-by-design approach, ensuring that all the aforementioned functionalities and the used forensic data
strictly obey all legal and ethical restrictions and national laws. This ensures that the outcomes of the system will be accepted in
European courts of law.

Coordinator

Via San Martino Della Battaglia 56 
ROMA, Italy

Administrative contact: Maria Silvia Boi
Tel.: +39 3408100593
E-mail

Expand / Contract(-)
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CENTRE FOR RESEARCH AND TECHNOLOGY HELLAS Greece

NEUROPUBLIC A E PLIROFORIKIS & EPIKOINONION Greece

QUEEN MARY UNIVERSITY OF LONDON United Kingdom

METROPOLITAN POLICE SERVICE United Kingdom

SENSEGRAPH LIMITED United Kingdom

INSTITUTT FOR FREDSFORSKNING STIFTELSE Norway

HUAWEI TECHNOLOGIES DUESSELDORF GMBH Germany

TECHNISCHE UNIVERSITAET BERLIN Germany

Participants

CHARILAOU THERMI ROAD 6th Km 
THERMI THESSALONIKI, Greece

Administrative contact: Evangelia Perperi
Tel.: +302310498126
Fax: +302310498180
E-mail

AITOLIKOU & SFAKTIRIAS 11 
PEIRAIAS, Greece

Administrative contact: Ioannis Koufoudakis
Tel.: +30 2104101010
Fax: +30 2104101013
E-mail

327 MILE END ROAD 
LONDON, United Kingdom

Administrative contact: Reuben Almeida
Tel.: +44 20 7882 6038
E-mail

New Scotland Yard, Broadway 
London, United Kingdom

Administrative contact: Mick Neville
Tel.: +44 02072306402
E-mail

MARITIME HOUSE THE MARINA HARBOUR WALK 
HARTLEPOOL, United Kingdom

Administrative contact: Roberto Garigliano
Tel.: +39 3484075319
E-mail

Hausmanns gate 7 
OSLO, Norway

Administrative contact: J. Peter Burgess
Tel.: +47 22547738
E-mail

AM SEESTERN 24 
DUESSELDORF, Germany

Administrative contact: Yingjia Liu
Tel.: +49891588344054
E-mail

DES 17 JUNISTRASSE 135 
BERLIN, Germany

Administrative contact: Silke Hönert
Tel.: +49 30 314 79973
Fax: +49 30 314 21689
E-mail
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UNITED TECHNOLOGIES RESEARCH CENTRE IRELAND, LIMITED Ireland

INNOVATION ENGINEERING SRL Italy

VENAKA MEDIA LIMITED United Kingdom

ACIC SA Belgium

INSTITUT MINES-TELECOM France

UNIVERSIDAD POLITECNICA DE MADRID Spain

VISIONWARE-SISTEMAS DE INFORMACAO SA Portugal

AYUNTAMIENTO DE MADRID Spain

UNIVERSITY OF GREENWICH United Kingdom

FOURTH FLOOR, PENROSE BUSINESS CENTER, PENROSE WHARF, PENROSE QUAY 
CORK, Ireland

Administrative contact: Andrew O'leary
Tel.: +353 214508442
E-mail

Via Palestrina 25 
Rome, Italy

Administrative contact: Leonor Carolina Salas
Tel.: +39 06 45425111
Fax: +39 06 33267022
E-mail

GLEBE MEWS 2 
SIDCUP LONDON, United Kingdom

Administrative contact: Lyda Sofia Trujillo
Tel.: +442080997821
Fax: +442033970826
E-mail

BOULEVARD INITIALIS - PARC INITIALIS 28 
MONS, Belgium

Administrative contact: Jean-François Delaigle
Tel.: +3265394380
E-mail

RUE BARRAULT 46 
PARIS, France

Administrative contact: Anne Grouas
Tel.: +33 1 45 81 76 51
E-mail

CALLE RAMIRO DE MAEZTU 7 
MADRID, Spain

Administrative contact: Roberto Prieto
Tel.: +34913366048
Fax: +34913365974
E-mail

RUA DA LIONESA - EDIF C5 DO - CENTRO EMPRESARIAL DA LIONESA 486 
PORTO LECA DO BALIO, Portugal

Administrative contact: Filipe Custodio
Tel.: +351913265092
E-mail

PLAZA DE LA VILLA 4 
MADRID, Spain

Administrative contact: Sonia Rodríguez García
Tel.: +34 915132815
Fax: +34 914804433
E-mail

Old Royal Naval College, Park Row, Greenwich 
LONDON, United Kingdom
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Administrative contact: Josh Davis
Tel.: +44208331 8859
E-mail

Subjects

Safety

Record Number: 185486 / Last updated on: 2014-09-03 Last updated on 2014-09-03
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Law Enforcement Intelligence Learning Application

Total cost:

EUR 1 978 327

EU contribution:

EUR 1 499 837

Coordinated in:

Greece

Subprogramme:

SEC-2013.7.6-1 - Open topic for Small and Medium

Enterprises: Use of serious gaming in order to improve

intelligence analysis by law enforcement agents  Capability

Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

GLOBO TECHNOLOGIKI - PLIROFORIKI ANONYMI ETAIREIA, IDIOTIKI
EPICHEIRISI PAROCHIS YPIRESION ASFALEIAS

Greece

LEILA
Project reference: 608303
Funded under: FP7-SECURITY 

Law Enforcement Intelligence Learning Application

From 2014-04-01 to 2016-03-31

Project details

Objective

21st Century security challenges raise questions about the effectiveness of the traditional intelligence learning paradigm
suggesting the need of a complex, agile and rapidly changing intelligence analysis approach.
In this context, via a holistic learning methodology and a “serious games” solution, the LEILA project will enable to empower
intelligence analysts by improving their cognitive capabilities, reasoning skills and creative approach, at individual and group
level.
The radical innovation of this holistic approach is brought by the combination of several fields which are normally explored and
applied separately such as: psycho-sociological and cognitive factors in decision making (e.g. decision biases, critical thinking,
multiple reasoning strategies, creativity), decision making strategies under uncertainty (e.g. Bayesian approaches, game theory),
and group interaction dynamics in intelligence analysis.
A variety of learning experiences (e.g. games of deterrence, intelligence analysis under stress, emergence in highly of
collaborative situations) will be elaborated and computerized in different serious games, that will offer the possibility to actively
acquire the new IA skills from the different angles.

The impact on users’ community will be ensured by partners providing knowledge and learning in the specific domain (NDU,
KEMEA, ZANASI), by the early and continuous involvement of end users and stakeholders (partners and their networks), by the
iterative design process - alternating pilots and implementation of the learning framework and the serious games - and the
intensive dissemination activities.
The involvement in the consortium of experienced SMEs in the domains of Serious Games, innovative interfaces, technology
enhanced learning, together with important key players and knowledge providers in Intelligence Analysis and in training for law
enforcement, will ensure to LEILA the achievement of the defined scientific and technical outcomes.

Coordinator

Expand / Contract(-)
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ORT FRANCE France

ALPHALABS SARL France

ZANASI ALESSANDRO SRL Italy

FVA SAS DI LOUIS FERRINI & C Italy

MINISTERUL APARARII NATIONALE Romania

CENTER FOR SECURITY STUDIES Greece

ARISTOLELOUS ST 78 & PSARON ST 37 A 
HALANDRI, Greece

Administrative contact: Georgios Polygenis
Tel.: +30 2121217026
Fax: +30 2106466165
E-mail

Participants

10 VILLA D'EYLAU 
PARIS, France

Administrative contact: Raphael Attias
Tel.: +33 144173087
E-mail

RUE GALLIENI 48-50 MANOIR DE 
CHARTRETTES, France

Administrative contact: Martina Eckert
Tel.: +33 164813009
Fax: +33 164813009
E-mail

VIA G B AMICI 29 
MODENA, Italy

Administrative contact: Alessandro Zanasi
Tel.: +39 3494131718
Fax: +39 0596137608
E-mail

VIA GINO FUNAIOLI 45 
ROMA, Italy

Administrative contact: Susanna Albertini
Tel.: +39 066536958
E-mail

Strada Izvor, sector 5 3-5 
BUCHAREST, Romania

Administrative contact: Doru Enache
Tel.: +40213194865
Fax: +40213194860
E-mail

P. Kanellopoulou St 4 
Athens, Greece

Administrative contact: George Leventakis
Tel.: +30 2107481630
Fax: +30 2107481995
E-mail

Subjects

Safety

Record Number: 185516 / Last updated on: 2014-08-22 Last updated on 2014-08-22
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Renewable Mobility Services in Smart Cities

Total cost:

EUR 3 205 582

EU contribution:

EUR 2 450 000

Coordinated in:

Spain

Subprogramme:

ICT-2013.6.6 - Integrated personal mobility for smart cities

Call for proposal:

FP7-SMARTCITIES-2013

Funding scheme:

CP - Collaborative project (generic)

Documents and Publications

Ayuntamiento de Vitoria-Gasteiz Spain

MOVESMART
Project reference: 609026
Funded under: FP7-ICT 

Renewable Mobility Services in Smart Cities 

From 2013-11-01 to 2016-10-31

Project details

Objective

MOVESMART aims at providing time-dependent route planning and renewable personal mobility services using a set of crowd-
sourcing tools for collecting real-time information by multimodal travellers. The core of MOVESMART is a hierarchical urban-
traffic infrastructure that is hosted and maintained by a cloud architecture. MOVESMART envisions the server-based creation
and maintenance of time-dependent urban-traffic metadata as well as live-traffic logging, hosted in an urban traffic knowledge
bas…

Related information

MOVESMART factsheet and dissemination material

D 4.1 New Prospects in renewable mobility

D2.2 User Requirements and System Architecture

Coordinator

Olaguibel 4 
Vitoria-Gasteiz, Spain

Administrative contact: Sandra Busturia
Tel.: +34945161961
Fax: +34 945161253
E-mail

Participants

Expand / Contract(+)
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Karlsruher Institut fuer Technologie Germany

GOING GREEN SL Spain

ASOCIACION PARA LA PROMOCION DE LA INNOVACION DENOKINN Spain

UNIVERSIDAD DE LA IGLESIA DE DEUSTO Spain

MLS MULTIMEDIA AE GR

ETHNIKO KENTRO EREVNAS KAI TECHNOLOGIKIS ANAPTYXIS GR

COMPUTER TECHNOLOGY INSTITUTE & PRESS DIOPHANTUS GR

GRAD PULA - POLA Croatia

Flexiant Limited United Kingdom

Kaiserstrasse 12 
Karlsruhe, Germany

Administrative contact: Lilian Beckert
Tel.: +49 721 60843919
Fax: +49 721 60844211
E-mail

AVENIDA MANOTERAS 38 
MADRID, Spain

Administrative contact: Valentin Porta
Tel.: +34932425572
E-mail

CALLE INTXAUSTI 2 
BERMEO BIZKAIA, Spain

Administrative contact: IÑIGO URKIDI
Tel.: +34 652 742 455
E-mail

AVENIDA DE LAS UNIVERSIDADES 24 
BILBAO, Spain

Administrative contact: Anette Norborg
Tel.: +34 944 139 278
Fax: +34 944 139 143
E-mail

17 NOEMVRIOU STREET 79 
THESSALONIKI, GR

Administrative contact: KONSTANTINOS GRIGORIADIS
Tel.: +30 2310 929 090
E-mail

CHARILAOU THERMI ROAD 6th Km 
THERMI THESSALONIKI, GR

Administrative contact: Evangelia Perperi
Tel.: +30 2310 498 126
Fax: +30 2310 498 180
E-mail

N KAZANTZAKI CAMPUS 
RIO PATRAS, GR

Administrative contact: Sotiria Stavropoulou
Tel.: +30 2610 960468
Fax: +2610 960392
E-mail

FORUM 1 
PULA, Croatia

Administrative contact: Kristina Fedel Timovski
Tel.: +38 552 371 734
Fax: +38 552 222 990
E-mail

PORTLAND PLACE 1 
London, United Kingdom
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SOUTH WEST COLLEGE United Kingdom

Administrative contact: Tabassum Sharif
Tel.: +44 1506 606 020
Fax: +44 1506 606 013
E-mail

MOUNTJOY ROAD 2 
OMAGH TYRONE, United Kingdom

Administrative contact: Sharon McSorley
Tel.: +44 845 603 1881
Fax: +44 288 224 1440
E-mail

Subjects

Information, Media
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Operationalising Psychosocial Support in Crisis

Total cost:

EUR 4 371 594

EU contribution:

EUR 3 333 918

Coordinated in:

Denmark

Subprogramme:

SEC-2012.4.1-2 - Psycho social support in Crisis Management

- Capability Project

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

DANSK RODE KORS (DANISH RED CROSS) Denmark

OPSIC
Project reference: 312783
Funded under: FP7-SECURITY 

Operationalising Psychosocial Support in Crisis

From 2013-02-01 to 2016-01-31

Project details

Objective

Complex emergencies such as earthquakes, flooding, bombings, and the recent massacre in Utøya (Norway) can seriously affect
entire populations and rip nations apart, with long-term psychosocial consequences impacting the most vulnerable as well as the
helpers for years following the disaster.
A large number of high quality European guidelines and tools for psychosocial support interventions in crisis management
already exist and have been developed during the last two decades. OPSIC will build on this work by identifying gaps and
assessing best practices and develop a new innovative comprehensive operational guidance system (OGS), which will serve as the
operational interface between the existing guidelines and the practical intervention tools and methods. This interface is currently
missing and hinders the effective operationalization of and compliance with the guidelines in practice.
Based on new research and analysis of PSS guidelines, best practices and the long-term psychosocial impact of crisis, OPSIC will
design and develop an web based comprehensive operational guidance system that will operate as a common shared platform
and single point of reference for PSS in crisis management. The OGS will be validated through simulations tests in three
countries with crisis managers, first responders, volunteers and possible victims and evaluated according to selected key
performance indicators. Subsequently, the OGS will be demonstrated for a governmental end-user and a road map for
implementation of the OGS into the end-user protocols will be prepared.
For the development of the guidance system, OPSIC will focus on all four phases of crisis management; prevention,
preparedness, response and recovery, and relate these to the following target groups; - crisis managers, intervention forces, first
responders, volunteers, victims and indirectly affected community. The expected impact of the project is in accordance with the
call to improve psychosocial preparedness of the

Coordinator

Blegdamsvej 27 
Copenhagen, Denmark

Administrative contact: Jon Kristiansen
Tel.: +45 3525 9200
E-mail

Expand / Contract(-)
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UNIVERSITAET INNSBRUCK Austria

NEDERLANDSE ORGANISATIE VOOR TOEGEPAST
NATUURWETENSCHAPPELIJK ONDERZOEK - TNO

Netherlands

Stichting Impact, Landelijk Kennis en Adviescentrum Psychosociale zorg na
rampen

Netherlands

ACADEMISCH MEDISCH CENTRUM BIJ DE UNIVERSITEIT VAN AMSTERDAM Netherlands

SVEUCILISTE U ZAGREBU FILOZOFSKI FAKULTET - UNIVERSITY OF
ZAGREB, FACULTY OF HUMANITIES AND SOCIAL SCIENCES

Croatia

MAGEN DAVID ADOM IN ISRAEL Israel

AYUNTAMIENTO DE MADRID Spain

CENTRE FOR SCIENCE, SOCIETY AND CITIZENSHIP Italy

CROSSING CHANNELS SERVICES BV Netherlands

Participants

INNRAIN 52 
INNSBRUCK, Austria

Administrative contact: Kurt Habitzel
Tel.: +43 512 507 9051
E-mail

Schoemakerstraat 97 
DELFT, Netherlands

Administrative contact: Thom Melissen
Tel.: +31 8886 63089
E-mail

Nienoord 5 
Diemen, Netherlands

Administrative contact: A. Osinga
Tel.: +31 840 76 47
E-mail

MEIBERGDREEF 9 
AMSTERDAM, Netherlands

Administrative contact: Merel-Marijn Sondervan
Tel.: +31 20 5666 188
E-mail

IVANA LUCICA 3 
ZAGREB, Croatia

Administrative contact: Edo Junacko
Tel.: +385 1 6120 021
E-mail

Yigal Alon 60 
TEL AVIV, Israel

Administrative contact: Elena Singer
Tel.: +972 528 902 888
E-mail

PLAZA DE LA VILLA 4 
MADRID, Spain

Administrative contact: Elisa García Bosque
Tel.: +34 914 803 417
E-mail

Via Paolucci de Calboli 5 
ROMA, Italy

Administrative contact: Emilio Mordini
Tel.: +39 06 45551042
Fax: +39 06 45551044
E-mail

COMPUTERWEG 24 
UTRECHT, Netherlands
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Försvarshögskolan, Swedish National Defence College Sweden

Administrative contact: Boris Stam
Tel.: +31 346 599 000
E-mail

Drottning Kristinas Väg 37 
Stockholm, Sweden

Administrative contact: Anna Fornstedt Hellberg
Tel.: +46 70 281 00 63
E-mail

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Petty cRiminality diminution through sEarch and Analysis in multi-source video Capturing
and archiving plaTform

Total cost:

EUR 1 893 606

EU contribution:

EUR 1 489 396

Coordinated in:

Spain

Subprogramme:

SEC-2013.7.2-1 - Open topic for Small and Medium

Enterprises: Solutions for frequent petty crimes that are of

high impact to local communities and citizens"  Capability

Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

P-REACT
Project reference: 607881
Funded under: FP7-SECURITY 

Petty cRiminality diminution through sEarch and Analysis in multi-source video
Capturing and archiving plaTform

From 2014-04-01 to 2016-03-31

Project details

Objective

Petty crimes pose a more significant threat to daily life of local communities. Crime increases due to socioeconomic criteria
(wealth level of local community, unemployment rate, etc.) and its impact is becoming more critical due to recent economic
crisis. This high rate of criminality infects the social and commercial environment which makes citizens and business reluctant to
elaboration and welfare. Moreover, it should be kept in mind that reckless confrontation to petty crimes by police or security
enterprises can cause unreasonable loss of lives.

FP7-SEC-2013 has identified this need and requires low cost technology based solutions that reduce criminal activity and at the
same time meet the needs and financial expectations of the communities, citizens and businesses.

In response to the above issue P-REACT proposes to research and develop a sensor data (video and motion) capturing and
archiving network/platform that allows the protection of small businesses from petty crimes. It is based on low cost components
and built in capabilities (sensors and embedded systems) interconnecting using established and emerging technologies, such as
Digital Subscriber Lines and Cloud computing. The basic idea is to install low-cost cameras and smart sensors in the small
business’ premises, that are networked directly to, one or more, Cloud-based, Data Centers, where their activity is continuously
monitored and recorded. A potential incident detected by sensors installed in a specific store may also trigger neighbour sensors
installed in other premises near the incident in order to provide the best coverage possible in terms of data gathering.

Moreover, the platform will be able to receive information (images, video) captured by mobile smart devices (phones, tablets etc.)
operated by users that were found ad-hoc at a place of an incident.

Expand / Contract(-)
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FUNDACION CENTRO DE TECNOLOGIAS DE INTERACCION VISUAL Y
COMUNICACIONES VICOMTECH

Spain

KINESENSE LIMITED Ireland

ADITESS ADVANCED INTERGRATED TECHNOLOGY SOLUTIONS & SERVICES
LTD

Cyprus

FUTURE INTELLIGENCE LTD United Kingdom

CENTRE FOR RESEARCH AND TECHNOLOGY HELLAS Greece

CENTER FOR SECURITY STUDIES Greece

SRM - SOCIETA RETI E MOBILITA SRL Italy

Coordinator

CALLE PASEO MIKELETEGI PARQUE 57 
DONOSTIA SAN SEBASTIAN, Spain

Administrative contact: Ainhoa Aliaga
Tel.: +34 943309230
Fax: +34 943309393

Participants

MERRION SQUARE 79 
DUBLIN, Ireland

Administrative contact: Sarah Doyle
Tel.: +35316624546

DIOGENOUS 1 KYKKOY COMMERCIAL CENTER BLC A 4TH FLOOR EGKOMI 
LEFKOSIA, Cyprus

Administrative contact: Nikos Koutras
Tel.: +35722876379
Fax: +35722660009

REGENT STREET 207 3rd floor 
London, United Kingdom

Administrative contact: Nikos Zotos
Tel.: +442033938902

CHARILAOU THERMI ROAD 6th Km 
THERMI THESSALONIKI, Greece

Administrative contact: Dimitrios Tzovaras
Tel.: +30 2311257777
Fax: +30 2310474128

P. Kanellopoulou St 4 
Athens, Greece

Administrative contact: George Leventakis
Tel.: +30 210 7481630
Fax: +30 2107481995

VIA A. MAGENTA 
BOLOGNA, Italy

Administrative contact: Dora Ramazzotti
Tel.: +390510878251
Fax: +39051361260

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
PrivAcy pReserving Infrastructure for Surveillance

Total cost:

EUR 4 771 052

EU contribution:

EUR 3 490 491

Coordinated in:

France

Subprogramme:

SEC-2012.6.1-2 - Tools and methodologies, definitions and

strategies for privacy by design for surveillance technologies,

including ICT systems - Capability Project or Coordination

and Support Action

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

Open Access

via

PARIS
Project reference: 312504
Funded under: FP7-SECURITY 

PrivAcy pReserving Infrastructure for Surveillance 

From 2013-01-01 to 2015-12-31

Project details

Objective

PARIS will define and demonstrate a methodological approach for the development of surveillance infrastructure which enforces
the right of citizens for privacy, justice and freedom and takes into account the evolving nature of such rights, e.g. aspects that are
acceptable today might not be acceptable in the future, and the social and anthropological nature of such rights, e.g. perception of
such rights varies.
The methodological approach will be based on two pillars, first a theoretical framework for balancing surveillance and
privacy/data protection which fully integrates the concept of accountability, and secondly an associated process for the design of
surveillance systems which takes from the start privacy (i.e. privacy-by-design) and accountability (i.e. accountability-by-design).
The theoretical framework will first be defined in a generic way and guidelines will be provided to define specialized conceptual
frameworks (e.g. for a given country), further called SALT frameworks (Social/Anthropological/Legal/Technological) Examples
of SALT frameworks will be provided. The case of SALT frameworks interplay (i.e. exchanging surveillance data) will be analysed.
A framework management tool will be developed (1) to allow for the creation and edition of a conceptual framework and (2) to
subsequently act as a reference to surveillance system designers.
A SALT compliant design process will then be defined, i.e. surveillance and privacy balance according to the specialized
framework will be ensured through the process. Two use case will be demonstrated, one based on video search technology which
focuses on the archived data, and one based on biometrics technology which focuses on embedded systems sensor like data. The
two use cases will used different SALT frameworks. The resulting methodology will be promoted through associations and
standardization bodies. The project is 36-months long and includes 8 partners.

Related information

Terahertz activated luminescence of trapped carriers
in InGaAs/GaAs quantum dots
Bhattacharyya, J.; Wagner, M.; Helm, M.; Hopkinson, M.; Wilson, L. R.;
Schneider, H.

Expand / Contract(-)
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TRIALOG France

INSTITUT NATIONAL DE RECHERCHE EN INFORMATIQUE ET EN
AUTOMATIQUE

France

KATHOLIEKE UNIVERSITEIT LEUVEN Belgium

UNIVERSIDAD DE MALAGA Spain

UNIVERSITE DE NAMUR ASBL Belgium

THALES COMMUNICATIONS & SECURITY SAS France

VISUAL TOOLS SA Spain

2010

Coordinator

25 RUE DU GENERAL FOY 
PARIS, France

Administrative contact: Kung ANTONIO
Tel.: +33-144706100
E-mail

Participants

Domaine de Voluceau, Rocquencourt 
LE CHESNAY CEDEX, France
Website 

Administrative contact: CÃ©dric DI TOFANO ORLANDO
Tel.: +33-476615491
Fax: +33-476615455
E-mail

Website 

Administrative contact: Tine Heylen, (Advisor EU Projects)
Tel.: +32 16 32 65 20
Fax: +32 16 32 65 15

CALLE EL EJIDO S/N 
MALAGA, Spain

Administrative contact: Antonio MAÃA
Tel.: +34-952137142
E-mail

Rue de Bruxelles 61 
NAMUR / NAMEN, Belgium

Administrative contact: Claire LOBET-MARIS
Tel.: +32-81724991
E-mail

AVENUE DES LOUVRESSES 4 
GENNEVILLIERS, France

Administrative contact: AgnÃ¨s FRISTCH
Tel.: +33-146132083
E-mail

CALLE ISLA GRACIOSA 1 
MADRID, Spain
Website 

Administrative contact: Patricia HIDALGO
Tel.: +34-917294844
E-mail
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AIT AUSTRIAN INSTITUTE OF TECHNOLOGY GMBH Austria

Website 

Administrative contact: Felix SCHRÃPFER
Tel.: +435-05502069
Fax: +435-05502097
E-mail

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Population Alerting: Linking Emergencies, Resilience and Training

Total cost:

EUR 1 134 771

EU contribution:

EUR 998 848

Coordinated in:

United Kingdom

Subprogramme:

SEC-2013.4.1-5 - Preparing societies to cope with large scale

and/or cross border crisis and disasters  Coordination and

Support Action (Supporting Action)

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CSA-SA - Support actions

UNIVERSITY OF GREENWICH United Kingdom

POP-ALERT
Project reference: 608030
Funded under: FP7-SECURITY 

Population Alerting: Linking Emergencies, Resilience and Training

From 2014-04-01 to 2016-03-31

Project details

Objective

The main objective of POP-ALERT is to prepare societies and populations to cope with crisis and disasters in a rapid, effective
and efficient way by blending traditional Crisis Preparedness & First-Reaction strategies with the use of innovative contemporary
tools.
POP-ALERT proposes to undertake thorough behavioural research and take traditional Crisis Management research a step
further by carrying out a series of empirical studies, taking into account new issues related to targeting both local populations and
visitors such as expats or tourists (cultural differences, language barriers, etc.), in order to create a framework to facilitate the
assessment of the population’s capacity to absorb and preparedness to make use of different Crisis Management strategies and
technologies developed at the EU level.
POP-ALERT will identify specific target success stories within existing and past community preparedness programmes and put
together a portfolio of case studies on social networking and community self-reliance initiatives which could potentially be
replicated to crisis with a European dimension and to cross-border disasters.
The project will seek to study the best ways to blend contemporary tools with the existing practices identified in order to create
flexible and easily deployable toolkits for preparing and alarming the European population in case of a crisis. The approach this
project proposes for improving the current practices revolves around the use of messaging and cultural sharing technologies to
create awareness using technologies and approaches that offer the best form of accessibility and penetration by citizens and
authorities.
POP-ALERT will propose a pilot project (designing criteria for selection of the area and population to be involved in the pilot,
developing scenarios and objectives) in order to test the generic methodologies and to assess their effectiveness in raising an
improved level of preparedness of the community.

Coordinator

Old Royal Naval College, Park Row, Greenwich 
LONDON, United Kingdom

Administrative contact: Elisabeth Bacon
Tel.: +442083318544
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EUROPEAN ORGANISATION FOR SECURITYSCRL Belgium

ASSOCIATION COMITE NATIONAL FRANCAIS DU CTIF (COMITE TECHNIQUE
INTERNATIONAL DE PREVENTION ET D EXTINCTION DU FEU)

France

ALTRAN BV Netherlands

CAMARA MUNICIPAL DE LISBOA Portugal

TRAINING 4 RESILIENCE LLP United Kingdom

Siemens Schweiz AG Switzerland

EDISOFT-EMPRESA DE SERVICOS E DESENVOLVIMENTO DE SOFTWARE SA Portugal

CENTER FOR SECURITY STUDIES Greece

UNIVERSITY COLLEGE CHESTER United Kingdom

Fax: +442083318665

Participants

RUE MONTOYER 10 
BRUXELLES, Belgium

Administrative contact: Hara Caracostas
Tel.: +3227770257
Fax: +3222900131

RUE BREGUET 32 
PARIS, France

Administrative contact: Dennis Davis
Tel.: +44124323177

H. WALAARDT SECRESTRAAT 405 
SCHIPHOL OOST, Netherlands

Administrative contact: Sietske Van Deudekom
Tel.: +31 20 449 8390

PACOS DO CONCELHO PRACA DO MUNICIPIO 
LISBOA, Portugal

Administrative contact: Maria Telhado
Tel.: +351217224300
Fax: +351 218171312

SHEPHERDS HILL - FIELDCROFT 
BUCKHORN WESTON, United Kingdom

Administrative contact: Beverley Osborne
Tel.: +447789884984

ALBISRIEDERSTRASSE 
ZURICH, Switzerland

Administrative contact: Enzo Peduzzi
Tel.: +41 41 724 36 49

RUA CALVET MAGALHAES 245 
PACO DE ARCOS, Portugal

Administrative contact: Nuno Ramos
Tel.: +351 212945993
Fax: +351 212945999

P. Kanellopoulou St 4 
Athens, Greece

Administrative contact: George Leventakis
Tel.: +30 210 7481347
Fax: +30 2107481995

PARKGATE ROAD 
CHESTER, United Kingdom
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SERVICE DEPARTEMENTAL D'INCENDIE ET DE SECOURS DE LA HAUTE-
CORSE

France

Administrative contact: Nicola Armstrong
Tel.: +441244 511053
Fax: +441244 513111

LIEU DIT CASETTA 
FURIANI, France

Administrative contact: Marien Setti
Tel.: +33786135494
Fax: +33495306721

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
PREparing for the Domino effect in Crisis siTuations

Total cost:

EUR 4 635 021

EU contribution:

EUR 3 460 193

Coordinated in:

France

Subprogramme:

SEC-2013.4.1-2 - Better understanding of the cascading effect

in crisis situations in order to improve future response and

preparedness and contribute to lower damages and other

unfortunate consequences  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

COMMISSARIAT A L ENERGIE ATOMIQUE ET AUX ENERGIES
ALTERNATIVES

France

PREDICT
Project reference: 607697
Funded under: FP7-SECURITY 

PREparing for the Domino effect in Crisis siTuations

From 2014-04-01 to 2017-03-31

Project details

Objective

PREDICT provides a comprehensive solution for dealing with cascading effects in multi-sectoral crisis situations covering aspects
of critical infrastructures. The PREDICT solution will be composed of the following three pillars: methodologies, models and
software tools. Their integrated use will increase the awareness and understanding of cascading effects by crisis response
organisations, enhances their preparedness and improves their response capability to respond in case of cascading failures.
PREDICT project will start from a deep analysis of recent cases (over 8500 incidents worldwide), which will be accompanied with
scenarios of potential crisis. Project partners will set up a generic approach (common framework) to prevent or mitigate
cascading effects which will be applied in selected cases agreed with end-users.
As modelling each phenomenon separately in a specific environment is not effective, PREDICT project will propose cohesive and
comprehensive models of dependencies, cascading effects and common m ode failure which will include causal relations, multi-
sectoral infrastructure elements and environment parameters, as well as the human factor aspects.
PREDICT will deliver software tools bundled in PREDICT Incident Evolution Tool, which will consist of two core components: a
Foresight and Prediction Tool (for simulation of the evolution of cascading effect and impact on multi-sectoral dependencies)
and a Decision-Support Tool (for determining the best course of action and to calculate the risk associated with them).
The high-quality of the developed solutions will be assured by a consortium consisting of a number of experienced partners
joining research, industrial (incl. SME), and end-users approaches. End-users will be deeply involved in PREDICT at three levels:
as partners of the consortium (there are three end-users in the consortium), members of the Advisory Board, and representatives
from relevant organisations across Europe.

Coordinator

RUE LEBLANC 25 
PARIS 15, France

Administrative contact: Dominique Sérafin
Tel.: +33 5 65 10 54 46
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ITTI SP ZOO Poland

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

THALES SA France

COMPAGNIE EUROPEENNE D'INTELLIGENCE STRATEGIQUE Belgium

NEDERLANDSE ORGANISATIE VOOR TOEGEPAST
NATUURWETENSCHAPPELIJK ONDERZOEK - TNO

Netherlands

TEKNOLOGIAN TUTKIMUSKESKUS VTT Finland

VEILIGHEIDSREGIO ZUID-HOLLAND ZUID Netherlands

SUOMEN YMPARISTOKESKUS Finland

E-mail

Participants

RUBIEZ 46 
POZNAN, Poland

Administrative contact: Krzysztof Samp
Tel.: +48 616226985
E-mail

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Sidonie Holborn-Hanßen
Tel.: +49 2241 14 1968
Fax: +49 2241 14 2386
E-mail

Rue de Villiers 45 
NEUILLY SUR SEINE, France

Administrative contact: David Faure
Tel.: +33 169415688
Fax: +33 169416001
E-mail

BOULEVARD CHARLEMAGNE 42 
BRUXELLES, Belgium

Administrative contact: Axel Dyèvre
Tel.: +32 26467043
Fax: +32 26467022
E-mail

Schoemakerstraat 97 
DELFT, Netherlands

Administrative contact: Rene Willems
Tel.: +31 888663204
E-mail

TEKNIIKANTIE 4 A 
ESPOO, Finland

Administrative contact: Simo Hostikka
Tel.: +358 207224839
E-mail

ROMBOUTSLAAN 105 
DORDRECHT, Netherlands

Administrative contact: Nicolaas Van Os
Tel.: +31 88 6365323
E-mail

Mechelininkatu 34a 
HELSINKI, Finland

Administrative contact: Jorma Rytkönen
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UNION INTERNATIONALE DES CHEMINS DE FER France

THALES NEDERLAND BV Netherlands

Tel.: +358 401801447
Fax: +358 954902478
E-mail

RUE JEAN REY 16 
PARIS, France

Administrative contact: Oana Patraulescu
Tel.: +33 144492104
E-mail

Zuidelijke Havenweg, 40 
HENGELO OV, Netherlands

Administrative contact: Paul Burghardt
Tel.: +31 655345067
Fax: +31 152517801
E-mail

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
PReventing, Interdicting and Mitigating Extremist events: Defending against lone actor
extremism

Total cost:

EUR 3 590 954

EU contribution:

EUR 2 842 878

Coordinated in:

United Kingdom

Subprogramme:

SEC-2013.6.1-2 - Varying forms of terrorism  Capability

Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

UNIVERSITY COLLEGE LONDON United Kingdom

PRIME
Project reference: 608354
Funded under: FP7-SECURITY 

PReventing, Interdicting and Mitigating Extremist events: Defending against lone
actor extremism

From 2014-05-01 to 2017-04-30

Project details

Objective

The PRIME project will support the design of technologies (counter-measures and communication measures) for the prevention,
interdiction and mitigation of lone actor extremist events (LOEEs), which are hard to anticipate, yet can be highly damaging to
local and national communities and therefore must be addressed. Given the difficulty in detecting LOEEs, prevention-based
strategies must be complemented by interdiction- and mitigation-based measures, to minimize harm in the event of detection
failure. These measures must be accompanied by communication strategies aimed at a range of audiences, including extremists
and the general public. The PRIME project will deliver a knowledge-base to inform the design of measures to defend against
LOEEs, by achieving the following objectives: 1): Characterising a) the risk posed by lone actor extremists, and b) the context in
which measures to defend against LOEEs may be implemented; 2) Producing a cross-level risk analysis framework within which
to articulate the key factors and processes implicated in LOEEs, across all stages of the event (radicalisation, attack preparation,
attack). 3): Translating the risk analysis framework into a meta-script of lone actor extremist events, and developing
methodologies and techniques to produce empirically-supported scripts of each stage. 4): Producing an integrated, cross-level
script of LOEEs, and identifying categories of intervention points or 'pinch points'. 5): Delivering a portfolio of requirements for
the design of measures for the prevention, interdiction and mitigation of lone actor extremist events across levels of intervention,
informed by the analysis of the event script and an understanding of the context in which these measures may be implemented.
6): Delivering a portfolio of requirements for communication measures directed at a diverse audience at each stage of the script,
in coordination with the portfolio of counter-measures.

Coordinator

Gower Street 
LONDON, United Kingdom

Administrative contact: Noemie Bouhana
Tel.: +44 7914663166

Expand / Contract(-)
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KING'S COLLEGE LONDON United Kingdom

UNIWERSYTET WARSZAWSKI Poland

AARHUS UNIVERSITET Denmark

THE HEBREW UNIVERSITY OF JERUSALEM Israel

UNIVERSITEIT LEIDEN Netherlands

Participants

Strand 
LONDON, United Kingdom

Administrative contact: Paul Labbett
Tel.: +44 2078488184

Krakowskie Przedmiescie 26/28 
WARSAWA, Poland

Administrative contact: Agnieszka Gutkowska
Tel.: +48 22 55 20 529
Fax: +48 22 55 24 317

Nordre Ringgade 1 
ARHUS C, Denmark

Administrative contact: Niels Gørtz Hørstrup
Tel.: +45 8715 2209

GIVAT RAM CAMPUS 
JERUSALEM, Israel

Administrative contact: Jane Turner
Tel.: +972 2 6586676
Fax: +972 72 2447007

RAPENBURG 70 
LEIDEN, Netherlands

Administrative contact: Edwin Bakker
Tel.: +31 708009577

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
PSYcho-Social Support in CRISis Management

Total cost:

EUR 4 774 842

EU contribution:

EUR 3 827 525

Coordinated in:

Germany

Subprogramme:

SEC-2012.4.1-2 - Psycho social support in Crisis Management

- Capability Project

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

LUDWIG-MAXIMILIANS-UNIVERSITAET MUENCHEN Germany

PSYCRIS
Project reference: 312395
Funded under: FP7-SECURITY 

PSYcho-Social Support in CRISis Management

From 2013-07-01 to 2016-06-30

Project details

Objective

With the overall objective to improve psycho-social support in crisis management, the proposed project PsyCris (36-months) has
the following goals: (1) status quo analysis of psychological and medical support in crises in European countries, (2)
improvement of support strategies for victims and crisis managers, (3) enhancement of psycho-medical preparedness for major
incidents (contingency planning), (4) development of interventions to deal with stress and reduce stress related disorders of
crisis management personnel and authorities, (4) providing efficient self-help strategies to communities affected by crises and (5)
investigation of long-term psychosocial, societal and cultural impact of crises.
The 11 partners of the consortium comprise research centres, public bodies, small / medium enterprises and stakeholder / end-
user organisations from Germany, Spain, Israel, Lithuania, Luxembourg and Austria. As its main product, the project will
provide a set of tool kits enabling (1) efficient handling of relevant data, (2) transfer of knowledge and practical competences
relevant for crisis management, stress control and social support and (3) rapid decision-making in concrete crises. The tool kits
are integrated within a computerised knowledge system combining e-learning and face-to-face teaching.
Research and development are based on a multi-disciplinary approach including methods from psychology (e.g. stress
management, human resources management, psycho-trauma intervention), education sciences (e.g. knowledge management),
informatics (e.g. decision making heuristics), engineering, sociology and health sciences. Current and possible changes in society,
health systems and climate as well as cross-cultural and gender aspects are carefully considered. PsyCris will propose guidelines
for preparedness, prevention and intervention for crises. The results will have a significant impact on public health, community
resilience, international cooperation and cost containment.

Coordinator

Website 

Administrative contact: Christine ADLER
Tel.: +49-8921805175
Fax: +49-8921805224
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UNIVERSIDAD DE GRANADA Spain

UMIT- PRIVATE UNIVERSITAT FUER GESUNDHEITSWISSENSCHAFTEN,
MEDIZINISCHEINFORMATIK UND TECHNIK GMBH

Austria

VIESOJI ISTAIGA KITOKIE PROJEKTAI Lithuania

BAYERISCHE FORSCHUNGSALLIANZ (BAVARIAN RESEARCH ALLIANCE)
GMBH

Germany

AMUTA LE YELADIM BESIKUN Israel

KROPFREITER DIETER - INSIGHT INSTRUMENTS DIPL. ING. DR.
KROPFREITER

Austria

GROUPE DE SUPPORT PSYCOLOGIQUE ASBL Luxembourg

COLEGIO OFICIAL DE PSICOLOGOS DE ANDALUCIA ORIENTAL COPAO Spain

E-mail

Participants

CUESTA DEL HOSPICIO 
GRANADA, Spain
Website 

Administrative contact: Maria Dolores SUÃREZ ORTEGA
Tel.: +34-958248024
Fax: +34-958240886
E-mail

EDUARD WALLNOEFER - ZENTRUM 1 
HALL IN TIROL, Austria

Administrative contact: Margit RAICH
Tel.: +435-086483909
Fax: +435-08648673853
E-mail

MAIRONIO 25-17 
VILNIUS, Lithuania

Administrative contact: Girgzde VILIJA
Tel.: +370-52614026
Fax: +370-52784810
E-mail

PRINZREGENTENSTRASSE 52 
MUNCHEN, Germany

Administrative contact: Meike DLABOHA
Tel.: +49-8999018880
Fax: +49-89990188829
E-mail

HATZVI STREET 9 
TEL AVIV, Israel

Administrative contact: Tzipora NAGEL-EDELSTEIN
Tel.: +972-35730130
Fax: +972-35739642
E-mail

STEGLANDWEG 5 
HALLEIN, Austria

Administrative contact: Dieter KROPFREITER
Tel.: +43-624571149
Fax: +43-624570466
E-mail

RUE ROBERT STUMPER 1 
LUXEMBOURG, Luxembourg

Administrative contact: LÃ©on KRAUS
Tel.: +352-497711
E-mail
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BLENDED SOLUTIONS GMBH Germany

CALLE SAN ISIDRO 23 
GRANADA, Spain

Administrative contact: Manuel Mariano VERA MARTINEZ
Tel.: +34-958535148
Fax: +34-958267674
E-mail

Dammtorstrasse 20 
HAMBURG, Germany

Administrative contact: Simon SAUTER
Tel.: +49-1735148044
Fax: +49-3081471341
E-mail

Subjects

Scientific Research - Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Reconstruction and REcovery Planning: Rapid and Continuously Updated COnstruction
Damage, and Related Needs ASSessment

Total cost:

EUR 5 479 160

EU contribution:

EUR 4 260 240

Coordinated in:

Greece

Subprogramme:

SEC-2012.4.3-1 - Next generation damage and post-crisis

needs assessment tool for reconstruction and recovery

planning - Capability Project

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

INSTITUTE OF COMMUNICATION AND COMPUTER SYSTEMS Greece

REASS
Project reference: 312718
Funded under: FP7-SECURITY 

Reconstruction and REcovery Planning: Rapid and Continuously Updated
COnstruction Damage, and Related Needs ASSessment 

From 2013-12-01 to 2017-05-31

Project details

Objective

This work will provide a monitoring system for structed facilities that will provide a near real time, reliable, and tinuously
updated assessment of the structural dition of the monitored facilities after a disaster, with enough detail to be useful for early
and full recovery planning. The above assessment will be seamlessly integrated with automated, near real-time and tinuously
updated assessment of physical damage, loss of functionality, direct eomic loss and needs of the monitored facilities and will
provide the required input for the prioritization of their repair.
Such detailed monitoring is only eomical for selected facilities that are essential for response and recovery or facilities that have a
high value as a target for terrorist attacks. In case of spatially extended events, in order to assess the physical damage in the
whole affected area, the detailed assessment of damage in the monitored facilities will be used for the speedy local calibration of
satellite and oblique aerial photography dramatically reducing the required time to inform the post disaster/crisis needs
assessment process and provide base data for restruction efforts.
The above will be part of the REASS next generation post-crisis needs assessment tool in regards to struction damage and related
needs. This tool will enable fusion of external information, allow for future expansion of the system, provide international
interoperability between the involved units for restruction and recovery planning and support the collaborative work between
these actors.

Coordinator

Patission Str. 42 
ATHINA, Greece
Website 

Expand / Contract(-)
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TECHNISCHE UNIVERSITAET DRESDEN Germany

TOTALFORSVARETS FORSKNINGSINSTITUT Sweden

RISA SICHERHEITSANALYSEN GMBH Germany

TECNIC - TECNICHE E CONSULENZE NELL' INGEGNERIA CIVILE SPA -
CONSULTING ENGINEERS SPA

Italy

D. MPAIRAKTARIS KAI SYNERGATES-GRAFEION TECHNIKON MELETON
ETAIREIA PERIORISMENIS EFTHYNIS

Greece

GEOSIG AG Switzerland

UNIVERSITEIT TWENTE Netherlands

BUNDESMINISTERIUM DES INNERN Germany

Administrative contact: Yannis VASSILIOU
Tel.: +30-2107724374
Fax: +30-2107722456
E-mail

Participants

Administrative contact: Christina WETZLICH
Tel.: +49-35146339629
Fax: +49-35146339742
E-mail

Website 

Administrative contact: Linda BJÃRNEBRO
Tel.: +46-855503939
Fax: +46-855504146
E-mail

Krumme Strasse 55 
BERLIN, Germany

Administrative contact: Camarinopoulos STEPHANOS
Tel.: +49-3031570619
E-mail

Via Panama 86/A 
ROMA, Italy

Administrative contact: Giovanni BELLIAZZI
Tel.: +39-0685355088
Fax: +39-0685355096
E-mail

PESMATZOGLOU 17 
ATHINA, Greece

Administrative contact: Maria DRAGONA-BAIRAKTARI
Tel.: +30-2108001025
E-mail

AHORNWEG 5A 
OTHMARSINGEN, Switzerland

Administrative contact: Talhan BIRO
Tel.: +41-448102150
E-mail

DRIENERLOLAAN 5 
ENSCHEDE, Netherlands

Administrative contact: Norman KERLE
Tel.: +31-534874476
E-mail

ALT-MOABIT 101 
BERLIN, Germany

Administrative contact: Heiko WERNER
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Tel.: +49-2289401628
Fax: +49-2289401042
E-mail

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Emergency Responder Data Interoperability Network

Total cost:

EUR 4 327 172

EU contribution:

EUR 3 498 968

Coordinated in:

Slovakia

Subprogramme:

SEC-2013.5.1-1 - Analysis and identification of security

systems and data set used by first responders and police

authorities  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

ARDACO, A S Slovakia

REDIRNET
Project reference: 607768
Funded under: FP7-SECURITY 

Emergency Responder Data Interoperability Network

From 2014-03-01 to 2016-08-31

Project details

Objective

Over the past 5 years the majority of the REDIRNET consortia have participated in Projects SECRICOM and FREESIC; this has
involved partners engaging significantly with a wide range of public safety officers across the EU. A benefit of this engagement
has been the recognition that in addition to agency interoperability of communications a pressing need exists for agency
interoperability of additional IT systems such as databases, sensor systems and cameras. REDIRNET provides a framework for
addressing this need with detailed mapping of user preferences and related legal requirements using innovative technologies.

The consortium is aware that frequently it is non-technical issues that hinder agency interoperability regardless of the quality of
technical solutions. Consequently user engagement across a range of agencies EU-wide will be ongoing throughout the duration
of REDIRNET. This will lead to the first of two elements of the REDIRNET framework - a quality repository of user identified
interoperability issues and proposals for their resolution
The second element of REDIRNET will be technology. REDIRNET will provide a decentralized framework for interoperability for
first responders’ systems based on a public meta-data gateway controlled by the agencies themselves via a REDIRNET socio-
professional web. Agencies will be able link up to partner agencies of their choice and operational need; they will also be able to
manage the scope of such interoperability. To help set up these link-up arrangements REDIRNET will be enhanced with semantic
web methods in accordance with the vocabulary and processes of the user community. Inter-operating agencies will need only to
develop one gateway (to REDIRNET) leading to a cost effective solution; agent technologies will also be developed to facilitate
the integration of user systems into REDIRNET.

Coordinator

Polianky 5 
Bratislava, Slovakia

Administrative contact: Daniela Macáková
Tel.: +421 232212311
E-mail
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BAPCO LBG United Kingdom

CENTRE D'EXCELLENCE EN TECHNOLOGIES DE L'INFORMATION ET DE LA
COMMUNICATION

Belgium

INSTITUT JOZEF STEFAN Slovenia

NEXTEL SA Spain

PRAMACOM PRAGUE SPOL SRO Czech Republic

USTAV INFORMATIKY, SLOVENSKA AKADEMIA VIED Slovakia

UNIVERSITE DU LUXEMBOURG Luxembourg

VERDE SRO Slovakia

Participants

WEAVER ROAD THE POINT NEWLAND HOUSE 
LINCOLN, United Kingdom

Administrative contact: Shaun O Neill
Tel.: +44 7785925450
E-mail

Rue des frères wright 29 
CHARLEROI, Belgium

Administrative contact: Jean-Christophe Deprez
Tel.: +32 71490734
E-mail

Jamova 39 
LJUBLJANA, Slovenia

Administrative contact: Jadran Lenarčič
Tel.: +386 1477 35 13
E-mail

Parque Tecnologico Edif. 207, Bloque B 1 
ZAMUDIO, Spain

Administrative contact: Mikel Uriarte
Tel.: +34 944035555
Fax: +34 944035550
E-mail

NA PISKACH 1667/36 DEJVICE 
PRAHA, Czech Republic

Administrative contact: Roman Sabata
Tel.: +420220561622
Fax: +420220560230
E-mail

DUBRAVSKA CESTA 9 
BRATISLAVA, Slovakia

Administrative contact: Ladislav Hluchy
Tel.: +421 254771004
E-mail

AVENUE DE LA FAIENCERIE 162 A 
LUXEMBOURG-VILLE, Luxembourg

Administrative contact: Alfred Funk
Tel.: +352 46 66 44 6586
E-mail

Budatinska 12 
BRATISLAVA, Slovakia

Administrative contact: Tibor Szarka
Tel.: +421948273270
E-mail
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RERUM
Project reference: 609094
Funded under: FP7-ICT

REliable, Resilient and secUre IoT for sMart city applications

From 2013-09-01 to 2016-08-31

Project details

Total cost:

EUR 5 196 176

EU contribution:

EUR 3 497 000

Coordinated in:

Germany

Subprogramme:

ICT-2013.1.4 - A reliable, smart and secure Internet of Things 

for Smart Cities

Call for proposal:

FP7-SMARTCITIES-2013

Funding scheme:

CP - Collaborative project (generic)

Objective

RERUM will develop, evaluate, and trial an architectural framework for dependable, reliable, and secure networks of 
heterogeneous smart objects supporting innovative Smart City applications. The framework will be based on the concept of 
"security and privacy by design", addressing the most critical factors for the success of Smart City applications.\nThe technical 
approach aims to enable tighter integration of Internet of Things (IoT) technology in the Smart City domain. The ultimate target is 
to provide innovative applications that will improve the citizens' quality of life. RERUM will design mechanisms to manage 
resources in an efficient and effective manner, ensuring confidentiality, authenticity, integrity, and availability of data gathered by 
IoT objects. The RERUM approach is scenario-independent, hence applicable to the entire gamut of future Smart City 
applications.\n\nTo achieve these goals RERUM will:\n� analyse industrial and Smart City application requirements for steering the 
overall system design,\n� develop a new, technically innovative framework to interconnect a large number of heterogeneous 
software and hardware smart objects, using novel approaches, e.g. based on virtualization and cognitive radio,\n� increase the 
energy efficiency of IoT to provide sustainable infrastructures in the economic and ecologic sense,\n� model the trustworthiness of 
the IoT and enable secure and reliable exchange of trusted information,\n� enable secure bootstrapping and self-monitoring of 
networks to detect and mitigate security events,\n� perform proof-of-concept experiments and real-world trials in two Smart City 
environments to assess the project results with respect to technical feasibility and user acceptance, and\n� assess the portability 
and its "scenario-agnostic" characteristics by cross-evaluating the trials' results.\nTo vertically address these aspects RERUM 
unites a consortium of complementary stakeholders covering all areas of the IoT-based Smart Cities paradigm.

Related information

Documents and Publications (4) D2.1 Use-cases definition and threat analysis
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System Architecture

D2.2 System Requirements and Smart\nObjects Model

Report on RERUM Outreach Activities of Y1 & Y2 Planning

Coordinator

Wieblinger Weg 19/4
HEIDELBERG, Germany

Administrative contact: Adam Kapovits
Tel.: +49 6221 989 260
E-mail

EURESCOM-EUROPEAN INSTITUTE FOR RESEARCH AND STRATEGIC STUDIES IN 
TELECOMMUNICATIONS GMBH

Germany

Participants

Wittelsbacherplatz
MUENCHEN, Germany

Administrative contact: Caroline Wagner-Winter
Tel.: +49 89 63648325
E-mail

SIEMENS AKTIENGESELLSCHAFT Germany

Innstrasse
PASSAU, Germany

Administrative contact: Sabine Wiendl
Tel.: +49 851 509 1110
Fax: +49 851 509 1102
E-mail

UNIVERSITAT PASSAU Germany

Calle de Albarracin
Madrid, Spain

Administrative contact: Antonio Paradell Bondia
Tel.: +34 935043564
Fax: +34917543252
E-mail

ATOS SPAIN SA Spain

AVENIDA PARC TECNOLOGIC
CERDANYOLA DEL VALLES, Spain

Administrative contact: Marc Fàbregas Bachs
Tel.: +34 935820270
Fax: +34935820270
E-mail

ADVANCARE SL Spain
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PLACA DE LA FONT
TARRAGONA, Spain

Administrative contact: Josep Maria Adam
Tel.: +34 630911126
E-mail

AJUNTAMENT DE TARRAGONA Spain

N PLASTIRA STR
HERAKLION, GR

Administrative contact: Zinovia Papatheodorou
Tel.: +30 2810 391522
E-mail

FOUNDATION FOR RESEARCH AND TECHNOLOGY HELLAS GR

AG TITOU
HERAKLION, GR

Administrative contact: Adamantia Mavromati
Tel.: +30 2813409412
Fax: +30 2810 229207
E-mail

HERAKLION MUNICIPALITY GR

KIFISSIAS 18 & GYZI
MAROUSSI, GR

Administrative contact: Theodoros Mouroutis
Tel.: +30 2155008823
Fax: +30 2155008801
E-mail

CYTA HELLAS TILEPIKOINONIAKI AE GR

BDUL PRECIZIEI 24 IMOBIL H3 ETAJ 3-5 SECTOR 6
BUCURESTI, Romania

Administrative contact: Ilinca-Gabriela Gogonea
Tel.: +40268400302
E-mail

SIEMENS SRL Romania

CAMPUS VALLA
LINKOPING, Sweden

Administrative contact: Viveka Nilson
Tel.: +46 11 363474
E-mail

LINKOPINGS UNIVERSITET Sweden

SENATE HOUSE, TYNDALL AVENUE
BRISTOL, United Kingdom

Administrative contact: Julie Coombs
Tel.: +44 117 3315535
E-mail

UNIVERSITY OF BRISTOL United Kingdom

Page 3 of 4



Subjects

Information, Media

Last updated on 2014-10-27
Retrieved on 2014-10-30

Permalink: http://cordis.europa.eu/project/rcn/109710_en.html
© European Union, 2014

Page 4 of 4



23.9.2014 European Commission : CORDIS : Projects and Results : Simulation Platform for the Analysis of Crowd Turmoil in Urban Environments wit…

http://cordis.europa.eu/project/rcn/185489_en.html 1/2

Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Simulation Platform for the Analysis of Crowd Turmoil in Urban Environments with
Training and Predictive Capabilities

Total cost:

EUR 1 899 049

EU contribution:

EUR 1 442 734

Coordinated in:

Spain

Subprogramme:

SEC-2013.7.6-1 - Open topic for Small and Medium

Enterprises: Use of serious gaming in order to improve

intelligence analysis by law enforcement agents  Capability

Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

SAFECITI
Project reference: 607626
Funded under: FP7-SECURITY 

Simulation Platform for the Analysis of Crowd Turmoil in Urban Environments with
Training and Predictive Capabilities

From 2014-03-01 to 2016-02-29

Project details

Objective

The SAFECITI project proposes the creation of a simulation system for Police intelligence analysts to predict the behavior of
crowds in urban environments under specific threats or stresses (turmoil, violence, panic, catastrophes or terrorism) in order to
train and develop better safety plans, and tactic operations. This platform will be designed both as a simulation platform for
training purposes and as a predictive tool for operational use. The platform will also include performance measurement tools
based on safety goals (people and infrastructure damage) to measure the skills of the analyst.

All the simulations will be stored in a database for further analysis, creating a large set of data that can be exploited. The database
will work as an historic repository, but more interestingly, as a large set of useful data that will be re-analyzed by artificial
intelligence algorithms to create predictive models. The main goal of this predictive model will be the creation of a virtual analyst
that is able to recommend actions based on the enriched analysis of hundreds or thousands of simulations.

This project aims not only to improve the training methodologies and performance measurement of the analysts, but to create a
new profile for new generation analysts that will get trained in a first stage and will operate the system later along their whole
operational life, helping to enrich the system with new simulations and validation cases. These new analysts will be able to
project new operational plans in advance by simulating “what-if” cases in complex scenarios, and anticipating threats.

The Consortium is an outstanding example of multi-sector collaboration between research excellence institutions, large
corporation, end user and SMEs from five European Countries. Three SMEs are involved, one large corporation, one University
and an end-user (Spanish National Police). All of them play a relevant role in the project. The Coordinator is Next Limit
Technologies (SME).

Expand / Contract(-)
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NEXT LIMIT SL Spain

GRIFFIN SOFTWARE SRL Romania

GOLAEM SA France

ESRI R&D CENTER ZURICH AG Switzerland

POLITECNICO DI TORINO Italy

MINISTERIO DEL INTERIOR Spain

Coordinator

ANGEL CAVERO 2 
MADRID, Spain

Administrative contact: Victor Gonzalez
Tel.: +34 9172160214
Fax: +34 917219464

Participants

STRADA POPA SOARE 31, P-3 
BUCURESTI, Romania

Administrative contact: Mihnea Balta
Tel.: +40728030652
Fax: +40311040821

AVENUE DES BUTTES DE COESMES 80 
RENNES, France

Administrative contact: Stephane Donikian
Tel.: +33299272141

TECHNOPARKSTRASSE 1 
ZURICH, Switzerland

Administrative contact: Pascal Müller
Tel.: +41 0767203303

Corso Duca degli Abruzzi 24 
TORINO, Italy

Administrative contact: Mirella Mantini
Tel.: +390110907534

Calle Amador de los Rios, 7 
MADRID, Spain

Administrative contact: José Francisco López Sánchez
Tel.: +34 5828042
Fax: +34 5828032

Subjects

Safety

Record Number: 185489 / Last updated on: 2014-06-19 Last updated on 2014-06-19
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Situation AWare Security Operations Center

Total cost:

EUR 5 406 398

EU contribution:

EUR 3 491 379

Coordinated in:

Italy

Subprogramme:

SEC-2012.2.5-1 - Convergence of physical and cyber security -

Capability Project

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

SELEX ES SPA Italy

SAWSOC
Project reference: 313034
Funded under: FP7-SECURITY 

Situation AWare Security Operations Center 

From 2013-11-01 to 2016-04-30

Project details

Objective

SAWSOC aims at bringing a significant advancement in the convergence of physical and logical security, meaning effective
cooperation (i.e. a coordinated and results-oriented effort to work together) among previously disjointed functions. Recently
some achievements have been made (e.g. SEM and SIM have merged into SIEM, and LACS and PACS have merged into IM),
Security Operations Center (SOC) technology has improved significantly, but much is yet to be done. SAWSOC holistic approach
and enhanced awareness technology will allow dependable (i.e. accurate, timely, and trustworthy) detection and diagnosis of
attacks. This will ultimately result in the achievement of two goals of paramount importance, and precisely: 1) Guaranteeing the
protection of citizens and assets, and 2) Improving the perception of security by citizens. Goal 1 is in line with the objectives of
the Security Work Programme in general, and goal 2 perfectly matches the expected impact as listed in the Work Programme for
Topic SEC-2012.2.5-1. SAWSOC’s design will be driven by three real use cases, with highly diverse requirements. Such use cases
collectively form an experimental test-bed perfectly suited for driving the design as well as for validating the development of a
platform such as SAWSOC that will support true convergence of physical and logical security technologies, and overcome the
fragmentation of security approaches. The first use case deals with the protection of a Critical Infrastructure for Air Traffic
Management. The second deals with the protection of a Critical Infrastructure for Energy Production and Distribution. The third
deals with the protection of a public place, specifically a stadium, during an event. The project will take stock of associated
initiatives, which have a direct or indirect link with the topic (e.g.: topic SEC-2011.2.5-1 Cyber attacks against critical
infrastructures, ESRAB and ESRIF), and will benefit of an enhanced SME participation in the Consortium, with three hi-tech
SMEs from three different countries, playing relevant as well as complementary roles.

Coordinator

VIA TIBURTINA KM 12 400 
ROMA, Italy

Administrative contact: Giuseppe La Posta
Tel.: +39 06 5027 4742

Expand / Contract(-)
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CONSORZIO INTERUNIVERSITARIO NAZIONALE PER L'INFORMATICA Italy

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

THE ISRAEL ELECTRIC CORPORATION LIMITED Israel

ENAV SPA Italy

INTERCEDE LIMITED United Kingdom

ESPION LIMITED Ireland

LONIX OY Finland

BERGISCHE UNIVERSITAET WUPPERTAL Germany

ESAPROJEKT SP Z OO Poland

Participants

VIA SALARIA 113 
ROMA, Italy

Administrative contact: Luigi Romano
Tel.: +390815476700

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Christoph Schulte
Tel.: +49 89 1205 2728
Fax: +49 89 1205 7534

NTIV HAOR 1 
HAIFA, Israel

Administrative contact: Yosi Shneck
Tel.: +97248184100
Fax: +9728184104

VIA SALARIA 716 
ROMA, Italy

Administrative contact: Maria Doris Di Marco
Tel.: +39 06 81664204

LUTTERWORTH HALL ST MARY S ROAD 
LEICESTER, United Kingdom

Administrative contact: Nigel Corcoran
Tel.: +44 1455558111
Fax: +44 1455558222

CORRIG COURT CORRIG ROAD SANDYFOR 
CO DUBLIN, Ireland

Administrative contact: Mark Wiley
Tel.: +35312101711

TEOLLISUUSKATU 33 
HELSINKI, Finland

Administrative contact: Anu Kätkä
Tel.: +358 9 349 9853
Fax: +358 9 349 9863

GAUSS-STRASSE 20 
WUPPERTAL, Germany

Administrative contact: Ulrike Hartig
Tel.: +49 202 439 3806
Fax: +49 202 439 2174

UL. DLUGA 1-3 
CHORZOW, Poland

Administrative contact: Maciej Kotok
Tel.: +48 501 257 637
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COMARCH S.A. Poland

ALEJA JANA PAWLA II 39A 
KRAKOW, Poland

Administrative contact: Gregory Kolodziej
Tel.: +48 608 646 011

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Security System for language and image analysis

Total cost:

EUR 3 844 489

EU contribution:

EUR 2 942 445

Coordinated in:

Ireland

Subprogramme:

SEC-2013.6.1-1 - The impact of social media in emergencies 

Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

THE PROVOST FELLOWS & SCHOLARS OF THE COLLEGE OF THE HOLY AND
UNDIVIDED TRINITY OF QUEEN ELIZABETH NEAR DUBLIN

Ireland

SLANDAIL
Project reference: 607691
Funded under: FP7-SECURITY 

Security System for language and image analysis

From 2014-04-01 to 2017-03-31

Project details

Objective

Project Slándáil will demonstrate a cost-effective and ethically-correct way in which social media information can be used by an
emergency management system. The social media landscape consists of a range of digitized documents in a variety of formats,
updated by a diverse and geographically distributed people and organisations. During an emergency, authorities use websites and
the population, empowered by social media systems, can broadcast for help or to inform others of their well-being. The burden of
search and interpretation in the social media space, however, is largely on the end-users that is the authorities and the citizens.
Information obtained during emergencies may contain personal details and the details may or not be correct – there are no
protocols for dealing with the ethical and factual provenance of such data. Social media users deploy different modalities of
communications, including language, visual icons, and associated meta data. Human beings integrate the information in
different modality seamlessly to infer meaning and to make decisions. There are no systems that (a) could aggregate the
information in different modalities, and (b) deal with multi-lingual communications during an emergency.

Project Slándáil is collaboration of emergency operatives, academics, ethics- and security-oriented NGO and four SMEs. Their
common purpose is to make maximum ethical use of the information available in the social media to enhance the performance of
emergency management systems. The Project will undertake research in text and image analysis, in ethical and factual
provenance of data, together with SMe’s specialising in selling systems for social media monitoring and for emergency
monitoring. There are experts in human multi-lingual human communication working in the team. This is an Irish-led, Italian,
German and British collaboration which will deliver next generation of emergency management systems.

Coordinator

College Green - 
DUBLIN, Ireland

Administrative contact: Deirdre Savage
Tel.: +353 18961959
E-mail

Expand / Contract(-)
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INSTITUT FUR ANGEWANDTE INFORMATIK EV Germany

UNIVERSITY OF ULSTER United Kingdom

UNIVERSITA DEGLI STUDI DI PADOVA Italy

CID GMBH Germany

STILLWATER COMMUNICATIONS LIMITED Ireland

CENTRE FOR IRISH AND EUROPEAN SECURITY LIMITED Ireland

POLICE SERVICE OF NORTHERN IRELAND United Kingdom

DATAPIANO SRL Italy

Participants

AUGUSTUSPLATZ 10/11 
LEIPZIG, Germany

Administrative contact: Sebastian Fuss
Tel.: +49341 2449034
Fax: +49341 2449020
E-mail

CROMORE ROAD 
COLERAINE, United Kingdom

Administrative contact: Marie Patton
Tel.: +44 28 70124378
Fax: +44 28 70124905
E-mail

Via VIII Febbraio 2 
PADOVA, Italy

Administrative contact: Michele Cortelazzo
Tel.: +39 049 827 4940
Fax: +39 049 827 8679
E-mail

GEWERBEPARK BIRKENHAIN 1 
FREIGERICHT, Germany

Administrative contact: Kerstin Stürmer
Tel.: +49 60519772129
Fax: +49 60519772222
E-mail

DAME STREET 64 
DUBLIN, Ireland

Administrative contact: Cilian Fennell
Tel.: +353 16770630
E-mail

CLANWILLIAM TERRACE 3 
DUBLIN, Ireland

Administrative contact: Sadhbh Mccarthy
Tel.: +353 16424182
Fax: +353 1 642 4162
E-mail

Knock Road 65 
Belfast, United Kingdom

Administrative contact: Una Williamson
Tel.: +44 8456008000
E-mail

GALLERIA PROGRESSO 5 
SAN DONA DI PIAVE VE, Italy

Administrative contact: Francesco Russo
Tel.: +390421560272
E-mail
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BUNDESMINISTERIUM DER VERTEIDIGUNG Germany

PINTAIL LTD Ireland

AN GARDA SIOCHANA Ireland

FONTAINENGRABEN 150 
BONN, Germany

Administrative contact: Stephan Seeger
Tel.: +49 03415629661
Fax: +49 3415629663
E-mail

SPRINGHILL AVENUE 77 
BLACKROCK, Ireland

Administrative contact: Ciaran Clissman
Tel.: +353 12899529
E-mail

Garda Headquarters, Phoenix Park 
DUBLIN, Ireland

Administrative contact: Eamon Oloughlin
Tel.: +353 16660000
Fax: +3531 666 2734
E-mail

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Smart Video Encoders for Wireless Surveillance Networks

Total cost:

EUR 100 000

EU contribution:

EUR 100 000

Coordinated in:

Turkey

Subprogramme:

FP7-PEOPLE-2009-RG - Marie Curie Action: "Reintegration

Grants"

Call for proposal:

FP7-PEOPLE-2010-RG

Funding scheme:

MC-IRG - International Re-integration Grants (IRG)

Report Summaries

ASELSAN ELEKTRONIK SANAYI VE TICARET A.S. Turkey

SMARTENC
Project reference: 271930
Funded under: FP7-PEOPLE 

Smart Video Encoders for Wireless Surveillance Networks 

From 2011-07-01 to 2015-06-30

Project details

Objective

Video surveillance systems became one of the most essential tools people rely on for keeping buildings, businesses, urban areas,
and borders secure. As the number of deployed cameras increase rapidly, the ability of human observers to analyze the video in
real-time is becoming almost impossible. Video analytics engines embedded in networked cameras and video analytics servers
provide tools for automatically analyzing the scenes. However, the video compression hardware used in cameras is decoup…

Related information

Periodic Report Summary 1 - SMARTENC (Smart Video Encoders for
Wireless Surveillance Networks)

Coordinator

MEHMET AKIF ERSOY MAHALLESI 296 CADDE 16 
YENIMAHALLE ANKARA, Turkey

Administrative contact: Cengiz ERBAS, (Image Processing Manager)
Tel.: +90-312-8475300
Fax: +90-312-8475320
E-mail

Subjects

Scientific Research

Expand / Contract(+)
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SMARTIE
Project reference: 609062
Funded under: FP7-ICT

Secure and sMArter ciTIes data management

From 2013-09-01 to 2016-08-31

Project details

Total cost:

EUR 5 077 131

EU contribution:

EUR 3 286 000

Coordinated in:

Germany

Subprogramme:

ICT-2013.1.4 - A reliable, smart and secure Internet of Things 

for Smart Cities

Call for proposal:

FP7-SMARTCITIES-2013

Funding scheme:

CP - Collaborative project (generic)

Objective

The Internet of the Future will be an essential part of the knowledge society and will provide new information-based business. The 
usage of the Internet of Things for large-scale, partially mission-critical systems creates the need to address trust and security 
functions adequately.\n\nThe vision of SMARTIE (Secure and sMArterciTIEs data management) is to create a distributed framework 
for IoT based applications sharing large volumes of heterogeneous information. This framework is envisioned to enable end-to-end 
security and trust in information delivery for decision-making purposes following data owner's privacy requirements. New 
challenges identified for privacy, trust and reliability are:\n\n� Provide trust and quality-of-information in shared information models 
to enable re-used across many applications.\n� Provide secure exchange of data between IoT devices and consumers of their 
information.\n� Provide protection mechanisms for vulnerable devices.\n\nSMARTIE will address these challenges within the context 
of Smart Cities. A smart city controller handling data for the city must show that the information collected from different devices 
are communicated and stored in a secure way. Privacy-protection and access control to the data and objects is necessary to 
convince data owners to share information and to protect the city infrastructure. SMARTIE envisions a data-centric paradigm with 
the "information management and services" plane as a unifying umbrella, which will operate above heterogeneous network 
devices and data sources and will provide advanced secure information services.\nThe feasibility and utility of SMARTIE will be 
tested in real environments with real users of the city infrastructures. The two application areas Transport and Energy will be 
considered; both are key infrastructures of cities. The tests will involve the cities Frankfurt an der Oder (Germany), Belgrade 
(Serbia) and Murcia (Spain).

Related information

Documents and Publications Requirements
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Coordinator

IM TECHNOLOGIEPARK 25
FRANKFURT (ODER), Germany

Administrative contact: Uwe George
Tel.: +49 335 5626 332
Fax: +49 335 5625 333
E-mail

IHP GMBH - INNOVATIONS FOR HIGH PERFORMANCE MICROELECTRONICS/LEIBNIZ-
INSTITUT FUER INNOVATIVE MIKROELEKTRONIK

Germany

Participants

GROSSE MUELLROSER STRASSE
FRANKFURT, Germany

Administrative contact: Hans-Georg Reicherdt
Tel.: +49 3355560450
E-mail

GREEN WAY SYSTEMS GMBH Germany

AVENIDA DE LA FAMA 3
Murcia, Spain

Administrative contact: Rafael Ataz Gómez
Tel.: +34 968368034
Fax: +34 968 366374
E-mail

INSTITUTO DE FOMENTO DE LA REGION DE MURCIA Spain

AVENIDA TENIENTE FLOMESTA S/N - EDIFICIO CONVALECENCIA
MURCIA, Spain

Administrative contact: María Sánchez-Merenciano Juarez
Tel.: +34 868887625
Fax: +34 868887630
E-mail

UNIVERSIDAD DE MURCIA Spain

RUA JOSE FERREIRA PINTO BASTO
AVEIRO, Portugal

Administrative contact: Helena Paula Gomes Matos
Tel.: +351 234 403 419
Fax: +351 234 424 723
E-mail

PT INOVACAO E SISTEMAS SA Portugal

POLGAR ANDRASA
NOVI SAD, Serbia

Administrative contact: Boris Pokric

DRUSTVO ZA KONSALTING, RAZVOJ I IMPLEMENTACIJU INFORMACIONIH I 
KOMUNIKACIONIH TEHNOLOGIJA DUNAVNET DOO

Serbia
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Tel.: +381 21 2528 493
E-mail

WEST END ROAD ATHENE ODYSSEY BUSINESS
LONDON, United Kingdom

Administrative contact: Lampson Silke
Tel.: +49 6221 4342 110
Fax: +49 6221 4342 155
E-mail

NEC EUROPE LTD United Kingdom

Subjects

Information, Media

Last updated on 2014-09-09
Retrieved on 2014-10-30

Permalink: http://cordis.europa.eu/project/rcn/109944_en.html
© European Union, 2014
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Smart Video-Surveillance System to Detect and Prevent Local Crimes in Urban Areas

Total cost:

EUR 1 943 448

EU contribution:

EUR 1 499 996

Coordinated in:

Spain

Subprogramme:

SEC-2013.7.2-1 - Open topic for Small and Medium

Enterprises: Solutions for frequent petty crimes that are of

high impact to local communities and citizens"  Capability

Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

TREELOGIC TELEMATICA Y LOGICA RACIONAL PARA LA EMPRESA
EUROPEA SL

Spain

SMARTPREVENT
Project reference: 606952
Funded under: FP7-SECURITY 

Smart Video-Surveillance System to Detect and Prevent Local Crimes in Urban Areas

From 2014-03-01 to 2016-02-29

Project details

Objective

The increase in urban population lead to an increase in crime. This is aggravated by illegal immigration, criminal striping,
degradation of zones. The increase of criminal activity is manifested in an increased frequency of small crimes like graffiti, theft,
robbery, destruction of rubbish bins. This has had a big impact for local governments, citizens and businesses.
Local government agencies are trying to solve these problems. As was shown in New York, a reduction in petty crimes increases
the sense of public order which produces further reduction in crime in general. These organizations often treat the problem with
classical solutions such as increase in police resources, reintegration of offenders, rehabilitation of degraded areas and modern
solutions such as urban video surveillance. However, these new technologies are often underused and inadequate.
The SmartPrevent project aims to enhance detection and prevention of crimes in local urban areas by exploiting the full potential
of video-surveillance systems. We will develop and provide four important benefits: i) Systematic characterization of usual petty
crimes in an area under automatic surveillance; ii) automatic detection of the most usual and frequent criminal activities; iii) a
set of automated tools capable of alerting the appropriate responders; and iv) early prevention of crimes by prediction and early
detection of crimes.
Rather than providing new methodologies or tools, SmartPrevent will focus on: a) improving already-existing methodologies by
means of a set of guidelines for the use of video-surveillance systems; and b) providing a set of tools capable to improve of the
existing crime detection systems. Our solution will be validated by deploying a realistic prototype scenario, which will actively
involve the detection and prevention for crimes in an urban areas and management of these detections by final users.

Coordinator

PARQUE TECNOLOGICO DE ASTURIAS 
LLANERA ASTURIAS, Spain

Administrative contact: Víctor Fernández-Carbajales Cañete
Tel.: +34 625772544

Expand / Contract(-)
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QUEEN MARY UNIVERSITY OF LONDON United Kingdom

VISION SEMANTICS LIMITED United Kingdom

EMZA VISUAL SENSE LTD Israel

AYUNTAMIENTO DE LAS ROZAS DE MADRID Spain

ANKARA STRATEJI ENSTITUSU DERNEGI Turkey

Participants

327 MILE END ROAD 
LONDON, United Kingdom

Administrative contact: Shaogang Gong
Tel.: +4420 7882 5249
Fax: +44 20 7882 7064

MILE END ROAD 327 
LONDON, United Kingdom

Administrative contact: Robert Koger
Tel.: +44 20 7193 8034

HAYOZMA ST 3 RD 
KAFAR SABA, Israel

Administrative contact: Zeev Smilansky
Tel.: +972 546646637

PLAZA MAYOR S/N 
LAS ROZAS, Spain

Administrative contact: Enrique Arias Heredia
Tel.: +34 91 640 29 00
Fax: +34 916402900

CUMHURIYET CADDESI - KECIOREN 10/19 
ANKARA, Turkey

Administrative contact: Osman Dolu
Tel.: +90 506 272 8658
Fax: +90 312 462 9095

Subjects

Safety

Record Number: 185481 / Last updated on: 2014-06-19 Last updated on 2014-06-19
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Lower the impact of aggravating factors in crisis situations thanks to adaptative foresight
and decision-support tools

Total cost:

EUR 5 205 927

EU contribution:

EUR 3 882 463

Coordinated in:

France

Subprogramme:

SEC-2013.4.1-2 - Better understanding of the cascading effect

in crisis situations in order to improve future response and

preparedness and contribute to lower damages and other

unfortunate consequences  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

SNOWBALL
Project reference: 606742
Funded under: FP7-SECURITY 

Lower the impact of aggravating factors in crisis situations thanks to adaptative
foresight and decision-support tools

From 2014-03-01 to 2017-02-28

Project details

Objective

SnowBall is a €5M STREP R&D proposal of 36 months. Its overall objective is to increase preparedness and response capacities
of decision-makers, emergency planners and first responders in respect to amplifying hazards in large disasters.

SnowBall consists in a deep analysis of cascading effects and development of methods to anticipate them; and in a Decision
Support System able to display current crisis monitoring and results of simulated decisions integrating cascading effects, thanks
to a data collection system, an Events Log Database, Simulators and a Dashboard. SnowBall innovates in its modular approach to
crises, its modelling techniques, its agent-supported coupled grid simulations, its generic Events Log Database and tools to follow
public behaviour (Emergency Alert, social networks, mobile application).

SnowBall encompasses 8 work packages: 1- Management; 2- Technical supervision; 3- Cascading effects methodology; 4- Event
log database; 5- Simulation tool; 6- Crisis Management dashboard; 7– Experimentation; 8- Dissemination and Exploitation.

SnowBall comprises 11 partners from 8 countries covering the full competence scope required: 2 industrials (Gedicom -
Emergency Alert System; Cofely INEO - Events log database), 2 Research Institutes and 3 Universities focussed on different
segments of risks assessment: LUPT-PLINIVS (natural hazards); Fraunhofer EMI (critical infrastructure socio-technical
simulation); EMAUG (human behaviour); UCL (public health) and ISMB (cloud, data process, mobile services), 3 end-users
(Polish Fire School; Ministry of Interior of Finland represented by ESC; and Hungarian Red Cross) and 1 consultancy (EP).

The main expected impacts of SnowBall are a substantial scientific contribution, a fosterer of capacity to face complex crisis
situations by better predicting cascading effects and integrating population behaviour in simulations, a contribution to the
security of EU citizens; and a commercially viable project contributing to EU competitiveness.

Expand / Contract(-)
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STE GENERALE DE DISTRIBUTION ET DE COMMUNICATION - GE DI COM France

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

ISTITUTO SUPERIORE MARIO BOELLA SULLE TECNOLOGIE
DELL'INFORMAZIONE E DELLE TELECOMUNICAZIONI

Italy

UNIVERSITA DEGLI STUDI DI NAPOLI FEDERICO II Italy

ERNST-MORITZ-ARNDT-UNIVERSITÄT GREIFSWALD Germany

UNIVERSITE CATHOLIQUE DE LOUVAIN Belgium

INEO ENGINEERING & SYSTEMS SNC France

SZKOLA GLOWNA SLUZBY POZARNICZEJ Poland

Coordinator

AVENUE MAURICE BERTEAUX 91 
LE PLESSIS TREVISE, France

Administrative contact: Bruma Jean
Tel.: +33 1 45 93 23 28
Fax: +33 1 45 76 01 07
E-mail

Participants

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Maximilian Steiert
Tel.: +49 8912052721
E-mail

VIA PIER CARLO BOGGIO 61 
TORINO, Italy

Administrative contact: Terzo Olivier
Tel.: +39 0112276855
E-mail

Corso Umberto I 40 
NAPOLI, Italy

Administrative contact: Giulio Zuccaro
Tel.: +39 0812538925
E-mail

Domstrasse 11 
GREIFSWALD, Germany

Administrative contact: Silke Schmidt
Tel.: +49 3834863800
Fax: +49 3834863801
E-mail

Place De L'Universite 1 
LOUVAIN-LA-NEUVE, Belgium

Administrative contact: Debarati Guha
Tel.: +32 27643327
Fax: +32 764 34 41
E-mail

ROUTE MILITAIRE NORD BAT 8 
VELIZY VILLACOUBLAY, France

Administrative contact: David Denis
Tel.: +33 139261574
Fax: +33 130701737
E-mail

SLOWACKIEGO 52/54 
Warszawa, Poland

Administrative contact: Barbara Szykuła Piec
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PELASTUSOPISTO, EMERGENCY SERVICES COLLEGE Finland

EVROPROJECT OOD Bulgaria

MAGYAR VOROSKERESZT TARSADALMI SZERVEZET Hungary

Tel.: +48 606987737
E-mail

Hulkontie 83 
Kuopio, Finland

Administrative contact: Kari Junttila
Tel.: +358 718753522
E-mail

ULICA TSAR IVAN SHISHMAN 43 ET 2 
SOFIA, Bulgaria

Administrative contact: Pierre Ponsar
Tel.: +359 29431176
E-mail

ARANY JANOS UTCA 31 
BUDAPEST, Hungary

Administrative contact: Krisztina Ferenczy
Tel.: +36709338377
Fax: +3613741393
E-mail

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Online and Mobile Communications for Emergencies

Total cost:

EUR 5 128 590

EU contribution:

EUR 3 971 178

Coordinated in:

Portugal

Subprogramme:

SEC-2013.6.1-1 - The impact of social media in emergencies 

Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

TEKEVER - TECNOLOGIAS DE INFORMACAO, S A Portugal

SOTERIA
Project reference: 606796
Funded under: FP7-SECURITY 

Online and Mobile Communications for Emergencies

From 2014-09-01 to 2017-02-28

Project details

Objective

The SOTERIA Project aims to research and develop recommendations and an associated toolbox that leverage the positive
impact of social media in emergencies, enabling public safety organisations (PSOs) and citizens using new mobile and online
social media technologies to communicate before, during and after an emergency event, and exchange critical information for the
PSOs' intervention in emergency, law enforcement and medical assistance situations.
Empowered by the new mobile phones with cameras, text messaging and internet-based applications connecting to social media,
citizens expect PSOs to use the same technologies. However, this is not the case. SOTERIA innovates the approach to the
dynamics between PSOs and citizens in emergencies, allowing (i) the understanding of the impact social media entails in
emergency management systems; (ii) the use of all communication channels in emergency situations, including social media, to
the benefit of PSOs and citizens, (iii) the exploitation of mobile platforms’ ubiquity to locate and effectively communicate with
citizens in distress and (iv) the leverage of PSOs’ levels of shared awareness and performance, benefiting from citizens’ social
media information.
Joining companies, universities, research laboratories and a wide community of expert end-users across Europe and beyond, the
SOTERIA Consortium is one of the Project’s strengths, having solid competences and experience developing research and
development projects. Its ambitious goal is to create recommendations and a professional SOTERIA emergency response toolbox
that, respecting the organisational culture of emergency services and the European Union's legislation and concerns on privacy,
and considering the related human and technological dimensions, enables PSOs to understand the benefits of social media in
emergencies and to gradually adopt these technologies in their daily activities, assisting in the safeguard of citizens in emergency
and crisis situations.

Coordinator

RUA DA LEZIRIA 1 
OBIDOS, Portugal

Administrative contact: Andre Oliveira
Tel.: +351 213304300
Fax: +351 213304301
E-mail

Expand / Contract(-)
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AMBULANCE AND EMERGENCY PHYSICIANS ASSOCIATION Turkey

AREA7 SRL Italy

MINISTERIO DA ADMINISTRACAO INTERNA Portugal

DEVERYWARE France

ERNST-MORITZ-ARNDT-UNIVERSITÄT GREIFSWALD Germany

PELASTUSOPISTO, EMERGENCY SERVICES COLLEGE Finland

HELSE BERGEN HF*HAUKELAND UNIVERSITY HOSPITAL Norway

ITTI SP ZOO Poland

Participants

Hurriyet Bulvari 1 
Izmir, Turkey

Administrative contact: Zeynep Sofuoglu
Tel.: +905055111423
E-mail

VIA ANTONIO GRAMSCI 86A 
REGGIO EMILIA RE, Italy

Administrative contact: Marco Artioli
Tel.: +3905221715150
E-mail

Rua Capelo 11 
Lisboa, Portugal

Administrative contact: Jorge Roma
Tel.: +351213217431
E-mail

RUE TAITBOUT 43/45 
PARIS, France

Administrative contact: Alain Soulier
Tel.: +33182835547
E-mail

Domstrasse 11 
GREIFSWALD, Germany

Administrative contact: Silke Schmidt
Tel.: +49 3834863810
Fax: +49 3834863801
E-mail

Hulkontie 83 
Kuopio, Finland

Administrative contact: Suvi Tiirikainen
Tel.: +358718753405
E-mail

JONAS LIES VEI 65 
BERGEN, Norway

Administrative contact: Alexandra Reksten
Tel.: +47 55977260
E-mail

RUBIEZ 46 
POZNAN, Poland

Administrative contact: Krzysztof Samp
Tel.: +48 600 073 448
Fax: +48 616226973
E-mail
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POLICE AND CRIME COMMISSIONER FOR NORTH YORKSHIRE United Kingdom

POLIISIAMMATTIKORKEAKOULU Finland

POLE PILOTE DE SECURITE LOCALE - PPSL France

KUOPION KAUPUNKI Finland

THE PROVOST FELLOWS & SCHOLARS OF THE COLLEGE OF THE HOLY AND
UNDIVIDED TRINITY OF QUEEN ELIZABETH NEAR DUBLIN

Ireland

THALES SA France

ITÄ-SUOMEN YLIOPISTO Finland

ZANASI ALESSANDRO SRL Italy

NEWBY WISKE HALL POLICE HEADQUARTERS 
NORTHALLERTON, United Kingdom

Administrative contact: Simon Nott
Tel.: +44 01609789050
Fax: +44 01609789963
E-mail

Vaajakatu 2 
TAMPERE, Finland

Administrative contact: Terhi Kankaanranta
Tel.: +358504561307
E-mail

RUE DU THEATRE 1 BIS 
ELANCOURT, France

Administrative contact: Emmanuelle Villot
Tel.: +33 1633837169
Fax: +33 161385782
E-mail

TULLIPORTINKATU 31 
KUOPIO, Finland

Administrative contact: Jukka Koponen
Tel.: +358 17188100
E-mail

College Green - 
DUBLIN, Ireland

Administrative contact: Deirdre Savage
Tel.: +35318961942
Fax: +35317071633
E-mail

Rue de Villiers 45 
NEUILLY SUR SEINE, France

Administrative contact: Olivier Prévotat
Tel.: +33169415737
Fax: +33 0169415648
E-mail

YLIOPISTONRANTA 1 E 
Kuopio, Finland

Administrative contact: Mika Saikkonen
Tel.: +358 503468118
E-mail

VIA G B AMICI 29 
MODENA, Italy

Administrative contact: Alessandro Zanasi
Tel.: +393494131718
Fax: +39 0596137608
E-mail

Subjects
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
SOURCE - Virtual centre of excellence for research support and coordination on societal
security

Total cost:

EUR 5 576 210

EU contribution:

EUR 4 997 588

Coordinated in:

Norway

Subprogramme:

SEC-2012.7.4-2 - Networking of researchers for a high level

multi-organisational and cross-border collaboration -

Network of Excellence

Call for proposal:

FP7-SEC-2012-1

Funding scheme:

NoE - Networks of Excellence

INSTITUTT FOR FREDSFORSKNING STIFTELSE Norway

SOURCE
Project reference: 313288
Funded under: FP7-SECURITY 

SOURCE - Virtual centre of excellence for research support and coordination on
societal security 

From 2014-01-01 to 2018-12-31

Project details

Objective

The aim of the SOURCE Network of Excellence is to create a robust and sustainable virtual centre of excellence capable of
exploring and advancing societal issues in security research and development. The SOURCE Network of Excellence is built upon
five types of activities: networking activities, research, information gathering, education and training, and knowledge-sharing.
These five areas together address both the ambitions and the expected impact of the Work Programme specific to the Security
call. Through an integrated information gathering hub, education programmes across the security sectors, and a comprehensive
programme of networking activities the SOURCE project will advance European excellence in research and industrial innovation
and form the foundation for a permanent virtual centre of excellence capable of continuing to bring added-value to research on
societal security. Through a broad set of concerted activities the centre will gather experts and actors from all levels of the
security chain (researchers, industry actors, policy-makers, civil society, end-users and the public at large), all linked by a
common project of documenting, analysing and understanding the link between security and the society in which it is played out.
Through an array of networking activities, meetings, scientific and popular publications, film, press and social media, a scholarly
journal and the formation of an international association for the study and improvement of societal security, the SOURCE
Network of Excellence will meet the goals of raising the awareness among policy makers and end-users, raising the
competitiveness of the security industry by better applying it to the social layers of insecurity in society and, as a consequence,
contribute to the improvement of the well-being and security of European citizens.

Coordinator

Hausmanns gate 7 
OSLO, Norway

Administrative contact: Lars Even Andersen
Tel.: +4722547706
Fax: +4722547701

Expand / Contract(-)
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TOTALFORSVARETS FORSKNINGSINSTITUT Sweden

CENTRE FOR IRISH AND EUROPEAN SECURITY LIMITED Ireland

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E.V

Germany

NEDERLANDSE ORGANISATIE VOOR TOEGEPAST
NATUURWETENSCHAPPELIJK ONDERZOEK - TNO

Netherlands

CENTRE FOR EUROPEAN POLICY STUDIES Belgium

VRIJE UNIVERSITEIT BRUSSEL Belgium

IRKS RESEARCH GMBH Austria

KING'S COLLEGE LONDON United Kingdom

EUROPEAN ORGANISATION FOR SECURITYSCRL Belgium

Participants

Gullfossgatan 6 
STOCKHOLM, Sweden

Administrative contact: E Anders Eriksson
Tel.: +46 709277281

CLANWILLIAM TERRACE 3 
DUBLIN, Ireland

Administrative contact: Sadhbh Mccarthy
Tel.: +353 1 6424182

Hansastrasse 27C 
MUENCHEN, Germany

Administrative contact: Walter Krause
Tel.: +49 89 12052713
Fax: +49 89 12057534

Schoemakerstraat 
DELFT, Netherlands

Administrative contact: Alwin Sixma
Tel.: +31888663409
Fax: +31888667757

Place du Congres 1 
BRUXELLES, Belgium

Administrative contact: Sally Scott
Tel.: +3222293954
Fax: +3222194151

PLEINLAAN 2 
BRUSSEL, Belgium

Administrative contact: Photis Schurmans
Tel.: +3226148041
Fax: +3226148010

Museumstrasse 5 
WIEN, Austria

Administrative contact: Reinhard Kreissl
Tel.: +431526151622

Strand 
LONDON, United Kingdom

Administrative contact: Paul Labbett
Tel.: +442078488184
Fax: +442078488187

RUE MONTOYER 10 
BRUXELLES, Belgium
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FUNDACION TECNALIA RESEARCH & INNOVATION Spain

FONDATION NATIONALE DES SCIENCES POLITIQUES France

VEREIN FUR RECHTS-UND KRIMINALSOZIOLOGIE Austria

Administrative contact: Hara Caracostas
Tel.: +32 2 777 0257

PARQUE TECNOLOGICO DE MIRAMON PASEO MIKELETEGI 2 
DONOSTIA-SAN SEBASTIAN, Spain

Administrative contact: Javier Herrera
Tel.: +34 656 79 16 23
Fax: +34 946460900

Rue Saint-Guillaume 27 
PARIS, France

Administrative contact: Olivier Romeo
Tel.: +33 1 45 49 83 70

MUSEUMSTRASSE 5/12 
Wien, Austria

Administrative contact: Walter Hammerschick
Tel.: +43 1 526151621

Subjects

Scientific Research
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Social sensors for secUrity Assessments and Proactive EmeRgencies management

Total cost:

EUR 4 252 770

EU contribution:

EUR 3 117 318

Coordinated in:

Italy

Subprogramme:

SEC-2013.6.1-1 - The impact of social media in emergencies 

Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

VITROCISET SPA Italy

SUPER
Project reference: 606853
Funded under: FP7-SECURITY 

Social sensors for secUrity Assessments and Proactive EmeRgencies management

From 2014-04-01 to 2017-03-31

Project details

Objective

Social media (SM) statistics during recent disasters (e.g., the 20 million tweets relating to «Sandy» storm and the sharing of
related photos in Instagram at a rate of 10/sec) provide tangible evidence that security forces and civil protection agencies could
greatly benefit from the effective blending of SM information into their processes. However, despite the widespread use of SM in
various domains (e.g., marketing/branding/finance, there is still no easy, structured and effective way to leverage several SM in
security/emergency management applications.

SUPER is a joint effort of social media experts (incl. social network providers) and security experts (incl. security and civil
protection agencies), towards introducing a holistic, integrated and privacy-friendly approach to the use of social media in
emergencies and security incidents. The approach will operate at multiple time-scales (before/during/after events), while serving
both strategic and tactical level operations. It will be characterized by: a. Intelligent information gathering from SM based on
novel algorithms (sentiment analysis, topic tracking, real-time event detection), b. Quantitative assessment of the credibility of
SM information towards alleviating manipulation, c. Integrated search over multiple SM towards deriving non-obvious
information, d. Gathering/analysis of the citizens’ and the forces’ opinions as part of policy modelling processes, e. Use of SM as
an effective way for conveying information to stakeholders, f. Modular integration of the above functionalities within existing
processes for strategic planning, management of operations, generation of operational picture and management of policies for
emergencies, g. Compliance with privacy laws/regulations. SUPER will be validated in two complementary scenarios spanning
civil protection activities (earthquakes) and police activities (unrest).

Coordinator

VIA TIBURTINA 1020 
ROMA, Italy

Administrative contact: Marco Cosentino
Tel.: +390688204316
E-mail

Expand / Contract(-)



23.9.2014 European Commission : CORDIS : Projects and Results : Social sensors for secUrity Assessments and Proactive EmeRgencies managem…

http://cordis.europa.eu/project/rcn/185480_en.html 2/3

UNIVERSITY OF GLASGOW United Kingdom

INSTITUTE OF COMMUNICATION AND COMPUTER SYSTEMS Greece

SENSING & CONTROL SYSTEMS SL Spain

REGIONE CAMPANIA Italy

FUNDACIO BARCELONA MEDIA Spain

SENSAP SWISS AG Switzerland

IN2 SEARCH INTERFACES DEVELOPMENT LIMITED United Kingdom

INSPECTORATUL GENERAL AL POLITIEI ROMANE Romania

Participants

University Avenue 
GLASGOW, United Kingdom

Administrative contact: Joe Galloway
Tel.: +44 141 330 3884
E-mail

Patission Str. 42 
ATHINA, Greece

Administrative contact: Theodora Varvarigou
Tel.: +30 2107722484
Fax: +30 2107722132
E-mail

AVENIDA PAISOS CATALANS 71 BAIXOS 
IGUALADA, Spain

Administrative contact: Narcis Avellana
Tel.: +34931763520
E-mail

VIA S. LUCIA 81 
NAPOLI, Italy

Administrative contact: Gabriella De Micco
Tel.: +39 0812323111
Fax: +39 0812323851
E-mail

AVENIDA DIAGONAL 177 - planta 9 
BARCELONA, Spain

Administrative contact: Castillo Patricia
Tel.: +34932381400
E-mail

ALFRED ESCHER STRASSE 17 
ZURICH, Switzerland

Administrative contact: Panos Dimitropoulos
Tel.: +41 442021190
E-mail

GREAT HAMPTON STREET 69 
BIRMINGHAM, United Kingdom

Administrative contact: George Ioannidis
Tel.: +447591985718
E-mail

Sos Stefan cel Mare 13-15 
Bucuresti, Romania

Administrative contact: Dumitru Parvu
Tel.: +40213165175
E-mail

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Tools, methods And training for CommuniTIes and Society to better prepare for a Crisis

Total cost:

EUR 1 321 427

EU contribution:

EUR 999 084

Coordinated in:

Germany

Subprogramme:

SEC-2013.4.1-5 - Preparing societies to cope with large scale

and/or cross border crisis and disasters  Coordination and

Support Action (Supporting Action)

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CSA-SA - Support actions

HELMHOLTZ-ZENTRUM FUER UMWELTFORSCHUNG GMBH - UFZ Germany

TRILATERAL RESEARCH & CONSULTING LLP United Kingdom

TACTIC
Project reference: 608058
Funded under: FP7-SECURITY 

Tools, methods And training for CommuniTIes and Society to better prepare for a
Crisis

From 2014-05-01 to 2016-04-30

Project details

Objective

The overall aim of the TACTIC project is to increase preparedness to large-scale and cross-border disasters amongst communities
and societies in Europe. To achieve this, TACTIC will consider studies on risk perception and preparedness (including good
practices and preparedness programmes) in order to develop a participatory community preparedness audit enabling
communities to assess, impacts in a multi-hazard context, their motivations and capacities to prepare for large-scale and/or
cross-border disasters. This forms the basis for developing context-sensitive education and training strategies and practices that
are embedded in an overarching long-term learning framework (including evaluation procedures) for increasing the overall
prepares of communities and societies across Europe. Rather than taking a top-down approach to preparedness, TACTIC will
pursue a collaborative project strategy by including different user and stakeholder groups in the development, testing and
validation of tools and materials throughout the process of the project by conducting four case studies focusing on terrorism,
floods, pandemics and earthquakes.

Coordinator

Permoser Strasse 15 
LEIPZIG, Germany

Administrative contact: Annette Schmidt
Tel.: +49 3412351663

Participants

Expand / Contract(-)
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UNIVERSITY OF NORTHUMBRIA AT NEWCASTLE United Kingdom

EUROPEAN DYNAMICS ADVANCED SYSTEMS OF TELECOMMUNICATIONS
INFORMATICS AND TELEMATICS SA

Greece

INSTYTUT METEOROLOGII I GOSPODARKI WODNEJ - PANSTWOWY
INSTYTUT BADAWCZY

Poland

MIDDLE EAST TECHNICAL UNIVERSITY Turkey

SACHSISCHES LANDESAMT FUR UMWELT LANDWIRTSCHAFT UND
GEOLOGIE

Germany

HAMMERSMITH ROAD 72 CROWN HOUSE 
LONDON, United Kingdom

Administrative contact: Kush Wadhwa
Tel.: +44 2075593550

Ellison Place, Ellison Building 
NEWCASTLE UPON TYNE, United Kingdom

Administrative contact: Maureen Fordham
Tel.: +44 1912273757

KIFISSIAS AVENUE 209 
MAROUSSI ATHINA, Greece

Administrative contact: Ioannis Kotsiopoulos
Tel.: +30 2108094500

ULICA PODLESNA 61 
WARSZAWA, Poland

Administrative contact: Malgorzata Buchman
Tel.: +48 225694330
Fax: +48 225694331

DUMLUPINAR BULVARI 1 
ANKARA, Turkey

Administrative contact: Ayse Nuray Karanci
Tel.: +90 3122103127

August-BOckstiegel-Strasse 1 
Dresden, Germany

Administrative contact: Petra Walther
Tel.: +49 35189284514
Fax: +49 351 89284099

Subjects

Safety
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Tactical Approach to Counter Terrorists in Cities

Total cost:

EUR 4 466 999

EU contribution:

EUR 3 478 464

Coordinated in:

Netherlands

Subprogramme:

SEC-2011.1.2-1 - Strategies for countering a terrorist attack in

an urban environment â Capability Project

Call for proposal:

FP7-SEC-2011-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

NEDERLANDSE ORGANISATIE VOOR TOEGEPAST
NATUURWETENSCHAPPELIJK ONDERZOEK - TNO

Netherlands

TACTICS
Project reference: 285533
Funded under: FP7-SECURITY 

Tactical Approach to Counter Terrorists in Cities

From 2012-09-01 to 2015-08-31

Project details

Objective

TACTICS seamlessly integrates new research results in the area of behaviour analysis, characteristics of the possible urban-based
targets and situational awareness into a decision making framework comprising of a coherent set of tools and related processes,
supporting security forces in responding more efficiently and effective to a given threat in order to actually prevent the attack or
to limit its consequences.
TACTICS will reach this goal by:

• Improving preparedness of security forces by decomposing threats into observable terrorist
behaviours specific for urban environments.
• Improving the capabilities at security forces’ disposal by improving their management,
efficiency and their cooperation in urban environments.
• Making security forces capable of responding quicker, without being biased in decision
making and to be more precise in the kind of information they request and the orders they
send out by providing expert knowledge at the fingertips of the professionals of the security
services at the time of an actual threat in urban environments.
• Facilitating a cross-European approach by offering a 3-levelled strategy on the tactical,
operational and strategic level.

All that is developed and disseminated within TACTICS will be handled with the utmost care and
during the whole project special attention will be paid to legal requirements and democratic and
ethical principles.

Coordinator

Schoemakerstraat 97 
DELFT, Netherlands

Expand / Contract(-)
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RAND EUROPE COMMUNITY INTEREST COMPANY United Kingdom

MINISTERIE VAN BINNENLANDSE ZAKEN EN KONINKRIJKSRELATIES Netherlands

INSTITUTT FOR FREDSFORSKNING STIFTELSE Norway

ITTI SP ZOO Poland

THE PROVOST FELLOWS & SCHOLARS OF THE COLLEGE OF THE HOLY AND
UNDIVIDED TRINITY OF QUEEN ELIZABETH NEAR DUBLIN

Ireland

International Security and Counter-terrorism Academy Israel

UNIVERSITAT POLITECNICA DE VALENCIA Spain

FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

Administrative contact: Sharon Prins
Tel.: +31 88 8667766
Fax: +31 88 8667382
E-mail

Participants

Westbrook Centre Milton Road 
CAMBRIDGE, United Kingdom

Administrative contact: Mica Hughes
Tel.: +44 1223353329
E-mail

Turfmarkt 147 
THE HAGUE, Netherlands

Administrative contact: Ronald Boelsma
Tel.: +31622062271
E-mail

Hausmanns gate 7 
OSLO, Norway

Administrative contact: Lars Even Andersen
Tel.: +4722547706
Fax: +47 22547701
E-mail

RUBIEZ 46 
POZNAN, Poland

Administrative contact: Lidia Samp
Tel.: +48616226985
E-mail

College Green - 
DUBLIN, Ireland

Administrative contact: Deirdre Savage
Tel.: +353 1 8961942
Fax: +353 1 7071633
E-mail

Lubman 19 
Rishon Letzion, Israel

Administrative contact: Ran Cohen
Tel.: +97239507723
E-mail

CAMINO DE VERA S/N 
VALENCIA, Spain

Administrative contact: Manuel Esteve
Tel.: +34 963879194
E-mail

Hansastrasse 27C 
MUNCHEN, Germany
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MINISTRY OF DEFENSE Netherlands

MORPHO France

Administrative contact: Maximilian Steiert
Tel.: +498912052721
E-mail

Plein 4 
Den Haag, Netherlands

Administrative contact: Folkert Roosjen
Tel.: +31 020 5202701
E-mail

RUE LEBLANC 27 
PARIS, France

Administrative contact: Sandra Canton
Tel.: +33 1 58 11 87 67
Fax: +33 1 58 11 87 01
E-mail

Subjects

Social Aspects - Security
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See list of good practices

URMA

Project Details
Title: Urban-rural partnerships in metropolitan areas
Priority: 1: Innovation and the knowledge economy
Theme: Innovation, research and technology development

Type of intervention
Type of intervention: 1: Regional Initiative Project
Mini-programme: No
Duration: 1st Jan 2012 - 31st Dec 2014
Website: 

Budget
Total budget: 1.758.821,70 €
ERDF contribution: 1.371.300,63 €

Lead partner
HafenCity University Hamburg
Großer Grasbrook 9
20457, Hamburg
GERMANY

Click for contact details

Project summary
The URMA-project promotes urban-rural partnerships as a tool to strengthen the potential for generation and transfer of innovation in European metropolitan areas
and their surrounding hinterlands. The basis was laid during a preceding project, integrated in the action programme “Pilot Project of Spatial Planning” sponsored
by the German Federal Ministry of Transport, Building and Urban Development. In this project regional disparities were tackled and the effectiveness of regional
development policies was improved by new governance structures for large scale urban-rural partnerships (triple helix approach). Balancing regional disparities and
being competitive at the same time are challenges for all regions in Europe and therefore the project theme is of high interest to many other metropolitan areas.

The project’s objective is therefore to utilize the urban-rural cooperation schemes developed and tested in the above-named project and in other partner regions in
the field of innovation

generation and transfer within metropolitan areas and regional urban-rural networks. The PP will identify different types of regional innovation systems, exchange
experiences on urban-rural cooperation and finally help to improve the effectiveness of regional and local policies in the field of innovation. This objective enables
an establishment of a regional, national and European policy agenda for a sustainable development of metropolitan areas. Moreover, it will result in lasting and
balanced positive effects on the competiveness of metropolitan areas, also in global terms. The key advantage to this approach is that urban and rural areas will
benefit on equal terms and that cities will not gain competitiveness on the expense of urban areas and vice-versa.

The participating nine PP from six EU member states (BG,DE,ES,IT,NL,PL) cover a wide EU area and are directly involved in the improvement of regional policies.
The consortium is homogenous and diverse at the same time, comprising

differently shaped urban-rural regions, from strong interconnected metropolitan areas to smaller city regions. The mix of larger and smaller, well experienced and
less experienced PP will open up new possibilities of learning and knowledge transfer and creates an added value for all regions. URMA is mainly focused on the
exchange of experiences through an array of conferences, public and project internal workshops, study visits in all regions and 3 pilot implementations. The
cooperation will be supported by a common toolkit to identify and describe best practices, a concise dictionary and a Good Practice Guide. Furthermore
recommendations for the whole project partnership with regard to regional innovation systems and for the future European cohesion policy regarding urban-rural
partnerships will be developed. All in all, the project will raise the awareness for the need and potential of urban-rural partnerships – a new approach to
strengthen innovation in European metropolitan areas.

Project achievements
 

 

 

Partnership
Institution, Town Country Region Contact details

HafenCity University Hamburg, Hamburg GERMANY Hamburg +49 40 42827 4519

State Ministry of Urban Development and Environment, Free and Hanseatic City of
Hamburg, Hamburg

GERMANY Hamburg +49 42840 8094

Westpomeranian Voivodeship, Szczecin POLAND Zachodniopomorskie +48 91 432 49 70

TUSCANY REGION, FIRENZE ITALY Toscana +39 055 4384 994

LOMBARDIA REGION, Milan ITALY Lombardia +39 02 67651918 

Department for Town Planning and Territorial Strategies Madrid, Madrid SPAIN Comunidad de
Madrid

+ 34 915804400

Institute of Urban Development Krakow, Kraków POLAND Malopolskie +48 12 634 23 22 ext: 21

Municipality of Borne, Borne NETHERLANDS Overijssel +31 547351505

Pleven Regional Administration, Pleven (Bulgaria) BULGARIA Severozapaden +35 9 64 880 123

Municipality of Enschede, Enschede NETHERLANDS Overijssel +3153-4815205
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Visual Analytics for Sense-making in CRiminal Intelligence analysis

Total cost:

EUR 16 644 340

EU contribution:

EUR 13 053 686

Coordinated in:

United Kingdom

Subprogramme:

SEC-2013-1.6-4 - Information Exploitation  Integration

Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-IP - Large-scale integrating project

MIDDLESEX UNIVERSITY HIGHER EDUCATION CORPORATION United Kingdom

VALCRI
Project reference: 608142
Funded under: FP7-SECURITY 

Visual Analytics for Sense-making in CRiminal Intelligence analysis

From 2014-05-01 to 2017-12-31

Project details

Objective

The purpose of Project VALCRI is to create a Visual Analytics-based sense-making capability for criminal intelligence analysis by
developing and integrating a number of technologies into a coherent working environment for the analyst we call the Reasoning
Workspace. Conceptually, the Reasoning Workspace comprises three areas: (i) a Data Space which will enable an analyst to see
what data and themes exist, (ii) an Analysis Space to which data can be brought into to carry out various computational analyses
including statistical and text analysis, and (iii) a Hypothesis Space that will enable the analysts to assemble their evidence into
coherent arguments that lead to meaningful and valid conclusions.

The user interface will be rooted in the concepts of Visual Analytics – the emerging “… science of analytical reasoning facilitated
by visual interactive interfaces" (Thomas and Cook, 2004), and specially designed to support the interactive dynamics (Heer and
Shneiderman, 2012) required to enable real-time analytic interaction with data. The design of the user interface will move away
from the traditional windows and list of lists views for presenting data, and instead to create information objects that may be
directly manipulated and freely organised visuo-spatially by the analysts so that location and spatial groupings have meaning and
can be manipulated directly by selection and dragging; or we can initiate Boolean operations on the content of the two or more
clusters by dragging one cluster onto another. In addition, the presentation of multiple views of the information objects, in the
form of network graphs, timelines, geo-spatial etc. can lead to further insight, especially when interactivity is enabled. This tight
coupling between visualisation and computation is crucial for developing and maintaining cognitive momentum, the train of
thought that enables creativity and sense-making.

Coordinator

THE BURROUGHS HENDON CAMPUS COLLEGE BUILDING 
LONDON, United Kingdom

Administrative contact: Michael Butterworth
Tel.: +44 02084116803
E-mail

Expand / Contract(-)
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SPACE APPLICATIONS SERVICES NV Belgium

BATTELLE MEMORIAL INSTITUTE NON PROFIT CORPORATION United States

UNIVERSITAT KONSTANZ Germany

LINKOPINGS UNIVERSITET Sweden

THE CITY UNIVERSITY United Kingdom

KATHOLIEKE UNIVERSITEIT LEUVEN Belgium

A E SOLUTIONS (BI) LIMITED United Kingdom

TECHNISCHE UNIVERSITAET GRAZ Austria

Participants

Leuvensesteenweg 325 
ZAVENTEM, Belgium

Administrative contact: Richard Aked
Tel.: +32 27215484
Fax: +32 27215444
E-mail

KING AVENUE 505 
COLUMBUS, United States

Administrative contact: Kevin Grubbs
Tel.: +01 509 372 4050
Fax: +01 509 375 6617
E-mail

UNIVERSITATSSTRASSE 10 
KONSTANZ, Germany

Administrative contact: Claudia Knueppel
Tel.: +49 7531 882335
Fax: +49 7531 883727
E-mail

CAMPUS VALLA 
LINKOPING, Sweden

Administrative contact: Annette Norberg
Tel.: +46 13 286779
E-mail

NORTHAMPTON SQUARE 
LONDON, United Kingdom

Administrative contact: Dilly Tawakkul
Tel.: +442070403804
Fax: +442070403803
E-mail

Oude Markt 13 
LEUVEN, Belgium

Administrative contact: Karolien Mariën
Tel.: +32 16373024
Fax: +32 16 26515
E-mail

BADSEY, STONE PIPPIN ORCHARD 9 
EVESHAM, United Kingdom

Administrative contact: Richard Adderley
Tel.: +44 01386839423
E-mail

RECHBAUERSTRASSE 12 
GRAZ, Austria

Administrative contact: Erwin Duschnig
Tel.: +43 316 873 30810
Fax: +43 316 873 1030810
E-mail
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FRAUNHOFER-GESELLSCHAFT ZUR FOERDERUNG DER ANGEWANDTEN
FORSCHUNG E V

Germany

TECHNISCHE UNIVERSITAET WIEN Austria

OBJECTSECURITY LIMITED United Kingdom

UNABHAENGIGES LANDESZENTRUM FUER DATENSCHUTZ Germany

I-INTELLIGENCE GMBH Switzerland

EXIPPLE STUDIO SL Spain

WEST MIDLANDS POLICE AUTHORITY United Kingdom

STAD ANTWERPEN Belgium

SERVICE PUBLIC FEDERAL INTERIEUR Belgium

Hansastrasse 27C 
MUNCHEN, Germany

Administrative contact: Andrea Zeumann
Tel.: +49 89 1205 2723
Fax: +49 89 1205 7534
E-mail

Karlsplatz 13 
WIEN, Austria

Administrative contact: Michaela Hinterleitner
Tel.: +43 1 58801 18703
E-mail

COWLEY ROAD ST JOHNS SINNOVATION CENTRE 
CAMBRIDGE, United Kingdom

Administrative contact: Rudolf Schreiner
Tel.: +44 1223420252
E-mail

HOLSTENSTRASSE 98 
KIEL, Germany

Administrative contact: Marit Hansen
Tel.: +49 431 988 1214
E-mail

ZUERCHERSTRASSE 46 
WINTERTHUR, Switzerland

Administrative contact: Chris Pallaris
Tel.: +41 78 882 0923
E-mail

CARRER DIPUTACIO PLANTA 2 PUERTA C 320 
BARCELONA, Spain

Administrative contact: Andrea Halfpap
Tel.: +34 672 683 271
E-mail

West Midlands Police Headquarters, Lloyd House, Colmore Circus , Queensway 
Birmingham, United Kingdom

Administrative contact: Esther Martin
Tel.: +44 08451135000
E-mail

GROTE MARKT 1 
ANTWERPEN, Belgium

Administrative contact: Abby Coekaerts
Tel.: +32 476 55 02 09
E-mail

RUE DE LOUVAIN 1 
BRUSSELS, Belgium

Administrative contact: Verdegem Simon
Tel.: +32 2 644 81 74
E-mail
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Subjects

Safety

Record Number: 188614 / Last updated on: 2014-08-22 Last updated on 2014-08-22
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
a Virtual Studio for Security Concepts and Operations

Total cost:

EUR 4 151 940

EU contribution:

EUR 3 037 341

Coordinated in:

France

Subprogramme:

SEC-2013.2.1-1 - Evidence based and integral security

concepts for government asset protection  Capability Project

Call for proposal:

FP7-SEC-2013-1

Funding scheme:

CP-FP - Small or medium-scale focused research project

DIGINEXT SARL France

VASCO
Project reference: 607737
Funded under: FP7-SECURITY 

a Virtual Studio for Security Concepts and Operations

From 2014-03-01 to 2017-02-28

Project details

Objective

The concentration of government buildings within urban environments has become a source of serious security vulnerability.
Administrators and security experts face a variety of evolving threats that are hard to anticipate. To secure a government building
against multiple threats while maintaining a minimal level of transparency and accessibility requires an integral security
approach. It demands interdisciplinary collaboration between different experts from different domains. Currently, there is no
efficient method or tool that allows the experts of different stripes to efficiently design, evaluate and implement appropriate
security concepts. Existing ones do not allow for the effective creation, analysis, assessment, and sharing of security concepts that
will help government administrators provide a secure environment for personnel and citizens.

The VASCO project addresses two important objectives. First, it will design, implement and evaluate an innovative IT tool that
will enable security professionals and administrators to jointly formulate, test, and adjust security concepts and measures in a
virtual environment. This provides a cost-effective and risk-free environment in which to devise an evidence-based, all-risk
approach for the protection of government buildings. Second, it will produce a knowledge and best practice database, which
captures dynamic and visual reference scenarios created with the VASCO system.

To accomplish these aims, the project will adopt an iterative methodology that enables the constant involvement of its world-
class security and crisis management experts, assisted by a solid and open user group, during the whole project. It makes use of
the latest advances in interactive visualisation, simulation, crisis management, and artificial intelligence to provide end-users
with a new tool that significantly improves the way in which they collaborate to secure critical government assets both at home
and abroad.

Coordinator

IMPASSE DE LA DRAILLE PARC D'ACTIVITES LA DURANNE 45 
AIX EN PROVENCE, France

Administrative contact: Martine Julien

Expand / Contract(-)
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CONSIGLIO NAZIONALE DELLE RICERCHE Italy

CENTRO DI RICERCA, SVILUPPO E STUDI SUPERIORI IN SARDEGNA Italy

IMMERSION SAS France

CENTER FOR SECURITY STUDIES Greece

CRISISPLAN B V Netherlands

Försvarshögskolan, Swedish National Defence College Sweden

Tel.: +33 561 176 297
Fax: +33 561 176 578

Participants

PIAZZALE ALDO MORO 7 
ROMA, Italy

Administrative contact: Paolo Pingi
Tel.: +39 0503153116
Fax: +390503152811

Via Palabanda 9 
CAGLIARI, Italy

Administrative contact: Alessandro Milletti
Tel.: +39 0709250226
Fax: +39 0709250220

RUE FEAUGAS 12 
BORDEAUX, France

Administrative contact: Nicolas Biasiolo
Tel.: +33 557541700
Fax: +33 557541701

P. Kanellopoulou St 4 
Athens, Greece

Administrative contact: George Leventakis
Tel.: +30 210 7481347
Fax: +30 2107481995

Frambozenweg 123 
Leiden, Netherlands

Administrative contact: Arjen Boin
Tel.: +31 715730551

Drottning Kristinas Väg 37 
Stockholm, Sweden

Administrative contact: Anna Fornstedt
Tel.: +46855342771
Fax: +46855342700

Subjects

Safety

Record Number: 185496 / Last updated on: 2014-06-19 Last updated on 2014-06-19
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Community Research and Development Information Service - CORDIS
European Commission
CORDIS
Projects & Results Service
Virtualized programmable InTerfAces for innovative cost-effective IoT depLoyments in
smart cities

Total cost:

EUR 4 190 359

EU contribution:

EUR 2 695 000

Coordinated in:

Ireland

Subprogramme:

ICT-2013.1.4 - A reliable, smart and secure Internet of Things

for Smart Cities

Call for proposal:

FP7-SMARTCITIES-2013

Funding scheme:

CP - Collaborative project (generic)

Documents and Publications (4)

VITAL
Project reference: 608682
Funded under: FP7-ICT 

Virtualized programmable InTerfAces for innovative cost-effective IoT depLoyments
in smart cities 

From 2013-09-01 to 2016-08-31

Project details

Objective

Internet-of-Things (IoT) applications are currently based on multiple architectures, standards and platforms, which have led to a
highly fragmented IoT landscape. This fragmentation is evident in the area of smart cities, which typically comprise several
technological silos (i.e. IoT systems that have been developed and deployed independently). Nowadays there is a pressing need to
remove these silos in order to allow cities to share data across systems and coordinate processes across domains, thereby
essentially improving sustainability and quality of life. In response to this need, VITAL will realize a radical shft in the
development, deploment and operation of IoT applications, through introducing an abstract virtualized digital layer that will
operate across multiple IoT architectures, platforms and business contexts. Specifically, VITAL will provide platform and
business context agnostic access to Internet-Connected-Objects (ICO). Moreover, it will research virtualized filtering, complex
event processing (CEP) and business process management mechanisms, which will be operational over a variety of IoT
architectures/ecosystems. The mechanisms will compromise the diverse characteristics of the underlying ecosystems, thereby
boosting interoperability at the technical and business levels. VITAL will also provide development and governance tools, which
will leverage the project's interfaces for virtualized access to ICOs.\nVITAL will allow solution providers to (re)use a wider range
of data steams, thereby increasing the scope of potential applications. It will also enable a more connected/integrated approach
to smart city applications development, which will be validated in realistic deployments in London and Istanbul. The partners
will contribute and adapt a host of readily available urban infrastructures, IoT platforms and novel IoT applications, which will
ease the accomplishment of the project's goals based on an optimal value for EC money.

Related information

D3.1.1 Virtual Models,\nData and Metadata for ICOs V1

D7.1 Dissemination Activities:\nDissemination Plan

D2.3 Virtualization Architecture and\nTechnical Specifications

Expand / Contract(-)

Expand / Contract(+)
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NATIONAL UNIVERSITY OF IRELAND, GALWAY Ireland

ATOS SPAIN SA Spain

INSTITUT NATIONAL DE RECHERCHE EN INFORMATIQUE ET EN
AUTOMATIQUE

France

RESEARCH AND EDUCATION LABORATORY IN INFORMATION
TECHNOLOGIES

GR

SINGULARLOGIC ANONYMI ETAIRIA PLIROFORIAKON SISTIMATON KAI
EFARMOGON PLIROFORIKIS

GR

SANTER REPLY SPA Italy

Istanbul Metropolitan Municipality Turkey

ISTANBUL TEKNIK UNIVERSITESI Turkey

Coordinator

National University of Ireland IDA Business Park, Lower Dangan, NA 
Galway, Ireland

Administrative contact: Maria Smyth
Tel.: +353 91 495015
Fax: +353 91495541
E-mail

Participants

Calle de Albarracin 
Madrid, Spain

Administrative contact: Jorge Pereira Carlos
Tel.: +3491 214 97 04
Fax: +34 91 754 3252
E-mail

Domaine de Voluceau, Rocquencourt 
LE CHESNAY Cedex, France

Administrative contact: Mohamed Riffi Asri
Tel.: +33 359577834
Fax: +33 3 59 57 78 50
E-mail

Adrianiou 2 & Papada 
Athens, GR

Administrative contact: Alexandra Spyropoulou
Tel.: +302106682717
Fax: +302106682703
E-mail

AL.PANAGOULI & SINIOSOGLOU 
NEA IONIA, ATHENS, GR

Administrative contact: Stelios Pantelopoulos
Tel.: +302106266260
Fax: +30 2106266099
E-mail

VIA ROBERT KOCH 
MILANO, Italy

Administrative contact: Maurizio Griva
Tel.: +393351232323
Fax: +390684434400
E-mail

ISTANBUL METROPOLITAN MUNICIPALITY SARACHANE/FATIH 
Istanbul, Turkey

Administrative contact: KUBRA BAYRAKTAR SISMAN
Tel.: +902124499861
Fax: +902124495168
E-mail



30.10.2014 European Commission : CORDIS : Projects and Results : Virtualized programmable InTerfAces for innovative cost-effective IoT depLoyments in s…

http://cordis.europa.eu/project/rcn/109707_en.html 3/3

CAMDEN TOWN CENTER LIMITED United Kingdom

IMAGES & CO LIMITED United Kingdom

AYAZAGA KAMPUSU 
ISTANBUL, Turkey

Administrative contact: Sema Oktug
Tel.: +90 2122853584
Fax: +90 2122853424
E-mail

CAMDEN HIGH STREET COLLECTIVE 
LONDON, United Kingdom

Administrative contact: Simon Pitkeathley
Tel.: +44 20 7380 8260
E-mail

HANOVER SQUARE 17 5TH FLOOR 
LONDON, United Kingdom

Administrative contact: Clare Kristensen
Tel.: +44 20 7097 1333
E-mail

Subjects

Information, Media
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