	2013/0024 (COD)
	ML Regulation
	Updated: July 2013



ML Regulation - Comments and drafting suggestions by 15 Member States:

HR, ES, LV, CZ, SI, SE, RO, EL, HU, BE, AT, DE, BG, EE and FR*
	GENERAL COMMENTS:

	LV:
· Latvia broadly supports the proposal of Regulation, which will improve traceability of payments and ensure that the EU framework remains fully compliant with international standards.

· We have a several concerns and objections relating this proposal, but we must say that on the below mentioned topics we have identical problems in several other proposals as MAR, TD, PRIPs, IMD, CRD4, therefore those are horizontal kind concerns which relates to all the latest proposals presented by the European Commission:

- firstly, we must address our concerns to the level of administrative sanctions provided in point (f) of paragraph 2 of Article 18, which is very high for Latvia. Therefore we can support such level of administrative sanctions only as a compromise solution. The same problem we also have in MAR, TD and IMD proposals, thus we would welcome the horizontal solution, e.g. adjust this provision with the text in paragraph 1a of Article 26 in MAR proposal;

- secondly, we also have a horizontal problem with the point (e) of paragraph 2 of Article 18 which has a reference to the consolidated turnover. We do not find it appropriate to impose a fine on subsidiary level where the fine is calculated at the consolidated (group) level, we assume that such a sanction is disproportionate;

- thirdly, regarding paragraph 2 of Article 18 Latvia wishes administrative measures to be clearly separated from sanctions. This would let competent authorities apply administrative measures and sanctions at the same time, nevertheless observing principle ne bis in idem.

3.
Please see also our comments on specific issues of the proposal of Regulation:

- on paragraph 5 of Article 4 (page 20);

- on paragraph 1 of Article 5 (page 21);

- on paragraph 2 of Article 5 (page 21);

- on paragraph 1 of Article 6 (page 21);

- on Article 8 (page 24)

- on paragraph 1 of Article 8 (page 24-25);

- on paragraph 2 of Article 18 (page 33);

- on point (e) of paragraph 2 of Article 18 (page 34);

- on point (f) of paragraph 2 of Article 18 (page 34-35).
RO:
Views and opinions expressed in this statement are preliminary and RO reserves the right to make further comments.

We consider that the main issue of the current regulation is related to the lack of clarity regarding the actual obligation of the payment service provider of the payee if becomes aware, when receiving transfers of funds, that information on the payer is missing or incomplete, respectively if shall reject the transfer where has asked for complete information on the payer and the payee but did not receive it. As indicated in the Study on the application of the Regulation on information accompanying transfers of funds ( pag. 72), the implementation is different among member states, the number of rejected transfers varying from 0 in most cases to 15000.

DE:
Due to the fact that some of the provisions still remain under consideration by the competent ministries, Germany at this stage takes a general scrutiny reservation concerning the draft proposal presented by the EU Commission.

BG:

Bulgaria supports in principal the proposal for a ML Regulation on information accompanying transfers of funds. 

Investigation

Bulgaria is on the opinion that further clarification shall be made in relation to “investigation” and/or “investigatory powers” for competent authorities. The texts of the Regulation may include inter alia: a) a reference that the investigatory powers of the competent authorities are exercised in accordance to the relevant national legislation or b) new definition of “investigation” and/or “investigatory powers” or alternatively provide for more detailed provisions in explaining the meaning of investigation (for further details, please see below). 

Sanctions

The provisions on sanctions shall take into account the negotiations under the other financial services dossiers. The requirements for publication of imposed sanctions and measures shall be carefully assessed.

EE:

At this stage, Estonia takes general scrutiny reservation concerning the draft proposal presented by the Commission and reserves the right to make further comments. Therefore the views and comments expressed in this statement are preliminary. 
Estonia broadly supports the proposal of Regulation. WE find similarly to other MS that the provisions on sanctions shall take into account the negotiations under the other financial services dossiers. The requirements for publication of imposed sanctions and measures shall be carefully assessed.


	Commission proposal
	Drafting suggestions and comments by Member States

	
	

	Proposal for a REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL on information accompanying transfers of funds
	

	(Text with EEA relevance)
	

	THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,
	

	Having regard to the Treaty on the Functioning of the European Union, and in particular Article 114 thereof,
	

	Having regard to the proposal from the European Commission,
	

	After transmission of the draft legislative act to the national Parliaments,
	

	Having regard to the opinion of the European Economic and Social Committee
,
	

	Having regard to the opinion of the European Central Bank
,
	

	After consulting the European Data Protection Supervisor
,
	

	Acting in accordance with the ordinary legislative procedure,
	

	Whereas:
	

	
	

	(1)
Flows of dirty money through transfers of funds can damage the stability and reputation of the financial sector and threaten the internal market. Terrorism shakes the very foundations of our society. The soundness, integrity and stability of the system of transfers of funds and confidence in the financial system as a whole could be seriously jeopardised by the efforts of criminals and their associates either to disguise the origin of criminal proceeds or to transfer funds for terrorist purposes.
	

	
	

	(2)
In order to facilitate their criminal activities, money launderers and terrorist financers could try to take advantage of the freedom of capital movements entailed by the integrated financial area, unless certain coordinating measures are adopted at Union level. By its scale, Union action should ensure that Recommendation 16 on wire transfers of the Financial Action Task Force (FATF), adopted in February 2012 is transposed uniformly throughout the Union, and, in particular, that there is no discrimination between national payments within a Member State and cross border payments between Member States. Uncoordinated action by Member States alone in the field of cross border transfers of funds could have a significant impact on the smooth functioning of payment systems at Union level and therefore damage the internal market in the field of financial services.
	

	
	

	(3)
It has been pointed out in the Union’s revised Strategy on Terrorist Financing of 17 July 2008
 that efforts have to be maintained to prevent terrorist financing and the use by suspected terrorists of their own financial resources. It is recognised that the FATF is constantly seeking to improve its Recommendations and working towards a common understanding of how these should be implemented. It is noted in the Union's revised Strategy that implementation of those Recommendations by all FATF members and members of FATF-style regional bodies is assessed on a regular basis and that from this point of view a common approach to implementation by Member States is important.
	

	
	

	(4)
In order to prevent terrorist funding, measures aimed at the freezing of funds and economic resources of certain persons, groups and entities have been taken, including Regulation (EC) No 2580/2001 of 27 December 2001 on specific restrictive measures directed against certain persons and entities with a view to combating terrorism
, and Council Regulation (EC) No 881/2002 of 27 May 2002 imposing certain specific restrictive measures directed against certain persons and entities associated with the Al-Qaida network
. To that same end, measures aimed at protecting the financial system against the channelling of funds and economic resources for terrorist purposes have been taken. Directive [xxxx/yyyy] of the European Parliament and of the Council of on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing
 contains a number of such measures. Those measures do not, however, fully prevent terrorists and other criminals from having access to payment systems for moving their funds.
	

	
	

	(5)
In order to foster a coherent approach in the international context in the field of combating money laundering and terrorist financing, further Union action should take account of developments at that level, namely the International Standards on combating money-laundering and the financing of terrorism and proliferation adopted in 2012 by the FATF, and in particular Recommendation 16 and the revised interpretative note for its implementation.
	

	
	

	(6)
The full traceability of transfers of funds can be a particularly important and valuable tool in the prevention, investigation and detection of money laundering or terrorist financing. It is therefore appropriate, in order to ensure the transmission of information throughout the payment chain, to provide for a system imposing the obligation on payment service providers to have transfers of funds accompanied by information on the payer and the payee.
	

	
	

	(7)
The provisions of this Regulation apply without prejudice to national legislation implementing Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data
. For example, personal data collected for the purpose of complying with this Regulation should not be further processed in a way inconsistent e with Directive 95/46/EC. In particular, further processing for commercial purposes should be strictly prohibited. The fight against money laundering and terrorist financing is recognised as an important public interest ground by all Member States. Hence, in the application of this Regulation, the transfer of personal data to a third country which does not ensure an adequate level of protection in the meaning of Article 25 of Directive 95/46/EC should be permitted according to Article 26 (d) of the same Directive.
	EL

 (Drafting):

“Hence, in the application of this Regulation, the transfer of personal data to a third country which does not ensure an adequate level of protection in the meaning of Article 25 of Directive 95/46/EC should be only permitted according to Article 26 (d) of the same Directive”.

HU

 (Drafting):

(7)
The provisions of this Regulation apply without prejudice to national legislation implementing Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data
. For example, personal data collected for the purpose of complying with this Regulation should not be further processed in a way inconsistent with Directive 95/46/EC. In particular, further processing for commercial purposes should be strictly prohibited. The fight against money laundering and terrorist financing is recognised as an important public interest ground by all Member States. Hence, in the application of this Regulation, the transfer of personal data to a third country which does not ensure an adequate level of protection in the meaning of Article 25 of Directive 95/46/EC should be permitted according to Article 26 (1)(d) of the same Directive.

	
	

	(8)
Persons who merely convert paper documents into electronic data and are acting under a contract with a payment service provider do not fall within the scope of this Regulation; the same applies to any natural or legal person who provides payment service providers solely with messaging or other support systems for transmitting funds or with clearing and settlement systems.
	

	
	

	(9)
It is appropriate to exclude from the scope of this Regulation transfers of funds that represent a low risk of money laundering or terrorist financing. Such exclusions should cover credit or debit cards, mobile telephones or other digital or information technology (IT) devices, Automated Teller Machine (ATM) withdrawals, payments of taxes, fines or other levies, and transfers of funds where both the payer and the payee are payment service providers acting on their own behalf. In addition, in order to reflect the special characteristics of national payment systems, Member States may exempt electronic giro payments, provided that it is always possible to trace the transfer of funds back to the payer. However, there must be no exemption when a debit or credit card, a mobile telephone or other digital or IT prepaid or postpaid device is used in order to effect a person-to-person transfer. 
	CZ

 (Drafting):
… Such exclusions should cover credit or debit or prepaid cards, mobile telephones … However, there must be no exemption when a debit or credit or prepaid card, a …

CZ

 (Comments):
In accordance with IN R16, B.4.(a)

FR:

 (Drafting):

It is appropriate to exclude from the scope of this Regulation transfers of funds that represent a low risk of money laundering or terrorist financing. Such exclusions should cover credit or debit cards, mobile telephones or other digital or information technology (IT) devices, Automated Teller Machine (ATM) withdrawals, payments of taxes, fines or other levies, and transfers of funds where both the payer and the payee are payment service providers acting on their own behalf. In addition, in order to reflect the special characteristics of national payment systems, Member States may exempt electronic giro payments, provided that it is always possible to trace the transfer of funds back to the payer, and transfers of funds where truncated cheques are used. However, there must be no exemption when a debit or credit card, a mobile telephone or other digital or IT prepaid or postpaid device is used in order to effect a consumer-to-consumer  transfer when it is not made via a merchant internet website.

FR:

 (Comments):

The truncated cheques were excluded by article 3.7 c) of the Regulation 1781/2006. The format used by the French payment system is a stricly national one which does not allow the required controls. As cheques are not covered by the Regulation 924/2009, these exchanges will not migrate to the new ISO 20022 standards. It is proposed to reintroduce to reference to truncated cheques in recital 9. 

The transfer of funds between two natural persons made vai a merchant internet website should be clearly excluded, as they are identified as “commercial” transactions by the banks.  

	
	

	(10)
In order not to impair the efficiency of payment systems, the verification requirements for transfers of funds made from an account should be separate from those for transfers of funds not made from an account. In order to balance the risk of driving transactions underground by imposing overly strict identification requirements against the potential terrorist threat posed by small transfers of funds, the obligation to check whether the information on the payer is accurate should, in the case of transfers of funds not made from an account, be imposed only in respect of individual transfers of funds that exceed EUR 1 000,. For transfers of funds made from an account, payment service providers should not be required to verify information on the payer accompanying each transfer of funds, where the obligations under Directive [xxxx/yyyy] have been met.
	ES

 (Drafting):

In order to balance the risk of driving transactions underground by imposing overly strict identification requirements against the potential terrorist threat posed by small transfers of funds, the obligation to check whether the information on the payer is accurate should, in the case of transfers of funds not made from an account, be imposed only in respect of individual transfers of funds that exceed EUR 1 000, without affecting the possibility of Member States to reduce or remove that threshold under certain conditions.

ES

 (Comments):

See comments on article 4 (5) of the Regulation. 

SI

 (Drafting):
Amende text should include the following substance:

... in the case of transfers of funds within the Union not made from an account and not exceeding EUR 1 000 payment service provider of the payer shall regard information on the person who has an agreement with the payee for the provision of goods and services or other legal relation entailing a payment obligation as information on the payer.....  

SI

 (Comments):
The Regulation should maintain the admissibility of the actual state of play regarding tranfers within the EU below the threshold of EUR 1 000 which currently fall within the scope of article 3(6) of the Regulation 1781/2006 (exemption). Since the EC proposal of the regulation doesn`t provide exemptions we propose amended text of the second sentence of point (10) of the recital. 

	
	

	(11)
Against the background of the Union payment legislation - Regulation (EC) No 924/2009 of the European Parliament and of the Council of 16 September 2009 on cross-border payments in the Community
, Regulation (EU) No 260/2012 of the European Parliament and of the Council of 14 March 2012 establishing technical and business requirements for credit transfers and direct debits in euro
 and Directive 2007/64/EC of the European Parliament and of the Council of 13 November 2007 on payment services in the internal market
 - it is sufficient to provide for simplified information on the payer to accompany transfers of funds within the Union.
	

	
	

	(12)
In order to allow the authorities responsible for combating money laundering or terrorist financing in third countries to trace the source of funds used for those purposes, transfers of funds from the Union to outside the Union should carry complete information on the payer and the payee. Those authorities should be granted access to complete information on the payer only for the purposes of preventing, investigating and detecting money laundering or terrorist financing.
	

	
	

	(13)
For transfers of funds from a single payer to several payees to be sent in an inexpensive way in batch files containing individual transfers from the Union to outside the Union, provision should be made for such individual transfers to carry only the account number of the payer or his unique transaction identifier provided that complete information on the payer and the payee is contained in the batch file.
	FR:

 (Drafting):

(13)
For transfers of funds from a single payer to several payees to be sent in an inexpensive way in batch files containing individual transfers from the Union to outside the Union, provision should be made for such individual transfers to carry only the account number of the payer or his unique transaction identifier provided that complete information on the payer and the payee is contained in the batch file.

FR:

 (Comments):

As regards card transactions, information on identifiers only are included in the transactions. International standards do not include transaction identifier.We propose to adopt the same wording as in article 4.21 of the PSD.

	
	

	(14)
In order to check whether the required information on the payer and the payee accompanies transfers of funds, and to help to identify suspicious transactions, the payment service provider of the payee and the intermediary payment service provider should have effective procedures in place in order to detect whether information on the payer and the payee is missing.
	

	
	

	(15)
Owing to the potential terrorist financing threat posed by anonymous transfers, it is appropriate to require payment service providers to request information on the payer and the payee. In line with the risk based approach developed by FATF, it is appropriate to identify areas of higher and lower risk with a view to better targeting money laundering and terrorist financing risks. Accordingly, the payment service provider of the payee and the intermediary service provider should establish effective risk-based procedures for cases where a transfer of funds lacks the required payer and payee information, in order to decide whether to execute, reject or suspend that transfer and what appropriate follow-up action to take. Where the payment service provider of the payer is established outside the territory of the Union, enhanced customer due diligence should be applied, in accordance with Directive [xxxx/yyyy], in respect of cross-border correspondent banking relationships with that payment service provider.
	

	
	

	(16)
The payment service provider of the payee and the intermediary payment service provider should exercise special vigilance, assessing the risks, when it becomes aware that information on the payer and the payee is missing or incomplete and should report suspicious transactions to the competent authorities, in accordance with the reporting obligations set out in Directive [xxxx/yyyy] and national implementing measures.
	

	
	

	(17)
The provisions on transfers of funds where information on the payer or the payee is missing or incomplete apply without prejudice to any obligations on payment service providers and the intermediary payment service providers to suspend and/or reject transfers of funds which violate provisions of civil, administrative or criminal law.
	

	
	

	(18)
Until technical limitations that may prevent intermediary payment service providers from satisfying the obligation to transmit all the information they receive on the payer are removed, those intermediary payment service providers should keep records of that information. Such technical limitations should be removed as soon as payment systems are upgraded.
	

	
	

	(19)
Since in criminal investigations it may not be possible to identify the data required or the individuals involved until many months, or even years, after the original transfer of funds and in order to be able to have access to essential evidence in the context of investigations, it is appropriate to require payment service providers to keep records of information on the payer and the payee for the purposes of preventing, investigating and detecting money laundering or terrorist financing. This period should be limited. 
	CZ

 (Drafting):
This period should be limited by national law.

CZ

 (Comments):
This period should allow the leading of the investigation in the upper limit of the term of limitation, which is (in the Czech Republic) 15 years for the serious crime against property with maximum sentence over 10 years and 10 years for less serious offences with maximum sentence over 5 years. The terrorist acts (eg. terrorist attack, terror) could extending to an exceptional sentence, then the term of limitation is 20 years. While at the beginning of the investigation, which may also take several years, it may not be clear which financial information will be required in the course. Therefore, retention period must be at least ten years!!

	
	

	(20)
To enable prompt action to be taken in the fight against terrorism, payment service providers should respond promptly to requests for information on the payer from the authorities responsible for combating money laundering or terrorist financing in the Member State where they are established.
	EL

 (Comments):

In the first sentence it should also be added “the fight against money laundering”. We also think that payment service providers should respond promptly not only to requests from authorities responsible for combatting money laundering and terrorist financing but also to these submitted by judicial authorities and law enforcement agencies which are competent for the combatting economic criminality. 

	
	

	(21)
The number of working days in the Member State of the payment service provider of the payer determines the number of days to respond to requests for information on the payer.
	

	
	

	(22)
In order to improve compliance with the requirements of this Regulation and following the Commission Communication of 9 December 2010 entitled 'Reinforcing sanctioning regimes in the financial services sector'
, the power to adopt supervisory measures and the sanctioning powers of competent authorities should be enhanced. Administrative sanctions should be foreseen and, given the importance of the fight against money laundering and terrorist financing, Member States should lay down sanctions that are effective, proportionate and dissuasive. Member States should notify the Commission thereof, as well as the European Supervisory Authority (European Banking Authority) (hereinafter ‘EBA’), established by Regulation (EU) No 1093/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Banking Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/78/EC; the European Supervisory Authority (European Insurance and Occupational Pensions Authority) (hereinafter ‘EIOPA’), established by Regulation (EU) No 1094/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Insurance and Occupational Pensions Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/79/EC; and the European Supervisory Authority (European Securities and Markets Authority) (hereinafter ‘ESMA’), established by Regulation (EU) No 1095/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Securities and Markets Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/77/EC.
	CZ

 (Drafting):

(22)
In order to improve compliance with the requirements of this Regulation and following the Commission Communication of 9 December 2010 entitled 'Reinforcing sanctioning regimes in the financial services sector'
, the power to adopt supervisory measures and the sanctioning powers of competent authorities should be enhanced. Administrative sanctions should be foreseen and, given the importance of the fight against money laundering and terrorist financing, Member States should lay down sanctions that are effective, proportionate and dissuasive. Member States should notify the Commission thereof, as well as the European Supervisory Authority (European Banking Authority) (hereinafter ‘EBA’), established by Regulation (EU) No 1093/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Banking Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/78/EC; the European Supervisory Authority (European Insurance and Occupational Pensions Authority) (hereinafter ‘EIOPA’), established by Regulation (EU) No 1094/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Insurance and Occupational Pensions Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/79/EC; and the European Supervisory Authority (European Securities and Markets Authority) (hereinafter ‘ESMA’), established by Regulation (EU) No 1095/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Securities and Markets Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/77/EC.

CZ

 (Comments):
We believe that it is sufficient to notify to the Commission.
EE

 (Drafting):

In order to improve compliance with the requirements of this Regulation and following the Commission Communication of 9 December 2010 entitled 'Reinforcing sanctioning regimes in the financial services sector'
, the power to adopt supervisory measures and the sanctioning powers of competent authorities should be enhanced. Administrative sanctions should be foreseen and, given the importance of the fight against money laundering and terrorist financing, Member States should lay down sanctions that are effective, proportionate and dissuasive. Member States should notify the Commission 
EE

 (Comments):

Comment: EE believes that it is sufficient to notify to the Commission.

	
	

	(23)
In order to ensure uniform conditions for the implementation of Articles XXX of this Regulation, implementing powers should be conferred on the Commission. Those powers should be exercised in accordance with Regulation (EU) No 182/2011 of the European Parliament and of the Council of 16 February 2011 laying down the rules and general principles concerning mechanisms for control by Member States of the Commission's exercise of implementing powers
.
	

	
	

	(24)
A number of countries and territories which do not form part of the territory of the Union share a monetary union with a Member State, form part of the currency area of a Member State or have signed a monetary convention with the Union represented by a Member State, and have payment service providers that participate directly or indirectly in the payment and settlement systems of that Member State. In order to avoid the application of this Regulation to transfers of funds between the Member States concerned and those countries or territories having a significant negative effect on the economies of those countries or territories, it is appropriate to provide for the possibility for such transfers of funds to be treated as transfers of funds within the Member States concerned.
	EL

 (Comments):

For reasons of greater eloquence, the first sentence it might be rephrased as following: “A number of countries and territories which do not form part of the territory of the Union BUT share a monetary union with a Member State” 

Another comment relates to the question if the tranfers of funds of such countries or territories to the memeber state concerned  or vice versa should be treated only as transfers of funds within the member state concerned or within the whole EU. That is, the tranfers of funds of such countries or territories to other member states should be considered EU tranfers subjected to the present Regulation or not?

	
	

	(25)
In view of the amendments that would need to be made to Regulation (EC) No 1781/2006 of 15 November 2006 on information on the payer accompanying transfers of funds, it should be repealed for reasons of clarity.
	

	
	

	(26)
Since the objectives of this Regulation cannot be sufficiently achieved by Member States and can therefore, by reason of the scale or effects of the action, be better achieved at Union level, the Union may adopt measures, in accordance with the principle of subsidiarity as set out in Article 5 of the Treaty. In accordance with the principle of proportionality, as set out in that Article, this Regulation does not go beyond what is necessary in order to achieve those objectives.
	

	
	

	(27)
This Regulation respects the fundamental rights and observes the principles recognized by the Charter of Fundamental Rights of the European Union, in particular the right to respect for private and family life (Article 7), the right to the protection of personal data (Article 8) and the right to an effective remedy and to a fair trial (Article 47) and the principle of ne bis in idem.
	

	
	

	(28)
In order to ensure a smooth introduction of the new anti-money laundering and terrorist financing framework, it is appropriate to coincide the application date of this Regulation with the end of the transposition deadline for Directive [xxxx/yyyy],
	

	
	

	HAVE ADOPTED THIS REGULATION:
	

	
	

	CHAPTER I
	

	SUBJECT MATTER, DEFINITIONS AND SCOPE
	FR:

 (Comments):

General comment : 

For sake of consistency, France suggests that this Regulation use the definitions of  Directive 2007/64/CE (“PSD”) where applicable, when similar terms are used, by adapting them to the scope of the regulation (transfers of funds)

	
	

	Article 1

Subject matter
	

	
	

	This Regulation lays down rules on the information on the payer and the payee accompanying transfers of funds for the purposes of prevention, detection and investigation of money laundering and terrorist financing, when transferring funds.
	

	
	

	Article 2

Definitions
	

	
	DE

 (Drafting):

“Funds means scriptural money and electronic money as defined in Article 2 (2) of Directive 2009/110/EC”

DE

 (Comments):

Since the scope of application of the regulation as defined in Article 3(2) equally includes e-money we propose to amend a new paragraph defining the term “funds”.

	For the purposes of this Regulation, the following definitions shall apply:
	

	
	

	(1) ‘terrorist financing’ means terrorist financing as defined in Article 1(4) of Directive [xxxx/yyyy];
	

	
	

	(2) ‘money laundering’ means the money laundering activities referred to in Article 1(2) or (3) of Directive [xxxx/yyyy];
	

	
	

	(3) ‘payer’ means a natural or legal person who either carries out a transfer of funds from his or her own account or who places an order for a transfer of funds;
	CZ

 (Drafting):
(3) ‘payer’ means a natural or legal person who either carries out a transfer of funds from his or her own account or who places an order for a transfer of funds holds an account and allows a payment order from that account, or, where there is no account, a natural or legal person who gives a  payment order;

CZ

 (Comments):
In accordance with IN R16, Glossary of specific terms used in this Recommendation: Originator.

We suggest keeping the current wording as used in 1781/2006, similar as in Payment Services Directive. As for direct debits, the payee is the person who places an order for a transfer of funds. “Account” would not involve all relevant accounts. Furthermore, there are accounts where one person is the holder of the account and other person (e.g. family member – so called “disponent”) also has the right to give payment orders. There should not be space to choose, whether information on “account holder” or the “disponent” will be provided – if there is account involved, it must always be the account holder whose information is relevant. Information on “natural or legal person who gives a payment order” should only be given, if there is no account involved in the transaction (money remittance).

DE

 (Drafting):

“payer means a natural or legal person who holds a payment account and allows a payment order from that payment account or, where there is no payer’s payment account, a natural person who makes a payment order to a payee’s payment account;”

DE

 (Comments):

The definition of the payer should be in line with the definition agreed on in the EU regulation on credit transfers and direct debits in euro EC 260/2012.

FR:

 (Drafting):

(3) ‘payer’ means a natural or legal person who holds a payment account and order a transfer of funds from that payment account, or, where there is no payment account, a natural or legal person who gives a transfer of funds order. 
FR:

 (Comments):

For consistency with art. 4.7 of the PSD

	
	

	(4) ‘payee’ means a natural or legal person who is the intended recipient of transferred funds;
	DE

 (Drafting):

“payee means a natural or legal person who holds a payment account and who is intended recipient of funds which have been the subject of a payment transaction;”

DE

 (Comments):

According to the comment made on Article 2(3) the definition of the payee equally should be adapted to the wording of Article 2 (4) of EC 260/2012.

FR:

 (Drafting):

(4) ‘payee’ means a natural or legal person who is the intended recipient of the transfer of funds 

FR:

 (Comments):

Wording

	
	

	(5) ‘payment service provider’ means a natural or legal person who provides the service of transferring funds in his or her professional capacity;
	FR:

 (Drafting):

(5) ‘payment service provider’ means  bodies referred to in Article 1(1) of the Payment Service Directive 2007/64/CE/and legal and natural persones benefiting from the waiver under Article 26 of same PSD.
FR:

 (Comments):

For consistency with art 4.9 of the PSD

	
	

	(6) ‘intermediary payment service provider’ means a payment service provider, neither of the payer nor of the payee, who receives and transmits a fund transfer on behalf of the payment service provider of the payer or of the payee or of another intermediary payment service provider;
	

	
	

	(7) ‘transfer of funds’ means any transaction carried out by electronic means on behalf of a payer through a payment service provider, with a view to making funds available to a payee through a payment service provider, irrespective of whether the payer and the payee are the same person;
	DE

 (Drafting):

“‘transfer of funds’ means any transaction carried out by electronic means on behalf of a payer through a payment service provider, with a view to making funds available to a payee through a payment service provider, irrespective of whether the payer and the payee are the same person and irrespective of whether the payment service provider of the payer and the payee is the same natural or legal person.”

DE

 (Comments):

The definition of “transfer of funds” as it stands now leaves uncertainty mainly in one specific case; when the payer makes his payment order to a payment services provider identical with the payment services provider of the payee and paying in the amount of the payment order in cash. So as to avoid loopholes and guarantee a complete paper trail in all possible payment situations it should be clarified that a “transfer of funds” according to this regulation is given both when the payer and the payee are the same person and when the payment service provider of the payer and the payee are identical. Therefore we suggest to insert an additional clause.

FR:

 (Drafting):

(7) ‘transfer of funds’ means any transaction carried out by electronic means on behalf of a payer through a payment service provider, with a view to making funds available to a payee through a payment service provider, irrespective of whether the payer and the payee are the same person; any national or cross-border money remittance as defined in aritcle 4.13 of directive 2007/64/CE; any consumer-to-consumer transfer ordered by a debit or a credit card, a mobile telephone or other digital or IT prepaid or postpaid device.  
FR:

 (Comments):

It should be clearly precised that “transfer of funds” will also cover “money remitances” as defined in the PSD/ By sake of clarity, we propose also to introduce directly in the transfert of funds definition the C2C transfers of funds which are included in the scope (cf. recital 9, article 2.10 and article 3.2 b) § 2)

The French translation of the term “money remittance” is “transmission de fonds” and the terme “tranfer of funds” is  transfert de fonds” in the French translation. Please advise the translation service to use the consistent translations. 

	
	

	(8) ‘batch file transfer’ means a bundle of several individual transfers of funds put together for transmission;
	EE

 (Comments):

We would kindly ask Commission to provide some examples just to understand better the meaning of this definition.

	
	

	(9) ‘unique transaction identifier’ means a combination of letters or symbols determined by the payment service provider, in accordance with the protocols of the payment and settlement systems or messaging systems used for the fund transfer, which permits traceability of the transaction back to the payer and the payee; 
	CZ

 (Drafting):
‘unique transaction identifier’ means a combination of letters, numbers  or symbols determined by the payment service provider, in accordance with the protocols of the payment and settlement systems or messaging systems used for the fund transfer, which permits traceability of the transaction back to the payer and the payee;

FR:

 (Drafting):

(9) ‘unique transaction identifier’ means a combination of letters, numbers or symbols specified to the user determined by the payment service provider, and to be provided in accordance with the protocols of the payment and settlement systems or messaging systems used for the fund transfer, which permits traceability of the transaction back to the payer and the payee; by the user to identify unambiguously the other user and/or his payment account for a transfers of funds;

FR:

 (Comments):

As regards card transactions namely, information on identifiers only may be included in the transactions. International standards may not include transaction identifier.

For consistency with article 4.21 of the PSD

	
	FR:

 (Drafting):

(9 bis) “payment service user” means a natural or legal person making use of a transfer of funds in the capacity of either payer or payee, or both”
FR:

 (Comments):

For consistency with (9) above and article 4.10 of the PSD. 

	(10) ‘a person-to-person’ transfer of funds means a transaction between two natural persons.
	EE

 (Comments):

We would like Commission to clarify whether this definition means for example money remittance?

CZ

 (Drafting):
A person-to-person’ transfer of funds means a payment transaction between two natural persons acting for purposes which are outside their trade, business, craft or profession
CZ

 (Comments):
"person to person transaction" concept may not differentiate between payment card entrepreneurs according to whether they are legal or natural persons (card transaction, when consumer pays for his goods in the shop, is not P2P transaction, just because the shop owner is natural person, these card transactions are settled the same way be the shop owner natural or legal person)

FR:

 (Drafting):

(10) ‘a ’consumer-to-consumer’ transfer of funds means a transaction between natural persons who are acting for purposes other than their trade, business or profession.

FR:

 (Comments):

It could more clear to use the term “consumer” instead of person which is vague and confusing. It is consistent with article 4.11 of the PSD 

Moreover, consumer-to-consumer transfers of funds made by business cards should not be covered by this regulation. 

	
	

	Article 3

Scope
	

	
	

	1.
This Regulation shall apply to transfers of funds, in any currency, which are sent or received by a payment service provider established in the Union.
	

	
	

	2.
This Regulation shall not apply to transfers of funds carried out using a credit or debit card, or a mobile telephone or any other digital or information technology (IT) device, where the following conditions are fulfilled:
	CZ

 (Drafting):
This Regulation shall not apply to transfers of funds carried out using a credit or debit or prepaid card, or a …

CZ

 (Comments):
In accordance with IN R16, B.4.(a)

DE

 (Comments):

In our opinion the exemptions made in Article 3(2) are not viable. Normally card based financial products do not carry information about the underlying business relationship, thus in practice it is impossible to distinguish the cases enumerated in paragraph (2)(a) and (b) from any other transaction.

In case this paragraph will be retained in the course of the negotiations the Commission should be obliged to elaborate guidance how to put this paragraph in practice.

EE

 (Comments):

We agree with the opinion of other MS who have expressed that the exemptions made in Article 3(2) are not viable because generally card based financial products do not carry information about the underlying business relationship, thus in practice it is impossible to distinguish the cases enumerated in paragraph (2)(a) and (b) from any other transaction. We support the view that in case this paragraph will be retained in the course of the negotiations the Commission should be obliged to elaborate guidance how to put this paragraph in practice.

	
	

	(a) the card or device is used to pay goods and services; 
	

	
	

	(b) the number of the abovementioned card or device accompanies all transfers flowing from the transaction. 
	

	
	

	However, this Regulation shall apply when a credit or debit card, or a mobile telephone, or any other digital or IT device is used in order to effect a person-to-person transfer of funds.
	CZ

 (Drafting):
However, this Regulation shall aply when a credit or debit or prepaid card, or a …

CZ

 (Comments):
In accordance with IN R16, B.4.(a)

FR:

 (Drafting):


FR:

 (Comments):

This paragraph is not relevant anymore considering the amendement propoosed at article 2.7. In addition, we propose a complement at recital 9 regarding the exclusion of “commercial” consumer-to-consumer transfer of funds. 

	
	

	3.
This Regulation shall not apply to transfers of funds:
	

	
	

	(a) where the transfer of funds entails the payer withdrawing cash from his or her own account;
	FR:

 (Comments):

We propose to delete this paragraph which is already mentionned in recital 9 (ATM withdrawals) because it is confusing to consider that a cash withdrawal is a transfer of funds.  

	
	

	(b) where funds are transferred to public authorities as payment for taxes, fines or other levies within a Member State;
	FR:

 (Comments):

This point 3 (b) should be clarified in order to better understand the operational impact. As such this derogation seems to introduce too much complexity.We wonder weither this derogation is still valid now, respect to the previous 1781/2006 Reg.  

	
	

	(c) where both the payer and the payee are payment service providers acting on their own behalf.
	

	
	FR:

 (Drafting):

(d) where truncated cheques are used
FR:

 (Comments):

The truncated cheques were excluded by article 3.7 c) of the previous Regulation. The format used by the French payment system is a stricly national one which does not allow the required controls. As cheques are not covered by the Regulation 924/2009, these exchanges will not migrate to the new ISO 2022 standards. 

	CHAPTER II
	

	OBLIGATIONS ON PAYMENT SERVICE PROVIDERS
	

	
	

	Section 1
	

	Obligations on the payment service provider of the payer
	

	
	

	Article 4

Information accompanying transfers of funds 
	SI

 (Comments):
Article 4 should be amended with a concrete and clear statement of the purpose of processing of personal data as required by data protection legislation and recent practice of institutions of the EU regarding regulation of personal data.

	
	

	1.
The payment service provider of the payer shall ensure that the transfer of funds is accompanied by the following information on the payer:
	HR

 (Drafting):

1.
The payment service provider of the payer shall ensure that the transfer of funds is accompanied by the following information on the payer and transaction:

HR

 (Comments):

According to the conclusions of the Croatian Inter-Institutional Working Group on AML/CFT, and as it was shown in Croatian FIU’s practice that information on purpose of transaction is very valuable, so we would propose that payment service provider collect information on purpose of transaction.

Also, in the course of working and educational meetings with obliged entities from banking sector, Croatian FIU was informed that if collecting of this information was mandatory, it would without any doubt raise quality of work of compliance officers for AMLCFT.

	
	

	(a) the name of the payer;
	

	
	

	(b) the payer's account number, where such an account is used to process the transfer of funds, or a unique transaction identifier where no such account is used for that purpose;
	FR:

 (Drafting):

(b) the payer's account number, where such an account is used to process the transfer of funds, or a unique transaction identifier where no such account is used for that purpose;

	
	

	(c) the payer’s address, or national identity number, or customer identification number, or date and place of birth.
	EL

 (Comments):

We think that the number of passport should be included as an additional alternative for the better convinience of the payers as well as of the payments service providers.

	
	HR

 (Drafting):

(d) purpose of transaction

HR

 (Comments):

According to the conclusions of the Croatian Inter-Institutional Working Group on AML/CFT, and as it was shown in Croatian FIU’s practice that information on purpose of transaction is very valuable, so we would propose that payment service provider collect information on purpose of transaction.

Also, in the course of working and educational meetings with obliged entities from banking sector, Croatian FIU was informed that if collecting of this information was mandatory, it would without any doubt raise quality of work of compliance officers for AMLCFT.

	2.
The payment service provider of the payer shall ensure that transfers of funds are accompanied by the following information on the payee: 
	

	
	

	(a) the name of the payee; and
	

	
	

	(b) the payee's account number, where such an account is used to process the transaction, or a unique transaction identifier where no such account is used for that purpose.
	CZ

 (Drafting):
(b) the payee's account number, where such an account is used to process the transaction, or a unique transaction identifier where no such account is used for that purpose.

CZ

 (Comments):
The transaction is always accompanied (in accordance with article 4 para 1 (b)) by the payer's account number or unique transaction identification code.

In case that the transfer of funds is not accompanied by the payee´s account number, there is always an appropriate identifier, which is either the payer´s account number or a unique transaction identifier.

While maintaining the proposed text there could be a problem of interpretation, whether in case of absence of the payee´s account number, another identifier that would be different from the identifiers connected with the payer (different from the payer´s account number or a unique transaction identifier) should be added. However, according to Article 6 (2) (c) a transaction outside the Union should be accompanied only by "the account number of both the payer and the payee or the unique transaction identifier".

FR:

 (Drafting):

(b) the payee's account number, where such an account is used to process the transfer of funds , or a unique transaction identifier where no such account is used for that purpose.

FR:

 (Comments):

When a credit or debit card, or a mobile telephone, or any other digital or IT device is used in order to effect a P2P transfer of funds, the unique identifier of the payee may be an e-mail address.

	
	

	3.
Before transferring the funds, the payment service provider of the payer shall verify the accuracy of the information referred in paragraph 1 on the basis of documents, data or information obtained from a reliable and independent source.
	SI

 (Comments):

For the purpose of ensuring legal certainty Article 4 of the Regulation, as an act of harmonisation, should be amended by at least minimum criteria for detrmination of “reliable and independent source of information”. If defining such criteria is not possible we propose to amend the article by including a provision requiring Member States to define “reliable and independent sources” in accordance with member state`s  national legislation. 

	
	

	4.
Where funds are transferred from the payer's account, the verification referred to in paragraph 3 shall be deemed to have taken place in the following cases: 
	

	
	

	(a) where a payer’s identity has been verified in connection with the opening of the account in accordance with Article 11 of Directive [xxxx/yyyy]and the information obtained by this verification has been stored in accordance with Article 39 of that Directive ;
	

	or
	

	(b) where Article 12(5) of Directive [xxxx/yyyy] applies to the payer.
	

	
	

	5.
However, by way of derogation from paragraph 3, in the case of transfers of funds not made from an account, the payment service provider of the payer shall not verify the information referred to in paragraph 1 if the amount does not exceed EUR 1 000 and it does not appear to be linked to other transfers of funds which, together with the transfer in question, exceed EUR 1 000.

	ES

 (Drafting):

However, by way of derogation from paragraph 3, in the case of transfers of funds not made from an account, the payment service provider of the payer shall not verify the information referred to in paragraph 1 if the amount does not exceed EUR 1 000 and it does not appear to be linked to other transfers of funds which, together with the transfer in question, exceed EUR 1 000.

Member States can reduce or remove the threshold when the national risk assessment advises to intensify the control over the transfers of funds not made from an account. Member States making use of this derogation shall inform the Commission thereof.


ES

 (Comments):

From our point of view the objective of this Regulation is to harmonize the information on the payer and the payee accompanying transfers of funds (Art 1 of the Regulation).

From our perspective, the issue of verification is out of this harmonization process and is related directly to the anti money laundering general regime. This situation is clear when looking at article 4 (4) of the Regulation, relating to the verification process regarding transfers of funds made from an account, that it has been redirected to the correspondent articles of the AML Directive.

For that reason we consider that a different approach in certain Member States in this issue does not negatively impact the main objetive of this Regulation.

From that perspective, in certain situations, more control over the transactions below 1.000 euros could be desirable. In case of Spain, the internal risks analyses indicate that transfers of funds not made from an account are high risk and require very strict controls to avoid smurfing schemes. 

LV

 (Drafting):
5.
However, by way of derogation from paragraph 3, in the case of transfers of funds not made from an account, the payment service provider of the payer shall not verify the information referred to in paragraph 1 if the amount does not exceed EUR 1 000 and it does not appear to be linked to other transfers of funds which, together with the transfer in question, exceed EUR 1 000. Such information shall be verified if there is a suspicion of money laundering or terrorist financing. 

LV

 (Comments):
To make this provision more feasible, we wish to amend the paragraph with following condition. 

DE

 (Drafting):

“However, by way of derogation from paragraph 3, in the case of transfers of funds not made from an account, the payment service provider of the payer does not need to verify the information referred to in paragraph 1 if the amount does not exceed EUR 1 000 and it does not appear to be linked to other transfers of funds which, together with the transfer in question, exceed EUR 1 000, unless there is a suspicion of money laundering or terrorist financing, in the latter case the financial institution should verify the information pertaining to its customer.”

DE

 (Comments):

Article 4 (5) is not in line with R16. The de minimis regulation set out in INR 16.5. only can be granted on condition that the obligated payer does not know or suspect facts that the transfer of funds is related to money laundering or terrorist financing. 

Furthermore, the wording “shall not” is too apodictic and does not answer to the characteristic of simplified measures and exceptions. The paragraph as it stands implicates that whenever the transaction does not reach the designated threshold the verification of the information must not be verified. Therefore the paragraph should be modified accordingly.

FR:

 (Drafting):

5.
However, by way of derogation from paragraph 3, in the case of transfers of funds not made from an account, the payment service provider of the payer shall not verify the information referred to in paragraph 1 if the amount does not exceed EUR 1 000 and it does not appear to be linked to other transfers of funds which, together with the transfer in question, exceed EUR 1 000.

Member States may lower the threshold when they consider the tranfers of funds not made from an account as high risk. Member States making use of this derogation shall inform the Commission thereof. 
FR:

 (Comments):

MS should be free to consider, in case of high risk scenario, that the verification should occur under 1000€ thresold, including a first euro verification. 

	
	

	Article 5 

Transfers of funds within the Union
	EL

 (Comments):

Article 4 of the present Regulation sets out the general legal context of the information accompanying transfers of funds, which is obviously applied in the European Union level. However, this context it is subsequently overturned by article 5 para. 1,  while it becomes “semi-restored” in a quite paradoxical way within the provisions of the para 2 of the same article and it finally results not only to legal contradictions but also to the general confusion. Under this point of view, we think that articles 4 and 5 either they should be absorbed eachother or they should be rephrased in a more clearl way. At any case, we propose that the name of the payer should not be omitted under any condition, as it consist the very basic element of any administrative supervision, audit or control.

	
	

	1.
By way of derogation from Article 4(1) and (2), where the payment service provider(s) of both the payer and the payee are established in the Union, only the account number of the payer or his unique transaction identifier shall be provided at the time of the transfer of funds.
	LV

 (Comments):

Latvia would like to clarify the minimum information on payee that must be provided in order transfer of funds reach the payee. Such framework is not contributing combating money laundering since both payment service providers of both the payer and the payee would miss necessary information regarding remitter and recipant.
Latvia suggests instead of ‘shall be provided’ use ‘may provide’. 
HU

 (Drafting):

By way of derogation from Article 4(1) and (2), where the payment service provider(s) of both the payer and the payee are established in the Union, only the account numbers of the payer and the payee or their unique transaction identifiers shall be provided at the time of the transfer of funds.

HU

 (Comments):

This paragraph imposes such a rule that hinders the execution of transfers of funds within the Union, thereby raises problems from a payments perspective.

DE

 (Drafting):

“1. By way of derogation from Article 4(1) and (2), where the payment service provider(s) of both the payer and the payee are established in the Union, only the name of the payer, the account number of the payer or his unique transaction identifier, the payers address or national identity number or customer identification number or date and place of birth needs to be provided at the time of the transfer of funds, unless the information can be made available to the beneficiary financial institution and appropriate authorities by other means. In this latter case, the ordering financial institution need only include the account number or a unique transaction identifier .”

DE

 (Comments):

In Article 5 (1) simplified obligation in case of transfers within the EU are granted. According to the glossary of FATF-INR 16 EU-internal transfers can be treated as domestic transfers. In these cases the inclusion of payer information such as name, account number and address, national identity number, customer identification number or date and place of birth would be sufficient. In Article 5 (1) only the account number or the unique transaction identifier of the payer are required. This is not in line with the assumptions made in FATF-INR 16.9. Reduced originator information is only sufficient if the information can be made available to the beneficiary financial institution and appropriate authorities by other means. Therefore Article 5 (1) should be amended accordingly.

The wording “shall” is too apodictic and does not answer to the characteristic of simplified measures and exceptions. The paragraph as it stands implicates that the inclusion of “more” information is “prohibited”. Therefore we suggest to replace “shall” by “need”.

BG

 (Comments):

The comment refers to the words “only” and “provided”. It is not clear if the information shall accompany the transfer of funds or it should be provided to the payment service provider of the payer. Regarding the word “only” the current version limits the payment service provider to the listed elements and in case the payment service provider decides to include additional information it shall be prohibited from doing so. The wording could be: The minimum information that shall accompany the transfer shall at least include the account number of the payer or his unique transaction identifier.

FR:

 (Drafting):

1.
By way of derogation from Article 4(1) and (2), where the payment service provider(s) of both the payer and the payee are established in the Union, only the account number of the payer or his unique transaction identifier shall be provided at the time of the transfer of funds.

	
	

	2.
Notwithstanding paragraph 1, the payment service provider of the payer shall, upon request from the payment service provider of the payee or the intermediary payment service provider, make available the information on the payer or the payee in accordance with Article 4, within three working days of receiving that request.
	LV

 (Comments):
Information requests will rise costs. It should be only as an exception. As described above, Larvia does not consider it a difficulty to provide full information on payer and payee.

	
	

	Article 6

Transfers of funds to outside the Union
	SI

 (Comments):
Article 6 should be amended with a concrete and clear statement of the purpose of processing of personal data as required by data protection legislation and recent practice of institutions of the EU regarding regulation of personal data.

	
	

	1.
In the case of batch file transfers from a single payer where the payment service providers of the payees are established outside the Union, Article 4(1) and (2) shall not apply to the individual transfers bundled together therein, provided that the batch file contains the information referred to in that Article and that the individual transfers carry the account number of the payer or his unique transaction identifier.
	LV

 (Comments):

Latvia would like to clarify the minimum information on payee that must be provided in order transfer of funds reach the payee.

FR:

 (Drafting):

1.
In the case of batch file transfers from a single payer where the payment service providers of the payees are established outside the Union, Article 4(1) and (2) shall not apply to the individual transfers bundled together therein, provided that the batch file contains the information referred to in that Article and that the individual transfers carry the account number of the payer or his unique transaction identifier.

	
	

	2.
By way of derogation from Article 4(1) and (2), where the payment service provider of the payee is established outside the Union, transfers of funds amounting to EUR 1 000 or less shall be accompanied only by:
	DE

 (Comments):

In our view the exemptions made in Article 4 (5) apply both to transfers within the EU, outgoing and incoming transfers. Still Article 6 (2) includes special de minimis provisions for outgoing transfers stricter than the ones set out in Article 4 (5). Article 6 (2) should either be deleted or Article 4 (5) should be modified clarifying that it does not apply to outgoing transfers.

BG

 (Comments):

The wording of the para 2 (using the word “only”) does not allow the payment service provider of the payer to include more information. The wording might be changed to “transfers of funds amounting to EUR 1 000 or less shall be accompanied at least by 
:

	
	

	(a) the name of the payer;
	

	
	

	(b) the name of the payee; 
	

	
	

	(c) the account number of both the payer and the payee or the unique transaction identifier.
	FR:

 (Drafting):

(c) the account number of both the payer and the payee or the unique transaction identifier.

	
	

	This information need not be verified for accuracy, unless there is a suspicion of money laundering or terrorist financing.
	ES

 (Drafting):

We propose to change the wording on the following terms: This information shall be verify according to the rules established under article 4(4) and 4 (5)

ES

 (Comments):

See comments on article 4(5) of the Regulation.

FR:

 (Comments):

The purpose of this point needs to be clarified as regards our obligations of monitoring in case of suspicion or in case  the payment is above EUR 1000.

	
	

	Section 2
	

	Obligations on the payment service provider of the payee
	

	Articles 8, 9, 11, and 12
	DE

 (Comments):

Articles 7, 8, 9, 11, 12 and 13 refer to the case where the payer and payee information is incomplete. The use of the word “and” suggests that the respective obligations only apply if information both on the payer and payee is missing meanwhile the lack of information of only one of the two parties seems to remain without effect. In order to avoid misunderstandings the term “and” both in the headlines of Articles 7, 8 and 11 and in Articles 7(2), 8(1), 9, 11 (2), 12 (1) und 13(2) should be replaced by “or”.

	Article 7

Detection of missing information on the payer and the payee
	DE

 (Drafting):

“Detection of missing information on the payer or the payee”

DE

 (Comments):

See comment before Article 7

	
	

	1.
The payment service provider of the payee shall detect whether the fields relating to the information on the payer and the payee in the messaging system or the payment and settlement system used to effect the transfer of funds, have been filled in using the characters or inputs admissible within the conventions of that system. 
	

	
	

	2.
The payment service provider of the payee shall have effective procedures in place in order to detect whether the following information on the payer and the payee is missing:
	DE

 (Drafting):

“The payment service provider of the payee shall have effective procedures in place in order to detect whether the following information on the payer or the payee is missing:”

DE

 (Comments):

See comment before Article 7

	
	

	(a) for transfers of funds where the payment service provider of the payer is established in the Union, the information required under Article 5;
	

	
	

	(b) for transfers of funds where the payment service provider of the payer is established outside the Union, the information on the payer and the payee referred to in Article 4(1) and (2) and where applicable, the information required under Article 14;
	

	and
	

	(c) for batch file transfers where the payment service provider of the payer is established outside the Union the information referred to in Article 4(1) and (2) in respect of the batch file transfer.
	

	
	

	3.
For transfers of funds amounting to more than EUR 1 000, where the payment service provider of the payer is established outside the Union, the payment service provider of the payee shall verify the identity of the payee if his or her identity has not already been verified. 
	AT

 (Drafting):

German translation:

Im Falle von Geldtransfers von mehr als 1 000 EUR, bei denen der Zahlungsdienstleister des Auftraggebers seinen Sitz außerhalb der Union unterhält, überprüft der Zahlungsdienstleister des Zahlungsempfängers Begünstigten die Identität des Begünstigten, falls diese noch nicht festgestellt wurde.

AT

 (Comments):

The German translation of the term “payee” with “Begünstigter” is not consistently used, but in some occasions the term “Zahlungsempfänger” is used instead. Please advise the translation service to use consistent translation of the term “payee” to avoid confusion. 

	
	

	4.
For transfers amounting to EUR 1 000 or less, where the payment service provider of the payer is established outside the Union, the payment service provider of the payee need not verify the information pertaining to the payee, unless there is a suspicion of money laundering or terrorist financing.
	ES

 (Drafting):

We propose to add an exeption: 

Member States can reduce or remove the threshold when the national risk assessment advises to intensify the control over the transfers of funds not made from an account. Member States making use of this derogation shall inform the Commission thereof.

ES

 (Comments):

The same reasons mentioned under article 4 (5).

At the end, from a practical perspective,  in any case, some kind of verification is going to be required, in order to avoid frauds and assure that the person who receives the funds is in fact the payee designated by the payer.

AT

 (Drafting):

German translation:

Im Falle von Geldtransfers von bis zu 1 000 EUR, bei denen der Zahlungsdienstleister des Auftraggebers seinen Sitz außerhalb der Union unterhält, braucht der Zahlungsdienstleister des Zahlungsempfängers Begünstigten die Angaben zum Zahlungsempfänger Begünstigten nicht zu überprüfen, es sei denn, es besteht ein Verdacht auf Geldwäsche oder Terrorismusfinanzierung.

AT

 (Comments):

The German translation of the term “payee” with “Begünstigter” is not consistently used, but in some occasions the term “Zahlungsempfänger” is used instead. Please advise the translation service to use consistent translation of the term “payee” to avoid confusion.

	
	

	Article 8

Transfers of funds with missing or incomplete information on the payer and the payee
	LV

 (Comments):

We have some concerns that such information requests could rise costs. On whom the burden of costs should lay? May payee’s payment service provider later charge payee? On what grounds?
DE

 (Drafting):

“Transfers of funds with missing or incomplete information on the payer or the payee”

DE

 (Comments):

See comment before Article 7

	
	

	1.
The payment service provider of the payee shall establish effective risk-based procedures for determining when to execute, reject or suspend a transfer of funds lacking the required payer and payee information and the appropriate follow up action.
	LV

 (Comments):

For how long transfer of funds may be suspended if information is incomplete?
SE

 (Drafting):

The payment service provider of the payee shall establish effective risk-based procedures, including ex-post controls, for determining when to execute, reject or suspend a transfer of funds lacking the required payer and payee information and the appropriate follow up action.

SE

 (Comments):

The new requirements that are proposed seem to be in line with a risk based approach. From a practical point of view, however, it should be clarified that since the obliged entities are not able to check the  real time payment information it should be possible for them to receive and credit a payment and then carry out ex-post controls. 

DE

 (Drafting):

“The payment service provider of the payee shall establish effective risk-based procedures for determining when to execute, reject or suspend a transfer of funds lacking the required payer or payee information and the appropriate follow up action.”

DE

 (Comments):

See comment before Article 7

FR:

 (Drafting):

1.
The payment service provider of the payee shall establish effective risk-based procedures for determining when to credit or reject the transfert of funds, or suspend the availaiblity of funds to the payee when a transfer of funds is lacking the required payer and payee information and the appropriate follow up action.

FR:

 (Comments):

For more consistency with the scope of the regulation (transfer of funds)

	
	

	If the payment service provider of the payee becomes aware, when receiving transfers of funds, that information on the payer and the payee required under Articles 4(1) and (2), 5(1) and 6 is missing or incomplete, it shall either reject the transfer or ask for complete information on the payer and the payee. 
	LV

 (Comments):
The paragraph should be amended specifying what exactly is meant by word ‘incomplete’. Does it also mean that part of information is correct and part is missing? E.g. will the information be considered incomplete if payee’s name in payee’s payment service provider’s system is registered with different transcription signs (Mārtiņš and Martin)? Till now such a payment was executed if IBAN was correct.

RO

 (Comments):

Further clarification is needed – when the payment service provider detects missing or incomplete information and makes a request for more information, what measures have to be undertaken in relation to the transfer? Is the PSP allowed to execute the transaction or it has to suspend it until the complete information is received? It is unclear what shall be the conduct if the requested information is still not received.
DE

 (Drafting):

“If the payment service provider of the payee becomes aware, when receiving transfers of funds, that information on the payer or the payee required under Articles 4(1) and (2), 5(1) and 6 is missing or incomplete, it shall either reject the transfer or ask for complete information on the payer and the payee.”

DE

 (Comments):

See comment before Article 7

BG

 (Comments):

Article 6 regulates outgoing payments from EU. In such cases the payment service providers of the payee shall be outside the EU and obligations could not be imposed on it.

Regarding the “asking” for complete information, the Regulation should specify the status of the fund transfer while the payment service provider  asks for complete information. The payment service provider may decide to hold the transfer for a certain time period and in order not to be held liable the Regulation should  determine this period of time or at least the option  of having the right not to perform the payment while asking.

FR:

 (Drafting):

If the payment service provider of the payee becomes aware, when receiving transfers of funds, that information on the payer and the payee required under Articles 4(1) and (2), 5(1) and 6 is lacking or incomplete, it shall either reject the transfer or ask for complete information on the payer and the payee. 

	
	

	2.
Where a payment service provider regularly fails to supply the required information on the payer, the payment service provider of the payee shall take steps, which may initially include the issuing of warnings and setting of deadlines, before either rejecting any future transfers of funds from that payment service provider or deciding whether or not to restrict or terminate its business relationship with that payment service provider.
	RO

 (Drafting):

2.
Where a payment service provider regularly fails to supply the required information on the payer, the payment service provider of the payee shall take steps, which may initially include the issuing of warnings and setting of deadlines, before either or rejecting any future transfers of funds from that payment service provider or deciding whether or not to restrict or terminate its business relationship with that payment service provider.

RO

 (Comments):

The decision regarding the measures that can be applied should be left on the payee PSP, including, if he decides so, to reject the transaction at an earlier moment.
DE

 (Drafting):

“Where a payment service provider repeatedly fails to supply the required information on the payer, the payment service provider of the payee shall take steps, aimed at safeguarding transfers of funds with complete payer and payee information. These steps may initially include the issuing of warnings and setting of deadlines, before either rejecting any future transfers of funds from that payment service provider or deciding whether or not to restrict or terminate its business relationship with that payment service provider.”

DE

 (Comments):

The experiences made implementing the previous Regulation EC 1781/2006 have shown that Article 8(2) (Article 9(2) old) is insufficient and needs to be revised. The term “regularly” leaves uncertainty both for the obliged entities and the supervising authority according the frequency of failures so that 8(2) would apply. Therefore it should be replaced by “repeatedly” or “in case of recurrence” and indicate a tolerated maximum frequency such as “in three continuous cases”. Furthermore the provision to take “steps” should be enhanced in order to reflect the overriding interest to guarantee full information on the payer accompanying the transaction.

EE

 (Comments):

EE finds also that it is the term “regularly” leaves uncertainty both for the obliged entities and the supervising authority and should be replaced by “repeatedly”.

	
	

	The payment service provider of the payee shall report that fact to the authorities responsible for combating money laundering or terrorist financing. 
	FR:

 (Drafting):

The payment service provider of the payee shall report that fact to the national supervisory authorities responsible for combating money laundering or terrorist financing.

FR:

 (Comments):

It is necessary to clarify to wich authority the systematic fails to article 8.1 should be reported. In order to make a distinction with STR mechanism, we propose to designate the supervisory authorities. 

	
	

	Article 9

Assessment and Reporting
	

	
	

	The payment service provider of the payee shall consider missing or incomplete information on the payer and the payee as a factor in assessing whether the transfer of funds, or any related transaction, is suspicious, and whether it must be reported to the Financial Intelligence Unit.
	BE

 (Drafting):

The payment service provider of the payee shall consider missing or incomplete information on the payer and the payee as a factor in assessing whether the transfer of funds, or any related transaction, is suspicious, and whether it must be reported to the Financial Intelligence Unit in accordance with Chapter IV of the 4th AML Directive (insert the right references).

DE

 (Drafting):

“The payment service provider of the payee shall consider missing or incomplete information on the payer or the payee as a factor in assessing whether the transfer of funds, or any related transaction, is suspicious, and whether it must be reported to the Financial Intelligence Unit.”

DE

 (Comments):

See comment before Article 7

	
	

	Section 3
	

	Obligations on intermediary payment service providers
	

	
	

	Article 10

Keeping information on the payer and the payee with the transfer
	

	
	

	Intermediary payment service providers shall ensure that all the information received on the payer and the payee that accompanies a transfer of funds is kept with the transfer. 
	

	
	

	Article 11

Detection of missing information on the payer and the payee
	DE

 (Drafting):

“Detection of missing information on the payer or the payee”

DE

 (Comments):

See comment before Article 7

	
	

	1.
The intermediary payment service provider shall detect whether the fields relating to the information on the payer and the payee in the messaging system or the payment and settlement system used to effect the transfer of funds, have been filled in using the characters or inputs admissible within the conventions of that system.
	

	
	

	2.
The intermediary payment service provider shall have effective procedures in place in order to detect whether the following information on the payer and the payee is missing:
	SE

 (Drafting):

The intermediary payment service provider shall have effective procedures, including ex-post controls, in place in order to detect whether the following information on the payer and the payee is missing:

SE

 (Comments):

A corresponding clarification (regarding the possibility of carrying out ex-post controls) as the one mentioned in article 8.1 above should be made here as well. 
DE

 (Drafting):

“The intermediary payment service provider shall have effective procedures in place in order to detect whether the following information on the payer or the payee is missing:”

DE

 (Comments):

See comment before Article 7

	
	

	(a) for transfers of funds where the payment service provider of the payer is established in the Union, the information required under Article 5;
	

	
	

	(b) for transfers of funds where the payment service provider of the payer is established outside the Union, the information on the payer and the payee referred to in Article 4(1) and (2) or, where applicable, the information required under Article 14;
	

	and
	

	(c) for batch file transfers, where the payment service provider of the payer is established outside the Union, the information referred to in Article 4(1) and (2) in respect of the batch file transfer.
	

	
	

	Article 12

Transfers of funds with missing or incomplete information on the payer and the payee
	DE

 (Drafting):

“Transfers of funds with missing or incomplete information on the payer or the payee”

DE

 (Comments):

See comment before Article 7

	
	

	1.
The intermediary payment service provider shall establish effective risk-based procedures for determining when to execute, reject or suspend a transfer of funds lacking the required payer and payee information and the appropriate follow up action.
	DE

 (Drafting):

“The intermediary payment service provider shall establish effective risk-based procedures for determining when to execute, reject or suspend a transfer of funds lacking the required payer or payee information and the appropriate follow up action”

DE

 (Comments):

See comment before Article 7

	
	

	If the intermediary payment service provider becomes aware, when receiving transfers of funds, that information on the payer and the payee required under Articles 4(1) and (2), 5(1) and 6 is missing or incomplete, it shall either reject the transfer or ask for complete information on the payer and the payee. 
	RO

 (Comments):

The clarifications to be provided for Article 8 paragraph 1, should be taken into account.

DE

 (Drafting):

“If the intermediary payment service provider becomes aware, when receiving transfers of funds, that information on the payer or the payee required under Articles 4(1) and (2), 5(1) and 6 is missing or incomplete, it shall either reject the transfer or ask for complete information on the payer and the payee.”

DE

 (Comments):

See comment before Article 7

BG

 (Comments):

The same comment as the comment under article 8.1, second paragraph. 

	
	

	2.
Where a payment service provider regularly fails to supply the required information on the payer, the intermediary payment service provider shall take steps, which may initially include the issuing of warnings and setting of deadlines, before either rejecting any future transfers of funds from that payment service provider or deciding whether or not to restrict or terminate its business relationship with that payment service provider.
	

	
	

	The intermediary payment service provider shall report that fact to the authorities responsible for combating money laundering or terrorist financing. 
	EL

 (Comments):

A general commet that applies in many articles is related with the authorities responsible for combatting money laundering AND (not “or” as it is largely used in the present Regulation) terrorist financing, pointing in most of cases to the national FIU.

	
	

	Article 13

Assessment and Reporting
	

	
	

	The intermediary payment service provider shall consider missing or incomplete information on the payer and the payee as a factor in assessing whether the transfer of funds, or any related transaction, is suspicious, and whether it must be reported to the Financial Intelligence Unit. 
	EL

 (Comments):

To the extent that articles 12 and 13 are instilled by the same rational, the intermediary payment service provider in the present case should follow the same process prescribed by the provisions of the precedent article (meaning art. 12 para 2) and thus report the suspicious transaction to the authorities responsible for combating money laundering and terrorist financing for reasons of uniformity.. 

BE

 (Drafting):

The intermediary payment service provider shall consider missing or incomplete information on the payer and the payee as a factor in assessing whether the transfer of funds, or any related transaction, is suspicious, and whether it must be reported to the Financial Intelligence Unit in accordance with Chapter IV of the 4th AML Directive (insert the right references).

DE

 (Drafting):

“The intermediary payment service provider shall consider missing or incomplete information on the payer or the payee as a factor in assessing whether the transfer of funds, or any related transaction, is suspicious, and whether it must be reported to the Financial Intelligence Unit.”

DE

 (Comments):

See comment before Article 7

	
	

	Article 14

Technical limitations 
	

	
	

	1.
This Article shall apply where the payment service provider of the payer is established outside the Union and the intermediary payment service provider is situated within the Union.
	

	
	

	2.
Unless the intermediary payment service provider becomes aware, when receiving a transfer of funds, that information on the payer required under this Regulation is missing or incomplete, it may use a payment system with technical limitations which prevents information on the payer from accompanying the transfer of funds to send transfers of funds to the payment service provider of the payee.
	

	
	

	3.
Where the intermediary payment service provider becomes aware, when receiving a transfer of funds, that information on the payer required under this Regulation is missing or incomplete, it shall only use a payment system with technical limitations if it is able to inform the payment service provider of the payee thereof, either within a messaging or payment system that provides for communication of this fact or through another procedure, provided that the manner of communication is accepted by, or agreed between, both payment service providers.
	

	
	

	4.
Where the intermediary payment service provider uses a payment system with technical limitations, the intermediary payment service provider shall, upon request from the payment service provider of the payee, make available to that payment service provider all the information on the payer which it has received, irrespective of whether it is complete or not, within three working days of receiving that request.
	

	
	

	CHAPTER III
	

	COOPERATION AND RECORD KEEPING 
	FR:

 (Drafting):

OTHER INFORMATION AND RECORD KEEPING

	
	

	Article 15 

Cooperation obligations
	FR:

 (Drafting):

Obligations of information
FR:

 (Comments):

This article does not deal with cooperation but with obligations that FI should resepct for the application of the regulation. 

	
	

	Payment service providers shall respond fully and without delay, in accordance with the procedural requirements established in the national law of the Member State in which they are established, to enquiries from the authorities responsible for combating money laundering or terrorist financing of that Member State concerning the information required under this Regulation. 
	

	
	

	Article 16

Record keeping 
	

	
	

	The payment service provider of the payer and the payment service provider of the payee shall keep records of the information referred to in Articles 4, 5, 6 and 7 for five years. In the cases referred to in Article 14(2) and (3), the intermediary payment service provider must keep records of all information received for five years. Upon expiry of this period, personal data must be deleted, unless otherwise provided for by national law, which shall determine under which circumstances payment service providers may or shall further retain data. Member States may allow or require further retention only if necessary for the prevention, detection or investigation of money laundering and terrorist financing. The maximum retention period following carrying-out of the transfer of funds shall not exceed ten years. 
	CZ

 (Drafting):
The payment service provider of the payer and the payment service provider of the payee shall keep records of the information referred to in Articles 4, 5, 6 and 7 for five ten years. In the cases referred to in Article 14(2) and (3), the intermediary payment service provider must keep records of all information received for five years. Upon expiry of this period, personal data must be deleted, unless otherwise provided for by national law, which shall determine under which circumstances payment service providers may or shall further retain data. Member States may allow or require further retention only if necessary for the prevention, detection or investigation of money laundering and terrorist financing. The maximum retention period following carrying-out of the transfer of funds shall not exceed ten years.

CZ

 (Comments):
Such a limitation for data retention is not acceptable - it may be necessary to retain customer data for prudential purposes or for the sake of criminal proceedings for longer period of time than 5 years (see comments (19) above).



	
	

	CHAPTER IV
	

	SANCTIONS AND MONITORING
	FR:

 (Drafting):

MONITORING AND SANCTIONS 
FR:

 (Comments):

Drafting

	
	SI

 (Comments):

From the point of view of legal certainty and legitimacy the relation between Article 17 and Article 18 is not clear. We are asking the Commission to explain whether it is possible that Member States in implementation of Article 17 enact different or even competitive administrative measures and sanctions other than those foreseen  in Article 18 (in the light of possible violation of the systemic rule “non bis idem”).   

	Article 17

Sanctions
	SE

 (Comments):

As a general comment, it is important that the provisions are kept in line with other directives in the financial services field (for instance the CRDIV directive and of course the new AML directive).

BG

 (Comments):

Sanctions shall be consistent with the provisions of sanctions in the other financial services dossiers, including the CRD IV package, MAR (Market Abuse Regulation), etc. On the compromised text, agreed on CRD IV, please see as reference: doc: 7746/13 from 26 March 2013 (see below). 



	
	

	1.
Member States shall lay down the rules on administrative measures and sanctions applicable to breaches of the provisions of this Regulation and shall take all measures necessary to ensure that they are implemented. The sanctions provided for must be effective, proportionate and dissuasive. 
	BE

 (Drafting):

1.
Member States shall lay down the rules on administrative measures and sanctions applicable to breaches of the provisions of this Regulation and shall take all measures necessary to ensure that they are implemented. The sanctions provided for must be effective, proportionate and dissuasive. They must be coherent with those laid down in accordance with Chapter VI, section 4, of the 4th AML Directive (insert the right reference)

	
	

	2.
Member States shall ensure that where obligations apply to payment services providers, in case of a breach sanctions may be applied to the members of the management body and to any other individuals who under national law are responsible for the breach.
	SI

 (Drafting):
»..., in case of a breach sanctions may be applied to the members of the management body as far as it is prescribed in national legislation and to any other individuals who under national law are responsible for the breach.«
SI

 (Comments):

The proposed provision is not acceptable from the point of view of offences legislation of Republic of Slovenia. It also violates the principle of legal certainty. 

The notions of »the person responsible« and »responsibility of legal person« are defined by the Offences Act. Obligations of payment service providers are actually implemented by authorized individuals (and not directly by members of the management) who are liable for potential breaches and can be sanctioned as persons responsible.

The proposed text of the Article 17(2) is acceptable for Republic of Slovenia if amended as follows: »..., in case of a breach sanctions may be applied to the members of the management body as far as it is prescribed in national legislation and to any other individuals who under national law are responsible for the breach.«
SE

 (Drafting):

Member States shall ensure that where obligations apply to payment services providers, in case of a breach sanctions may be applied, subject to the conditions laid down in national law, to the members of the management body and to any other individuals who under national law are responsible for the breach.
SE

 (Comments):

To be in line with comments made in relations to the new AML-directive and in turn the CRDIV: Art 65, para 2.



	
	

	3.
By [24 months after entry into force of this Regulation] Member States shall notify the rules referred to in paragraph 1 to the Commission and to the Joint Committee of the EBA, EIOPA and ESMA. They shall notify the Commission and the Joint Committee of the EBA, EIOPA and ESMA without delay of any subsequent amendment thereto.
	CZ

 (Drafting):
Member States shall notify the rules referred to in paragraph 1 to the Commission and to the Joint Committee of the EBA, EIOPA and ESMA. They shall notify the Commission and the Joint Committee of the EBA, EIOPA and ESMA without delay of any subsequent amendment thereto.

CZ

 (Comments):
We believe that it is sufficient to notify to the Commission.

	
	

	4.
Competent authorities shall have all investigatory powers that are necessary for the exercise of their functions. In the exercise of their sanctioning powers, competent authorities shall cooperate closely to ensure that sanctions or measures produce the desired results and coordinate their action when dealing with cross border cases. 
	BG

 (Drafting):

Competent authorities shall have all investigatory powers according to their national legislation and that are necessary for the exercise of their functions. In the exercise of their sanctioning powers, competent authorities shall cooperate closely to ensure that sanctions or measures produce the desired results and coordinate their action when dealing with cross border cases.

BG

 (Comments):

Bulgaria is on the opinion that further clarification shall be made in relation to “investigation” and/or “investigatory powers” for competent authorities, including the supervisory authorities. 

The texts of the Regulation may include inter alia:

a) a reference that the investigatory powers of the competent authorities are exercised in accordance to the relevant national legislation as in some Member States investigations may be executed only through prosecutor or police authorities; or

b) introduction of a definition of “investigation” and/or “investigatory powers” in ML Regulation or alternatively provide for more detailed provisions in relation to investigation. See for example also the draft Regulation conferring specific tasks on the ECB concerning policies relating to the prudential supervision of credit institutions (last compromise) and in particular:

Article 10 - General investigations

… ECB shall have the right to: (a) require the submission of documents; (b) examine the books and records of the relevant persons referred and take copies or extracts from such books and records; (c) obtain written or oral explanations from any relevant person or their representatives or staff; (d) interview any other person who consents to be interviewed for the purpose of collecting information relating to the subject matter of an investigation.
FR:

 (Drafting):


FR:

 (Comments):

For more consistency, paragraph 4 should be transferred in chapter III on cooperation. 

	
	FR:

 (Drafting):

NEW ARTICLE: 
EBA, EIOPA and ESMA shall issue guidelines addressed to competent authorities and referred to Article 2(1)(1) and (2) in accordance with Article 16 of Regulation (EU) No 1093/2010, of Regulation (EU) No 1094/2010, and of Regulation (EU) No 1095/2010 on the modalities of application ot this regulation. Those guidelines shall be issued within 2 years of the date of entry into force of this Regulation.
FR:

 (Comments):

Following the same proposal in the draft 4th AML directive, we propose to engage the ESA’s in the application of this regulation. 

	Article 18

Specific provisions
	CZ

 (Drafting):
Article 18

Specific provisions

CZ

 (Comments):
We propose to delete art. 18, 19,20. The methods and scope of sanctions need to be commesurate to the sanctions for simmilar offences whith the same jursidiction and are closely linked with criminal and consitutional law of each Member State.

DE

 (Drafting):

Article 18 new

“1. This Article should apply to the following breaches:

(a) repeated non-inclusion of required information on the payer and payee, in breach of Articles 4, 5 and 6;

(b) serious failure of payment service providers to ensure record keeping in conformity with Article 16;

(c) failure of the payment service provider to put in place effective risk-based policies and procedures required under Articles 8 and 12.

2. When determining the type of administrative sanctions or measures and the level of administrative pecuniary sanctions, the competent authorities shall take into account all relevant circumstances, including:

(a) the gravity and the duration of the breach;

(b) the degree of responsibility of the responsible natural or legal person;

(c) the financial strength of the responsible natural or legal person, as indicated by the total turnover of the responsible legal person or the annual income of the responsible natural person;

(d) the importance of profits gained or losses avoided by the responsible natural or legal person, insofar as they can be determined;

(e) the losses for third parties caused by the breach, insofar as they can be determined;

(f) the level of cooperation of the responsible natural or legal person with the competent authority;

(g) previous breaches by the responsible natural or legal person.

3. In the cases referred to in paragraph 1, administrative measures and sanctions that can be applied may inter alia include at least the following:

(a) an order requiring the natural or legal person to cease the conduct and to desist from a repetition of that conduct;

(b) in case of a payment service provider, withdrawal of the authorisation of the provider;

(c) a temporary ban against any member of the payment service provider's management body or any other natural person, who is held responsible, to exercise functions with the payment service provider;

(d) in case of a legal person, administrative pecuniary sanctions of up to 10 % of the total annual turnover of that legal person in the preceding business year; where the legal person is a subsidiary of a parent undertaking, the relevant total annual turnover shall be the total annual turnover resulting from the consolidated account of the ultimate parent undertaking in the precedingbusiness year;

(e) in case of a natural person, administrative pecuniary sanctions of up to EUR 5000 000, or in the Member States where the Euro is not the official currency, the corresponding value in the national currency on the date of entry into force of this Regulation;

(f) administrative pecuniary sanctions of up to twice the amount of the profits gained or losses avoided because of the breach where those can be determined”.
DE

 (Comments):

The sanction regime as set up in Articles 17 through to 22 should represent a tool-box for member states assisting them in addressing each case adequately. In order to highlight the optional character of the provisions, “shall” should be replaced by “should” in Article 18 (1) sentence 1 and by “may” in Article 18 (2) sentence 1. The normative should be more accentuated and emphasize the margin of consideration that has to be filled out by member states. Furthermore we suggest rephrasing and restructuring article 18; especially to introduce article 20 in article 18.

The sanctions set out in the aforementioned paragraphs are disproportionate because they do not differentiate according to the severity of the breach.

In our opinion no specific thresholds should be mentioned but it should be left to the consideration of the sanctioning authority to determine an appropriate amount or value.

	
	

	1.
This Article shall apply to the following breaches:
	CZ

 (Drafting):
1.
This Article shall apply to the following breaches:

	
	

	(a) repeated non-inclusion of required information on the payer and payee, in breach of Articles 4, 5 and 6;
	CZ

 (Drafting):
(a) repeated non-inclusion of required information on the payer and payee, in breach of Articles 4, 5 and 6;

	
	

	(b) serious failure of payment service providers to ensure record keeping in conformity with Article 16; 
	CZ

 (Drafting):
(b) serious failure of payment service providers to ensure record keeping in conformity with Article 16; 
AT

 (Drafting):

(b) repeated failure of payment service providers to ensure record keeping in conformity with Article 16;

AT

 (Comments):

The qualification “serious” is a qualitative criterion and indicates the existence of a specific degree of guilt by the offender for failing to comply with Art. 16. A quantitave criterion – such as repetition – should be introduced as instead. This would also facilitate the enforcement of the provision.

	
	

	(c) failure of the payment service provider to put in place effective risk-based policies and procedures required under Articles 8 and 12.
	CZ

 (Drafting):
(c) failure of the payment service provider to put in place effective risk-based policies and procedures required under Articles 8 and 12.

	
	

	2.
In the cases referred to in paragraph 1, administrative measures and sanctions that can be applied include at least the following: 
	LV

 (Comments):

Latvia wishes administrative sanctions to be clearly separated from measures. This is very important in order to safeguard the principle ne bis in idem which also applies on the administrative sanctions with punishing effect as it was ruled by the Latvia’s Constitutional court on the October 18, 2012. 
CZ

 (Drafting):
2.
In the cases referred to in paragraph 1, administrative measures and sanctions that can be applied include at least the following: 
EL

 (Comments):

The meaning of the provision might be better served if it would applied the following wording: “In the cases referred to in paragraph 1, the administrative measures and sanctions that can be applied alternatively or complementary, based on the criterion of gravity, are the following” or   “In the cases referred to in paragraph 1, one or more of the following administrative measures and sanctions can be applied in accordance with the criterion of gravity”

FR:

 (Drafting):

2.
In the cases referred to in paragraph 1, administrative measures and sanctions that can be applied  are those which are provided in article [56.2] of the Directive….(4th AMLD):

	
	

	(a) a public statement which indicates the natural or legal person and the nature of the breach;
	CZ

 (Drafting):
(a) a public statement which indicates the natural or legal person and the nature of the breach;
AT

 (Comments):

A public statement as envisaged by this Article gives rise to a series of concerns. First it violates the principle of hearings held in camera. Secondly, in terms of personal rights/privacy laws this provision seems highly questionable. 

DE

 (Drafting):

DE

 (Comments):

The disclosure of personal data is not in line with the principles of data protection and therefore should be deleted.

BG

 (Comments):

This sanction overlaps to a certain extent the requirement for publishing every sanction according to article 19 where information on the the identity of the persons responsible for the breach  and the nature of the breach shall be published.  

Introducing such a sanction leads to inconsistency. Taking into consideration the fact that the “public statement” is a type of an administrative sanction, the publication under article 19 represent also a kind of sanction.

The inconsisteny may araise for example in case where a Member State applies initially the sanction under Article 18.2.a and after the efective imposition (entry into force) of the sanctions under Article 19 it decides not to publish it in accordance with the grounds specified therein. 

FR:

 (Drafting):



	
	

	(b) an order requiring the natural or legal person to cease the conduct and to desist from a repetition of that conduct;
	CZ

 (Drafting):
(b) an order requiring the natural or legal person to cease the conduct and to desist from a repetition of that conduct;
FR:

 (Drafting):



	
	

	(c) n case of a payment service provider, withdrawal of the authorisation of the provider;
	CZ

 (Drafting):
(c) n case of a payment service provider, withdrawal of the authorisation of the provider;
FR:

 (Drafting):



	
	

	(d) a temporary ban against any member of the payment service provider's management body or any other natural person, who is held responsible, to exercise functions with the payment service provider;
	CZ

 (Drafting):
(d) a temporary ban against any member of the payment service provider's management body or any other natural person, who is held responsible, to exercise functions with the payment service provider;
FR:

 (Drafting):



	
	

	(e) in case of a legal person, administrative pecuniary sanctions of up to 10 % of the total annual turnover of that legal person in the preceding business year; where the legal person is a subsidiary of a parent undertaking, the relevant total annual turnover shall be the total annual turnover resulting from the consolidated account of the ultimate parent undertaking in the preceding business year;
	LV

 (Drafting):
e) in case of a legal person, administrative pecuniary sanctions of up to 10% of the total annual turnover of that legal person in the preceding business year; 

LV

 (Comments):

Latvia does not find it appropriate to impose a fine on subsidiary level where the fine is calculated at the consolidated (group) level, Latvia assume that such a sanction is disproportionate and would welcome its deletion.
CZ

 (Drafting):
(d) a temporary ban against any member of the payment service provider's management body or any other natural person, who is held responsible, to exercise functions with the payment service provider;
OR

(f) in case of a legal person, administrative pecuniary sanctions of up to 10 % of the total annual turnover of that legal person in the preceding business year; where the legal person is a subsidiary of a parent undertaking, the relevant total annual turnover shall be the total annual turnover resulting from the consolidated account of the ultimate parent undertaking in the preceding business year EUR 5 000 000, or in the Member States where the Euro is not the official currency, the corresponding value in the national currency on the date of entry into force of this Regulation;

CZ

 (Comments):
If this section will not be deleted, we propose to move this particular section to the Article 20 (c) stipulating the principles for imposing sanctions. The upper limit of the sanction can not be set in a variable way for different legal persons according to the principles applied in the Czech Republic. It is possible to stipulate only the upper limit of the sanction. 

If  this section would remain under article 18, we propose to stipulate the upper limit of the sanction to 5 mil. €.

SI

 (Drafting):

The provision on administrative pecuniary sanctions should be changed in a way that allows Member States to determine the maximum range of sanctions according to their national legislation. 
SI

 (Comments):

The proposed regulation is not acceptable for Slovenia from the perspective of its national legal system. Also, we asses the proposed sanctioning regime in this article to be too extreme at the EU level and obviously disproportionate. We oppose to the proposed text and propose that actual amounts of administrative pecuniary sanctions are deleted from the text. 
RO

 (Comments):

- In case of a newly established legal person, without a total annual turnover in the preceding business year, it is not clear how this sanction could be applied.

- We express reservations on the proportionality of an administrative sanction for a subsidiary, based on relevant total annual turnover resulting from the consolidated account of the ultimate parent undertaking.

EL

 (Comments):

As we think that the provided pecuniary sanction is extremely austere and high, and thus disfuctional, we propose that the last sentence should be replaced as follows: “....the relevant total annual turnover shall be the total annual turnover resulting from the consolidated account of the subsidiary undertaking in the preceding business year” To have a limit of 10% of total annual turnover of large group (financial or not) in which the legal person responible for the violating the presents provisions could be a small part of it, is irrational and contrary to the European Company Law and to the principle of proportionality.

AT

 (Comments):

The amount of the administrative pecuniary sanctions appears to be disproportionate regarding the crimes to be prevented and will certainly give rise to serious constitutional problems regarding the Austrian constitutional framework.

FR:

 (Drafting):



	
	

	(f) in case of a natural person, administrative pecuniary sanctions of up to EUR 5 000 000, or in the Member States where the Euro is not the official currency, the corresponding value in the national currency on the date of entry into force of this Regulation;
	LV

 (Drafting):
(f) in case of a natural person, administrative pecuniary sanctions of up to at least twice the amount of the profits gained or losses avoided because of the breach where those can be determined; or up to EUR 5 000 000, or in the Member States where the Euro is not the official currency, the corresponding value in the national currency on the date of entry into force of this Regulation;

LV

 (Comments):

Latvia can support such level of administrative sanctions only as a compromise solution. The same problem we also have in MAR, TD and IMD proposals, thus we would welcome the horizontal solution, e.g. adjust this provision with the text in paragraph 1a of Article 26 in MAR proposal.
CZ

 (Drafting):
(f) in case of a natural person, administrative pecuniary sanctions of up to EUR 5 000 000, or in the Member States where the Euro is not the official currency, the corresponding value in the national currency on the date of entry into force of this Regulation;

OR

(f) in case of a natural person, administrative pecuniary sanctions of up to EUR 5 000 000 1 000 000, or in the Member States where the Euro is not the official currency, the corresponding value in the national currency on the date of entry into force of this Regulation;

CZ

 (Comments):
If this section will not be deleted, we propose to reduce the upper limit of the sanction to 1 mil. €. In the CR the administrative sanction can not be higher than the punishment which may be imposed in a criminal proceeding. The highest possible pecuniary punishment, which may be imposed in the criminal proceeding in the CR is about 1,5 mil. €.

SI

 (Drafting):

The provision on administrative pecuniary sanctions should be changed in a way that allows Member States to determine the maximum range of sanctions according to their national legislation.
SI

 (Comments):

The proposed regulation is not acceptable for Slovenia from the perspective of its national legal system. Also, we assess the proposed sanctioning regime in this article to be too extreme at the EU level and obviously disproportionate. We oppose to the proposed text and propose that actual amounts of administrative pecuniary sanctions are deleted from the text.
EL

 (Comments):

We object to the amount of  EUR 5 000 000 representing the maximum of the provided administrative pecuniary sactions for natural persons as we find it extremely high in comparison to the same sanctions in other parts of the European Financial Legislation.

AT

 (Comments):

The amount of the administrative pecuniary sanctions appears to be disproportionate regarding the crimes to be prevented and will certainly give rise to serious constitutional problems regarding the Austrian constitutional framework. 

BG

 (Comments):

Bulgaria considers that this amount is too high, especially taking into account the size of the economies of some Member States. 
FR:

 (Drafting):



	
	

	(g) administrative pecuniary sanctions of up to twice the amount of the profits gained or losses avoided because of the breach where those can be determined.
	CZ

 (Drafting):
g) administrative pecuniary sanctions of up to twice the amount of the profits gained or losses avoided because of the breach where those can be determined.

CZ

 (Comments):
If this section won´t be deleted, we propose to move this particular section to the Article 20 (d) stipulating the principles for imposing sanctions. The upper limit of the sanction can not be set in a variable way for different legal persons according to the principles applied in the Czech Republic. It is possible to stipulate only the upper limit of the sanction. 

SI

 (Drafting):

The provision on administrative pecuniary sanctions should be changed in a way that allows Member States to determine the maximum range of sanctions according to their national legislation.
SI

 (Comments):

The proposed regulation is not acceptable for Slovenia from the perspective of its national legal system. Also, we assess the proposed sanctioning regime in this article to be too extreme at the EU level and obviously disproportionate. We oppose to the proposed text and propose that actual amounts of administrative pecuniary sanctions are deleted from the text.
RO

 (Comments):

Such assessment may be done by a court, based on evaluation/expertises, in a criminal/civil case, while in case of the administrative sanctions for breaches of the regulatory framework may prove to be difficult to implement
FR:

 (Drafting):



	
	

	Article 19

Publication of sanctions
	CZ

 (Drafting):
Article 19

Publication of sanctions
DE

 (Drafting):

“Member States shall ensure that competent authorities publish any sanction or measure imposed for breach of the national provisions adopted in the implementation of this Directive without undue delay including information on the type and nature of the breach, unless such publication would seriously jeopardize the stability of financial markets. Such disclosure and publication shall not contain personal data within the meaning of Article 2(a) of Directive 95/46/EC.”

DE

 (Comments):

Article 19 should be in line with similar provisions in other EU proposals. Therefore the paragraph should be adapted to Article 12 (2) of EU 648/2012.

	
	

	Administrative sanctions and measures imposed in the cases referred to in Articles 17 and 18(1) shall be published without undue delay including information on the type and nature of the breach and the identity of persons responsible for it, unless such publication would seriously jeopardise the stability of financial markets. 
	CZ

 (Drafting):
Administrative sanctions and measures imposed in the cases referred to in Articles 17 and 18(1) shall be published without undue delay including information on the type and nature of the breach and the identity of persons responsible for it, unless such publication would seriously jeopardise the stability of financial markets. 
SI

 (Drafting):

The proposed paragraph should be deleted or changed in a way that only data on administrative sanctions or measures imposed for violation and data on respective legal person without personal data on responsible person are published.
SI

 (Comments):

The proposed provision on publishing imposed sanctions or measures is unacceptable from the perspective of several national and EU legal documents.
RO

 (Drafting):

Administrative sanctions and measures imposed in the cases referred to in Articles 17 and 18(1) shall be published without undue delay including information on the type and nature of the breach and the identity of persons responsible for it, unless such publication would seriously jeopardise the stability of financial markets.

RO

 (Comments):

We consider that such publication should be avoided every time when would jeopardise the stability of financial markets.

BG

 (Comments):

Bulgaria is on the opinion that the “imposition” of the sanction, as specified in the Regulation, shall be considered as the date it enters into force. 

In Bulgaria the administrative act imposing sanctions might be subject to appeal before the court as a result of which the sanction can’t be published without undue delay after this act is issued. Otherwise in case the court delivers a judgment against the act of the supervisory body imposing the sanction another announcement for withdrawing the sanction must be published. In this respect Bulgaria considers that it may be specified in text or perhaps in preamble that the publication is made in due time after the imposed sanctions enter into force. 

In addition we consider that the requirement for publication is questionable against data protection legislation.

For consistence with other agreed texts on EU level, see Article 68.1 from the CRD IV text as end of March 2013 

“Member States shall ensure that the competent authorities publish on their official website at least any non-appealable administrative sanction imposed for breach of the provisions of Capital Requirements Regulation or of the national provisions adopted in the implementation of this Directive without undue delay after the person sanctioned is informed of that decision, including information on the type and nature of the breach and the identity of a natural or legal person on whom the sanction is imposed.

Where Member States permit publication of appealable sanctions, competent authorities shall, without undue delay, also publish on their official website information on the appeal status and outcome thereof.” 


	
	

	Where publication would cause a disproportionate damage to the parties involved, competent authorities shall publish the sanctions on an anonymous basis.
	CZ

 (Drafting):
Where publication would cause a disproportionate damage to the parties involved, competent authorities shall publish the sanctions on an anonymous basis.
RO

 (Drafting):

Where publication would cause a disproportionate damage to the parties involved, competent authorities shall publish the sanctions on an anonymous basis.

RO

 (Comments):

It need to be clarified on which base the competent authority, that have to publish  “without undue delay” the sanction will be able to assess if there is any  “disproportionate damage to the parties involved”, so this provision will induce a legal risk.
BG

 (Comments):

We consider that the requirement for publication is questionable against data protection legislation.

For consistence with other agreed texts on EU level, see Article 68.2-3 from the CRD IV text as end of March 2013

2. Competent authorities shall publish the sanctions on an anonymous basis, in a manner which is in conformity with national law, in any of the following circumstances:

a)
where, in case the sanction is imposed on a natural person, publication of personal data is shown to be disproportionate by an obligatory prior assessment of the proportionality of such publication;

b)
where publication would jeopardise the stability of financial markets or an on-going criminal investigation;

c)
where publication would cause, insofar as it can be determined, disproportionate damage to the institutions or individuals involved. 

Alternatively, in these cases, the publication of the data in question may be postponed for a reasonable period of time, if it is foreseen that within that period the reasons for anonymous publication shall cease to exist.

3.
Competent authorities shall ensure that any publication, in accordance with this Article, shall remain on their official website for a period of at least five years after its publication. Personal data contained in the publication shall only be kept on the official website of the competent authority for the period which is necessary in accordance with the applicable data protection rules.



	
	

	Article 20

Application of sanctions by the competent authorities
	CZ

 (Drafting):
Article 20

Application of sanctions by the competent authorities
DE

 (Drafting):

DE

 (Comments):

Article 20 should be deleted since it is integrated as new paragraph (2) in Article 18.

	
	

	When determining the type of administrative sanctions or measures and the level of administrative pecuniary sanctions, the competent authorities shall take into account all relevant circumstances, including:
	CZ

 (Drafting):
When determining the type of administrative sanctions or measures and the level of administrative pecuniary sanctions, the competent authorities shall take into account all relevant circumstances, including:

	
	

	(a) the gravity and the duration of the breach;
	CZ

 (Drafting):
(a) the gravity and the duration of the breach;
RO

 (Drafting):

(a)
the gravity and/or the duration of the breach;

RO

 (Comments):

Should be considered also individually and not always cumulated.

	
	

	(b) the degree of responsibility of the responsible natural or legal person; 
	CZ

 (Drafting):
(b) the degree of responsibility of the responsible natural or legal person; 

	
	

	(c) the financial strength of the responsible natural or legal person, as indicated by the total turnover of the responsible legal person or the annual income of the responsible natural person;
	CZ

 (Drafting):
(c) the financial strength of the responsible natural or legal person, as indicated by the total turnover of the responsible legal person or the annual income of the responsible natural person;
SI

 (Drafting):

The proposed provision should be deleted.
SI

 (Comments):

From the perspective of national legislation this provision is not acceptable due to the obvious disproportion and subsidiary.

	
	

	(d) the importance of profits gained or losses avoided by the responsible natural or legal person, insofar as they can be determined;
	CZ

 (Drafting):
(d) the importance of profits gained or losses avoided by the responsible natural or legal person, insofar as they can be determined;
RO

 (Comments):

Such assessment may be done by a court, based on evaluation/expertises, in a criminal/civil case, while in case of the administrative sanctions for breaches of the regulatory framework may prove to be difficult to implement

	
	

	(e) the losses for third parties caused by the breach, insofar as they can be determined;
	CZ

 (Drafting):
(e) the losses for third parties caused by the breach, insofar as they can be determined;
RO

 (Comments):

There is not clear which third parties may encounter losses caused by the breach and which is the relevance since the administrative sanctions are not used to compensate those persons but aiming to enforce the regulation.

	
	

	(f) the level of cooperation of the responsible natural or legal person with the competent authority;
	CZ

 (Drafting):
(f) the level of cooperation of the responsible natural or legal person with the competent authority;

	
	

	(g) previous breaches by the responsible natural or legal person.
	CZ

 (Drafting):
(g) previous breaches by the responsible natural or legal person.

	
	

	Article 21

Reporting of breaches
	

	
	

	1.
Member States shall establish effective mechanisms to encourage reporting of breaches of the provisions of this Regulation to competent authorities.
	

	
	

	2.
The mechanisms referred to in paragraph 1 shall include at least:
	

	
	

	(a) specific procedures for the receipt of reports on breaches and their follow-up; 
	

	
	

	(b) appropriate protection for persons who report potential or actual breaches;
	

	
	

	(c) protection of personal data concerning both the person who reports the breaches and the natural person who is allegedly responsible for a breach, in compliance with the principles laid down in Directive 95/46/EC.
	

	
	

	3.
The payment service providers shall establish appropriate procedures for their employees to report breaches internally through a specific channel.
	

	
	

	Article 22

Monitoring
	

	
	

	Member States shall require competent authorities to effectively monitor, and take necessary measures with a view to ensuring, compliance with the requirements of this Regulation.
	

	
	

	CHAPTER V
	

	IMPLEMENTING POWERS
	

	
	

	Article 23

Committee procedure
	

	
	

	1.
The Commission shall be assisted by the Committee on the Prevention of Money Laundering and Terrorist Financing, hereinafter referred to as ‘the Committee’. The Committee shall be a committee within the meaning of Regulation (EU) No 182/2011.
	BE

 (Comments):

The CPMLTF was established by art. 41 of the the 3rd AML Directive with the aim to assist the EC in drafting delegated acts. However, in the practice, the regular meetings of the CPMLTF had much broader agendas. For instance, it has been the place where discussions have been held regarding the interaction between AMLD and PSD/EMD, resulting in the publication of the very useful "EC Staff Working Paper" on this issue. This example showed that is is really worth to have a forum in place where issues relating to the implementation of the AML/CFT rules across the EU can be discussed. The CPMLTF could also be the place where the positions of the MS regarding the issues at stake at the level of the FATF can be discussed, with the view to improve a more coordinated and coherent position of EU MS during the FATF discussions. 

If we have good understood, this provision cannot be maintained within the new directive since this last does no longer foreseen the adoption of delegated acts by the EC, and it would be the reason for moving it into the Regulation.

However, taking into account the restricted object of the Regulation, on the one hand, and the very synthetic drafting of this provision, on the other hand, is it not to be feared that the CPMLTF will be only entitled from now on to discuss issues relating to the application of this Regulation ? Would it thus not be necessary to define more extensively the object of the Committee ?

Moreover, the powers of the Committee could be extended to the development of the risk assessment at supranational level, completing so the work that the ESAs can only do for the sole financial sector in this regard (see art. 6 of the draft directive).

This item requires in our view some debate.

	
	

	2.
Where reference is made to this paragraph, Article 5 of Regulation (EU) No 182/2011 shall apply.
	

	
	

	CHAPTER VI
	

	DEROGATIONS
	

	
	

	Article 24

Agreements with territories or countries mentioned in Article 355 of the Treaty
	FR:

 (Drafting):

Article 24

Agreements with territories or countries mentioned in Article 355 and 299 of the Treaty

	
	

	1.
The Commission may authorise any Member State to conclude agreements with a country or territory which does not form part of the territory of the Union mentioned in Article 355 of the Treaty, which contain derogations from this Regulation, in order to allow for transfers of funds between that country or territory and the Member State concerned to be treated as transfers of funds within that Member State.
	FR:

 (Drafting):

1.            The Commission may authorise any Member State to conclude agreements, under national arrangements, with a country or territory which does not form part of the territory of the Union mentioned in Article 355 and article 299 of the Treaty , which contain derogations from this Regulation, in order to allow for transfers of funds between that country or territory and the Member State concerned to be treated as transfers of funds within that Member State.

FR:

 (Comments):

Some countries have concluded agreements under the previous article 299 of the Treaty. As Regulation No 1781/2006 is repealed (article 25), these previous agreements may be repealed too if the legal basis is not maintained as it was.

	
	FR:

 (Drafting):

 

	Such agreements may be authorised only if all the following conditions are met:
	

	
	

	(a) the country or territory concerned shares a monetary union with the Member State concerned, forms part of the currency area of that Member State or has signed a Monetary Convention with the Union represented by a Member State;
	

	
	

	(b) payment service providers in the country or territory concerned participate directly or indirectly in payment and settlement systems in that Member State;
	

	and
	

	(c) the country or territory concerned requires payment service providers under its jurisdiction to apply the same rules as those established under this Regulation.
	

	
	

	2.
Any Member State wishing to conclude an agreement as referred to in paragraph 1 shall send an application to the Commission and provide it with all the necessary information.
	

	
	

	Upon receipt by the Commission of an application from a Member State, transfers of funds between that Member State and the country or territory concerned shall be provisionally treated as transfers of funds within that Member State, until a decision is reached in accordance with the procedure set out in this Article.
	

	
	

	If the Commission considers that it does not have all the necessary information, it shall contact the Member State concerned within two months of receipt of the application and specify the additional information required.
	

	
	

	Once the Commission has all the information it considers necessary for appraisal of the request, it shall notify the requesting Member State accordingly within one month and shall transmit the request to the other Member States.
	

	
	

	3.
Within three months of the notification referred to in the fourth subparagraph of paragraph 2, the Commission shall decide, in accordance with the procedure referred to in Article 23(2) whether to authorise the Member State concerned to conclude the agreement referred to in paragraph 1 of this Article.
	

	
	

	In any event, a decision as referred to in the first subparagraph shall be adopted within 18 months of receipt of the application by the Commission.
	

	
	

	CHAPTER VII
	

	FINAL PROVISIONS
	

	
	

	Article 25

Repeal
	

	
	

	Regulation (EC) No 1781/2006 is repealed.
	

	
	

	References to the repealed Regulation shall be construed as references to this Regulation and shall be read in accordance with the correlation table in the Annex.
	

	
	

	Article 26

Entry into force
	

	
	

	This Regulation shall enter into force on the 20th day following that of its publication in the Official Journal of the European Union.
	

	
	

	It shall apply from [coincide with the date of transposition of Directive xxxx/yyyy].
	

	
	

	This Regulation shall be binding in its entirety and directly applicable in all Member States.
	

	
	END


*	For comments made by some MSs in separate [non-]papers rather than table of provisions, please refer to those papers, as distributed to delegations.
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