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	COM
	COUNCIL
	EP
	COUNCIL TEXT vs 
ECON VOTE
	COMMENTS BY MS 

AT: LV: UK: ES: BE: DE: FR: IE: NL: PL: LL:


	1. 
	
	THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,
	THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,
	THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,
	THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,
	IE:

Ireland supported the  Council text agreed at COREPER 2 meeting of 18 June 2014.

Ireland will not submit detailed observations on the recitals to to the regulation at this time..

	2. 
	Citation 1
	Having regard to the Treaty on the Functioning of the European Union, and in particular Article 114 thereof,
	Having regard to the Treaty on the Functioning of the European Union, and in particular Article 114 thereof,
	Having regard to the Treaty on the Functioning of the European Union, and in particular Article 114 thereof,
	Having regard to the Treaty on the Functioning of the European Union, and in particular Article 114 thereof,
	

	3. 
	Citation 2
	Having regard to the proposal from the European Commission,
	Having regard to the proposal from the European Commission,
	Having regard to the proposal from the European Commission,
	Having regard to the proposal from the European Commission,
	

	4. 
	Citation 3
	After transmission of the draft legislative act to the national Parliaments,
	After transmission of the draft legislative act to the national Parliaments,
	After transmission of the draft legislative act to the national Parliaments,
	After transmission of the draft legislative act to the national Parliaments,
	

	5. 
	Citation 4
	Having regard to the opinion of the European Economic and Social Committee
,
	Having regard to the opinion of the European Economic and Social Committee
,
	Having regard to the opinion of the European Economic and Social Committee
,
	Having regard to the opinion of the European Economic and Social Committee
,
	

	6. 
	Citation 5
	Having regard to the opinion of the European Central Bank
,
	Having regard to the opinion of the European Central Bank
,
	Having regard to the opinion of the European Central Bank
,
	Having regard to the opinion of the European Central Bank
,
	

	7. 
	Citation 6
	After consulting the European Data Protection Supervisor
,
	After consulting the European Data Protection Supervisor
,
	▌
	After consulting the European Data Protection Supervisor
,▌
	NL:

The text should remain.
LL:
Non mandatory consultations  (cfr Treaty) should be moved to the end of recitals : EP proposal follows the drafting rules

	8. 
	Citation 7
	Acting in accordance with the ordinary legislative procedure,
	Acting in accordance with the ordinary legislative procedure,
	Acting in accordance with the ordinary legislative procedure
,
	Acting in accordance with the ordinary legislative procedure
,
	

	9. 
	
	Whereas:
	Whereas:
	Whereas:
	Whereas:
	

	10. 
	Recital 1
	(1) Flows of dirty money through transfers of funds can damage the stability and reputation of the financial sector and threaten the internal market. Terrorism shakes the very foundations of our society. The soundness, integrity and stability of the system of transfers of funds and confidence in the financial system as a whole could be seriously jeopardised by the efforts of criminals and their associates either to disguise the origin of criminal proceeds or to transfer funds for terrorist purposes.
	(1) Flows of dirty money through transfers of funds can damage the stability and reputation of the financial sector and threaten the internal market. Terrorism shakes the very foundations of our society. The soundness, integrity and stability of the system of transfers of funds and confidence in the financial system as a whole could be seriously jeopardised by the efforts of criminals and their associates either to disguise the origin of criminal proceeds or to transfer funds for terrorist purposes.
	(1) Flows of illicit money through transfers of funds can damage the structure, stability and reputation of the financial sector and threaten the internal market as well as international development, and directly or indirectly undermine the confidence of citizens in the rule of law. The funding of terrorism and organised crime remains a significant problem which should be addressed at Union level. Terrorism and organised crime damage the democratic institutions and shake the very foundations of our society. Crucial facilitators of illicit money flows are secretive corporate structures operating in and through secrecy jurisdiction, often also referred to as tax havens. The soundness, integrity and stability of the system of transfers of funds and confidence in the financial system as a whole is being seriously jeopardised by the efforts of criminals and their associates either to disguise the origin of criminal proceeds or to transfer funds for criminal activities or terrorist purposes.
	(1) Flows of dirtyillicit money through transfers of funds can damage the structure, stability and reputation of the financial sector and threaten the internal market. as well as international development, and directly or indirectly undermine the confidence of citizens in the rule of law. The funding of terrorism and organised crime remains a significant problem which should be addressed at Union level. Terrorism shakesand organised crime damage the democratic institutions and shake the very foundations of our society. Crucial facilitators of illicit money flows are secretive corporate structures operating in and through secrecy jurisdiction, often also referred to as tax havens. The soundness, integrity and stability of the system of transfers of funds and confidence in the financial system as a whole could beis being seriously jeopardised by the efforts of criminals and their associates either to disguise the origin of criminal proceeds or to transfer funds for criminal activities or terrorist purposes.
	AT:

Austrian Position: This amendment seems to merely reflect the broader political agenda of the EP. It lacks the definition of a tax haven. As it refers to pressure of the Union we assume that it is aimed at increasing external pressure on tax havens in third countries. However, through such an amendment tax issues and AML/CFT issues are - once again - mixed. However, if the amendment was purely aimed at jurisdictions and territories commonly referred to as third country tax havens we would support it.
UK:

The UK supports the Council text.  The reference in the EP text to tax havens is inappropriate.
BE:

“Crucial facilitators of illicit money flows are secretive corporate structures…  as tax havens.” This is true, but does this statement add something for the understanding of this regulation ?

NL:

We agree with most of the EP suggestions. 

However, the following should not be included:

· The reference to international development and confidence of citizens on the rule of law are outside the scope of this Regulation. This text should be left out.

It is not clear what is meant by “secretive corporate structures” and “secrecy jurisdiction” . This text too should be left out.

	11. 
	Recital 2
	(2) In order to facilitate their criminal activities, money launderers and terrorist financers could try to take advantage of the freedom of capital movements entailed by the integrated financial area, unless certain coordinating measures are adopted at Union level. By its scale, Union action should ensure that Recommendation 16 on wire transfers of the Financial Action Task Force (FATF), adopted in February 2012 is transposed uniformly throughout the Union, and, in particular, that there is no discrimination between national payments within a Member State and cross border payments between Member States. Uncoordinated action by Member States alone in the field of cross border transfers of funds could have a significant impact on the smooth functioning of payment systems at Union level and therefore damage the internal market in the field of financial services.
	(2) In order to facilitate their criminal activities, money launderers and terrorist financers could try to take advantage of the freedom of capital movements entailed by the integrated financial area, unless certain coordinating measures are adopted at Union level. By its scale, Union action should ensure that Recommendation 16 on wire transfers of the Financial Action Task Force (FATF), adopted in February 2012 is transposed uniformly throughout the Union, and, in particular, that there is no discrimination between national payments within a Member State and cross border payments between Member States. Uncoordinated action by Member States alone in the field of cross border transfers of funds could have a significant impact on the smooth functioning of payment systems at Union level and therefore damage the internal market in the field of financial services.
	(2) In order to facilitate their criminal activities, money launderers and terrorist financers are taking advantage of the freedom of capital movements entailed by the integrated financial area, unless certain coordinating measures are adopted at Union and international level. International cooperation within the framework of the Financial Action Task Force (FATF) and the global implementation of its recommendations aim to prevent regulatory arbitrage and the distortion of competition. By its scale, Union action should ensure that FATF Recommendation 16 on wire transfers ▌adopted in February 2012 is transposed uniformly throughout the Union, and, in particular, that there is no discrimination or discrepancy between national payments within a Member State and cross-border payments between Member States. Uncoordinated action by Member States alone in the field of cross border transfers of funds could have a significant impact on the smooth functioning of payment systems at Union level and therefore damage the internal market in the field of financial services.
	(2) In order to facilitate their criminal activities, money launderers and terrorist financers could try to takeare taking advantage of the freedom of capital movements entailed by the integrated financial area, unless certain coordinating measures are adopted at Union and international level. International cooperation within the framework of the Financial Action Task Force (FATF) and the global implementation of its recommendations aim to prevent regulatory arbitrage and the distortion of competition. By its scale, Union action should ensure that FATF Recommendation 16 on wire transfers of the Financial Action Task Force (FATF), ▌adopted in February 2012 is transposed uniformly throughout the Union, and, in particular, that there is no discrimination or discrepancy between national payments within a Member State and cross -border payments between Member States. Uncoordinated action by Member States alone in the field of cross border transfers of funds could have a significant impact on the smooth functioning of payment systems at Union level and therefore damage the internal market in the field of financial services.
	BE:

NL:

We agree with most of the EP text.

However, FATF recommendations do not aim “to prevent regulatory arbitrage and the distortion of competition.” This is not correct and should be left out

	12. 
	Recital 2 a (new)
	
	
	(2a) The implementation and enforcement of this Regulation, including FATF Recommendation 16, should not result in unjustified or disproportionate costs for payment service providers or citizens who use their services, and the free movement of legal capital should be fully guaranteed throughout the Union.
	(2a) The implementation and enforcement of this Regulation, including FATF Recommendation 16, should not result in unjustified or disproportionate costs for payment service providers or citizens who use their services, and the free movement of legal capital should be fully guaranteed throughout the Union.
	LV:

It is impossible to give such guarantee because costs depend on business of obliged entity and risk level accepted by obliged entity.

UK:

The UK  could accept this new recital.
ES:
We do not deem it necessary.

BE:

We propose: “in line with FATF Recommendation 16” instead of “including…” Indeed, the Recommendation is note “included” in the Regulation: this last is the legal instrument that takes full account of the Recommendation… 
DE:

We do not support the EP proposal.
IE:

“Legal capital” may be unclear; 
NL:

The words “legal capital” should not be used in this recital 

	13. 
	Recital 3
	(3) It has been pointed out in the Union’s revised Strategy on Terrorist Financing of 17 July 2008
 that efforts have to be maintained to prevent terrorist financing and the use by suspected terrorists of their own financial resources. It is recognised that the FATF is constantly seeking to improve its Recommendations and working towards a common understanding of how these should be implemented. It is noted in the Union's revised Strategy that implementation of those Recommendations by all FATF members and members of FATF-style regional bodies is assessed on a regular basis and that from this point of view a common approach to implementation by Member States is important.
	(3) It has been pointed out in the Union’s revised Strategy on Terrorist Financing of 17 July 2008
 that efforts have to be maintained to prevent terrorist financing and the use by suspected terrorists of their own financial resources. It is recognised that the FATF is constantly seeking to improve its Recommendations and working towards a common understanding of how these should be implemented. It is noted in the Union's revised Strategy that implementation of those Recommendations by all FATF members and members of FATF-style regional bodies is assessed on a regular basis and that from this point of view a common approach to implementation by Member States is important.
	(3) It has been pointed out in the Union’s revised Strategy on Terrorist Financing of 17 July 2008 that efforts have to be maintained to prevent terrorist financing and the use by suspected terrorists of their own financial resources. It is recognised that FATF is constantly seeking to improve its Recommendations and working towards a common understanding of how these should be implemented. It is noted in the Union's revised Strategy that implementation of those Recommendations by all FATF members and members of FATF-style regional bodies is assessed on a regular basis and that from this point of view a common approach to implementation by Member States is important.
	(3) It has been pointed out in the Union’s revised Strategy on Terrorist Financing of 17 July 2008
 that efforts have to be maintained to prevent terrorist financing and the use by suspected terrorists of their own financial resources. It is recognised that the FATF is constantly seeking to improve its Recommendations and working towards a common understanding of how these should be implemented. It is noted in the Union's revised Strategy that implementation of those Recommendations by all FATF members and members of FATF-style regional bodies is assessed on a regular basis and that from this point of view a common approach to implementation by Member States is important.
	NL:

EP text OK
LL:
The deletion of the reference is correct according to drafting rules

	14. 
	Recital 4
	(4) In order to prevent terrorist funding, measures aimed at the freezing of funds and economic resources of certain persons, groups and entities have been taken, including Regulation (EC) No 2580/2001 of 27 December 2001 on specific restrictive measures directed against certain persons and entities with a view to combating terrorism
, and Council Regulation (EC) No 881/2002 of 27 May 2002 imposing certain specific restrictive measures directed against certain persons and entities associated with the Al-Qaida network
. To that same end, measures aimed at protecting the financial system against the channelling of funds and economic resources for terrorist purposes have been taken. Directive [xxxx/yyyy] of the European Parliament and of the Council of on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing
 contains a number of such measures. Those measures do not, however, fully prevent terrorists and other criminals from having access to payment systems for moving their funds.
	(4) In order to prevent terrorist funding, measures aimed at the freezing of funds and economic resources of certain persons, groups and entities have been taken, including Regulation (EC) No 2580/2001 of 27 December 2001 on specific restrictive measures directed against certain persons and entities with a view to combating terrorism
, […] Council Regulation (EC) No 881/2002 of 27 May 2002 imposing certain specific restrictive measures directed against certain persons and entities associated with the Al-Qaida network
, and Council Regulation (EC) No 356/2010 of 26 April 2010 imposing certain specific restrictive measures directed against certain natural or legal persons, entities or bodies, in view of the situation in Somalia. To that same end, measures aimed at protecting the financial system against the channelling of funds and economic resources for terrorist purposes have been taken. Directive [xxxx/yyyy] of the European Parliament and of the Council […] on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing
 contains a number of such measures. Those measures do not, however, fully prevent terrorists and other criminals from having access to payment systems for moving their funds.
	(4) In order to prevent terrorist funding, measures aimed at the freezing of funds and economic resources of certain persons, groups and entities have been taken, including Regulation (EC) No 2580/2001
, and Council Regulation (EC) No 881/2002
. To that same end, measures aimed at protecting the financial system against the channelling of funds and economic resources for terrorist purposes have been taken. Directive …/…/EU of the European Parliament and of the Council
( contains a number of such measures. Those measures do not, however, fully prevent terrorists and other criminals from having access to payment systems for moving their funds.
	(4) In order to prevent terrorist funding, measures aimed at the freezing of funds and economic resources of certain persons, groups and entities have been taken, including Regulation (EC) No 2580/2001 of 27 December 2001 on specific restrictive measures directed against certain persons and entities with a view to combating terrorism
, […] Council Regulation (EC) No 881/2002 of 27 May 2002 imposing certain specific restrictive measures directed against certain persons and entities associated with the Al-Qaida network
, and Council Regulation (EC) No 356/2010 of 26 April 2010 imposing certain specific restrictive measures directed against certain natural or legal persons, entities or bodies, in view of the situation in Somalia.
, and Council Regulation (EC) No 881/2002
. To that same end, measures aimed at protecting the financial system against the channelling of funds and economic resources for terrorist purposes have been taken. Directive [xxxx/yyyy]…/…/EU of the European Parliament and of the Council […] on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing

( contains a number of such measures. Those measures do not, however, fully prevent terrorists and other criminals from having access to payment systems for moving their funds.
	BE:

Why should these references be deleted?

NL:

EP text OK

However,  the reference to Council Regulation (EC) No 356/2010 should stay in the text.
LL:
 Drafting rule : deletion of " of 27 December 2001 on specific restrictive measures directed against certain persons and entities with a view to combating terrorism" is correct  BUT it should be "Council Regulation (EC) No 2580/2001"

	15. 
	Recital 5
	(5) In order to foster a coherent approach in the international context in the field of combating money laundering and terrorist financing, further Union action should take account of developments at that level, namely the International Standards on combating money-laundering and the financing of terrorism and proliferation adopted in 2012 by the FATF, and in particular Recommendation 16 and the revised interpretative note for its implementation.
	(5) In order to foster a coherent approach in the international context in the field of combating money laundering and terrorist financing, further Union action should take account of developments at that level, namely the International Standards on combating money-laundering and the financing of terrorism and proliferation adopted in 2012 by the FATF, and in particular Recommendation 16 and the revised interpretative note for its implementation.
	(5) In order to foster a coherent approach in the international context and increase the efficiency of the fight against money laundering and terrorist financing, further Union action should take account of developments at that level, namely the International Standards on Combating Money Laundering and the Financing of Terrorism and Proliferation adopted in 2012 by FATF, and in particular Recommendation 16 and the revised interpretative note for its implementation.
	(5) In order to foster a coherent approach in the international context inand increase the fieldefficiency of combatingthe fight against money laundering and terrorist financing, further Union action should take account of developments at that level, namely the International Standards on Combating Money- Laundering and the Financing of Terrorism and Proliferation adopted in 2012 by the FATF, and in particular Recommendation 16 and the revised interpretative note for its implementation.
	UK:

The UK does not support the EP additions.
NL:

EP text OK

	16. 
	Recital 5 a (new)
	
	
	(5a) Particular attention should be paid to the Union obligations set out in Article 208 TFEU in order to stem the increasing trend of money-laundering activities being moved from developed countries with stringent anti-money-laundering rules to developing countries where rules may be less stringent.
	(5a) Particular attention should be paid to the Union obligations set out in Article 208 TFEU in order to stem the increasing trend of money-laundering activities being moved from developed countries with stringent anti-money-laundering rules to developing countries where rules may be less stringent.
	UK:

The UK does not support this amendment because Article 208 of the TFEU states that “Union development cooperation policy shall have as its primary objective the reduction and, in the long term, the eradication of poverty”, which means the amendment seems to suggest that the ultimate aim of this Directive is poverty reduction.
BE:

We are not sure to understand very clearly what is meant by this new recital.

DE:

We do not support the EP proposal
NL:

EP text OK

	17. 
	Recital 6
	(6) The full traceability of transfers of funds can be a particularly important and valuable tool in the prevention, investigation and detection of money laundering or terrorist financing. It is therefore appropriate, in order to ensure the transmission of information throughout the payment chain, to provide for a system imposing the obligation on payment service providers to have transfers of funds accompanied by information on the payer and the payee.
	(6) The full traceability of transfers of funds can be a particularly important and valuable tool in the prevention, investigation and detection of money laundering or terrorist financing, as well as in the implementation of restrictive measures, in particular those imposed by the Regulations referred to in recital 4. It is therefore appropriate, in order to ensure the transmission of information throughout the payment chain, to provide for a system imposing the obligation on payment service providers to have transfers of funds accompanied by information on the payer and the payee.
	(6) The full traceability of transfers of funds can be a particularly important and valuable tool in the prevention, investigation and detection of money laundering or terrorist financing. It is therefore appropriate, in order to ensure the transmission of information throughout the payment chain, to provide for a system imposing the obligation on payment service providers to have transfers of funds accompanied by information on the payer and the payee which should be accurate and up to date. In that regard, it is essential for financial institutions to report adequate, accurate and up-to-date information with respect to transfers of funds carried out for their clients to enable the competent authorities to prevent money laundering and terrorist financing more effectively.
	(6) The full traceability of transfers of funds can be a particularly important and valuable tool in the prevention, investigation and detection of money laundering or terrorist financing, as well as in the implementation of restrictive measures, in particular those imposed by the Regulations referred to in recital 4.. It is therefore appropriate, in order to ensure the transmission of information throughout the payment chain, to provide for a system imposing the obligation on payment service providers to have transfers of funds accompanied by information on the payer and the payee. which should be accurate and up to date. In that regard, it is essential for financial institutions to report adequate, accurate and up-to-date information with respect to transfers of funds carried out for their clients to enable the competent authorities to prevent money laundering and terrorist financing more effectively.
	UK:

The UK does not support the EP amendment which goes beyond reporting suspicious transactions to cover all transactions which would be disproportionate.
ES:
Not in favour of the deletion to the reference to the Regulations on restrictive measures. We do support the reference to the need for accurate information, although for clarity reasons it would be refer not to “report” but to “include and transmit”
BE:

In our view, the reference to these restrictive measures could be useful and maintained.

For the sake of clarity, we suggest the following amendment to this addendum : “In that regard, in case of suspicion of money laundering or terrorism financing,, it is essential for financial institutions to report adequate, accurate and up-to-date information 

DE:

The amendments proposed by the EP cannot be supported.
NL:

We prefer the GA text and its reference to  implementation of restrictive measures, in particular those imposed by the Regulations referred to in recital 4.

In the EP text “financal institutions” should be replaced by “payment service providers” .

Also the reference to “reporting” (‘report adequate (...) information’) is incorrect and should be rephrased.

	18. 
	Recital 6 a (new)
	
	(6a) This Regulation should apply without prejudice to the restrictive measures imposed by Regulations based on Article 215 TFEU, such as those referred to in recital 4, which may require that payment service providers of payers and of payees, as well as those of intermediaries, take appropriate action to freeze certain funds or that they comply with specific restrictions concerning certain transfers of funds.
	
	(6a) This Regulation should apply without prejudice to the restrictive measures imposed by Regulations based on Article 215 TFEU, such as those referred to in recital 4, which may require that payment service providers of payers and of payees, as well as those of intermediaries, take appropriate action to freeze certain funds or that they comply with specific restrictions concerning certain transfers of funds.
	ES:
Do not support deletion of the references to the Regulations on restrictive measures.
BE:

This recital appears to be important and should be maintained. See our comments regarding art. 8 – para  1 – sub-para 1a (new) of the AMLR as proposed by the  EP.

DE:

Recital 6a (new) should be incorporated into the AMLR.
NL:

We prefer the GA text to stay in.
LL:
Drafting rule : in recitals we don't use "may" but "could" or "should be able to"

	19. 
	Recital 7
	(7) The provisions of this Regulation apply without prejudice to national legislation implementing Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data
. For example, personal data collected for the purpose of complying with this Regulation should not be further processed in a way inconsistent e with Directive 95/46/EC. In particular, further processing for commercial purposes should be strictly prohibited. The fight against money laundering and terrorist financing is recognised as an important public interest ground by all Member States. Hence, in the application of this Regulation, the transfer of personal data to a third country which does not ensure an adequate level of protection in the meaning of Article 25 of Directive 95/46/EC should be permitted according to Article 26 (d) of the same Directive.
	(7) The provisions of this Regulation apply without prejudice to national legislation implementing Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data
. For example, personal data collected for the purpose of complying with this Regulation should not be further processed in a way inconsistent […] with Directive 95/46/EC. In particular, further processing for commercial purposes should be strictly prohibited. The fight against money laundering and terrorist financing is recognised as an important public interest ground by all Member States. Hence, in the application of this Regulation, the transfer of personal data to a third country which does not ensure an adequate level of protection in the meaning of Article 25 of Directive 95/46/EC should be permitted according to Article 26(1)(d) of the same Directive.
	(7) The provisions of this Regulation apply without prejudice to national legislation transposing Directive 95/46/EC of the European Parliament and of the Council ▌
. For example, personal data collected for the purpose of complying with this Regulation should not be further processed in a way inconsistent with Directive 95/46/EC. In particular, further processing for commercial purposes should be strictly prohibited. The fight against money laundering and terrorist financing is recognised as an important public interest ground by all Member States. Hence, in the application of this Regulation, the transfer of personal data to a third country which does not ensure an adequate level of protection in the meaning of Article 25 of Directive 95/46/EC should be permitted in accordance with Article 26(d) of that Directive. It is important that payment service providers operating in multiple jurisdictions with branches or subsidiaries located outside the Union are not unreasonably prevented from sharing information about suspicious transactions within the same organisation. This is without prejudice to international agreements between the Union and third countries which aim to combat money laundering including appropriate safeguards for citizens ensuring an equivalent or adequate level of protection.
	(7) The provisions of this Regulation apply without prejudice to national legislation implementingtransposing Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data▌
. For example, personal data collected for the purpose of complying with this Regulation should not be further processed in a way inconsistent […] with Directive 95/46/EC. In particular, further processing for commercial purposes should be strictly prohibited. The fight against money laundering and terrorist financing is recognised as an important public interest ground by all Member States. Hence, in the application of this Regulation, the transfer of personal data to a third country which does not ensure an adequate level of protection in the meaning of Article 25 of Directive 95/46/EC should be permitted according to Article 26(1)(d) of the same Directive.in accordance with Article 26(d) of that Directive. It is important that payment service providers operating in multiple jurisdictions with branches or subsidiaries located outside the Union are not unreasonably prevented from sharing information about suspicious transactions within the same organisation. This is without prejudice to international agreements between the Union and third countries which aim to combat money laundering including appropriate safeguards for citizens ensuring an equivalent or adequate level of protection.
	ES:
The right reference seems to be 26.1. or 26.1.d). 

It is useful to clarify that   transfers of data to third countries should be permitted .However this is not very consistent with the strict regime of safeguards and authorizations in article 15.

Also, consistency with the obligation under the Directive to provide for exchanges of information within a group should be ensured.
DE:

The amendments proposed by the EP can be supported. Payment providers should be allowed to communicate and share information within the group. 
NL:

“implementing” is more correct than “transposing”

The EP text “it is important (...) level of protection” is better placed as a recital in the AMLD.
LL:
Delete "the provisions of" 

The changes proposed by EP  on page 16 correspond to drafting rules 

Suggestion : normally there is no direct references to Articles in recitals…instead the title of the corresponding Article could be used

	20. 
	Recital 8
	(8) Persons who merely convert paper documents into electronic data and are acting under a contract with a payment service provider do not fall within the scope of this Regulation; the same applies to any natural or legal person who provides payment service providers solely with messaging or other support systems for transmitting funds or with clearing and settlement systems.
	(8) Persons who merely convert paper documents into electronic data and are acting under a contract with a payment service provider do not fall within the scope of this Regulation; the same applies to any natural or legal person who provides payment service providers solely with messaging or other support systems for transmitting funds or with clearing and settlement systems.
	(8) Persons who merely convert paper documents into electronic data and are acting under a contract with a payment service provider do not fall within the scope of this Regulation; the same applies to any natural or legal person who provides payment service providers solely with messaging or other support systems for transmitting funds or with clearing and settlement systems.
	(8) Persons who merely convert paper documents into electronic data and are acting under a contract with a payment service provider do not fall within the scope of this Regulation; the same applies to any natural or legal person who provides payment service providers solely with messaging or other support systems for transmitting funds or with clearing and settlement systems.
	

	21. 
	Recital 9
	(9) It is appropriate to exclude from the scope of this Regulation transfers of funds that represent a low risk of money laundering or terrorist financing. Such exclusions should cover credit or debit cards, mobile telephones or other digital or information technology (IT) devices, Automated Teller Machine (ATM) withdrawals, payments of taxes, fines or other levies, and transfers of funds where both the payer and the payee are payment service providers acting on their own behalf. In addition, in order to reflect the special characteristics of national payment systems, Member States may exempt electronic giro payments, provided that it is always possible to trace the transfer of funds back to the payer. However, there must be no exemption when a debit or credit card, a mobile telephone or other digital or IT prepaid or postpaid device is used in order to effect a person-to-person transfer.
	(9) In addition to the exclusion from the scope of this Regulation of transfers of funds corresponding to payment services referred to in points (a) to (m) and (o) of Article 3 of the Directive 2007/64/EC of the European Parliament and of the Council
, it is appropriate to also exclude transfers of funds that represent a low risk of money laundering or terrorist financing. Such exclusions should cover payment cards, e-money instruments, mobile telephones or other digital or information technology (IT) prepaid or postpaid devices with similar characteristics, exclusively used for the purchase of goods or services, Automated Teller Machine (ATM) withdrawals, payments of taxes, fines or other levies, truncated cheques and transfers of funds where both the payer and the payee are payment service providers acting on their own behalf. In addition, in order to reflect the special characteristics of national payment systems, Member States should be able to exempt certain domestic low-value transfers of funds used for the purchase of goods or services, provided that it is always possible to trace the transfer of funds back to the payer. However, there must be no exemption when a payment card, an e-money instrument, a mobile telephone or other digital or IT prepaid or postpaid device with similar characteristics is used in order to effect a  person-to-person transfer.
	(9) It is appropriate to exclude from the scope of this Regulation transfers of funds that represent a low risk of money laundering or terrorist financing. Such exclusions should cover credit or debit cards, mobile telephones or other digital or information technology (IT) devices, automated teller machine withdrawals, payments of taxes, fines or other levies, and transfers of funds where both the payer and the payee are payment service providers acting on their own behalf. In addition, in order to reflect the special characteristics of national payment systems, Member States may exempt electronic giro payments, provided that it is always possible to trace the transfer of funds back to the payer, as well as transfers of funds carried out through cheque image exchanges or bills of exchange. However, there must be no exemption when a debit or credit card, a mobile telephone or other digital or IT prepaid or postpaid device is used in order to effect a person-to-person transfer. Taking into account the dynamically evolving technological progress, consideration should be given to extend the scope of the Regulation to e-money and other new payment methods.
	(9) In addition to the exclusion from the scope of this Regulation of transfers of funds corresponding to payment services referred to in points (a) to (m) and (o) of Article 3 of the Directive 2007/64/EC of the European Parliament and of the Council
, it is appropriate to also exclude(9) It is appropriate to exclude from the scope of this Regulation transfers of funds that represent a low risk of money laundering or terrorist financing. Such exclusions should cover paymentcredit or debit cards, e-money instruments, mobile telephones or other digital or information technology (IT) prepaid or postpaid devices with similar characteristics, exclusively used for the purchase of goods or services, Automated Teller Machine (ATM), automated teller machine withdrawals, payments of taxes, fines or other levies, truncated cheques and transfers of funds where both the payer and the payee are payment service providers acting on their own behalf. In addition, in order to reflect the special characteristics of national payment systems, Member States should be able tomay exempt certain domestic low-value transfers of funds used for the purchase of goods or serviceselectronic giro payments, provided that it is always possible to trace the transfer of funds back to the payer., as well as transfers of funds carried out through cheque image exchanges or bills of exchange. However, there must be no exemption when a paymentdebit or credit card, an e-money instrument, a mobile telephone or other digital or IT prepaid or postpaid device with similar characteristics is used in order to effect a  person-to-person transfer. Taking into account the dynamically evolving technological progress, consideration should be given to extend the scope of the Regulation to e-money and other new payment methods.
	LV:

We support Council text.
UK:

The Council text is preferable here. The same information is transmitted whether on paper or digitally, so there is no reason to exempt digitised cheques or bills of exchange.
BE:

In our view, this addendum made by the Council should be maintained: see our comment regarding Art. 3 – para 1 a (new) of the AMLR as proposed by the Council.

This list of exclusions should be completely in line with the list of exclusions as it will be finally retained in art. 3 – para 2 – of the AMLR

NL:

We prefer the GA text.

Also, the EP text seems to imply that e-money will be included in the regulation at a later stage, while it is in fact already in there. 

The “cheque image exchanges or bills of exchange” are only referred to in the recitals. We suggest to leave these out,.
LL:
Suggestion : normally there is no direct references to Articles in recitals…instead the title of the corresponding Article could be used

Should be able to is the correct term for recitals (instead of "may")

	22. 
	Recital 10
	(10) In order not to impair the efficiency of payment systems, the verification requirements for transfers of funds made from an account should be separate from those for transfers of funds not made from an account. In order to balance the risk of driving transactions underground by imposing overly strict identification requirements against the potential terrorist threat posed by small transfers of funds, the obligation to check whether the information on the payer is accurate should, in the case of transfers of funds not made from an account, be imposed only in respect of individual transfers of funds that exceed EUR 1 000,. For transfers of funds made from an account, payment service providers should not be required to verify information on the payer accompanying each transfer of funds, where the obligations under Directive [xxxx/yyyy] have been met.
	(10) In order not to impair the efficiency of payment systems, and in order to balance the risk of driving transactions underground by imposing overly strict identification requirements against the potential terrorist threat posed by small transfers of funds, the obligation to check whether the information on the payer or the payee is accurate should, in the case of transfers of funds where verification has not yet taken place, be imposed only in respect of individual transfers of funds that exceed EUR 1 000, unless the transfer appears to be linked to other transfers of funds which together would exceed EUR 1 000, or the funds have been received in cash or in anonymous electronic money or where there is a suspicion of money laundering or terrorist financing. For transfers of funds where verification is deemed to have taken place, payment service providers should not be required to verify information on the payer or the payee accompanying each transfer of funds, provided that the obligations under Directive [xxxx/yyyy] have been met.
	(10) Payment service providers should ensure that the information on the payer and the payee is not missing or incomplete. In order not to impair the efficiency of payment systems, the verification requirements for transfers of funds made from an account should be separate from those for transfers of funds not made from an account. In order to balance the risk of driving transactions underground by imposing overly strict identification requirements against the potential terrorist threat posed by small transfers of funds, the obligation to check whether the information on the payer is accurate should, in the case of transfers of funds not made from an account, be restricted to the name of the payer for individual transfers of funds of up to EUR 1 000. For transfers of funds made from an account, payment service providers should not be required to verify information on the payer accompanying each transfer of funds where the obligations under Directive …/…/EU( have been met.
	(10)(10) Payment service providers should ensure that the information on the payer and the payee is not missing or incomplete. In order not to impair the efficiency of payment systems, andthe verification requirements for transfers of funds made from an account should be separate from those for transfers of funds not made from an account. In order to balance the risk of driving transactions underground by imposing overly strict identification requirements against the potential terrorist threat posed by small transfers of funds, the obligation to check whether the information on the payer or the payee is accurate should, in the case of transfers of funds where verification has not yet taken placenot made from an account, be imposed only in respectrestricted to the name of the payer for individual transfers of funds that exceedof up to EUR 1 000, unless the transfer appears to be linked to other transfers of funds which together would exceed EUR 1 000, or the funds have been received in cash or in anonymous electronic money or where there is a suspicion of money laundering or terrorist financing.. For transfers of funds where verification is deemed to have taken placemade from an account, payment service providers should not be required to verify information on the payer or the payee accompanying each transfer of funds, provided that  where the obligations under Directive [xxxx/yyyy]…/…/EU( have been met.
	UK:

The UK supports the Council text which goes further than the EP text.
ES:
We welcome the initial addition by the EP. 

On the verification of information, we much prefer the simpler and more straightforward drafting by the EP, calling for at least ID verification for all transfers that are not made from an account. However what it is not acceptable in the EP proposal is the deletion of the “payees”.  

However, article 6.2. para. 2 is inconsistent with this recital and should therefore be amended. 

. 
BE:

Obviously, this recital should explain correctly the exclusion of the exemption in case of transfer of cash money as foreseen by the Council, if this exclusion is confirmed. 

DE:

The Council text version includes a number of editorial changes and clarifications that should be retained.
FR:

The French authorities support the exclusion of identity’s  verification exemption, without any threshold, when the transfers of funds  have been received in cash or in anonymous electronic money or where there is a suspicion of money laundering or terrorist financing (cf words highlighted in yellow)
NL:

It is difficult to comment on this recital as a change in the text of the articles will have to be reflected 

	23. 
	Recital 11
	(11) Against the background of the Union payment legislation - Regulation (EC) No 924/2009 of the European Parliament and of the Council of 16 September 2009 on cross-border payments in the Community
, Regulation (EU) No 260/2012 of the European Parliament and of the Council of 14 March 2012 establishing technical and business requirements for credit transfers and direct debits in euro
 and Directive 2007/64/EC of the European Parliament and of the Council of 13 November 2007 on payment services in the internal market
 - it is sufficient to provide for simplified information on the payer to accompany transfers of funds within the Union.
	(11) Without prejudice to the Union payment legislation - Regulation (EC) No 924/2009 of the European Parliament and of the Council of 16 September 2009 on cross-border payments in the Community
, Regulation (EU) No 260/2012 of the European Parliament and of the Council of 14 March 2012 establishing technical and business requirements for credit transfers and direct debits in euro
 and Directive 2007/64/EC […] - it is sufficient to provide for the account number(s) or a unique transaction identifier only to accompany transfers of funds within the Union.
	(11) Against the background of the Union payment legislative acts – Regulation (EC) No 924/2009 of the European Parliament and of the Council
, Regulation (EU) No 260/2012 of the European Parliament and of the Council
 and Directive 2007/64/EC of the European Parliament and of the Council
 – it is sufficient to provide for simplified information on the payer to accompany transfers of funds within the Union.
	(11) Without prejudice toAgainst the background of the Union payment legislation -legislative acts – Regulation (EC) No 924/2009 of the European Parliament and of the Council of 16 September 2009 on cross-border payments in the Community
, Regulation (EU) No 260/2012 of the European Parliament and of the Council of 14 March 2012 establishing technical and business requirements for credit transfers and direct debits in euro
 and Directive 2007/64/EC […] -of the European Parliament and of the Council
 – it is sufficient to provide for the account number(s) or a unique transaction identifier onlysimplified information on the payer to accompany transfers of funds within the Union.
	NL:

We prefer the GA text
LL:
The Treaty uses the wording "legislative act"+

Deletion of dates/ full titles is correct and for  Directive 2007/64/EC Council version is correct

	24. 
	Recital 12
	(12) In order to allow the authorities responsible for combating money laundering or terrorist financing in third countries to trace the source of funds used for those purposes, transfers of funds from the Union to outside the Union should carry complete information on the payer and the payee. Those authorities should be granted access to complete information on the payer only for the purposes of preventing, investigating and detecting money laundering or terrorist financing.
	(12) In order to allow the authorities responsible for combating money laundering or terrorist financing in third countries to trace the source of funds used for those purposes, transfers of funds from the Union to outside the Union should carry complete information on the payer and the payee. Those authorities should be granted access to complete information on the payer and the payee only for the purposes of preventing, investigating and detecting money laundering or terrorist financing.
	(12) In order to allow the authorities responsible for combating money laundering or terrorist financing in third countries to trace the source of funds used for those purposes, transfers of funds from the Union to outside the Union should carry complete information on the payer and the payee. Those authorities should be granted access to complete information on the payer only for the purposes of preventing, investigating and detecting money laundering or terrorist financing.
	(12) In order to allow the authorities responsible for combating money laundering or terrorist financing in third countries to trace the source of funds used for those purposes, transfers of funds from the Union to outside the Union should carry complete information on the payer and the payee. Those authorities should be granted access to complete information on the payer and the payee only for the purposes of preventing, investigating and detecting money laundering or terrorist financing.
	LV:

We support proposal of Council which comply with FATF recommendation No 16.

UK:

The UK would prefer the Council text. Not clear why access to payee info should be restricted.
ES:
We do not understand the reasons of the deletion of the payee. It is undoubtedly valuable information for competent authorities.
DE:

The proposed amendment was missing in original text.
NL:

We prefer the GA text

	25. 
	Recital 12 a (new)
	
	
	(12a) The authorities responsible for combating money laundering and terrorist financing, and relevant judicial and law enforcement agencies in the Member States, should intensify cooperation with each other and with relevant third-country authorities, including those in developing countries, in order further to strengthen transparency, the sharing of information and best practices. The Union should support capacity-building programmes in developing countries to facilitate such cooperation. Systems for collecting evidence and making available data and information relevant to the investigation of offences should be improved without in any way infringing the principles of subsidiarity or proportionality, or fundamental rights, in the Union.
	(12a) The authorities responsible for combating money laundering and terrorist financing, and relevant judicial and law enforcement agencies in the Member States, should intensify cooperation with each other and with relevant third-country authorities, including those in developing countries, in order further to strengthen transparency, the sharing of information and best practices. The Union should support capacity-building programmes in developing countries to facilitate such cooperation. Systems for collecting evidence and making available data and information relevant to the investigation of offences should be improved without in any way infringing the principles of subsidiarity or proportionality, or fundamental rights, in the Union.
	ES:
We don´t disagree in substance with the EP, but we wonder whether this Regulation is the place for this or it would be rather be the Directive. 
BE:

This new recital proposed by the EP seems to express a political statement that has no concrete translation in the provisions of the Regulation : we thus have doubt about its usefulness 

NL:

We can agree with the EP text if “should” is replaced by “shall endeavour to” (less strict) 

	26. 
	Recital 12 b (new)
	
	
	(12b) The payment service providers of the payer, the payee and the intermediary service providers should have in place appropriate technical and organisational measures to protect personal data against accidental loss, alteration, unauthorised disclosure or access.
	(12b) The payment service providers of the payer, the payee and the intermediary service providers should have in place appropriate technical and organisational measures to protect personal data against accidental loss, alteration, unauthorised disclosure or access.
	UK:

The Council text is preferable because the EP language is outside the scope of the regulation.
ES:
We understand this is already requested by the EU DP legislation. Therefore, its mention here is redundant and unnecessary. In any case, we guess that the scope of data that should be protected is wider than those affected by this Regulation. 
BE:

We suggest introducing in this proposed recital the reference to the EU Privacy legal acts.

DE:

We do not support the EP text.
NL:

EP text is oK
LL:
To follow the order of the Articles, it seems that this recital should be moved after recital 21…

	27. 
	Recital 13
	(13) For transfers of funds from a single payer to several payees to be sent in an inexpensive way in batch files containing individual transfers from the Union to outside the Union, provision should be made for such individual transfers to carry only the account number of the payer or his unique transaction identifier provided that complete information on the payer and the payee is contained in the batch file.
	(13) For transfers of funds from a single payer to several payees to be sent in […] batch files containing individual transfers from the Union to outside the Union, provision should be made for such individual transfers to carry only the account number of the payer or the unique transaction identifier, as well as complete information on the payee, provided that the batch file contains complete information on the payer that is verified for accuracy and complete information on the payee that is fully traceable.
	(13) For transfers of funds from a single payer to several payees to be sent in an inexpensive way in batch files containing individual transfers from the Union to outside the Union, provision should be made for such individual transfers to carry only the account number of the payer or the payer’s unique transaction identifier provided that complete information on the payer and the payee is contained in the batch file.
	(13) For transfers of funds from a single payer to several payees to be sent in […]an inexpensive way in batch files containing individual transfers from the Union to outside the Union, provision should be made for such individual transfers to carry only the account number of the payer or the payer’s unique transaction identifier, as well as complete information on the payee, provided that the batch file contains complete information on the payer thatand the payee is verified for accuracy and complete information on the payee that is fully traceablecontained in the batch file.
	LV:

We can support amendment.
ES:
Again the deletion of the “complete” information on the payee is not justified.
BE:

The clarifications introduced by the council seem to be useful and should be retained.

DE:

We do not support the phrase “in an inexpensive way” proposed by the EP. The price of the service/ transfer is not a matter of the AMLR.
NL:

We prefer the GA text

	28. 
	Recital 14
	(14) In order to check whether the required information on the payer and the payee accompanies transfers of funds, and to help to identify suspicious transactions, the payment service provider of the payee and the intermediary payment service provider should have effective procedures in place in order to detect whether information on the payer and the payee is missing.
	(14) In order to check whether the required information on the payer and the payee accompanies transfers of funds, and to help to identify suspicious transactions, the payment service provider of the payee and the intermediary payment service provider should have effective procedures in place in order to detect whether information on the payer and the payee is missing. These procedures may include post-event monitoring or real-time monitoring where feasible.
	(14) In order to check whether the required information on the payer and the payee accompanies transfers of funds, and to help to identify suspicious transactions, the payment service provider of the payee and the intermediary payment service provider should have effective procedures in place in order to detect whether information on the payer and the payee is missing or incomplete, in particular if numerous payment services are involved to improve the traceability of transfers of funds. Effective checks that the information is available and complete, in particular where several payment service providers are involved, can help make investigation procedures less time consuming and more effective, which, in turn, improves the traceability of transfers of funds. Competent authorities in the Member States should thus ensure that payment service providers include the required transaction information with the wire transfer or related message throughout the payment chain.
	(14) In order to check whether the required information on the payer and the payee accompanies transfers of funds, and to help to identify suspicious transactions, the payment service provider of the payee and the intermediary payment service provider should have effective procedures in place in order to detect whether information on the payer and the payee is missing. These procedures may include post-event monitoring or real-time monitoring where feasible. or incomplete, in particular if numerous payment services are involved to improve the traceability of transfers of funds. Effective checks that the information is available and complete, in particular where several payment service providers are involved, can help make investigation procedures less time consuming and more effective, which, in turn, improves the traceability of transfers of funds. Competent authorities in the Member States should thus ensure that payment service providers include the required transaction information with the wire transfer or related message throughout the payment chain.
	UK:

The UK does not support the EP text which suggests MS mandating outside their jurisdiction.
BE:

No objection against the addendum proposed by the EP. However, that proposed by the Council should also be retained.

DE:

The changes proposed by the EP can be supported

NL:

We prefer the GA text. The EP text is rather unintelligible.

	29. 
	Recital 15
	(15) Owing to the potential terrorist financing threat posed by anonymous transfers, it is appropriate to require payment service providers to request information on the payer and the payee. In line with the risk based approach developed by FATF, it is appropriate to identify areas of higher and lower risk with a view to better targeting money laundering and terrorist financing risks. Accordingly, the payment service provider of the payee and the intermediary service provider should establish effective risk-based procedures for cases where a transfer of funds lacks the required payer and payee information, in order to decide whether to execute, reject or suspend that transfer and what appropriate follow-up action to take. Where the payment service provider of the payer is established outside the territory of the Union, enhanced customer due diligence should be applied, in accordance with Directive [xxxx/yyyy], in respect of cross-border correspondent banking relationships with that payment service provider.
	(15) Owing to the potential terrorist financing threat posed by anonymous transfers, it is appropriate to require payment service providers to request information on the payer and the payee. In line with the risk based approach developed by FATF, it is appropriate to identify areas of higher and lower risk with a view to better targeting money laundering and terrorist financing risks. Accordingly, the payment service provider of the payee and the intermediary service provider should have effective risk-based procedures for cases where a transfer of funds lacks the required payer or payee information, in order to decide whether to execute, reject or suspend that transfer and what appropriate follow-up action to take. […]
	(15) Owing to the potential terrorist financing threat posed by anonymous transfers, it is appropriate to require payment service providers to request information on the payer and the payee. In line with the risk-based approach developed by FATF, it is appropriate to identify areas of higher and lower risk with a view to better targeting money laundering and terrorist financing risks. Accordingly, the payment service provider of the payee and the intermediary service provider should establish effective risk-based procedures and assess and weigh risks so that resources can be explicitly steered towards high-risk areas of money laundering. Such effective risk-based procedures for cases where a transfer of funds lacks the required payer and payee information will help payment service providers to decide more effectively whether to execute, reject or suspend that transfer and what appropriate follow-up action to take. Where the payment service provider of the payer is established outside the territory of the Union, enhanced customer due diligence should be applied, in accordance with Directive …/…/EU(, in respect of cross-border correspondent banking relationships with that payment service provider.
	(15) Owing to the potential terrorist financing threat posed by anonymous transfers, it is appropriate to require payment service providers to request information on the payer and the payee. In line with the risk -based approach developed by FATF, it is appropriate to identify areas of higher and lower risk with a view to better targeting money laundering and terrorist financing risks. Accordingly, the payment service provider of the payee and the intermediary service provider should haveestablish effective risk-based procedures and assess and weigh risks so that resources can be explicitly steered towards high-risk areas of money laundering. Such effective risk-based procedures for cases where a transfer of funds lacks the required payer orand payee information, in order will help payment service providers to decide more effectively whether to execute, reject or suspend that transfer and what appropriate follow-up action to take. […]Where the payment service provider of the payer is established outside the territory of the Union, enhanced customer due diligence should be applied, in accordance with Directive …/…/EU(, in respect of cross-border correspondent banking relationships with that payment service provider.
	UK:

The UK does not support the EP text which repeats requirements laid down in the AMD and risks confusion.  The specifying of correspondent banking relationships also implies the exclusion of everything else.
BE:

This addendum should not be retained: this is not a case of correspondent banking, and even if there is a correspondent banking relationship between both PSPs, the EDD required by the AMLD does not include a systematic examination of each single payment received from the sending PSP

NL:

EP text is OK

PL:

PL objects the EP’s proposal to automatically commence the ECDD procedure in regard to the PSP of the payer situated outside the EU.
LL:
Suggestion : "established outside the Union"  reference to "the territory" seems not necessary…

	30. 
	Recital 16
	(16) The payment service provider of the payee and the intermediary payment service provider should exercise special vigilance, assessing the risks, when it becomes aware that information on the payer and the payee is missing or incomplete and should report suspicious transactions to the competent authorities, in accordance with the reporting obligations set out in Directive [xxxx/yyyy] and national implementing measures.
	(16) The payment service provider of the payee and the intermediary payment service provider should exercise special vigilance, assessing the risks, when it becomes aware that information on the payer or the payee is missing or incomplete and should report suspicious transactions to the competent authorities, in accordance with the reporting obligations set out in Directive [xxxx/yyyy] and national implementing measures.
	(16) The payment service provider of the payee and the intermediary payment service provider should exercise special vigilance, assessing the risks, when it becomes aware that information on the payer and the payee is missing or incomplete and should report suspicious transactions to the competent authorities, in accordance with the reporting obligations set out in Directive …/…/EU( and national transposition measures.
	(16) The payment service provider of the payee and the intermediary payment service provider should exercise special vigilance, assessing the risks, when it becomes aware that information on the payer orand the payee is missing or incomplete and should report suspicious transactions to the competent authorities, in accordance with the reporting obligations set out in Directive [xxxx/yyyy]…/…/EU( and national implementingtransposition measures.
	LV:

We support Council text – using “or”.
BE:

“or” is correct instead of “and”

More substantial, this recital appears to us not being fully in line with the provision of the Regulation and the AMLD. For the sake of accuracy and clarity, we suggest the following slight amendment : “The payment service provider of the payee and the intermediary payment service provider should exercise special vigilance, assessing the risks, when it becomes aware that information on the payer or the payee is missing or incomplete. Where the analysis of the cases raise suspicion of money laundering or terrorism financing, they  and should report these suspicious transactions to the competent authorities in accordance with  …”
DE:

The editorial change proposed by the Council must be kept.
LL:
We speak about transposition for a Directive

	31. 
	Recital 17
	(17) The provisions on transfers of funds where information on the payer or the payee is missing or incomplete apply without prejudice to any obligations on payment service providers and the intermediary payment service providers to suspend and/or reject transfers of funds which violate provisions of civil, administrative or criminal law.
	(17) The provisions on transfers of funds where information on the payer or the payee is missing or incomplete apply without prejudice to any obligations on payment service providers and the intermediary payment service providers to suspend and/or reject transfers of funds which violate provisions of civil, administrative or criminal law.
	(17) The provisions on transfers of funds where information on the payer or the payee is missing or incomplete apply without prejudice to any obligations on payment service providers and the intermediary payment service providers to suspend or reject transfers of funds which violate provisions of civil, administrative or criminal law. The need for identity information on payer or the payee of individuals, legal persons, trusts, foundations, mutual societies, holdings and similar existing or future legal arrangements is a key factor in tracing criminals who might otherwise hide their identity behind corporate structure.  
	(17) The provisions on transfers of funds where information on the payer or the payee is missing or incomplete apply without prejudice to any obligations on payment service providers and the intermediary payment service providers to suspend and/or reject transfers of funds which violate provisions of civil, administrative or criminal law. The need for identity information on payer or the payee of individuals, legal persons, trusts, foundations, mutual societies, holdings and similar existing or future legal arrangements is a key factor in tracing criminals who might otherwise hide their identity behind corporate structure.  
	BE:

We don’t see what is the added value of this addendum at this point of the reasoning: we are not sure it should be retained.

DE:

The editorial change proposed by the Council must be kept.

The changes provided by the EP cannot be supported.
NL:

We prefer the GA text. 

The EP text is rather unintelligible. We do not understand “identity information on payer or the payee of individuals (...) legal arrangements”
LL:
Suggestion 1: person 

Suggestion 2: "suspend or reject" according to national of Union law? need to specify… 

	32. 
	Recital 17 a (new)
	
	(17a) With the aim of assisting payment service providers to put effective procedures in place in order to detect cases where they receive transfers of funds with missing or incomplete payer or payee information and to take follow-up actions, European Supervisory Authority (European Banking Authority) (hereinafter ‘EBA’), established by Regulation (EU) No 1093/2010 of the European Parliament and of the Council
, European Supervisory Authority (European Insurance and Occupational Pensions Authority) (hereinafter ‘EIOPA’), established by Regulation (EU) No 1094/2010 of the European Parliament and of the Council
, and European Supervisory Authority (European Securities and Markets Authority) (hereinafter ‘ESMA’), established by Regulation (EU) No 1095/2010 of the European Parliament and of the Council
, should publish guidelines on this matter.
	
	(17a) With the aim of assisting payment service providers to put effective procedures in place in order to detect cases where they receive transfers of funds with missing or incomplete payer or payee information and to take follow-up actions, European Supervisory Authority (European Banking Authority) (hereinafter ‘EBA’), established by Regulation (EU) No 1093/2010 of the European Parliament and of the Council
, European Supervisory Authority (European Insurance and Occupational Pensions Authority) (hereinafter ‘EIOPA’), established by Regulation (EU) No 1094/2010 of the European Parliament and of the Council
, and European Supervisory Authority (European Securities and Markets Authority) (hereinafter ‘ESMA’), established by Regulation (EU) No 1095/2010 of the European Parliament and of the Council
, should publish guidelines on this matter.
	UK:

The UK does not support the EP deletion here (or the replacement text in amendment 61 – Article 22).
BE:

This new recital added by the Council is in line with Art. 24 a (new) – para 1 introduced by the Council: it should be retained.

IE:

Ireland – check if possible why this has been removed.

Original COM version envisaged EGMLTF would provide guidance

 “ Article 23 Committee procedure

1.           The Commission shall be assisted by the Committee on the Prevention of Money Laundering and Terrorist Financing, hereinafter referred to as ‘the Committee’. The Committee shall be a committee within the meaning of Regulation (EU) No 182/2011.”

What is rationale for conferring on ESAs
NL:

EP text is OK

PL:

PL notices the added value of guidelines issued  by the ESAs.
LL:
Term "hereinafter" should be deleted

	33. 
	Recital 18
	(18) Until technical limitations that may prevent intermediary payment service providers from satisfying the obligation to transmit all the information they receive on the payer are removed, those intermediary payment service providers should keep records of that information. Such technical limitations should be removed as soon as payment systems are upgraded.
	[…]
	(18) Until technical limitations that may prevent intermediary payment service providers from satisfying the obligation to transmit all the information they receive on the payer are removed, those intermediary payment service providers should keep records of that information. Such technical limitations should be removed as soon as payment systems are upgraded. In order to overcome technical limitations, the use of the SEPA credit transfer scheme could be encouraged in interbank transfers between Member States and third countries.
	[…](18) Until technical limitations that may prevent intermediary payment service providers from satisfying the obligation to transmit all the information they receive on the payer are removed, those intermediary payment service providers should keep records of that information. Such technical limitations should be removed as soon as payment systems are upgraded. In order to overcome technical limitations, the use of the SEPA credit transfer scheme could be encouraged in interbank transfers between Member States and third countries.
	UK:

The UK does not support the EP text which is too detailed. We support the Council deletion of this Recital.
BE:

This recital should be deleted : see comments on Art. 14 that is deleted in the Council general approach.
DE:

Recital 18 should be deleted. As it was established in Council working group discussions intermediary payment service provider have sufficient technical facilities nowadays to forward and receive the complete set of information. Therefore the exception should be annulled.

NL:

In Council it was agreed we would no longer need the provisions on technical limitations.

The additional text on SEPA may be somewhat problematic as it regards transfers between MS and third countries.
PL:

Please note the comments to the art. 14.

LL:
Suggestion : instead of referring to SEPA, a reference to the legal act would be appropriate (previously done in other financial related texts this year)

	34. 
	Recital 19
	(19) Since in criminal investigations it may not be possible to identify the data required or the individuals involved until many months, or even years, after the original transfer of funds and in order to be able to have access to essential evidence in the context of investigations, it is appropriate to require payment service providers to keep records of information on the payer and the payee for the purposes of preventing, investigating and detecting money laundering or terrorist financing. This period should be limited.
	(19) Since in criminal investigations it may not be possible to identify the data required or the individuals involved until many months, or even years, after the original transfer of funds and in order to be able to have access to essential evidence in the context of investigations, it is appropriate to require payment service providers to keep records of information on the payer and the payee for the purposes of preventing, investigating and detecting money laundering or terrorist financing. This period should be limited.
	(19) Since in criminal investigations it may not be possible to identify the data required or the individuals involved until many months, or even years, after the original transfer of funds and in order to be able to have access to essential evidence in the context of investigations, it is appropriate to require payment service providers to keep records of information on the payer and the payee for the purposes of preventing, investigating and detecting money laundering or terrorist financing. This period should be limited to five years, after which all personal data should be deleted, unless national law provides otherwise. Further retention should be permitted only if necessary for the prevention, detection or investigation of money laundering and terrorist financing and should not exceed ten years. Payment service providers should ensure that data retained under this Regulation is used only for the purposes described herein.
	(19) Since in criminal investigations it may not be possible to identify the data required or the individuals involved until many months, or even years, after the original transfer of funds and in order to be able to have access to essential evidence in the context of investigations, it is appropriate to require payment service providers to keep records of information on the payer and the payee for the purposes of preventing, investigating and detecting money laundering or terrorist financing. This period should be limited.This period should be limited to five years, after which all personal data should be deleted, unless national law provides otherwise. Further retention should be permitted only if necessary for the prevention, detection or investigation of money laundering and terrorist financing and should not exceed ten years. Payment service providers should ensure that data retained under this Regulation is used only for the purposes described herein.
	UK:

The UK does not support the EP’s proposed time limitations which should be left to national authorities to comply with national provisions. 
ES:
We strongly support the Council position on DP. The EP restricts retention period in a way that might seriously jeopardise criminal investigations. This is obvious in the corresponding articles.
DE:

We support the council text.
NL:

EP text is OK.

	35. 
	Recital 20
	(20) To enable prompt action to be taken in the fight against terrorism, payment service providers should respond promptly to requests for information on the payer from the authorities responsible for combating money laundering or terrorist financing in the Member State where they are established.
	(20) To enable prompt action to be taken in the fight against money laundering and the financing of terrorism, payment service providers should respond promptly to requests for information on the payer and the payee from the authorities responsible for combating money laundering or terrorist financing in the Member State where they are established.
	(20) To enable prompt action to be taken in the fight against terrorism, payment service providers should respond promptly to requests for information on the payer from the authorities responsible for combating money laundering or terrorist financing in the Member State where they are established.
	(20) To enable prompt action to be taken in the fight against money laundering and the financing of terrorism, payment service providers should respond promptly to requests for information on the payer and the payee from the authorities responsible for combating money laundering or terrorist financing in the Member State where they are established.
	UK:

The UK would like to resist this restrictive EP amendment.
ES:
The information accompanying wire transfers is also useful for ML purposes. The deletion of the payee is again not justified.
BE:

Insertions made by the Council seem useful and should be maintained.

DE:

The editorial changes provided by the Council should be kept.
NL:

We prefer the GA text. It is more accurate

	36. 
	Recital 21
	(21) The number of working days in the Member State of the payment service provider of the payer determines the number of days to respond to requests for information on the payer.
	(21) The number of working days in the Member State of the payment service provider of the payer determines the number of days to respond to requests for information on the payer.
	(21) The number of working days in the Member State of the payment service provider of the payer determines the number of days to respond to requests for information on the payer.
	(21) The number of working days in the Member State of the payment service provider of the payer determines the number of days to respond to requests for information on the payer.
	LL:
Is there a corresponding Article?

	37. 
	Recital 22
	(22) In order to improve compliance with the requirements of this Regulation and following the Commission Communication of 9 December 2010 entitled 'Reinforcing sanctioning regimes in the financial services sector'
, the power to adopt supervisory measures and the sanctioning powers of competent authorities should be enhanced. Administrative sanctions should be foreseen and, given the importance of the fight against money laundering and terrorist financing, Member States should lay down sanctions that are effective, proportionate and dissuasive. Member States should notify the Commission thereof, as well as the European Supervisory Authority (European Banking Authority) (hereinafter ‘EBA’), established by Regulation (EU) No 1093/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Banking Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/78/EC; the European Supervisory Authority (European Insurance and Occupational Pensions Authority) (hereinafter ‘EIOPA’), established by Regulation (EU) No 1094/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Insurance and Occupational Pensions Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/79/EC; and the European Supervisory Authority (European Securities and Markets Authority) (hereinafter ‘ESMA’), established by Regulation (EU) No 1095/2010 of the European Parliament and of the Council of 24 November 2010 establishing a European Supervisory Authority (European Securities and Markets Authority), amending Decision No 716/2009/EC and repealing Commission Decision 2009/77/EC.
	(22) In order to improve compliance with the requirements of this Regulation and following the Commission Communication of 9 December 2010 entitled 'Reinforcing sanctioning regimes in the financial services sector'
, the power to adopt supervisory measures and the sanctioning powers of competent authorities should be enhanced. Administrative sanctions should be foreseen and, given the importance of the fight against money laundering and terrorist financing, Member States should lay down sanctions that are effective, proportionate and dissuasive. Member States should notify the Commission thereof, as well as EBA, EIOPA and ESMA.
	(22) In order to improve compliance with the requirements of this Regulation and in accordance with the Commission Communication of 9 December 2010 entitled 'Reinforcing sanctioning regimes in the financial services sector', the power to adopt supervisory measures and the sanctioning powers of competent authorities should be enhanced. Administrative sanctions should be provided for and, given the importance of the fight against money laundering and terrorist financing, Member States should lay down sanctions that are effective, proportionate and dissuasive. Member States should notify the Commission thereof, as well as the European Supervisory Authority (European Banking Authority) (‘EBA’), established by Regulation (EU) No 1093/2010 of the European Parliament and of the Council 
, the European Supervisory Authority (European Insurance and Occupational Pensions Authority) (‘EIOPA’), established by Regulation (EU) No 1094/2010 of the European Parliament and of the Council
, and the European Supervisory Authority (European Securities and Markets Authority) (‘ESMA’), established by Regulation (EU) No 1095/2010 of the European Parliament and of the Council
.
	(22) In order to improve compliance with the requirements of this Regulation and followingin accordance with the Commission Communication of 9 December 2010 entitled 'Reinforcing sanctioning regimes in the financial services sector'
, the power to adopt supervisory measures and the sanctioning powers of competent authorities should be enhanced. Administrative sanctions should be foreseenprovided for and, given the importance of the fight against money laundering and terrorist financing, Member States should lay down sanctions that are effective, proportionate and dissuasive. Member States should notify the Commission thereof, as well as EBA, EIOPA and ESMA.the European Supervisory Authority (European Banking Authority) (‘EBA’), established by Regulation (EU) No 1093/2010 of the European Parliament and of the Council 
, the European Supervisory Authority (European Insurance and Occupational Pensions Authority) (‘EIOPA’), established by Regulation (EU) No 1094/2010 of the European Parliament and of the Council
, and the European Supervisory Authority (European Securities and Markets Authority) (‘ESMA’), established by Regulation (EU) No 1095/2010 of the European Parliament and of the Council
.
	NL:

EP text OK
LL:
Deleting of reference 60 is correct
Council way of referencing EBA etc is correct according to drafting rules

	38. 
	Recital 23
	(23) In order to ensure uniform conditions for the implementation of Articles XXX of this Regulation, implementing powers should be conferred on the Commission. Those powers should be exercised in accordance with Regulation (EU) No 182/2011 of the European Parliament and of the Council of 16 February 2011 laying down the rules and general principles concerning mechanisms for control by Member States of the Commission's exercise of implementing powers
.
	(23) In order to ensure uniform conditions for the implementation of Article 23 of this Regulation, implementing powers should be conferred on the Commission. Those powers should be exercised in accordance with Regulation (EU) No 182/2011 of the European Parliament and of the Council of 16 February 2011 laying down the rules and general principles concerning mechanisms for control by Member States of the Commission's exercise of implementing powers
.
	(23) In order to ensure uniform conditions for the implementation of Chapter V of this Regulation, implementing powers should be conferred on the Commission. Those powers should be exercised in accordance with Regulation (EU) No 182/2011 of the European Parliament and of the Council ▌
.
	(23) In order to ensure uniform conditions for the implementation of Article 23Chapter V of this Regulation, implementing powers should be conferred on the Commission. Those powers should be exercised in accordance with Regulation (EU) No 182/2011 of the European Parliament and of the Council of 16 February 2011 laying down the rules and general principles concerning mechanisms for control by Member States of the Commission's exercise of implementing powers
.▌
.
	NL:

EP text is OK
LL:
Before recital 23, a recital containing the standard clause for delegated acts should be inserted if the corresponding Article is kept…

Deletion of "of 16 February 2011 laying down the rules and general principles concerning mechanisms for control by Member States of the Commission's exercise of implementing powers." is correct

	39. 
	Recital 24
	(24) A number of countries and territories which do not form part of the territory of the Union share a monetary union with a Member State, form part of the currency area of a Member State or have signed a monetary convention with the Union represented by a Member State, and have payment service providers that participate directly or indirectly in the payment and settlement systems of that Member State. In order to avoid the application of this Regulation to transfers of funds between the Member States concerned and those countries or territories having a significant negative effect on the economies of those countries or territories, it is appropriate to provide for the possibility for such transfers of funds to be treated as transfers of funds within the Member States concerned.
	(24) A number of countries and territories which do not form part of the territory of the Union share a monetary union with a Member State, form part of the currency area of a Member State or have signed a monetary convention with the Union represented by a Member State, and have payment service providers that participate directly or indirectly in the payment and settlement systems of that Member State. In order to avoid the application of this Regulation to transfers of funds between the Member States concerned and those countries or territories having a significant negative effect on the economies of those countries or territories, it is appropriate to provide for the possibility for such transfers of funds to be treated as transfers of funds within the Member States concerned.
	(24) A number of countries and territories which do not form part of the territory of the Union share a monetary union with a Member State, form part of the currency area of a Member State or have signed a monetary convention with the Union represented by a Member State, and have payment service providers that participate directly or indirectly in the payment and settlement systems of that Member State. In order to avoid the application of this Regulation to transfers of funds between the Member States concerned and those countries or territories having a significant negative effect on the economies of those countries or territories, it is appropriate to provide for the possibility for such transfers of funds to be treated as transfers of funds within the Member States concerned.
	(24) A number of countries and territories which do not form part of the territory of the Union share a monetary union with a Member State, form part of the currency area of a Member State or have signed a monetary convention with the Union represented by a Member State, and have payment service providers that participate directly or indirectly in the payment and settlement systems of that Member State. In order to avoid the application of this Regulation to transfers of funds between the Member States concerned and those countries or territories having a significant negative effect on the economies of those countries or territories, it is appropriate to provide for the possibility for such transfers of funds to be treated as transfers of funds within the Member States concerned.
	

	40. 
	Recital 25
	(25) In view of the amendments that would need to be made to Regulation (EC) No 1781/2006 of 15 November 2006 on information on the payer accompanying transfers of funds, it should be repealed for reasons of clarity.
	(25) In view of the amendments that would need to be made to Regulation (EC) No 1781/2006 of 15 November 2006 on information on the payer accompanying transfers of funds, it should be repealed for reasons of clarity.
	(25) In view of the amendments that would need to be made to Regulation (EC) No 1781/2006 of the European Parliament and of the Council of 15 November 2006 on information on the payer accompanying transfers of funds
, that regulation should be repealed for reasons of clarity.
	(25) In view of the amendments that would need to be made to Regulation (EC) No 1781/2006 of the European Parliament and of the Council of 15 November 2006 on information on the payer accompanying transfers of funds, it
, that regulation should be repealed for reasons of clarity.
	LL:
There is no recital corresponding to Article 24a…

	41. 
	Recital 26
	(26) Since the objectives of this Regulation cannot be sufficiently achieved by Member States and can therefore, by reason of the scale or effects of the action, be better achieved at Union level, the Union may adopt measures, in accordance with the principle of subsidiarity as set out in Article 5 of the Treaty. In accordance with the principle of proportionality, as set out in that Article, this Regulation does not go beyond what is necessary in order to achieve those objectives.
	(26) Since the objectives of this Regulation cannot be sufficiently achieved by Member States and can therefore, by reason of the scale or effects of the action, be better achieved at Union level, the Union may adopt measures, in accordance with the principle of subsidiarity as set out in Article 5 of the Treaty. In accordance with the principle of proportionality, as set out in that Article, this Regulation does not go beyond what is necessary in order to achieve those objectives.
	(26) Since the objectives of this Regulation cannot be sufficiently achieved by Member States and can therefore, by reason of the scale or effects of the action, be better achieved at Union level, the Union may adopt measures, in accordance with the principle of subsidiarity as set out in Article 5 of the Treaty. In accordance with the principle of proportionality, as set out in that Article, this Regulation does not go beyond what is necessary in order to achieve those objectives.
	(26) Since the objectives of this Regulation cannot be sufficiently achieved by Member States and can therefore, by reason of the scale or effects of the action, be better achieved at Union level, the Union may adopt measures, in accordance with the principle of subsidiarity as set out in Article 5 of the Treaty. In accordance with the principle of proportionality, as set out in that Article, this Regulation does not go beyond what is necessary in order to achieve those objectives.
	LL:
Normally we should specify what are the objectives (use title for that purpose for example) + this is a standard clause which should read "but can rather" instead of "and can therefore" and "Article 5 of the Treaty on European Union" instead of "Treaty" alone especially because we quote in this text also the TFEU…

	42. 
	Recital 27
	(27) This Regulation respects the fundamental rights and observes the principles recognized by the Charter of Fundamental Rights of the European Union, in particular the right to respect for private and family life (Article 7), the right to the protection of personal data (Article 8) and the right to an effective remedy and to a fair trial (Article 47) and the principle of ne bis in idem.
	(27) This Regulation respects the fundamental rights and observes the principles recognized by the Charter of Fundamental Rights of the European Union, in particular the right to respect for private and family life (Article 7), the right to the protection of personal data (Article 8) and the right to an effective remedy and to a fair trial (Article 47) and the principle of ne bis in idem.
	(27) This Regulation respects the fundamental rights and observes the principles recognized by the Charter of Fundamental Rights of the European Union, in particular the right to respect for private and family life (Article 7), the right to the protection of personal data (Article 8) and the right to an effective remedy and to a fair trial (Article 47) and the principle of ne bis in idem.
	(27) This Regulation respects the fundamental rights and observes the principles recognized by the Charter of Fundamental Rights of the European Union, in particular the right to respect for private and family life (Article 7), the right to the protection of personal data (Article 8) and the right to an effective remedy and to a fair trial (Article 47) and the principle of ne bis in idem.
	

	43. 
	Recital 28
	(28) In order to ensure a smooth introduction of the new anti-money laundering and terrorist financing framework, it is appropriate to coincide the application date of this Regulation with the end of the transposition deadline for Directive [xxxx/yyyy],
	(28) In order to ensure a smooth introduction of the new anti-money laundering and terrorist financing framework, it is appropriate to coincide the application date of this Regulation with the end of the transposition deadline for Directive [xxxx/yyyy],
	(28) In order to ensure a smooth introduction of the new anti-money laundering and terrorist financing framework, it is appropriate to coincide the application date of this Regulation with the transposition deadline for Directive …/…/EU(.
	(28) In order to ensure a smooth introduction of the new anti-money laundering and terrorist financing framework, it is appropriate to coincide the application date of this Regulation with the end of the transposition deadline for Directive [xxxx/yyyy],…/…/EU(.
	

	44. 
	Recital 28 a (new)
	
	
	(28a) The European Data Protection Supervisor delivered an opinion on 4 July 2013
,
	(28a) The European Data Protection Supervisor delivered an opinion on 4 July 2013
,
	DE:

The amendment is superfluous an therefore should be deleted.

NL:

See citation 6.

End
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