From: --

Sent: 15 May 2019 17:29

To: CASTILLEJO-MARTINEZ Maria

Cc: I U ropean Data Protection Supervisor
Subject: Request for information | 2019-0373

Dear

| hope this email finds you very well. I'm writing you regarding the informal consultation on the European
Parliament's 'efficient printing' system (EDPS case file 2019-0373).

We thank you for the additional information you provided by email on 17/04/2019.
After the analysis of the documentation sent, we kindly ask you to clarify the following four points:

1. Anonymous data
The personal data processing record states on page 3 that '[alnonymised data will be used for
statistical purposes in order to have a better overview of the paper and toner consumption'. Could
you please provide additional details on what kind of anonymous data will you collect for statistical
purposes and why you deem that such data should be considered anonymous. Is it, for example, 800
pages, toner consumption 50% on week 157?

2. Complete diagram of the data flow
If available, could you please provide us with a complete diagram of the dataflow of the 'efficient
printing' system.

3. Data retention period
The personal data processing record states on page 5 that '[e]ncrypted records in databases (stored
on the European Parliament servers) are generated during the processing operations. Personal data
will be retained for a maximum of 18 months from the moment they are collected'. Could you please
clarify the need for this data retention and what kind of personal data will be retained.

4. Data encryption
You mention the type of encryption for the HDD data. Do you use the same encryption method
(AES256-bit) for the other encrypted system?
We would appreciate if you could send us the information requested above by 11 June.

Thank you in advance for your collaboration.

Kind regards,

e

European Data Protection Supervisor
Postal address: Rue Wiertz 60, B-1047 Brussels
Office address: Rue Montoyer 30, B-1000 Brussels

@EU EDPS www.edps.europa.eu
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