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4. 2020/0544/A - SERV60

5. -

6. Austria’s position on Notification Nos 2020/544/A and 2020/548/A regarding the request of the European
Commission for additional information is as follows:

Regarding question 1:

‘In the explanatory notes of the impact assessment document, the Austrian authorities expressly recognize the
on-going legislative work on the Digital Services Act, which adoption is envisaged before the end of the year. The
Commission would welcome further information on the reasons that, in the view of the Austrian authorities, would
justify the need to propose national legislation at this stage, which would largely overlap with an on-going EU
initiative.’

It can be noted that Austria on many occasions - including the Federal Minister responsible for the drawing up of
the notified draft Act in various discussions with representatives of the Commission and of online platforms (such
as Facebook, YouTube, Twitter, LinkedIn, Pinterest, Snapchat and Xing) - emphasised that the Commission’s
initiative for legislation on digital services is welcome.

The explanatory notes to the notified draft Act as well as the Decision of the Council of Ministers of 9 July 2020 on
a set of measures by the Federal Government to efficiently combat hate and violence on the Internet signals
Austria’s clear acknowledgement of the usefulness of the EU initiative announced by the Commission for
legislation on digital Services. This applies in particular to what is planned to this end: ‘increasing and harmonising
the responsibilities of online platforms and information service providers and reinforce the oversight over platforms’
content policies in the EU’ (COM (2020) 67 final). Austria recognises the basic aim of the proposal and will
continue to work intensively and constructively for an effective legal framework for online platforms at European
level in order to effectively protect citizens from illegal content.

Fortunately, question 1 from the Commission, quoted in the introduction, clearly signals that the measures
planned by Austria ‘would largely overlap with an on-going EU initiative’. It can be concluded from this finding that
the Commission largely recognises the necessity and appropriateness of the legislative measure proposed by
Austria. In this regard, there should therefore be a basic consensus on the necessity to respond to the concerning
developments related to the use of new technologies and communication channels. An example in this context is
the current report by the counselling centre ‘ZARA #GegenHassimNetz’ [against hate on the Internet] (see
https://assets.zara.or.at/download/pdf/3-GegenHassimNetz-Bericht.pdf), according to which reports to the
counselling centre increase by one third each year. 35 % of the reported cases are prosecutable and mainly relate



[bookmark: 2]to the criminal offences of incitement to hatred, insults and violations of the Prohibition Act against National
Socialist resurgence. The relevant content and the steadily increasing number of cases make it clear that for
effective and rapid protection against hate crime on the Internet, clear obligations for communication platforms are
required, which in particular also ensure the checking of such on the basis of Austrian criminal offences (and not
only based on the ‘community standards’) (see
https://www.derstandard.at/story/2000120206854/hass-im-netz-zara-versehen-starken-anstieg-bei-mmeldung).

With regard more specifically to the question of the Commission raised simultaneously under point 1 regarding the
timing, the explanatory notes to the draft Act show in detail that the enactment of the planned legal measures is
particularly urgent due to the rapidly growing scale. In view of the fact that Austria has particularly taken into
account the experience gained in Germany and France in its legislative proposal, it does not need to be
specifically mentioned that other Member States have also recognised this urgency and have already taken general
measures. This should also be emphasised insofar as, on the one hand, it is not yet possible for Austria to
estimate which requirements for online platforms will actually be included in the legislative proposal likely to be
expected at the end of this year and, on the other hand, whether the regulatory deficit, which is essential from the
point of view of the Austrian Federal Government, is addressed at all or is adequately addressed.

With regard to the timing, the following should be stressed first and foremost: Taking into account, in particular,
also more recent experience in connection with legislative proposals relating to platform regulation, it can be
assumed that the proposal of the Commission’s legislation on digital services will still take a considerable amount
of time. In Austria’s view, the well-known steps of the legislative procedure will not allow the provisions of the
legislation on digital services to enter into force so promptly as to allow existing grievances to be countered
appropriately. If, as a comparison, one uses the time frame of the amendment to the Audiovisual Media Services
Directive (Directive (EU) 2018/1808), which admittedly only partially affects platforms, then realistically it cannot be
expected to enter into force before 2022 or 2023; furthermore, the implementation period will only begin at this
point in time. A similar schedule seems to have been addressed at the ‘EU DisinfoLab Virtual Conference 2020’ on
the behalf of the Commission (see https://twitter.com/LauKaya/status/1312055567729471488). Every month that
passes idly in view of the acute need for action in this area worsens the evidently problematic situation. From
Austria’s point of view, it does not seem opportune or appropriate to wait any longer or to not act proactively
against the deficiencies in this area which are evident on a daily basis. It should be brought to mind, by way of
example, that the Court of Justice of the European Union in Case C-18/18 (Glawischnig-Piesczek v Facebook
Ireland Limited) handled the removal or disabling of content declared to be illegal in its judgment of 3 October
2019. Apart from the fact that, according to the information available, the photos and insulting statements can still
be accessed (at least outside Austria), the case shows the immense effort that individuals have to make to enforce
the removal of illegal content. Due to the increasing dissemination of such content, this costly and time-consuming
procedure is unreasonable for the victims (for example, the illegality of the content in the example cited had been
known since 2016, see paragraph 27 of the judgment).

In conclusion, it should be emphasised that Austria will adapt the regulations proposed in the notified draft as soon
as a corresponding need arises from secondary legislation of the Union.

Regarding question 2:

‘The notification message states that: “Communication platforms within the meaning of this Act are information
society services whose main purpose or essential function is to enable the exchange of messages or
presentations with intellectual content in words, writing, sound or images between users with a larger group of
people by means of mass distribution.” The Austrian authorities are kindly requested to confirm if the new
obligations resulting from the notified draft will apply to information society services, including video-sharing
platform services, when they fulfil the thresholds set out in § 1(2) of the notified draft regardless of whether these
are established outside the territory of Austria, according to the jurisdiction criteria set out in Directive 2000/31/EC
(the ‘e-Commerce Directive’), and related CJEU case law, and Article 28a of the revised Directive (EU) 2018/1808
(Audiovisual Media Services Directive or ‘AVMSD’), respectively.’

The obligations envisaged in the notified draft generally apply to all information society services established within
or outside the territory of Austria, provided they are to be regarded as providers of communication platforms
(§ 2(4)) and are not excluded from the scope due to insufficient user and turnover figures in Austria (see also the
response to question 4 below).

From Austria’s point of view, it should be noted in any case that this notified draft is not a measure implementing
Directive (EU) 2018/1808 and there is no equivalent of the provisions provided for in the notified draft to be found
in Directive (EU) 2018/1808.

Video-sharing platform services within the meaning of Article 1(1)(b)(aa) of Directive (EU) 2018/1808 are to be
qualified as information society services, however, from Austria’s point of view, at the latest at the end of the
implementation period on 19 September 2020, by means of Directive (EU) 2018/1808, a harmonised regulatory
regime for this specific category of information society services had been created in relation to the audiovisual
content (programmes and user-generated videos) available thereon. This includes, among other aspects, also
‘appropriate measures’ to be considered mandatory with regard to certain illegal content, such as the possibility for
users to report certain illegal programs and user-generated videos. Taking into account that video-sharing platform
services not established in Austria on the basis of the country of origin principle provided for in Directive



[bookmark: 3]services not established in Austria on the basis of the country of origin principle provided for in Directive
(EU) 2018/1808 would have to be subject to the named ‘appropriate measures’ in the Member State of
establishment, these services are to be excluded from the scope of the notified draft - but only with regard to the
programs and user-generated videos distributed there and not with regard to other, non-audiovisual content.

Regarding question 3:

‘The Commission services kindly ask the Austrian authorities whether they have assessed which (or an
approximate number of) communication platforms that are not established in Austria according to the jurisdiction
criteria set out in the e-Commerce Directive and related ECJ case-law would fulfil the thresholds set out in § 1(2)
and thus fall under the scope of the notified draft. The Commission services would also like to know how many of
those platforms would constitute video-sharing platform providers not established or deemed to be established in
the territory of Austria according to Article 28a of the AVMSD. In addition, the Commission services would like to
know whether the Austrian authorities have assessed the costs that such providers would incur in in order to
comply with the obligations set out in the notified draft.’

Only for the sake of clarity, it can be stated that the specific determination of whether a provider falls under the
scope would be made in individual cases within the framework of a specific procedure by the responsible,
constitutionally independent supervisory authority [Kommunikationsbehörde Austria - Austrian communications
authority] and in the event of a judicial review, by the Federal Administrative Court. For legal protection
considerations, a specific possibility was also created to obtain a determination from the supervisory authority on
this matter (see § 1(4) of the notified draft). In accordance with a preliminary assessment, based on the current
formulation of the scope and the individual exemptions detailed below, the obligations of the notified draft will
apply to around ten providers not established in Austria. It can be assumed that around three of these providers
will (also) qualify as providers of video-sharing platform services.

With regard to the costs for communication platforms, it should first be noted that a similar system was
implemented for the German-speaking area when the Network Enforcement Act entered into force in Germany. In
the course of the consultations with several key stakeholders, many have declared that they already have
established reporting procedures and internal review procedures as well as trained staff and that they also
regularly prepare reports and have strict compliance regulations that even (e.g. when categorising which content is
questionable) went beyond the regulations proposed by Austria. It is also for this reason that Austria assumes that,
on the one hand, the additional costs (e.g. for setting up a delivery service to be accessible to authorities as well as
for appointing a natural person as the responsible representative or adapting the reporting methods) will be in the
low-threshold range. In Austria’s opinion, the costs incurred for the formal expansion and/or adaptation of the
(partly) existing reporting systems for content in accordance with the specifications of the notified draft, including
any recruitment of the trained staff necessary to this end, will therefore, in proportion to the turnover achieved, not
be significant and will therefore be reasonable (and thus in turn proportionate).

Regarding question 4:

‘In order to understand the impact and reasoning of the notified draft, the Commission services kindly ask the
Austrian authorities to provide some real life examples, beyond the normative definitions, of the services included
under the category of communication platforms (§  (4) of the notified draft). In particular, whether platforms for the
exchange of opinions/reviews, search engines or individual websites such as opinion blogs are included in that
definition.’

Under the premise that the Commission’s request for examples which go ‘beyond the normative definitions, of the
services included under the category of communication platforms’ seeks to determine which categories of services
are to be subsumed under the term ‘communication platform’, reference can be made to the following aspects in
the notified draft:

First of all, it should be emphasised once again that, based on the legal determinants, the specific determination of
whether a provider falls under the scope would be made in individual cases within the framework of a specific
procedure by the responsible, constitutionally independent supervisory authority [Kommunikationsbehörde Austria
- Austrian communications authority] and in the event of a judicial review, by the Federal Administrative Court.

Communication platforms are defined in § 2(4) as an information society service, the main purpose or an essential
function of which is to enable the exchange of messages or presentations with intellectual content in written, aural
or visual form between users and a larger group of other users by way of mass dissemination. Individual
communication services, in particular e-mail or messenger services, are therefore not included in the platforms
covered; in particular, these services generally do not enable exchanges between users and a larger group of
other users by way of mass dissemination. It can also be assumed that search engines or opinion blogs are not to
be regarded as communication platforms due to the lack of forum-like exchange between users and are therefore
not covered. The central approach for defining the ‘communication platform’ is namely the examination of whether
the main purpose of the platform is a forum-like exchange of content among users, without the provider of the
platform having any content-related, i.e. editorial, responsibility. Platforms on which this exchange represents an
‘essential function’, in that the forum would also be considered an independent offer separate from the rest of the
offer, are equated with this. The Act thus does not cover ‘individual websites such as opinion blogs’ addressed by
the Commission in its question, for example offers such as https://saschalobo.com/blog/ or
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https://www.brodnig.org/. The notified draft does not cover search engines either, as it is not clear how the
functions of a search engine could be subsumed under the definition in § 2(4), since this does not enable a
forum-like exchange of content among users.

Insofar as the Commission in the relevant question 4 also identifies a need for clarification on platforms for the
exchange of ‘reviews’, reference may be made in particular to § 2(3) of the notified draft, in accordance with which
platforms used to broker or sell goods or services are exempt from the scope. Likewise, online games are not
covered - which, however, does not result from the specific exemption in § 2(3), but rather from the definition in
§ 2(4) of the notified draft - as the exchange of content between users does not constitute an essential function of
the service.

The fact that the obligations of the notified draft do not affect all communication platforms is to be taken into
consideration, as § 1(2) standardises certain threshold values (expressed in user and turnover figures in Austria).
In the case that these are not met, the providers are exempt from the obligations. In addition, as already indicated
above, certain platforms (namely those used to broker or sell goods or services as well as non-profit online
encyclopaedias) are explicitly exempted in § 1(3). The analyses carried out in preparing the notified draft gave no
indication - which is also important in the light of the proportionality of the notified draft described in more detail
below in question 5 - that these categories of services would have been misused in a concerning manner for
dissemination of content within the meaning of § 2(6). Media companies (§ 1(1)(6) of the Media Act [Mediengesetz
- MedienG]) are also exempt if they provide communication platforms related to their journalistic content. This
exemption is justified in particular by the fact that media companies already meet high standards of diligence with
regard to the provisions of the Media Act and generally, before publishing third-party content on their forums,
review such content.

These criteria ensure that the group affected by the measures is appropriate and targeted, but also proportionate
to the number of providers covered (see also the answer to question 5). Small platforms as well as service
providers, which due to their orientation have not given any urgent cause for legislative action, therefore do not
have any obligations under the notified draft.

Regarding question 5:

‘The Commission services would welcome more information on the assessment of the proportionality of the
envisaged obligations for communication platforms in relation to the objective to be attained. In particular, whether
and how the Austrian authorities have assessed the impact of those obligations on freedom to provide services and
freedom of establishment, freedom to conduct a business and freedom of expression, as established in the Treaty
on the Functioning of the European Union (“TFEU”) and related CJEU case law.’

The question of proportionality represented a central starting point for Austria for the conception of the proposed
regulations:

In order to consider the obligations with regard to the freedom of establishment in accordance with Article 49 of the
TFEU and the entrepreneurial freedom mentioned in Article 16 of the Charter of Fundamental Rights, the following
must be stated in advance: The communication platforms expected to be covered are not small and medium-sized
enterprises (SMEs) or start-up companies, but generally internationally active and financially strong companies.
When formulating the group of those affected, it was therefore taken into account that the expenditure incurred in
fulfilling the obligations of the Act is in an appropriate, i.e. reasonable, proportion to the financial strength of the
companies concerned.

In terms of content, on the other hand, special reference must be made to § 9(3) of the notified draft. Not only was
the principle of proportionality fully taken into account in the legislative conception, but also the legislative
requirements for the orders of the supervisory authority standardise the principle of proportionality. The relevant
provision expressly and unequivocally takes account of the legislative situation in the European Union arising from
Article 15 of Directive 2000/31/EC on electronic commerce. The required measures must under no circumstance
result in a general prior check of the content and ‘shall be suitable and proportionate for achieving the intended
objectives – such as, in particular, increasing the efficiency of the protective mechanisms for users, protecting the
general public from illegal content and safeguarding the interests of the individuals affected by such
content – taking into account the service providers’ legal interests.’

With regard to the legal conception just mentioned and its alignment in accordance with the principle of
proportionality, it has already been shown under 4 how the formulation of the exemptions ensures that for
platforms that, due to their field of activity or the regulatory regime already applicable to them, have no or only low
risk potential, no obligations are imposed.

Insofar as the Commission also addresses ‘freedom of expression, as established in the Treaty on the Functioning
of the European Union (“TFEU”)’, the following should be noted:

In connection with the protection of freedom of expression standardised in Article 11 of the Charter of Fundamental
Rights and Article 10 of the European Convention on Human Rights, the concern was expressed in comparable
initiatives in other Member States that platforms could delete content in case of doubt due to prompt deletion
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periods and significant threats of sanctions and thus be required to carry out overblocking. Even if the risk of
overblocking has not yet been empirically confirmed (see also the report by the [German] Federal Government on
the evaluation of the Act improving law enforcement on social networks of 9 September 2020), these
considerations in particular have played a major role in the legal conception due to the sensitivity regarding the
effects on the constitutionally secured right to freedom of expression in Austria. Protection against illegal content
must not give platforms a reason to arbitrarily disable undesirable but yet legal content. In this regard, it must be
taken into account that the notified draft contains various precautions and mechanisms to protect against
overblocking:

Firstly, it must be taken into account that only a systemic failure can lead to the initiation of administrative fine
proceedings. On the other hand, a platform is not threatened with a fine for an individual case, so that there is also
no need to fear a negative incentive effect for excessive deletion due to an imminent threat of punishment. In
addition, the deadlines for deleting or disabling content are differentiated, meaning that action is only necessary
within 24 hours for content that is clearly (‘obviously’) illegal.

In addition, there is the instrument of the review procedure (§ 3(4)) to protect users from non-transparent and
unjustified deletion or disabling of content. The service providers must therefore set up a mechanism in which the
user whose content has been deleted can bring about a review of the deletion decision. Lastly, within the
framework of the reporting obligation, the platforms must provide information about their handling of illegal content,
which is intended to prevent a non-transparent and excessive deletion practice in accordance with the principle of
‘control through transparency’ in order to prevent negative effects on the right to freedom of expression.

In a proper manner, the notified draft also provides for a graduated regime for the reporting obligation laid down in
§ 4: Communication platforms with more than one million registered users in particular have to submit a report on a
quarterly basis, and all other communication platforms covered by the obligations of the notified draft must do so
on an annual basis. Austria also regards this obligation as in no way inappropriate, but rather as reasonable.

Insofar as the fundamental freedom to provide services is concerned, a restriction can only be justified in this
regard if it turns out that it complies with overriding reasons based on the public interest, is suitable for ensuring
attainment of the objective it pursues, and does not go beyond what is required to attain this objective. The notified
draft meets these requirements. The prevention and control of hate crime and other criminal content on
communication platforms promoted by the notified draft is to be seen as an overriding reason based on public
interest.

It must also be taken into account that the ‘illegal content’ within the meaning of § 2(6) is not a ‘petty offence’ but a
serious criminal offence under the Austrian Criminal Code and under the Prohibition Act against National Socialist
resurgence, which can seriously impair the (professional or private) life and good reputation of those affected in
the long term. With regard to the catalogue of criminal offences - in view of the sensitive question of the distinction
between admissible judgment (‘opinion’) and illegal factual claim - it should be pointed out that - because of the
difficulties in assessing whether such a criminal offence exists and because as a result, platforms may disable
more than is necessary - ‘slander’ (§ 111 of the Criminal Code), which represents a considerable problem, was
omitted from this catalogue.

The draft provisions designed to ‘enforce’ obligations also clearly show that the principle of proportionality is a
cornerstone of the proposal: A multi-stage process is provided to ensure that the most adequate, least restrictive
means may be used respectively:

- With the complaints procedure in accordance with § 7, an instrument is created outside of an official supervisory
procedure to mediate between users and the platforms to bring about a satisfactory solution without involving the
State’s sovereignty.
- In the official supervisory procedure in accordance with § 9, an improvement order must be sent to the service
provider if there is a ‘systemic failure’.
- Only when the service provider does not comply with such an improvement order or if the authority has already
seen a reason to issue an improvement order for the second time should a procedure be initiated and a fine
imposed.
- Lastly, the principle of proportionality also emerges clearly in the standards for imposing fines, as § 10(2)
specifies specific circumstances that must be taken into account when assessing the amount of the fine, including,
for example, the extent and the duration of the negligence on the part of the service provider in complying with the
obligation as well as the extent of the precautions taken to prevent a violation or the instruction of the employees to
behave in accordance with the law (see subparagraphs 4 and 6).

In summary, this means that: It is precisely not the case that platforms would immediately and directly be
threatened with an exorbitant fine in the event of wrong decisions in individual cases (such as difficult
considerations in borderline cases); rather, it depends on the organisation of the entire system. Only a ‘systemic
failure’ with regard to the obligations of the notified draft can lead to the imposition of fines - but only after a
specific improvement order which has not been complied with. The supervisory authority must, in turn, comply with
the principle of proportionality when assessing the amount of a fine.

It should also be brought to mind that many platforms have already at least started to take certain (IT) measures
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(such as software for moderating forums); so the additional costs should be manageable.

For the sake of completeness, reference may also be made to the comments regarding question 7 in the context
of the question of the proportionality of the imposed obligations. These show that Austria has also taken into
account the principle of proportionality with regard to the obligation to appoint a ‘responsible representative’.

In conclusion, we can therefore express the conviction that the measures provided for in the notified draft
undoubtedly serve an objective in the public interest and that they are proportionately designed in various aspects
at different levels.

Regarding question 6:

‘The Commission services kindly ask the Austrian authorities to clarify whether they are resorting to the urgency
procedure set out in Article 3(5) of the e-Commerce Directive as per references to such provision in the special
part § 1 of the impact assessment document. The Austrian authorities are also kindly requested to provide more
information on any actions taken with regards to the procedural requirements under Article 3(4)(b) of the
e-Commerce Directive. The Austrian authorities are also kindly requested to provide more information on any
actions taken with regards to the procedural requirements under Article 3(4)(b) of the e-Commerce Directive.’

In Austria’s view, there is also scope for national regulations outside of the set of instruments provided by Directive
2000/31/EC on electronic commerce. It is true that, in accordance with Article 3(2) of Directive 2000/31/EC,
Member States may not, for reasons falling within the coordinated field, restrict the freedom to provide information
society services. However, Article 3(4) of Directive 2000/31/EC already allows for an exemption to this for the
obligations in the notified draft, because these obligations (such as the reporting and review procedures in
particular) to combat hate crime and other criminal content are urgently needed, amongst other aspects to protect
not only individual users, but also peaceful coexistence in a free, open and democratic society in Austria. The
regulations therefore undoubtedly serve the purpose of the first item of Article 3(4)(a)(i), public policy, indirectly
also the investigation, detection and prosecution of criminal offences, including the protection of minors and the
fight against any incitement to hatred on grounds of race, sex, religion or nationality, and violations of human
dignity concerning individual persons. In Austria’s view, on the other hand, a considerable part of the regulations
provided for in the notified draft do not qualify as restricting the freedom to provide information society services, an
example of which here is the provisions on dispute settlement in § 7(1).

However, the regulations laid down in the notified draft also meet the further requirements for the possibility of
derogation by a Member State. Thus, Article 3(4)(a)(ii) and (iii) of Directive 2000/31/EC stipulate that the measures
shall be taken against a given information society service which prejudices the aforementioned objectives or which
presents a serious and grave risk of prejudice to those objectives and that the measures are proportionate to these
objectives. The compliance obligations provided for in the notified draft relate exclusively to individual and specific
information society services that are more strictly limited by the definitions and serve to prevent objectively criminal
offences. In the answer to question 5, it was already shown in detail that the regulations correspond to the
principle of proportionality.

Of course Austria does not fail to recognise that the first item of Article 3(4)(b)(i) of Directive 2000/31/EC
procedurally requires the Member State wishing to take an exceptional measure to firstly ask the Member State in
which the service provider is established to take its own measures. Nor is it overlooked that the second item of
Article 3(4)(b)(i) of Directive 2000/31/EC stipulates as regards the procedure that the Member State which has
decided on a derogation must notify the Member State it had previously requested to no avail and the European
Commission of its intention to now take measures.

In the case of urgency, however, Article 3(5) of Directive 2000/31/EC permits these procedural requirements to be
disregarded in order to enable prompt action to be taken. In the answer to question 1 Austria has already (the
content of which may be referred to here again) demonstrated in detail, citing an example, why waiting seems
unjustifiable.

As stated in the notified draft Act, Austria refers to the urgency procedure standardised in Article 3(5) of Directive
2000/31/EC, whereby the present Notification also provides the other Member States with the opportunity to
acknowledge the proposal.

Regarding question 7:

‘The Austrian authorities are invited to clarify whether the requirement to appoint a national representative in
Austria would also apply to service providers under the jurisdiction of other Member States and, if affirmative, the
Commission services would welcome further clarifications with regard to how this could be reconciled with the
country of origin principle of the e-Commerce Directive and, in the case of video-sharing platforms, of the AVMSD.’

The answer to the question of whether the requirement to appoint a ‘national representative’ would also apply to
service providers ‘under the jurisdiction of other Member States’ must be wholly answered in the affirmative.

However, should the Commission interpret the provisions of the notified draft to the effect that this responsible



[bookmark: 7]However, should the Commission interpret the provisions of the notified draft to the effect that this responsible
representative must be a resident in Austria - which can be concluded from the phrase ‘in Austria’ cited in the
question - this would be legally incorrect. For Austria the obligation to appoint a responsible representative person
signifies ensuring the availability of a contact person, on the one hand and ensuring that they are given the
necessary authority to enforce the obligations, on the other. However, the regulation is not necessarily based on
residency in Austria. It must be taken into account that the reference to the requirements of § 9(4) of the
Administrative Penal Act [Verwaltungsstrafgesetz – VStG] 1991 makes it clear that although generally a person
with primary residence in Austria must be appointed, this requirement of primary residence in Austria however, in
accordance with the clear wording of the Act, does not apply to nationals of States party to the Agreement on the
European Economic Area. § 9(4) of the VStG reads as follows: ‘The responsible representative may only be a
person whose primary residence is in Austria, who can be prosecuted, who has demonstrably agreed to their
appointment and who has been assigned appropriate authority for the clearly delimited area under their
responsibility. The requirement of primary residence in Austria does not apply to nationals of States party to the
Agreement on the European Economic Area if deliveries in administrative penalty proceedings are ensured by
international treaties with the contracting state of the responsible representative’s place of residence or by other
means.’

As stated in the introduction, it is therefore not necessary to appoint a responsible representative with primary
residence in Austria. Rather, for the platform operator to act in accordance with the law it is sufficient for the
person concerned to be a resident in the EEA. Thus, the proposed regulation is also designed in line with EU law
and fully complies with case-law of the European Court of Justice, which in its judgment of 11 June 2009 in Case
C-564/07, Commission v Republic of Austria, paragraph 47 et seq., stated that a national provision obliging patent
lawyers lawfully established in another Member State who wish temporarily to perform services in Austria to
appoint a representative ad litem with residence in Austria constitutes an inadmissible restriction on the freedom to
provide services. In summary, this means that service providers under the jurisdiction of another Member State
have the option of appointing a responsible representative in this (other) Member State. This legal conception is
also further evidence of the proportionality of the envisaged regulation, because, at least for Austria, it prevents a
company whose offer is available in several Member States from having to appoint several responsible persons.

In this regard, for the sake of completeness, it should be pointed out that the notified draft on this point deviates
significantly from the requirements of the German Network Enforcement Act (Netzwerkdurchsetzungsgesetz -
NetzDG (§ 5)); which stipulates, without exception, a ‘representative ad litem in Germany’, i.e. a resident in
Germany. In this sense, the existing German regulation, which was not formally objected or contested by the
Commission in the relevant notification procedure, is significantly stricter than the one in the notified draft; this is
not the only reason why Austria is assuming compatibility with the country of origin principle, as has been shown.

Regarding question 8:

‘§ 1(2) of the notified draft envisages that a service provider would be exempted from the obligations under the
notified draft if - the number of users in Austria authorised to access the communication platform by means of
registration did not exceed an average of 100 000 people in the previous quarter; and - the turnover achieved with
the operation of the communication platform in Austria did not exceed EUR 500 000 in the previous year. The
Commission services would welcome further explanations concerning the foreseen exemption, in particular on
how it reconciles with the AVMSD Article 28b obligations that are applicable to all video-sharing platforms
irrespective of their size. Further, the Commission services would like to better understand whether the Austrian
authorities have assessed the possibility to apply less burdensome measures (such as including the relevant
requirements in platforms’ terms of use also to platforms below the threshold) and, if yes, what the outcome is of
such an assessment.’

The notified draft contains, in particular due to the graduations and restrictions already detailed under 4 and 5, a
regulatory regime that is to be regarded as proportionate in view of the objective pursued. An essential
characteristic of hate crime on the Internet, which is also described as particularly stressful by those affected, is the
often high publicity and visibility. For this reason, Austria sees a need to regulate large communication platforms
through which such content is widely disseminated in connection with the criminal offences mentioned in § 2(6) of
the notified draft.

As far as the Commission’s question on the application of ‘less burdensome measures’ is concerned, it should be
pointed out that it is precisely the regulatory deficit described under 1 that requires legally defined minimum
standards for the handling of certain illegal content by the platforms. This includes the organisational obligations
proposed in the notified draft (establishment of an effective and transparent reporting and review procedure,
reporting obligation and the appointment of a responsible representative), which were proportionately designed in
the notified draft with numerous levels and restrictions (see above).

For the sake of clarification, however, it should particularly be noted that the requirements addressed by the
Commission resulting from Article 28b of Directive (EU) 2018/1808 are implemented in the Audiovisual Media
Services Act independently of the notified draft for the group of video-sharing platform services established in
Austria. A draft in this regard is to be assessed by 16 October 2020 (see
https://www.bundeskanzleramt.gv.at/agenda/medienrecht.html) and should be approved by the end of the year.

Regarding question 9:
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‘The Commission services understand that § 76a of the Code of Criminal Procedure (StPO) already allows some
authorities to request users’ master data and access data from communication service providers, and that the
notified draft would extend this procedure to other internet service providers, in particular over-the-top (OTT)
media services. The Commission services would be interested to understand what kind of data precisely is
covered by this procedure and whether this data is stored by the service providers for commercial purposes, or
pursuant to a data retention obligation? The Commission services would also like to better understand which
authorities can request such data under this procedure.’

In accordance with the current legal situation, § 76a of the Austrian Code of Criminal Procedure
[Strafprozessordnung - StPO] provides the legal basis for the provision of master data and access data to the law
enforcement authorities.

Paragraph 1 as cited obliges the operators of public communications services (‘providers’; § 92(3)(1) of the
Telecommunications Act [Telekommunikationsgesetz - TKG]) to provide information on master data to courts,
public prosecutors and the Criminal Investigation Service. In accordance with the legal definition in § 92(3)(3) of
the TKG, this is understood to mean all personal data required for the establishment, processing, modification or
termination of the legal relationship between the user and the provider or for the creation or publication of
subscriber directories. In accordance with the exhaustive list in the Act, these are: name, academic degree for
natural persons, address, subscriber number and other contact information for messaging, information about the
type and content of the contractual relationship, creditworthiness and date of birth.

Such a request for information can be made by the Criminal Investigation Service (also at their own discretion), the
public prosecutor’s office or the court.

Paragraph 2 as cited enables the processing of traffic data for information purposes regarding certain access data
(mentioned in the corresponding provision of § 99(5)(2) of the TKG) and exhaustively listed in paragraph 2 (for the
term see § 92(3)(4a) of the TKG). The following are the data to be stored by providers of Internet access services
and e-mail services:

- name, address and subscriber identity of the subscriber to whom a public IP address was assigned at a specific
point in time, specifying the underlying time zone (subparagraph 1; dynamic IP address);
- the subscriber identity (subparagraph 2) assigned to the subscriber when using e-mail services;
- name and address of the participant to whom an email address was assigned at a specific point in time
(subparagraph 3);
- finally, the e-mail address and the public IP address of the sender of an e-mail (subparagraph 4; information on
e-mail data).

In this way, the investigative authorities can assign an already known dynamic IP address to a participant and
determine which participant was assigned an e-mail address at a specific point in time. In terms of content,
information on master data is recorded under the evaluation of traffic data which is under the heading of information
on access data.

The information in accordance with paragraph 2 is to be given on the basis of an order from the public
prosecutor’s office.

There is no data retention regime in Austria. Operators may save the data covered by § 76a of the StPO for billing
purposes.

The provision of § 76a of the StPO is now to be extended to other service providers with the proposed wording:

§ 76a. (1) Providers of communication services and other service providers (§ 3(2) of the e-Commerce Act
[E-Commerce-Gesetz – ECG]) are, at the request of criminal investigation authorities, public prosecutors and
courts relating to the investigation of the specific suspicion of a criminal offence of a specific person, to provide
information on the master data of a subscriber (§ 90(7) of the TKG) or a user of another service (§ 3(4) of the
ECG).

In its decision of 13 June 2019, C-193/18, the ECJ held that Article 2(c) of Directive 2002/21/EC of the European
Parliament and of the Council of 7 March 2002 on a common regulatory framework for electronic communications
networks and services (Framework Directive) (OJ L 108, 2002, p. 33), as amended by Directive 2009/140/EC of
the European Parliament and of the Council of 25 November 2009 (OJ L 337, 2009, p. 37, as corrected by OJ L
241, 2013, p. 8) must be interpreted as meaning that a web-based e-mail service which, such as the Gmail service
provided by Google, does not provide Internet access, does not consist wholly or mainly in the conveyance of
signals on electronic communications networks and therefore does not constitute an ‘electronic communications
service’ within the meaning of that provision (paragraph 41).

This category of service providers mentioned by the ECJ also includes OTT (over-the-top) media services
comparable to Google. As § 76a of the StPO currently (only) focuses on ‘communication service providers’, in the
light of the aforementioned decisions of the ECJ it is questionable as to what extent Internet services, in particular
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the aforementioned OTT media services, are covered. Internet services, in particular OTT (over-the-top) services,
are now also to be covered by the indicated obligation to provide information. The notified draft therefore proposes
that other service providers be explicitly named in § 76a of the StPO. From the reference to § 3(2) of the ECG, it
follows that natural or legal persons or other legal entities that provide an information society service should be
included. The service providers include access, hosting and content providers in the narrower sense, website
operators (including visitor books), forum operators, bloggers (insofar as they allow third parties to save content),
file-sharing operators, online auctioneers, advertising services, registries (domain registry operators) and WLAN
operators (as access providers), but not mere registrars, domain owners or administrators. By adding users of
‘another service (§ 3(4) of the ECG)’, the corresponding group of addressees is to be covered.

No changes are planned with regard to the scope of the information obligation.
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