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3. Which actions could be taken to support small companies and start-ups in
tackling terrorist content online effectively? Should these be taken by larger
companies, public authorities or both?

1. All necessary steps should be agreed at EU level and apply uniformly across the 28 Member States. Member States should
explicitly agree not to adjust EU agreed steps locally.

2. Incentives should be provided to smaller companies to engage in best practice when it comes to all forms of illegal content.
For example, lead in times for compliance. Or flexibility of approach in solving the issues.

3. Take down times and automation of process to deal with illegal content should be proportionate to the size and scope of the
problem on any particular platiorm. The largest platforms tend to have the highest volumes and thus the largest problems.

4. Any technical solutions developed by large companies should always be cheap/easy to apply and shared royalty free.

4. What are your views on regulating at EU level in the following areas and how
would you qualify the impact on your business (positive or negative)? Please
provide a short justification of your assessment.

Definition of  terrorist

content

This could be helpful, if 1. all member states adhered strictly to the definition; 2. it
was simple and unambiguous; 3. no derogations were created at drafting or later

Requirements regarding the
companies’ terms of service

The Commission should not be prescribing commercial terms of service, since it is
a competitive element of any commercial offering. Broad guidelines for best
practice could be helpful, however

General requirement for
companies to put the
necessary measures in place
to ensure that they do not

There is already a substantial body of EU and Member State law and regulation
relating to how to deal with all forms of illegal content. What is required is help
interpreting and applying those rules. What is not required is the creation of new,
issue specific rules (for terrorism or any other kind of illegal content), creating
confusion and potential conflict with existing legal instruments.

host  terrorist  content
(complemented by self
regulation)

Specific requirements in

terms of action upon referral
(including time limit of one
hour)

Any requirements would need 1o be sufficiently flexible 1o accommodate varying |
volumes of content, audience size, company size, etc. The demand for identical
responses from companies with different product offerings and at different stages
of economic development would create business imbalances and skew the
market irrevocably in favour of the largest, most profitable companies

More explicit and detailed
obligations to  deploy
specific proactive measures

Conlflicts with existing legal and regulatory instruments should be resolved
before any new obligations are created. There also needs to be a distinction
between proactive detection in public fora and private communications. This is
not well articulated in the current discussion. Proactive scanning of private
communications runs counter to historical confidentiality of communications

(1n01u(_hng automatic rules and European values. The economic impact on smaller and loss-making
detection) companies would be high, were such obligations introduced indiscriminately
Speciﬁc requirements to | Requiring companies to cooperate is disproportionate and risks cartel-like

cooperate with other hosting
service providers to avoid

situations. Already, the largest companies are voluntarily developing technical
solutions they provide on a royalty free basis to smaller companies to implement.
At one level, this is to be welcomed. At another level, creating any kind

the dissemination across dependence on the largest 3 or 4 companies risks ossifying the market, with
smaller companies unable to compete unless they cooperate with their biggest
platforms competitors.
Sanctions in case of non- Existing laws and regulations concerning illegal content already provide for
. sanctions to be applied for non-compliance. Improved application and
Compllance enforcement of existing rules is clearly simpler (preferable for smaller companies)

Exchanges of information
with law enforcement to
limit any interference with
investigations and to feed
into the analysis of terrorist
material

Cooperation with law enforcement beyond formal enquiries should be
encouraged. It is in everybody’s interests to increase exchanges of information,
technological developments, operating methods, education and so on. The fora
the EU Commission and other EU bodies provide are useful for industry and
create a win-win for all stakeholders.

Clarify that companies

Safe harbours for regulatory compliance are in principle an important safeguard
for compani f all siz nd shoul NCour matter of regul
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engaged in  proactive
measures benefit from the
liability exemption (Good
Samaritan clause)

good practice. We remain concerned at the unintended consequences of
proactive measures (see above). Explicit safe harbours accompanying
reasonable measures would have a positive impact on business in terms of
legal predictability

Requirement to Member
States to increase referral
capabilities, quality criteria
for referrals and for referral
entities in Member States to
provide relevant support to
companies in case of doubt
about qualification as
terrorist  content  (e.g.
through points of contact)

Many Member States need to increase their referral capabilities in terms of
resource allocation and skills; only a handful operate at a qualitatively high
level. We would encourage best practice sharing among Member States,
with a view to standardisation of approach across the EU. The European
Commission should drive this process to ensure alignment across EU. If
this were achieved, the impact on smaller businesses would be positive.

The alternative, which is increasingly to farm out wholesale the
responsibility to the private sector, raises serious questions about the role
of the state in society and the state's duty to protect its citizens as well as
uphold their collective beliefs and values

Nomination of point of
contact within Companies

We support the nomination of a single Point of Contact within a company. It
should be left to the company to decide whether that is an individual or a
department

Reporting obligations for
companies®

We support he introduction of a basic set of annual reporting data, while
acknowledging that smaller companies may only report a sub-set of the
data, or through a different business model, only generate some data sets

Transparency requirements
for companies vis a vis their
users*

As a matter of good practice, companies should inform their users of how
their data is being processed, stored and accessed, including by law
enforcement agencies. A comprehensive privacy policy, with related
information, for example in a privacy centre, is a good way to achieve this

Compulsory safeguards,
such as the ones in the
general chapter of the
Recommendation

The safeguards foreseen in Arts 19 and 20 of the Recommendation would
place a heavy burden on resource-poor smaller and start up companies and
negatively impact their ability to scale. The safeguards should only be
compulsory for companies of a certain profitability/scale/volume of illegal
content. In other cases, the decision on what is illegal should be taken by a
public authority or hori

The establishment of an
external  audit/monitoring
mechanism for assessing
compliance of companies.

It is important that the identification of illegal content is not privatised by
stealth. The detection, remediation and prevention of criminal activity is one
of the key functions of the state. What is appropriate to see, what should be
censored or removed and who should be held responsible, is the preserve
of the courts, supported by law enforcement and other agencies of state

3 See point 41 of the Recommendation.
4 See points 16 and 17 of the Recommendation.
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